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1.
Background
When receiving an initial SIP request for a dialog, or a standalone SIP request, an IBCF might need to, based on the use-case, select a local policy to apply to e.g. SIP screening, THIG, OMR and privacy. At the moment there is no proper mechanism for an IBCF to determine whether the use case is:

-
the visited to home use case;

-
the home to visited use case;

-
the loopback (RAVEL) use case, 

-
the invocation of MRB/MRF in visited network from AS in home network; 

-
a request sent from the home network on the originating side to the home network on the terminating side;

-
subscription request from a P-CSCF to a S-CSCF (compared to subscription from UE over a NNI);

-
a request from ATCF to SCC AS (and vice versa); or

-
etc. (the list will be longer and longer the more IMS evolve) 

The study item FS_NNI_RS has studied how the IBCF could understand the use case (referred to as the "II-NNI traversal scenario" in 3GPP TS 24.802). Many options have been studied and the result of the study is documented in 3GPP TR 24.802.

An IETF draft (draft-holmberg-sipcore-roaming-role-00) is initiated and attached to this document.
2
Scenarios
The following subclauses try to illustrate by means of message flows when and where the II-NNI traversal scenarios shall be included.

NOTE 1:
The subclauses do not (yet) describe how the indication is used. This will be the objective with a next set of CRs in the near future.

The draft-holmberg-sipcore-roaming-role-00is using "role" instead of II-NNI traversal scenario.

The II-NNI traversal scenario can be identified by understanding the role of the node associated with the URI that is the next destination (hop) of a dialog creating or a stand-alone request.

NOTE 2:
From routeing point of view the URI in the Request-URI is not always the destination. For example when the originating visited network forwards the message received from a roamin user in a visited network, the originating home network is the destination.
2.1
Registration

The P-CSCF and S-CSCF can add the "role" SIP URI parameter already during registration. By doing this the intermediate networks and the own network can make use of the II-NNI traversal scenario type even if the other side (home resp. visited network) does not support the indicator.

However, the following subclauses assume that both the visited and the home network support indicating the II-NNI traversal scenario type.

When the S-CSCF and P-CSCF add the "role" SIP URI parameter in the Service-Route header field and Path header field the II-NNI traversal scenario type will be included in the route set used when receiving an dialog creating or stand-alone SIP request from the UE or when sending a dialog creating or stand-alone SIP request towards the UE.

Three registration cases are described:

-
No topology hiding (THIG) in the home network or in the visited network;
-
THIG in the visited network but not in the home network;
-
THIG in the home network but not in the visited network; and

-
MSC server enhanced for ICS register a user and no THIG in the visited network or in the home network.
The THIG in the visited network and in the home network is not described since that is just a just a combination of THIG in the visited network and THIG in the home network.

For the case when the MSC server enhanced for ICS registers, only the case when no THIG in the visited network or in the home network is described since the THIG cases follows the same principles and results in the exactly same 3GPP TS 24.229 impact.
2.1.1
No topology hiding (THIG) in the home network or in the visited network

In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario and that THIG is not used in the visited network or the home network is used.
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24.229 5.2.2.1: P-CSCF adds the 

role=roaming.visited in the Path header field.

24.229 5.4.1.2.2F: S-CSCF 

adds the ii-nni=roaming.home 

in the Service-Route header 

field.


NOTE:
The red boxes and red text is new added procedures or parameters due to the introduction of the II-NNI traversal scenario type indication.

2.1.2
THIG in the visited network but not in the home network

In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario and THIG is used in the visited network but not in the home network.
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24.229 5.10.4.1: If I-BCF-1 hides the P-CSCF entry received in the 

Path header field, the IBCF-1 adds an IBCF-1 entry. The same role 

SIP URI parameter as in the P-CSCF URI parameter is added to the 

IBCF-1 SIP URI.

24.229 5.10.4.3: I-BCF unhides the P-CSCF entry in the 

Path header field

24.229 5.2.2.1: P-CSCF adds the 

role=roaming.visited in the Path header field.

24.229 5.4.1.2.2F: S-CSCF 

adds the role=roaming.home in 

the Service-Route header field.


NOTE:
The red text boxes and red text is new added procedures or parameters due to the introduction of the II-NNI traversal scenario type indication. The black text box with black text is existing (and not updated) procedures.

2.1.3
THIG in the home network but not in the visited network

In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario and THIG is used in the home network but not in the visited network.
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24.229 5.10.4.2: If IBCF-2 hides the S-CSCF entry received 

in the Service-Route header field, the IBCF-2 adds the same 

role SIP URI parameter as in the S-CSCF URI to the IBCF-2 

SIP URI.

24.229 5.2.2.1: P-CSCF adds the 

role=roaming.visited in the Path header field.

24.229 5.4.1.2.2F: S-CSCF 

adds the role=roaming.home in 

the Service-Route header field.


NOTE:
The red boxes and red text is new added procedures or parameters due to the introduction of the II-NNI traversal scenario type indication.

2.1.4
MSC server enhanced for ICS register a user and no THIG in the visited network or in the home network.

In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario and THIG is not used in the visited network or the home network.
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24.292 6.3.2: MSC server adds the 

role=roaming.visited in the Path header field.

24.229 5.4.1.2.2F: S-CSCF 

adds the role=roaming.home in 

the Service-Route header field.


NOTE:
The red boxes and red text is new added procedures or parameters due to the introduction of the II-NNI traversal scenario type indication.

2.2
Dialog creating and stand-alone request with the exception of the REGISTER request 

2.2.1
UE-originating case

2.2.1.1
No topology hiding (THIG) in the home network
In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario and THIG is not used in the visited network.

The role=roaming.home URI parameter was included in the Service-Route header field by the S-CSCF during the registration of the UE.
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NOTE:
The red text boxes and red text is new added procedures or parameters due to the introduction of the II-NNI traversal scenario type indication.
2.2.1.2
Topology hiding (THIG) in the home network

In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario and THIG was used in the home network when the UE registered (see subclause 2.1.3). 

The "role=roaming.home-visited" URI parameter was included in the Service-Route header field by the S-CSCF during the registration of the UE. However, since THIG of the Service-Route header field was used in the visited network the IBCF-1 copied the role URI parameter from the Service-Route header field to the IBCF URI in the Service-Route header field.
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NOTE 1:
The red text boxes and red text is new added procedures due to the introduction of the II-NNI traversal scenario type indication. The black text box with black text is existing (and not updated) procedures.

NOTE 2:
When IBCF-2 receives the dialog creating and stand-alone request and the hidden Route header is encrypted the role URI parameter in the Route header field is visible again. If the hidden Route header field does not contain an role URI parameter, no "role" URI parameter will be included towards the S-CSCF.
2.2.1.2
MSC server enhanced for ICS no THIG in the home network
In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario and THIG is not used in the visited network.

The "role=roaming.visited-home" URI parameter was included in the Service-Route header field by the S-CSCF during the registration of the UE.
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NOTE:
The red text boxes and red text is new added procedures due to the introduction of the II-NNI traversal scenario type indication.
2.2.2
UE-terminating case

2.2.2.1
No topology hiding (THIG) in the home network or in the visited network

In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario and THIG is not used in the visited network.

The "role=roaming.home-visited" URI parameter was included in the Path header field by the P-CSCF during the registration of the UE.

The same scenario applies when the S-CSCF sends a dialog creating request to the MSC server enhanced for ICS.
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NOTE:
The red text boxes and red text is new added procedures due to the introduction of the II-NNI traversal scenario type indication. 

2.2.2.2
Topology hiding (THIG) in the visited network

In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario and THIG was used in the visited network when the UE registered (see subclause 2.1.2). 

The "role=roaming.home-visited" URI parameter was included in the Path header field by the P-CSCF during the registration of the UE. However, since THIG of the Path header field was used in the visited network the IBCF-1 copied the "role" URI parameter from the Path header field to the IBCF URI in the Path header field.

The same scenario applies when the S-CSCF sends a dialog creating request to the MSC server enhanced for ICS.
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NOTE 1:
The red text boxes and red text is new added procedures due to the introduction of the II-NNI traversal scenario type indication. The black text box with black text is existing (and not updated) procedures.

NOTE 2:
When IBCF-1 receives the dialog creating and stand-alone request and the hidden Route header is encrypted the role URI parameter in the Route header field is visible again. If the hidden Route header field does not contain an role URI parameter, no role URI parameter will be included towards the P-CSCF.

2.3
Loopback

2.3.1
Indicating loopback towards the TRF by P-CSCF
In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario.
The Route header field with the role=roaming.home URI is included as described in subclause 2.2 in this document.
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included in the g.3gpp.trf. 

UE-A


NOTE:
The red text boxes and red text is new added procedures or parameters due to the introduction of the II-NNI traversal scenario type indication.

2.3.1
Indicating loopback towards the TRF by MSC server enhanced for ICS
In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario.
The Route header field with the role=roaming.home URI is included as described in subclause 2.2 in this document. 
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NOTE:
The red text boxes and red text is new added procedures or parameters due to the introduction of the II-NNI traversal scenario type indication.

2.4
MRB

2.4.1
Indicating loopback towards the MRB by P-CSCF

In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario. 

The Route header field with the role=roaming.home URI is included as described in subclause 2.2 in this document. 
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NOTE:
The red text boxes and red text is new added procedures or parameters due to the introduction of the II-NNI traversal scenario type indication.

2.4.1
Indicating loopback towards the MRB by MSC server enhanced for ICS

In this scenario both the visited network and the home network supports indicating the II-NNI traversal scenario. 

The Route header field with the role=roaming.home URI is included as described in subclause 2.2 in this document.
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NOTE:
The red text boxes and red text is new added procedures or parameters due to the introduction of the II-NNI traversal scenario type indication.

3.
Summary
The clause 2 shows the impact in TS 24.229 and TS 24.292 when introducing indication of the II-NNI traversal scenario using the "role" URI parameter.

If the principles in clause 2 can be agreed, a number of CRs will prepared to the next meeting that will include the necessary changes in TS 24.229 and TS 24.292 as indicated in the flows.
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24.229 5.2.7.2: P-CSCF adds the role URI parameter in the MRB URI and the Route header field as described in UE-originating case
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24.229 5.2.6.3.3 and 5.2.6.3.7: Verifies that the received route set is identical to the one received in the Service-Route header field during registration.
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24.229 5.2.7.2: P-CSCF adds the the role URI parameter in the TRF URI and the Route header field as described in UE-originating case.
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24.229 5.2.6.3.1: Adds the role parameter, if not already included in the stored route set.
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24.229 5.4.3.3: S-CSCF adds the role parameter (if not already included in the stored route set), to the bottom most not hidden Route header field.
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24.292 7.3: P-CSCF adds the the role URI parameter in the TRF URI and the Route header field as described in UE-originating case 
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24.292 7.3: The MSC server adds the role URI parameter in the MRB URI and the Route header field as described in UE-originating case


INVITE
Route:<s-cscf URI;role=roaming.home>
F-C=g.3gpp.mrb=<mrb URI;role=mrb.visited>


UE-A


24.229 5.7.1.18: The AS adds the role URI parameter in the MRB URI 
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24.229 5.4.3.3: S-CSCF adds the role parameter (if not already included in the stored route set)


Home network


Visited network



_1456638645.vsd
UE


P-CSCF


IBCF-1


IBCF-2


S-CSCF


REGISTER


REGISTER
P=<p-cscf URI;role=roaming.visited>


REGISTER
P=<ibcf-1 URI;role=roaming.visited>, <hidden>


REGISTER
P=<ibcf-1 URI;role=roaming.visited>, <hidden>


200 OK REGISTER
P=<ibcf-1 URI;role=roaming.visited>, <hidden>
S-R=<s-cscf URI;role=roaming.home>


200 OK REGISTER
P=<ibcf-1 URI;role=roaming.visited>, <hidden>
S-R=<s-cscf URI;role=roaming.home>


200 OK REGISTER
P=<p-cscf URI;role=roaming.visited>
S-R=<s-cscf URI;role=roaming.home>


200 OK REGISTER
P=<p-cscf URI;role=roaming.visited>
S-R=<s-cscf URI;role=roaming.home>


THIG in Visited network


Home network


24.229 5.10.4.1: If I-BCF-1 hides the P-CSCF entry received in the Path header field, the IBCF-1 adds an IBCF-1 entry. The same role SIP URI parameter as in the P-CSCF URI parameter is added to the IBCF-1 SIP URI.


24.229 5.10.4.3: I-BCF unhides the P-CSCF entry in the Path header field


24.229 5.2.2.1: P-CSCF adds the role=roaming.visited in the Path header field.


24.229 5.4.1.2.2F: S-CSCF adds the role=roaming.home in the Service-Route header field.
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24.229 5.10.4.2: If IBCF-2 hides the S-CSCF entry received in the Service-Route header field, the IBCF-2 adds the same role SIP URI parameter as in the S-CSCF URI to the IBCF-2 SIP URI.


24.229 5.2.2.1: P-CSCF adds the role=roaming.visited in the Path header field.


24.229 5.4.1.2.2F: S-CSCF adds the role=roaming.home in the Service-Route header field.
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24.229 5.2.2.1: P-CSCF adds the role=roaming.visited in the Path header field.


24.229 5.4.1.2.2F: S-CSCF adds the ii-nni=roaming.home in the Service-Route header field.



