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	Reason for change:
	For PCC rules with application identifier, application traffic can under certain circumstances be received in a different bearers than the bearer used to transport downlink traffic for that bearer. Reasons:

· For LTE, the bearer selection by the UE is determined by installed uplink TFT filters. TFT filters installed due to unrelated PCC rules with SDF filters can also match traffic corresponding to a PCC rule with Application Identified, e.g. some filter for HTTP port 80 might also match such application traffic. If there is no matching TFT filter, the UE will send the traffic in the (default) PDP context without any uplink TFT filters.
· For GERAN, and for UTRAN in UE-only mode, the UE may also apply a local mapping to a bearer in the UL if the traffic does not match any TFT packet filter.
However, current uplink traffic verification procedures only inspect the bearer that is used to transport the downlink traffic.

	
	

	Summary of change:
	PCC rules are assigned to an IP CAN bearer for uplink bearer binding verification via the bearer binding; PCC Rules that contain an application identifier may be assigned for uplink bearer binding verification to other bearer(s) with non-GBR QCI (e.g. the default bearer) in addition to the bearer where the PCC rule is bound to.

	
	

	Consequences if not approved:
	Uplink application traffic may be blocked, leading to a failure of the correspondong application.
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	Other comments:
	


1st Change

4.5.2.1
Selecting a PCC rule for Uplink IP packets
If PCC is enabled, the PCEF shall select the applicable PCC rule for each received uplink IP packet within an IP CAN bearer by evaluating the packet against uplink service data flow filters of PCRF-provided or predefined active PCC rules assigned to this IP CAN bearer for uplink bearer binding verification in the order of the precedence of the PCC rules. PCC rules are assigned to an IP CAN bearer for uplink bearer binding verification via the bearer binding; PCC Rules that contain an application identifier may be assigned for uplink bearer binding verification to other bearer(s) with non-GBR QCI (e.g. the default bearer) in addition to the bearer where the PCC rule is bound to.
NOTE 1:
The PCEF uses implementation specific logic to assign PCC Rules that contain an application identifier to additional bearer(s) for uplink bearer binding verification, i.e. to determine for what bearers the up-link service data flow detection applies. When PCC rules with application detection filters cannot be used to generate traffic mapping information for the UE, the application detection may need to inspect traffic on multiple bearers. The uplink traffic will get the QoS of the bearer carrying the traffic. The QCI of the bearer may therefore be different than the QCI of the PCC rule detecting the service data flow. The charging and other enforcement functions performed by the PCEF will still be carried out based on parameters of the PCC rule detecting the service data flow. In case the PCC rule contains a GBR QCI, the GBR resource reservation will only apply on the bearer where the PCC rule is bound to. The PCRF can prevent that uplink GBR resources are reserved by providing an uplink GBR value of zero in the PCC rule.
When a PCRF-provided PCC rule and a predefined PCC rule have the same precedence, the uplink service data flow filters of the PCRF-provided PCC rule shall be applied first. When a packet matches a service data flow filter, the packet matching process for that packet is completed, and the PCC rule for that filter shall be applied. Uplink IP packets which do not match any PCC rule of the corresponding IP CAN bearer shall be silently discarded.
2nd Change
4.5.5.3
Policy enforcement for authorized QoS per service data flow

If an authorized QoS is defined for a PCC rule, the PCEF shall limit the data rate of the service data flow corresponding to that PCC rule not to exceed the maximum authorized bandwidth for the PCC rule by discarding packets exceeding the limit.

The PCEF shall reserve the resources necessary for the guaranteed bitrate for the PCC rule upon receipt of a PCC rule provisioning including QoS information. For GBR bearers the PCEF should set the bearer’s GBR to the sum of the GBRs of all PCC rules that are active/installed and bound to that GBR bearer. For GBR bearers the PCEF should set the bearer’s MBR to the sum of the MBRs of all PCC rules that are active/installed and bound to that GBR bearer.
NOTE 1:
Since the PCRF controls the GBR value in the PCC rule, the PCRF can prevent that uplink GBR resources are reserved by providing an uplink GBR value of zero for that PCC rule This may be useful e.g. for a PCC rule with application identifier as the uplink traffic can be received in other bearers than the one the PCC rule is bound to.
For non-GBR bearers, when the IP-CAN type supports non-GBR bearers that have a separate MBR (i.e. 3GPP-GPRS), the PCEF may also set the bearer’s MBR to the sum of the MBRs of all PCC rules that are active and bound to that non-GBR bearer unless that sum exceeds a possibly provisioned authorized QoS per QCI for the bearer's QCI (see subclause 4.5.5.6). If an authorized QoS per QCI has been provisioned for the bearer's QCI, the PCEF should set the bearer’s MBR to the corresponding MBR. The access-specific BS Manager (as included in 3GPP TS 29.213 [8]) within the PCEF receives the authorised access-specific QoS information from the Translation/mapping function. Then the PCEF shall start the needed procedures to ensure that the provisioned resources are according to the authorized values. This may imply that the PCEF needs to request the establishment of new IP CAN bearer(s) or the modification of existing IP CAN bearer(s). If the enforcement is not successful, the PCEF shall inform the PCRF as described in subclause 4.5.5.0.

Upon deactivation or removal of a PCC rule, the PCEF shall free the resources reserved for that PCC rule.
End of Changes
