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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.203: "Policy and Charging Control architecture".

[3]
void
[4]
void
[5]
3GPP TS 29.209: "Policy control over Gq interface", latest Rel-6 version.

[6]
void
[7]
3GPP TS 29.211: "Rx Interface and Rx/Gx signalling flows", latest Rel-6 version.

[8]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[9]
3GPP TS 29.213: "Policy and Charging Control signalling flows and QoS parameter mapping".
[10]
IETF RFC 3588: "Diameter Base Protocol".

[11]
IETF RFC 3556: "Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth".

[12]
IETF RFC 4005: "Diameter Network Access Server Application".

[13]
IETF RFC 4566: "SDP: Session Description Protocol".

[14]
IETF RFC 4006: "Diameter Credit Control Application".
[15]
ETSI TS 183 017 v3.2.1: "Telecommunications and Internet Converged Services and Protocols for Advanced Networking (TISPAN); Resource and Admission Control: DIAMETER protocol for session based policy set-up information exchange between the Application Function (AF) and the Service Policy Decision Function (SPDF); Protocol specification".
[16]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[17]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3".

[18]
IETF RFC 3264: "An Offer/Answer Model with the Session Description Protocol (SDP)".
[19]
Void
[20]
IETF RFC 3162: "Radius and IPv6".
[21]
IETF RFC 5031: "A Uniform Resource Name (URN) for Emergency and Other Well-Known Services".
[22]
Void
[23]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".
[24]
3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging applications".
[25]
3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol; Protocol details"
[26]
3GPP TS 24.292: "IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS); Stage 3".

[27]
IETF RFC 3959 (December 2004): "The Early Session Disposition Type for the Session Initiation Protocol (SIP)".
[28]
3GPP TS 23.380: "IMS Restoration Procedures".
[29]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[30]
3GPP TS 29.335: "User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3".
[31]
3GPP TS 22.153: "Multimedia Priority Service".
[32]
Void
[33]
3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[xx]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[yy]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses". 
*** 2nd Change ***

4.4.4
AF Session Termination

When an AF session is terminated, if the AF had received a successful AA-Answer for the initial AA-Request, the AF shall send a Session-Termination-Request command to the PCRF. Otherwise, the AF shall wait for the initial AA-Answer to be received prior to sending the Session-Termination-Request command to the PCRF.
When the PCRF receives a ST-Request from the AF, indicating an AF session termination, it shall acknowledge that request by sending a ST-Answer to the AF. Afterwards, it shall free the resources allocated for the corresponding Service Data Flow(s). In order to do that, the PCRF shall initiate the request for the removal of any related PCC/QoS rules from the PCEF/BBERF and for the update of the Authorized QoS for the affected IP-CAN bearer following the corresponding procedures specified at 3GPP TS 29.212 [8]. However, if the AF requests the reporting of access network information within the ST-Request or if the AF provided a threshold for the sponsored data connectivity, the PCRF shall defer sending the ST-Answer as described below.
If the AF session being terminated corresponds to an MPS session, the PCRF may revoke the actions related to the prioritization of the MPS session in the corresponding IP-CAN as defined in 3GPP TS 29.212 [8]. For Multimedia Priority Service handling, see Annex A.9.
For sponsored data connectivity, and if a volume threshold was provided for the sponsored data connection at initial provisioning of session information (subclause 4.4.1) or modification of session information (subclause 4.4.2) procedures, the PCRF shall provide the volume consumed to the AF. For such purpose, the PCRF shall initiate the IP-CAN session modification procedure according 3GPP TS 29.212 [8] in order to obtain the consumed volume. The PCRF shall send then the ST-Answer to the AF including the Used-Service-Unit AVP for reporting accumulated usage within the Sponsored-Connectivity-Data AVP.
If the AF requires access network information at this step, the AF shall include the Required-Access-Info AVP within the ST-Request command, indicating the required information. In this case, the PCRF shall initiate the IP-CAN session modification procedure according to 3GPP TS 29.212 [8]. The PCRF shall send then the ST-Answer to the AF including the required data within the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier AVP (if available), User-Location-Info-Time AVP (if available), 3GPP-SGSN-MCC-MNC AVP (if location info is not available) and/or 3GPP-MS-TimeZone AVP (if available).
*** 3rd Change ***

4.4.6.7
Reporting Access Network Information

If the AF requests the PCRF to report the access network information (e.g. user location and/or user timezone information), the AF shall subscribe to the "ACCESS_NETWORK_INFO_REPORT" within the Specific-Action AVP and shall include the required access network information within the Required-Access-Info AVP. The AF may request the PCRF to report the access network information in conjunction with providing the PCRF with the AF session information, refer to subclause 4.4.1. Optionally, the AF may request the PCRF to report the access network information without providing service information (see subclause A.10.2). In the latter case the AF establishes an Rx session for the AF session upon requesting the access network information from the PCRF with an AA-Request command, containing information required for the session binding in the Framed-IP-Address AVP, the Framed-IPv6-Prefix AVP Subscription-Id AVP, the Called-Station-Id AVP and/or the IP-Domain-Id AVP.
The AF may also request the PCRF to report the access network information at Rx session termination. To do so, the AF shall include the required access network information within the Required-Access-Info AVP in the corresponding ST-Request.
When the PCRF receives a request to report the access network information from the AF, it shall immediately configure the PCEF or BBERF to provide such access network information. When the PCRF then receives the requested access network information from the PCEF/BBERF, the PCRF shall provide the corresponding access network information to the AF within the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier AVP (if available), User-Location-Info-Time AVP (if available), 3GPP-SGSN-MCC-MNC AVP (if location info is not available) and/or 3GPP-MS-TimeZone AVP.If the information is requested as part of an AA-Request command, PCRF shall also provide the ACCESS_NETWORK_INFO_REPORT within Specific-Action AVP.If the PCRF receives the serving PLMN identifier from the PCEF/BBERF instead of the requested access network information, the PCRF shall provide the serving PLMN identifier within 3GPP-SGSN-MCC-MNC AVP to the AF.
The PCRF shall not report any subsequently received access network information to the AF, unless the AF sends a new request for access network information.
*** 4th Change ***

5.3.34
Required-Access-Info AVP

The Required-Access-Info AVP (AVP code 536) is of type Enumerated, and contains the access network information required for that AF session.

The following values are defined:

USER_LOCATION (0)


Indicates that the user location information shall be reported, the PCRF shall report the user location information within the 3GPP-User-Location-Info AVP (if available) , the serving PLMN identifier within the 3GPP-SGSN-MCC-MNC AVP (if available),  the user location information within the TWAN-Identifier AVP (if available), the User-Location-Info-Time AVP (if available). , 
MS_TIME_ZONE (1)


Indicates that the user timezone information shall be reported, the PCRF shall report the user timezone information within the 3GPP-MS-TimeZone AVP.
*** 5th Change ***

5.4
Rx re-used AVPs

Table 5.4.1 lists the Diameter AVPs re-used by the Rx reference point from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their usage within the Rx reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 5.4.1, but they are re-used for the Rx protocol. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings. Where 3GPP Radius VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in RFC 4005 [12] with the exception that the 'M' flag shall be set and the 'P' flag may be set.
Table 5.4.1: Rx re-used Diameter AVPs
	Attribute Name
	Reference
	Comments
	Applicability (notes 1, 2)

	3GPP-MS-TimeZone
	3GPP TS 29.061 [11]
	Indicates the offset between universal time and local time in steps of 15 minutes of where the MS currently resides.
	NetLoc

	3GPP-SGSN-MCC-MNC
	3GPP TS 29.061 [11]
	For GPRS the MCC and the MNC of the SGSN.
For 3GPP EPS the MCC and the MNC provided by the serving gateway (SGW).
	NetLoc

	3GPP-User-Location-Info
	3GPP TS 29.061 [11]
	Indicates details of where the UE is currently located (e.g. SAI or CGI),Coding shall be done as defined in 3GPP TS 29.274 [33]
	NetLoc

	User-Location-Info-Time
	3GPP TS 29.212 [8]
	Indicates the time the UE was last known to be in the location which is reported during bearer deactivation or IP-CAN session termination procedure.
	NetLoc

	Called-Station-Id
	RFC 4005 [12]
	The PDN the user is connected to.
	Rel8

	Final-Unit-Action
	RFC 4006 [14]
	The action applied by the PCEF when the user's account cannot cover the service cost.
	Rel8

	Framed-IP-Address
	RFC 4005 [12]
	The valid routable IPv4 address that is applicable   for the IP Flows towards the UE at the PCEF. The PCRF shall use this address to identify the correct IP‑CAN session (session binding). For example, the IP address may actually be that of the network interface of a NAT device between the UE and the GW. The values 

0xFFFFFFFF and 0xFFFFFFFE are not applicable as described in RFC 4005 [12].
	

	Framed-IPv6-Prefix
	RFC 4005 [12]
	A valid full IPv6 address that is applicable to an IP flow or IP flows towards the UE at the PCEF. The PCRF shall use this address to identify the correct IP-CAN session (session binding, refer to 3GPP TS 29.213 [9]). For example, the IP address may actually be that of the network interface of a NAT device between the UE and the GW.

The encoding of the value within this Octet String type AVP shall be as defined in RFC 3162 [20], clause 2.3. The "Reserved", "Prefix-Length" and "Prefix" fields shall be included in this order. The AF shall set the “Prefix Length” to 128 and encode the IPv6 address of the UE within the “Prefix” field.
	

	Granted-Service-Unit (NOTE 3)
	RFC 4006 [14]
	The volume and/or time thresholds for sponsored data connectivity. Only CC-Total-Octets, one of the CC-Input-Octets and CC-Output-Octets, or CC-Time AVPs are reused.

This AVP shall have the 'M' bit cleared.
	SponsoredConnectivity,

SCTimeBasedUM

	IP-CAN-Type
	3GPP TS 29.212 [8]
	IP-CAN type of the user.
	

	RAT-Type
	3GPP TS 29.212[8]
	Indicate which Radio Access Technology is currently serving the UE.
	Rel8

	Reservation-Priority
	TS 183.017 [15]
	The vendor-id shall be set to ETSI (13019) [15].

The support of this AVP shall be advertised in the capabilities exchange mechanisms (CER/CEA) by including the ETSI parameter in the Supported-Vendor-Id AVP. 
	

	Subscription-Id
	RFC 4006 [14]
	The identification of the subscription (IMSI, MSISDN, etc.)
	

	Supported-Features
	3GPP TS 29.229 [25]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	Rel8

	Used-Service-Unit

(NOTE 3)
	RFC 4006 [14]
	The measured volume and/or time for sponsored data connectivity. Only CC-Total-Octets, one of the CC-Input-Octets and CC-Output-Octets, or CC-Time AVPs are reused.

This AVP shall have the 'M' bit cleared.
	SponsoredConnectivity 

SCTimeBasedUM

	TWAN-Identifier
	3GPP TS 29.061 [xx]
	Indicates the UE location in a Trusted WLAN Access Network as defined in 3GPP TS 23.402 [yy]
	Netloc-Trusted-WLAN


	NOTE 1:
AVPs marked with "Rel8" are applicable as described in clause 5.4.1.
NOTE 2:
AVPs marked with "SponsoredConnectivity" are applicable for sponsored data connectivity.
NOTE 3:
Volume Usage monitoring control functionality is applicable for SponsoredConnectivity supported feature. Time Based Usage monitoring control is applicable for SCTimeBasedUM supported feature.


*** 6th Change ***

5.4.1

Use of the Supported-Features AVP on the Rx reference point

The Supported-Features AVP is used during session establishment to inform the destination host about the required and optional features that the origin host supports. The client shall, in the first request of a Diameter session indicate the set of supported features. The server shall, in the first answer within the Diameter session indicate the set of features that it has in common with the client and that the server shall support within the same Diameter session. Any further command messages shall always be compliant with the list of supported features indicated in the Supported-Features AVPs during session establishment. Features that are not advertised as supported shall not be used to construct the command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on the Rx reference point shall be compliant with the requirements for dynamic discovery of supported features and associated error handling on the Cx reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [25].
The base functionality for the Rx reference point is the 3GPP Rel-7 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP may be absent from the Rx commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [25], when extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.
As defined in 3GPP TS 29.229 [25], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the Rx reference point, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the Rx reference point, the Feature-List-ID AVP shall differentiate those lists from one another. 

On receiving an initial request application message, the destination host shall act as defined in clause 7.2.1 of 3GPP TS 29.229 [25]. The following exceptions apply to the initial AAR/AAA command pair: 

-
If the AF supporting post-Rel-7 Rx functionality is able to interoperate with a PCRF supporting Rel-7, the AAR shall include the features supported by the AF within Supported-Features AVP(s) with the ‘M’ bit cleared. Otherwise, the AAR shall include the supported features within the Supported-Features AVP(s) with the M-bit set.
NOTE 1:
One instance of Supported-Features AVP is needed per Feature-List-ID. 
-
If the AAR command does not contain any Supported-Features AVP(s) and the PCRF supports Rel-7 Rx functionality, the AAA command shall not include the Supported-Features AVP. In this case, both AF and PCRF shall behave as specified in the Rel-7 version of this document.

-
If the AAR command contains the Supported-Features AVP(s), the PCRF shall include the Supported-Features AVP(s) in the AAA command, with the 'M' bit cleared, indicating only the features that both the PCRF and AF support.
NOTE 2:
The client will always declare all features that are supported according to table 5.4.1.1. When more than one feature identifying a release is supported by both AF and PCRF, the AF will work according to the latest common supported release. 
Once the PCRF and AF have negotiated the set of supported features during session establishment, the set of common features shall be used during the lifetime of the Diameter session.
The table below defines the features applicable to the Rx interfaces for the feature list with a Feature-List-ID of 1. 

Table 5.4.1.1: Features of Feature-List-ID 1 used in Rx

	Feature bit
	Feature
	M/O
	Description

	0
	Rel8
	M
	This feature indicates the support of the base 3GPP Rel-8 functionality, including the AVPs and corresponding procedures supported by the base 3GPP Rel-7 Rx standard, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with "Rel8" in Table 5.4.1

	1
	Rel9
	M
	This feature indicates the support of the base 3GPP Rel-9 functionality, including the AVPs and corresponding procedures supported by the Rel8 feature bit, but excluding those features represented by separate feature bits.

	2

	ProvAFsignalFlow
	O
	This indicates support for the feature of provisioning of AF signalling flow information as described in subclause 4.4.5a. If the PCRF supports this feature the AF may provision AF signalling flow information.

   NOTE: 
This feature is used by the IMS Restoration Procedures to provide to the PDN-Gateway the address of the P-CSCF selected by the UE, refer to 3GPP TS 23.380 [28]. 

	3
	SponsoredConnectivity
	O
	This feature indicates support for sponsored data connectivity feature. If the PCRF supports this feature, the AF may provide sponsored data connectivity to the subscriber.

	4
	Rel10
	M
	This feature indicates the support of the base 3GPP Rel-10 functionality, including the AVPs and corresponding procedures supported by the Rel8 and Rel9 feature bit, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with "Rel10" in table 5.3.1.

	5
	NetLoc
	O
	This feature indicates the support of the Access Network Information Reporting.

	6
	ExtendedFilter
	O
	This feature indicates the support for the local (i.e. UE) address and mask being present in filters signalled between network and UE.

	7
	SCTimeBasedUM
	O
	This feature indicates support for sponsored data connectivity feature with time-based usage monitoring control required. If the PCRF supports this feature, the AF may provide time threshold for the usage monitoring control.

	z
	Netloc-Trusted-WLAN
	O
	This feature indicates the support for the Trusted WLAN access as defined in 3GPP TS 23.402 [yy].It requires that NetLoc feature is also supported.

	Feature bit: The order number of the bit within the Feature-List AVP where the least significant bit is assigned number “0”.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".

M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O"). 

Description: A clear textual description of the feature.


*** 7th Change ***

5.6.3
Re-Auth-Request (RAR) command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the AF in order to indicate an Rx specific action.

Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Auth-Application-Id }





*{ Specific-Action }




*[ Access-Network-Charging-Identifier ]





 [ Access-Network-Charging-Address ]





*[ Flows ]





*[ Subscription-Id ]





 [ Abort-Cause ]




 [ IP-CAN-Type ]





 [ RAT-Type ]




 [ Sponsored-Connectivity-Data ]




[ 3GPP-User-Location-Info ]




[ User-Location-Info-Time ]




 [ 3GPP-MS-TimeZone ]




 [ 3GPP-SGSN-MCC-MNC ]
                    [ TWAN-Identifier ]




 [ Origin-State-Id ]

      


*[ Class ]





*[ Proxy-Info ]





*[ Route-Record ]




*[ AVP ]
*** 8th Change ***

5.6.6
Session-Termination-Answer (STA) command

The STA command, indicated by the Command-Code field set to 275 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the AF in response to the STR command.

Message Format:

<ST-Answer>  ::= < Diameter Header: 275, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Error-Message ]





 [ Error-Reporting-Host ]
              * [ Failed-AVP ]




 [ Sponsored-Connectivity-Data ]




 [ Origin-State-Id ]




[ 3GPP-User-Location-Info ]




[ User-Location-Info-Time ]




 [ 3GPP-MS-TimeZone ]




 [ 3GPP-SGSN-MCC-MNC ]




[ TWAN-Identifier ]




*[ Class ]




*[ Redirect-Host ]





 [ Redirect-Host-Usage ]





 [ Redirect-Max-Cache-Time ]





*[ Proxy-Info ]




*[ AVP ]
*** End of Changes ***
