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Proposed changes:
*** 1st Change ***
7.2
Implicit detection of II-NNI traversal scenario type
7.2.1
Procedure
IBCFs analyse existing SIP signalling to identify the applicable II-NNI traversal scenario type may use the identified II‑NNI traversal scenario type for the purposes outlined in subclause 4.5.

In the following bullet list, some SIP feature capabilities proposed as potential solutions are evaluated:

-
"+g.3gpp.trf"
This feature-capability indicator is used to indicate visited network support of the roaming architecture for voice over IMS with local breakout and to transport the TRF address. However, according to subclause 5.2.7.2 of 3GPP TS 24.229 [2], it is only optional for a visited P-CSCF to include the "g.3gpp.trf" feature capability indicator even if an agreement exists with the home network operator to support roaming architecture for voice over IMS with local breakout. If no such agreement exists, the roaming P-CSCF will not include this indicator.
Thus, the presence of the "g.3gpp.trf" feature-capability indicator in an initial INVITE request is a sufficient, but not a necessary condition, that a dialog creating SIP request using the registration path relates to a "Roaming user on the originating side II-NNI traversal scenario" (see subclause 4.2).

-
"+g.3gpp.loopback"
This feature-capability indicator is used to indicate support of the roaming architecture for voice over IMS with local breakout and that the INVITE request is a loopback request. The feature-capability indicator carries a parameter which indicates the identity of the home network.
Thus, the presence of the "g.3gpp.loopback" feature-capability indicator in an initial INVITE request is a necessary and sufficient condition that a dialog creating SIP request using the registration path relates to a "Loopback" II-NNI-Traversal scenario (see subclause 4.2.6).

-
"+g.3gpp.home-visited"
This feature-capability indicator is used to indicate the home network supports loopback to the identified visited network for this session. The loopback is expected to be applied at some subsequent entity to the insertion point. The feature-capability indicator carries a parameter which indicates the identity of the visited network.
The "g.3gpp.home-visited" is only used within the home network of the originating user. It will not be encountered for any II-NNI traversal scenario.
-
"+g.3gpp.mrb"
This feature-capability indicator may be used by the visited P-CSCF to indicate visited network support of the media resource broker functionality for the allocation of multimedia resources in the visited network (see subclause 5.2.7.2 of 3GPP TS 24.229 [2]).
Thus, the presence of the "g.3gpp.mrb" feature capability indicator in an initial INVITE request is a sufficient, but not a necessary condition, that a dialog creating SIP request using the registration path relates to a "Roaming user on the originating side II-NNI traversal scenario" (see subclause 4.2).

An analysis of SIP header fields in the INVITE request is provided in the following bullets:

-
3GPP TS 29.165 [10], table A.1, lists the following SIP header fields as mandatory or optional to be supported at the roaming II-NNI and not applicable at the non-roaming II-NNI: Allow-Events, Authentication‑Info, Authorization, Flow-Timer, P-Associated-URI, P-Called-Party-ID, P-Preferred-Service, P-Profile-Key, P‑Served-User, P-Visited-Network-ID, Path, Proxy-Authenticate, Proxy-Authorization, Service-Route, WWW‑Authenticate. This table does not make a distinction between the home-to-visited request on roaming II‑NNI and the visited-to-home request on roaming II-NNI, and does not consider which SIP header fields are mandatory to be included in a given SIP message.

-
Annex B of 3GPP TS 29.165 [10] provides a distinction between the home-to-visited request on roaming II‑NNI and the visited-to-home request on roaming II-NNI, and also considers which SIP header fields are mandatory to be included in a given SIP message. Table B.7.1 of 3GPP TS 29.165 [10] provides such information for the INVITE request; none of the SIP header fields listed above are identified as mandatory to be included and only two SIP header fields out of those header fields are listed as only applicable for the visited-to-home request on roaming II-NNI (P-Preferred-Service header field, P-Served-User header field) and one SIP header fields is listed as only applicable for the home-to-visited request on roaming II-NNI ("P‑Called-Party-ID").

In the following bullet list, some SIP header fields that allow deriving certain II-NNI traversal scenarios for the SIP INVITE request are listed:

-
P-Called-Party-ID header field
The presence of this SIP header field in an initial INVITE request is a sufficient, but not a necessary condition, that a dialog creating SIP request using the registration path relates to a "Roaming user on the terminating side II-NNI traversal scenario" (see subclause 4.4).

-
P-Preferred-Service header field
The presence of this SIP header field in an initial INVITE request is a sufficient, but not a necessary condition, that a dialog creating SIP request using the registration path relates to a "Roaming user on the originating side II‑NNI traversal scenario" (see subclause 4.2).

-
P-Served-User header field
The presence of this SIP header field in an initial INVITE request is a sufficient, but not a necessary condition, that a dialog creating SIP request using the registration path relates to a "Roaming user on the originating side II‑NNI traversal scenario" (see subclause 4.2).

NOTE:
The P-Preferred-Service header field is only supported in 3GPP TS 24.229 [2] from Rel-7 onwards. The P-Served-User header field is only supported in 3GPP TS 24.229 [2] from Rel-8 onwards. Network entities compliant to earlier releases of 3GPP TS 24.229 [2] will not apply specific procedures related to these SIP header fields and can pass them transparently. As a consequence, these SIP header fields could also be encountered for other II-NNI traversal scenarios.

For the SIP REGISTER request, some examples with the identification of some II-NNI traversal scenarios are provided in Annex A.

To sum up, for the SIP INVITE request existing SIP header fields and SIP feature capabilities:

-
allow identifying all SIP request relating to the "II-NNI Loopback" II-NNI-Traversal scenario (see subclause 4.2.6) via the presence of the "+g.3gpp.trf" feature capability-indicator;

-
allow identifying some, but not all, SIP request relating to "Roaming user on the originating side II-NNI traversal scenario" (see subclause 4.2).via the presence of the "+g.3gpp.trf" and/or "+g.3gpp.mrb" feature capability indicators and/or via the presence of the P-Preferred-Service header field and/or the P-Served-User header field;

-
allow identifying some, but not all, SIP request relating to "Roaming user on the terminating side II-NNI traversal scenario" (see subclause 4.4).via the presence of the P-Called-Party-ID header field; and

-
do not allow identifying SIP request relating to other II-NNI traversal scenarios.
*** 2nd Change ***

7.2.2
Security aspects of the implicit detection of the II-NNI traversal scenario solution

The IBCF acting as the entry point shall only use trusted elements in a received dialog creating SIP request or stand‑alone SIP request to determine the II-NNI traversal scenario.
NOTE:
Examples of trusted elements are protocol elements within the trust domain and protocol elements manipulated, checked or added by a previous hop within the trust domain.
*** 3rd Change ***

7.3.3
Evaluation of compliance with the requirements in annex B

The table below shows how well each solution proposed in subclause 7.3.2 is compliant with the requirements in subclause B.2.3. The requirements from subclause B.2.3 are translated to the corresponding questions. "Yes" indicates that the proposed solution fulfils the requirement. If the answer is not "Yes", the work needed is indicated instead.

Table 7.3.3.1: Evaluation of compliance with the requirements in annex B

	Req no. in B.2.3
	The requirement in subclause B.2.3 translated to a question
	New SIP header in subclause 7.3.2.2
	Enhancing P-Charging-Vector SIP header field in subclause 7.3.2.3
	New value(s) for the SIP Feature capability indicator in subclause

7.3.2.4
	URI parameter in subclause 7.3.2.5

	REQ-1
	Can the indication be transported by the REGISTER?


	RFC required
	Yes
	Yes
	Yes

	REQ-2
	Can the indication be transported by a dialog-forming request (e.g. INVITE request, etc.)?
	RFC required
	Yes
	Yes
	Yes

	REQ-3
	Can the indication be transported by a stand-alone request (e.g. MESSAGE, etc.)?
	RFC required
	Yes
	Yes
	Yes

	REQ-4
	Can the start of the II-NNI traversal scenario include an II-NNI traversal scenario type indication without making any assumptions that end of the II-NNI traversal scenario will support, or understand the meaning of, the II-NNI traversal scenario type indication, or even support the II-NNI traversal scenario type indication mechanism as a whole?
	Local policy based on interoperator agreement is required
	Local policy based on interoperator agreement is required
	Local policy based on interoperator agreement is required
	Yes

	REQ-5
	Will the entity at the end of the II-NNI traversal scenario remove/replace the indication without the SIP entity at the end of the II-NNI traversal scenario supports the identification of the II-NNI traversal scenario type mechanism as a whole?
	Local policy based on interoperator agreement is required
	Local policy based on interoperator agreement is required
	Local policy based on interoperator agreement is required
	Yes

	REQ-6
	Can the indication be sent in the signalling path even if not all SIP entities do not support, or understand the meaning of, the II-NNI traversal scenario type indication, or even support the II-NNI traversal scenario type indication mechanism as a whole? 
	Yes
	Yes
	Yes
	Yes

	REQ-7
	Can a SIP entity that does not support an II-NNI traversal scenario type indication, ignore the indication?
	Yes
	Yes
	Yes
	Yes

	REQ-8
	Can all SIP entities on the signalling path inspect the II-NNI traversal scenario type indication introduced by other entities? 
	Yes
	Yes
	Yes
	Yes

	REQ-9
	Is the indication only information and not an indication whether procedures associated with the II-NNI traversal scenario type indication have been applied or not?
	Yes
	Yes
	Yes
	Yes

	REQ-10
	Does the solution fulfil security aspects and its dependency of trust domain and/or possibility of fraud minimized?
	Need to apply trust domain
	Yes
	Yes
	Yes

	REQ-11
	Is a procedure which prevents name collisions of indicators, with IANA already defined?
	New IANA procedure required
	New extension RFC 3455bis [14]
	Yes
	New IANA procedure required

	REQ-12
	Can the solution be used even if the end point (S-CSCF, TRF, MRB/MRF, etc.) of the II-NNI traversal scenario type does not support identifying the II-NNI traversal scenario by means of an II-NNI traversal scenario type?
	Local policy based on interoperator agreement is required
	Local policy based on interoperator agreement is required
	Local policy based on interoperator agreement is required
	Yes



*** 4th Change ***

7.3.4
Security aspects of the explicit indication of the II-NNI traversal scenario solutions 
In any of the explicit indication of the II-NNI traversal scenario solutions in subclause 7.3.2 the following security aspect needs to be considered:

-
the IBCF acting as an entry point shall never trust an explicit indication received from an untrusted domain; and

-
the IBCF acting as an exit point may remove the explicit indication from the SIP request before forwarding the request to an untrusted domain.

When receiving a dialog creating SIP request or a stand-alone SIP request from an untrusted domain the IBCF acting as an entry point shall assume default behaviour or use trusted elements of the SIP request to determine the II-NNI traversal scenario type.
NOTE:
Examples of trusted elements are protocol elements within the trust domain and protocol elements manipulated, checked or added by a previous node within the trust domain.

* * * End of Changes * * * *
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