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	Reason for change:
	For PCC rules with application identifier, application traffic can under certain circumstances be received in a different bearers than the bearer used to transport downlink traffic for that bearer. Reasons:

· For LTE, the bearer selection by the UE is determined by installed uplink TFT filters. TFT filters installed due to unrelated PCC rules with SDF filters can also match traffic corresponding to a PCC rule with Application Identified, e.g. some filter for HTTP port 80 might also match such application traffic. If there is no matching TFT filter, the UE will send the traffic in the (default) PDP context without any uplink TFT filters.
· For GERAN, and for UTRAN in UE-only mode, the UE may also apply a local mapping to a bearer in the UL if the traffic does not match any TFT packet filter.
However, current uplink traffic verification procedures only inspect the bearer that is used to transport the downlink traffic.

	
	

	Summary of change:
	For PCC rules with application identifier, bearer binding procedure for uplink traffic  is modified to base bearer binding on application logic. Different bearers can be selected for uplink and downlink.
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1st Change

5.1
Overview

The binding mechanism associates the session information with the IP-CAN bearer(s) that is/are intended to carry the service data flow.

The binding mechanism includes three steps as defined in 3GPP TS 23.203 [4]:

1.
Session binding.
2.
PCC Rule authorization and QoS Rule generation.
3.
Bearer binding.
The Session Binding function receives the Session Information and determines the relevant IP-CAN session. With this information the PCC Rule Authorization and QoS Rule generation function runs the policy rules and constructs the PCC rule(s) and if applicable, the QoS rule(s) if the authorization is granted. Finally the Bearer Binding function selects the IP-CAN bearer where the PCC rule(s) or QoS rule(s) should be installed within the IP-CAN session already known.
PCC Rule Authorization and QoS Rule generation function and Bearer Binding function can take place without Session Binding at certain IP-CAN Session events (e.g. IP-CAN Session Establishment).

2nd Change
5.4
Bearer Binding

The Bearer Binding function is responsible for associating a PCC rule and QoS rule (if applicable) to an IP-CAN bearer within the IP-CAN session. For PCC rules with application identifier, the bearer binding function may the uplink components may associate a service data flow with multiple candidate IP CAN bearer(s) (for GPRS the PDP context), where the uplink components of that service data flow can be transported. The QoS demand in the rule, as well as the service data flow template, is input to the bearer binding. For PCC rules without application identifier, and for the downlink components of service data flows of PCC rules with application identifier, the selected bearer shall have the same QCI and ARP as the one indicated by the PCC or QoS rule. 
NOTE 1:
The PCRF provides the appropriate ARP/QCI for both PCC Rules and default bearer QoS so that the PCEF can perform a valid bearer binding.
For PCC rules with application identifier, application specific criteria may be applied as input for the bearer binding in uplink direction.

NOTE 2:
For instance, if downlink traffic of a PCC rule with application identifier is be transported in a dedicated IP CAN bearer selected according to QoS parameters of the PCC rule, the related uplink traffic may be received in the the default IP CAN bearer or some IP CAN bearer with matching TFTs.  For LTE, uplink traffic related to a PCC rule with application identifier can only be received in a bearer if some PCC rule(s) with SDF filter(s) (and corresponding uplink TFTs provided to the UE) and lower precedence than the PCC rule with application identifier is bound to that bearer (and only in the installed uplink TFT happens to match the application traffic). 

The Bearer Binding Function (BBF) is located either at the BBERF or at the PCEF.
The PCRF shall supply the PCC rules to be installed, modified or removed over Gx interface to PCEF. If there are gateway controls sessions associated with the Gx session, the PCRF shall also supply the QoS rules to be installed, modified, or removed over Gxa/Gxc interface to the BBERF. 

The BBF shall then check the QoS class identifier and ARP indicated by the rule and bind the rule with an IP-CAN bearer that has the same QoS class identifier and ARP. The BBF shall evaluate whether it is possible to use one of the existing IP-CAN bearers or not and, if applicable, whether to initiate IP-CAN bearer modification or not. If none of the existing bearers are possible to use, the BBF should initiate the establishment of a suitable IP-CAN bearer. The BBF should not bind rules with the PS to CS session continuity indicator to the same bearer as the rules without the PS to CS session continuity indicator.

NOTE 3:
For an IP-CAN, limited to a single IP-CAN bearer per IP-CAN session, the bearer is implicit, so finding the IP-CAN session is sufficient for successful bearer binding.

NOTE 4:
The handling of a rule with MBR>GBR is up to operator policy (e.g. an independent IP-CAN bearer may be maintained for that SDF to prevent unfairness between competing SDFs).
NOTE 5:
The QCI and ARP (including the Priority-Level, Pre-emption-Capability and Pre-emption-Vulnerability) are used for the bearer binding. Depending on operator policy, only the QCI and ARP Priority-Level can be used for bearer binding. In such a case, it is left to operator policy to determine whether different PCC rules with the same QCI and ARP Priority-Level but different Pre-emption-Capability and Pre-emption-Vulnerability can be bound to the same bearer.

Whenever the service data flow template, the QoS authorization or the negotiated traffic mapping information change, the existing bearer bindings shall be re-evaluated. The re-evaluation may, for a service data flow, require a new binding with another IP-CAN bearer. The BBF should, if the PCRF requests the same change to the ARP/QCI for all PCC/QoS Rules bound to the same bearer, modify the bearer ARP/QCI as requested.

During PCC/QoS rules enforcement, if packet filters are provided to the UE, the BBF shall provide packet filters with the same content as that in the SDF template filters received over the Gx/Gxx interface from the PCRF within the Flow-Description or the Flow-Information AVP. The representation/format of the packet filters provided by the network to the UE is access-system dependent and may vary between accesses and also may be different from that of the SDF template filter on the Gx/Gxx interface. The PCRF may control the provisioning of packet filters to the UE, i.e. which filters are required to be sent to the UE, as described in 3GPP TS 29.212 [9].
Requirements specific for each type of IP-CAN are defined in the IP-CAN specific Annex. The Bearer Binding Function may also be located in the PCRF (e.g. as specified in Annex D for GPRS running UE only IP-CAN bearer establishment mode). Selection of the Bearer Binding location shall be based on the Bearer Control Mode selected by the PCRF.

3rd Change
D.2 Binding Mechanisms
Depending on the bearer control mode, bearer binding can be executed either by PCRF, PCEF or both PCRF and PCEF.
-
For "UE-only" IP-CAN bearer establishment mode, the PCRF performs bearer binding.

-
For "UE/NW" IP-CAN bearer establishment mode, the PCRF performs the binding of the PCC rules for user controlled services while the PCEF performs the binding of the PCC rules for the network controlled services.
If the PCEF performs the bearer binding, the PCRF shall follow the procedures as described in subclause 5.4 with the exceptions described in this subclause.

If the Bearer Binding function is located at the PCEF, for PCC rules without application identifier, and for the downlink components of service data flows of PCC rules with application identifier, the PCEF shall check the QCI and ARP indicated by the PCC Rule(s) and bind the PCC rule with an IP-CAN bearer that has the same QCI and Evolved ARP (if this is supported by the SGSN).
If there is no suitable PDP-Context to accommodate a PCC rule when PCEF performs the bearer binding, the PCEF shall initiate the establishment of PDP-Contexts as specified in 3GPP TS 23.060 [3].
The PCEF shall not combine PCC rules with different ARP to the same bearer. If the Evolved ARP parameter is not supported by the SGSN, the PCEF shall map the Evolved ARP to Rel-99 ARP as specified in subclause B.3.3.3 of 3GPP TS 29.212 [9].
NOTE:
If Evolved ARP is not supported by the SGSN then this enables a modification of the PDP context ARP without impacting the bearer binding after relocation to a SGSN that supports Evolved ARP.
If the Bearer Binding function is located at the PCRF, the PCRF shall compare the TFT(s) of all IP-CAN bearer(s) within the IP-CAN session received via PCEF from the UE with the existing service data flow filter information. The PCRF shall indicate to the PCEF the IP-CAN bearer within the IP-CAN session where the PCC Rules shall be installed, modified or removed. This is done including the Bearer-Identifier AVP together with the associated PCC Rules within the corresponding RAR and/or CCA commands.
-
When the PCRF does not require additional filter information coming from the UE in order to decide on bearer binding, the PCRF shall supply the PCC rules to be installed over the Gx interface to the PCEF within a RAR command.
-
Otherwise, the PCRF shall wait for the PCEF requesting a policy decision for the establishment of a new IP-CAN bearer or the modification of an existing one within a CCR command over the Gx interface.
-
When the PCEF reports the bearer event, it shall include within the CCR command a bearer reference together with the new or modified TFT information, the QCI and associated bitrates for new or modified PDP-Contexts.
End of Changes
