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*** next Change ***

5.12
Invocation and configuration of services during roaming in a visited network
This case describes how the user within a visited network invokes services via the Ut interface.
The example below shows the principle of an possible message flow which is a modified copy from service configuration in 3GPP TS 26.604 [xx] subclause A.1.7.

[image: image1.emf]UE AP

3. HTTP GET

7. HTTP PUT

10. HTTP 200 OK

5. HTTP 200 

O

K

AS

4. HTTP GET

6. HTTP 200 OK

8. HTTP PUT

9. HTTP 200 OK

1. HTTP GET

2. HTTP 401 Unathorized


Figure 5.12-1: Service configuration example
1.
HTTP GET request (UE to AP) - see example in table 5.12-1
The UE wants to retrieve the supported conditions and actions for communication diversion from the AS.

Table 5.12-1: HTTP GET request (UE to AP)

GET /simservs.ngn.etsi.org/users/sip:user1@home1.net/simservs/communication-diversion-serv-cap HTTP/1.1

Host: xcap.mnc012.mcc345.ipxuni.3gppnetwork.org

Date: Thu, 16 Jun 2011 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:user1@home1.net"

The hostname needs to be resolved by standard DNS procedures to route it to the correct destination.
2.
HTTP 401 (Unathorized) response (AP to UE) - see example in table 5.12-2

Upon receiving an unauthorized HTTP GET request the AP authenticates the UE.
3.
HTTP GET request (UE to AP) - see example in table 5.12-3
The UE repeats the HTTP GET request including the Authorization header field.

4.
HTTP GET request (AP to AS) - see example in table 5.12-4
The AP forwards the HTTP GET request to the AS.
5.
HTTP 200 (OK) response (AS to AP) - see example in table 5.12-5

The AS returns the supported conditions and actions for communication diversion. 

6.
HTTP 200 (OK) response (AP to UE) - see example in table 5.12-6

The AP routes the HTTP 200 (OK) response to the UE.
7.
HTTP PUT request (UE to AP) - see example in table 5.12-7
The UE creates a new rule to activate the CFU service. If a rule with id="rule1" previously existed then the new rule replaces that rule. The rule has an empty <conditions> element.

8.
HTTP PUT request (AP to AS) - see example in table 5.12-8
The AP forwards the HTTP PUT request to the AS.
9.
HTTP 200 (OK) response (AS to AP) - see example in table 5.12-9
The AS acknowledges the addition of the new CFU rule with a HTTP 200 (OK) response.

10. 
HTTP 200 (OK) response (AP to UE) - see example in table 5.12-10
The AP routes the HTTP 200 (OK) response to the UE.
Now considering the roaming case where the user has to be registered within the visited network via the registration procedure in subclause 5.2.
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Figure 5.12-2: Message flow for service configuration via IP transit proxy

Editor's Note: It needs to be clarified and described what correlation between the SIP Call Signalling and the http flows are existing.
Editor's Note: It needs to be clarified and described what security mechanisms are used.
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