Page 1



3GPP TSG-CT WG3 Meeting #75
(
C3-131727
San Francisco, USA, 11 - 15 November 2013
	PCR-Form-v0.3 

	PSEUDO  CR

	
	

	(

	Spec. number:
	29.817
	Current version:
	0.0.0
	(



	Title:                     
(

	PCR: Definition of QoS Request

	
	

	Source:            
    (

	Orange, Intel Corporation

	
	

	Work item code:  
(

	FS_XML_AF_PCRF
	

	
	

	Reason for           (
   

change:

	The QoS request messages and their associated data structures are currently not specified in the TR.

	
	

	Summary of 
change:                (

	The messages for QoS requests are defined in this contribution with the different required elements in a table. Then they are specified according to the XML and JSON formats. Two modes are considered, to address a large range of applications:
· Mode based on pre-defined QoS levels (for example gold/silver/bronze or premium/non-premium): this mode may be used by applications unaware of QoS complexities at network level, but want to have the possibility to offer a better QoS either for all or for selected users;
· Mode based on accurate QoS settings requests: this mode may be used by applications aware of QoS complexities at network level and want to request specific values for QoS criterias corresponding to the elements defined on the Rx interface
Addressing these two modes is consistent with other sections in the TR:
· “Whether all the information over the Rx interface shall be provided by 3rd party applications should be considered”

· “When the PCRF connects with AF of the 3rd party it should be investigated whether it is reasonable to provide a subset of the functionality of the Diameter based Rx interface.”


	
	

	Consequences    (
  
if not agreed:
	Unspecified web-based interface to access to the PCC architecture.
No possibility for the 3rd-party AF to dynamically request a specific QoS for all or selected users.

No possibility for the operator to abstract network complexity to the 3rd-party AF, which may prevent 3rd-party AF from using the QoS request (for the mode based on pre-defined QoS levels)
No possibility for the 3rd-party AF to discriminate its users according to their levels of subscriptions towards the 3rd-party AF.
No possibility for the operator to valorize its network.

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


Proposed changes:
*** 1st Change ***

7.2
Application level protocols and data structures

Editor’s Note:
Any application level protocol or data structure, which could be used to transport Rx data, may be analysed in this section.
The QoS requests generated by the 3rd-party AF shall be based on one of the two following modes. The support of these two modes allows covering a wide range of applications, which may or may not be aware of QoS complexities at the network level.
- Mode 1: pre-defined QoS level (e.g. Gold, Silver, Bronze, or Premium / non-premium, etc…)

This mode can be used by the applications which are not aware of QoS complexities at the network level, and want a simple way to request a specific level of QoS for their users.

For this mode, the QoS requests shall be very simple, and may be limited to the parameters described in the following table.

M stands for Mandatory, CM for Conditional Mandatory, and O for Optional.
	Parameter
	Use
	Type
	Description

	RequestType
	M
	String
	This element is used as an indicator of a QoS request: the possible values are “Creation” or “Modification”.

	UeID
	M
	String
	The UE identifier allows identifying the UE in the mobile network of the operator.

Example : @IP : 165.245.0.1 (IPv4)

	SessionID
	CM
	String
	The session identifier allows identifying a session related to the QoS modification.
The session identifier is not included if the RequestType is “Creation”. The session identifier shall be included if the RequestType is “Modification”.

	QoSLevel
	CM
	String
	The QoS Level element corresponds to the level of QoS requested by the 3rd-party AF.

This element can be extended into several QoS criterias used on the Rx interface. The extension is performed by the protocol converter.

This element is mandatory when the 3rd-party AF wants to discriminate its users by offering different levels of QoS according to the user subscription with regard to the 3rd-party AF.
Example of values: “Platinum”, ” Gold” or  “Silver” etc.

	ServiceClass
	O
	String
	The ServiceClass defines the category of the service requested by the 3rd-party AF. Each service class corresponds to different constraint in terms of QoS. Examples of values: “conversational voice”, “conversational video” or “delay-sensitive data”…

	Start
	O
	Date
	It indicates the start of the QoS modification. If it is not present the service starts immediately. 

	End
	O
	Date
	This element indicates the end of the session. If it is indicated, the service is stopped at the date indicated in this parameter.


Table 1: List of parameters of the QoS Request
Note: even more abstraction/simplification may need to be considered, e.g. the concatenation of the QoSLevel and the ServiceClass. The application could then simply request “Gold_DelaySensitiveData” to trigger a boosted QoS for a video service.
- Mode 2: requests based on accurate QoS settings such as uplink bandwidth, downlink bandwidth, max latency, priority, guaranteed/not-guaranteed bitrate

This mode can be used by the applications which are aware of QoS complexities, and want to request a very specific QoS. In this mode, the application shall mention the all the values of the QoS criterias used for the session. With this mode, each attribute defined at the web-interface level should have its equivalent on the Rx interface.

7.2.1
Proposal a: XML
The Extensible Markup Language (XML) is a generally accepted code of practice developed by W3C.
With XML it is possible to describe complex content in a hierarchical model and it is a format to exchange information between different applications and platforms. It does not have a defined tag list and it is expandable. Tags may be defined by Document Type Definitions (DTDs) or XML schemas.






- Mode 1: pre-defined QoS level (e.g. Gold, Silver, Bronze, or Premium / non-premium, etc…)
In this mode, the 3rd-party AF shall send a QoS request to the protocol converter. This request shall include the identity of the 3rd-party AF and shall include the following XML schema describing the QoS request:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified" attributeFormDefault="unqualified">

    <xs:element name="QosRequest">

    



<xs:complexType>

        


<xs:annotation>

           




<xs:documentation>the QoS request allows requesting or modifying a specific QoS in a simple way</xs:documentation>

                    </xs:annotation>

                    <xs:attribute name="RequestType" type="xs:string" />

                    <xs:attribute name="UeID" type="xs:string" />





<xs:attribute name="SessionID" type="xs:string" use="optional"/>
                    <xs:attribute name="QoSLevel" type="xs:string" use="optional"/>

                    <xs:attribute name="ServiceClass" type="xs:string" use="optional"/>

                    <xs:attribute name="Start" type="xs:dateTime" use="optional"/> 

                    <xs:attribute name="End" type="xs:dateTime" use="optional"/>

                    </xs:complexType> 

     </xs:element>

</xs:schema>

The XML file shall be included in the QoS request from the 3rd-party service provider to the protocol converter. An example of the instantiation of this XML schema is:
<?xml version="1.0" encoding="utf-8"?>

<QoS_Request>

<RequestType>Creation</RequestType>

<UeID>10.251.20.154</UeID>

<QoSLevel>Gold</QoSLevel>

<ServiceClass>HighTroughputData</ServiceClass>

</QoS_Request>

When receiving the QoS request, the protocol converter shall derive the requested QoS level into Rx usual commands and AVPs. This mapping is done by the protocol converter using a database where a QoS level value corresponds to a list of Rx attributes (e.g. Min-Requested-Bandwidth-DL, Min-Requested-Bandwidth-UL). The mapping between QoS level and QoS attributes on the Rx interface depends on the operators’ choice, i.e. a specific QoS level can correspond to different values of QoS attributes depending on the operator.
·  Mode 2: requests based on accurate QoS settings
In this mode, the QoS request sent by the 3rd-party AF to the protocol shall follow the following XML schema:
FFS
The XML file shall be included in the QoS request from the 3rd-party service provider. An example of the instantiation of this XML schema is:
FFS
7.2.2
Proposal b: JSON

JSON or JavaScript Object Notation, is a text-based open standard which is designed for human-readable data interchange format. It is derived from the JavaScript scripting language for representing simple data structures and associative arrays, called objects. Despite its relationship to JavaScript, it is language-independent, with parsers available for many languages.

The JSON format is described in IETF RFC 4627[7]. The official Internet media type for JSON is application/json. The JSON filename extension is .json.

The JSON format is often used for serializing and transmitting structured data over a network connection. It is used primarily to transmit data between a server and web application, serving as an alternative to XML.



























- Mode 1: pre-defined QoS level (e.g. Gold, Silver, Bronze, or Premium / non-premium, etc…). 
In this mode, the 3rd-party AF shall send a QoS request to the protocol converter. This request shall include the identity of the 3rd-party AF and shall comply with the following JSON schemas.
For a creation of a QoS request:

{

    "$schema": "http://json-schema.org/draft-04/schema#",

    "title": "Creation",

    "description": "Creates a QoS Session",

    "type": "object",

    "properties": {

        "request_type": {

            "description": "Type of the request",

            "type": "string",

        },

        "ue_id": {

            "description": "Identifier of the UE in the mobile network: IP address",

            "type": "string"

        },

        "qos_level": {

           "description": "QoS Level requested", 

           "type": "string"

        },



   "service_class": {

           "description": "Class of the service", 

           "type": "string"

        },



   "start": {

           "description": "Start of the QoS modification", 

           "type": "string",

           "format": "date-time"

        },



   "stop": {

           "description": "End of the QoS session", 

           "type": "string",

           "format": "date-time"

        }

    },

    "required": ["request_type, "ue_id"]

}

For a modification of a QoS request:
{

    "$schema": "http://json-schema.org/draft-04/schema#",

    "title": "Modification",

    "description": "Modifies a QoS Session",

    "type": "object",

    "properties": {

        "request_type": {

            "description": "Type of the request",

            "type": "string",

        },

        "session_id": {

            "description": "Identifier of the QoS Session to modify",

            "type": "string"

        },

        "ue_id": {

            "description": "Identifier of the UE in the mobile network: IP address",

            "type": "string"

        },

        "qos_level": {

           "description": "QoS Level requested", 

           "type": "string"

        },




"service class": {

           "description": "Class of the service", 

           "type": "string"

        },




"start": {

           "description": "Start of the QoS modification", 

           "type": "string",

           "format": "date-time"

        },




"stop": {

           "description": "End of the QoS session", 

           "type": "string",

           "format": "date-time"

        }

    },

    "required": ["request_type", "ue_id", "session_id"]

}

The JSON file shall be included in the QoS request from the 3rd-party service provider to the protocol converter.
An example of the instantiation of the JSON schema for the QoS request is:
{

    "request_type": "Creation",

    "ue_id": "10.251.50.154",

    "qos_level": "Gold",

    "service class": " HighTroughputData",

    "start": "2013-09-30T09:54:10Z",

    "end": "2013-09-30T10:54:10Z"

}

An example of the instantiation of the JSON schema for the QoS modification is:

{

    "request_type": "Modification",

    "session_id": "201305210903541687154",

    "ue_id": "10.251.50.154",

    "qos_level": "Silver",

    "service class": " HighTroughputData",

    "start": "2013-09-30T10:12:14Z",

    "end": "2013-09-30T10:54:10Z"

}

When receiving the QoS request (creation or modification), the protocol converter shall derive the requested QoS level into Rx usual commands and AVPs. This mapping is done is done by the protocol converter using a database where a QoS level value corresponds to a list of Rx attributes (e.g. Min-Requested-Bandwidth-DL, Min-Requested-Bandwidth-UL). The mapping between QoS level and QoS attributes on the Rx interface depends on the operators’ choice, i.e. a specific QoS level can correspond to different values of QoS attributes depending on the operator.

·  Mode 2: requests based on accurate QoS settings
In this mode, the QoS request sent by the 3rd-party AF to the protocol shall follow the following XML schema:

FFS
The XML file shall be included in the QoS request from the 3rd-party service provider. An example of the instantiation of this XML schema is:
FFS
7.2.3
Data type mapping
XML is a technology-independent language of data format as Diameter, the main data types are represented by the two languages as in figure 7.2.3.1.
	
	XML 
	Diameter 

	String
	String 
	OctetString 

	Integer
	Int/NegativeInteger 
	Integer/Unsigned 

	Float 
	Float 
	Float 

	Enumeration
	Enumerations 
	Enumerated 

	Group
	Compound types 
	Grouped 


Figure 7.2.3.1: Data types in XML and Diameter.
The data types of Float, Enumeration and Group have the same definition in both languages. And the Integer of XML is a 32-bit signed while the Integer of Diameter is a 32-bit unsigned. The String of XML is just normal string, and for Diameter, OctetString specifies octets of binary or textual information. 
Different from XML and Diameter, JSON is a data-interchange format. It is capable of representing numbers, Booleans, strings, null, and arrays (ordered sequences of values) and objects (string-value mappings) composed of these values (or of other arrays and objects).  It doesn't natively represent more complex data types like functions, regular expressions, dates, and so on.  If the developers need to preserve such values, they can transform values since they are serialized, or prior to de-serialization, to enable JSON to represent additional data types.
*** End of Change ***
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