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*** 2nd Change ***

G.5.1
Concept Adaptations for Fixed Broadband Access Network Convergence

G.5.1.x1
General
The PCC procedures specified in subclause 4.5 for Gx and in subclause 4b.5 for Sd apply with the following concept adaptation for Fixed Broadband Access network convergence.
G.5.1.x2
IP-CAN session

Fixed Broadband Access IP-CAN is a fixed access broadband network that provides IP connectivity to a 3GPP UE or fixed devices. The Fixed Broadband Access IP-CAN reuses the definition of an IP-CAN session in subclause 3.1 with the following addition.

For routed mode RG with NAT, one IP-CAN session shall be established for each corresponding Subscriber IP session on the IP Edge for the IPv4 address and/or IPv6 address or IPv6 prefix assigned to the RG. 
In case of routed mode RG when the PPP pass-through feature is enabled (see requirement R-10 in Broadband Forum TR‑124 Issue 3 [zz]) an IP-CAN session shall be established for the each single fixed device starting the PPP session. In this case the 3GPP UE does not have Subscriber IP session in IP Edge.
For bridged mode RG, one IP-CAN session shall be established for each corresponding Subscriber IP session on the IP Edge for each IPv4 address and/or IPv6 address or IPv6 prefix assigned to the fixed device or 3GPP UE which established a Subscriber IP session in Fixed Broadband Access network.
For routed mode RG with IPv6 when stateless IPv6 address autoconfiguration is used by the end-device behind the RG, one IP-CAN session shall be established for each corresponding Subscriber IP session on the IP Edge for the IPv6 prefix assigned to the RG. When stateful IPv6 address configuration is used by the end-devices, one IP-CAN session may be established for each end-device.

For routed mode RG, the successful completion of 3GPP-based access authentication and assignment of IP address to the 3GPP UE shall not result in any IP-CAN session establishment if the IP address assignment does not result in a new Subscriber IP Session in the IP Edge. In this case the pre-existent IP-CAN session for the RG is used.

A device connected to the RG (e.g. VoIP phones) may also initiate a Subscriber IP session when the RG is configured in bridge mode or when the PPP pass-through feature is enabled on the Routing RG (see requirement R-10 in Broadband Forum TR‑124 Issue 3 [zz]).

G.5.1.x3
IP-CAN bearer

The Fixed Broadband Access network does not support the concept of a bearer and multiple bearers as defined in TS 23.401[32]. However, DSCP marking provides QoS support on transport network layer so that QoS and charging policies can be applied per SDF.
G.5.1.x4
PCC rule
For convergent policies the definition of PCC rules in subclause 4.3 are applicable for the QoS information contained in a PCC rule except:

PS to CS session continuity

User Location Report
For convergent policies the definition of PCC rules in subclause 4.3 are applicable for the PCEF based charging .
Editor's note:
Charging and usage monitoring information applicable within the PCC Rule is pending confirmation by Broadband Forum.

G.5.1.x4
ADC rule

For convergent application detection and control and TDF based charging, the definition of ADC rules in subclause 4b.3 are applicable.
G.5.1.x6
Subscriber Identity

In the convergence scenario the Subscriber Identity represents the identity of the user.

For the 3GPP UE the Subscriber Identity is received in the Subscription-Id AVP and includes the IMSI.

The Subscription Identiy used by fixed device or the RG at establishment of Subscriber IP session in fixed broadband access network can be the Access Line Identifier (Physical-Access-ID AVP and Logical-Access-ID AVP) or the username received in Subscription-Id AVP, for example when the Subscriber IP session is a PPP Session. For the RG and fixed device based on Broadband Forum specification, the Subscriber Identity is defined in Broadband Forum TR‑134 [yy].
G.5.1.x7
Default QoS control
The BBF AAA may provide a default Access Profile QoS for the IP-CAN session that may contain QoS information.

The PCRF may provide the default QoS for the IP-CAN session to the PCEF over Gx.

The default QoS is included in the QoS-Information AVP. When dynamically provided, it consists of a QCI (QoS-Class-Identifier AVP) and MBR (Max-Requested-Bandwidth-UL AVP and Max-Requested-Bandwidth-DL AVP). When it is preconfigured in the IP Edge/PCEF it consist of the default QoS profile name included in Default-QoS-Name AVP)
Editor's note:
The definition of Default-QoS-Name AVP and QoS-Information AVP will be considered in the future work.
The IP Edge/PCEF shall be able to convert default QoS into Fixed Broadband Access QoS attribute values. In the IP Edge, the QCI is mapped into e.g. DSCP code value or other transport specific information element and the MBR is used for bandwidth limitation for the DSCP code value. The PCEF/IP Edge shall enforce first the QoS for the packets that matches a service data flow template in an installed PCC Rule for which specific QoS enforcement actions are provided then the IP Edge/PCEF shall enforce the default QoS for all downlink and uplink traffic for the IP-CAN session.
The IP Edge/PCEF shall be able to convert the Fixed Broadband Access QoS attributes values into the default QoS included in the QoS-Information AVP.
*** End of Changes ***

