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*** 1st Change ***

7.3.2.2.2
Example of usage of the II-NNI-Scenario header field

This subclause illustrates:

-
when the node in the beginning of the II-NNI traversal scenario adds the II-NNI-Scenario header field parameter with the "visited-home-roaming", the "home-visited-roaming", the "home-visited-loopback" or the "home-visited-as-to-mrb" II-NNI traversal scenario types in the INVITE request; and

-
when the II-NNI-Scenario header field parameter with the "visited-home-roaming", the "home-visited-roaming", the "home-visited-loopback" or the "home-visited-as-to-mrb" value is removed by the node in the end of the II-NNI traversal scenario.

NOTE 1:
The same principles can be applied for other II-NNI traversal scenario types.

NOTE x:
The illustrated examples are under the assumption that all involved functional entities are within the same trust domain for the new SIP header field.
Figure 7.3.2.2.2.1 below illustrates how the II-NNI-Scenario header field with the value "visited-home-roaming" is added by the P-CSCF and removed by the S-CSCF.
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Figure 7.3.2.2.2.1:
Usage of the II-NNI-Scenario header field with the value "visited-home-roaming" as II-NNI traversal scenario type

1.
The UE sends an initial INVITE request to the P-CSCF.

2.
The P-CSCF checks the operator agreements and detects that the home network supports indicating the II-NNI traversal scenario type. The P-CSCF adds the II-NNI-Scenario header field with the value "visited-home-roaming".

NOTE 2:
P-CSCF need to check a local policy based on bilateral operator agreements before including the II-NNI traversal type in a SIP request to avoid that the S-CSCF with a legacy implementation forwards the II-NNI traversal scenario type indication. Intermediate nodes with legacy implementations are not impacted.

NOTE 3:
As an alternative the IBCF acting as an exit point can do the check and remove the II-NNI-Scenario header field if the home network does not support removing the II-NNI-Scenario header field. The advantage with this approach is that the exit IBCF can use the indication instead of a default value when the home network operator does not support indicating II-NNI traversal scenario type.

3-5.
The INVITE request is sent in the registration path and finally received by the S-CSCF. Anyone in the registration path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes the II-NNI-Scenario header field if present.

6.
Since the home network supports indicating II-NNI traversal scenario, the S-CSCF removes the II-NNI-Scenario header field from the INVITE request before forwarding the INVITE request.

NOTE 4:
As an alternative the IBCF acting as an entry point can remove the II-NNI-Scenario header field if the S-CSCF does not support removing the header field.

Figure 7.3.2.2.2.2 below illustrates how the II-NNI-Scenario header field with the value "home-visited-loopback" is added by the S-CSCF and removed by the TRF.
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Figure 7.3.2.2.2.2:
Usage of the II-NNI-Scenario header field with the value "home-visited-loopback" as II-NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from a served user.

2.
The S-CSCF checks the operator agreements and detects that the visited network supports indicating the II-NNI traversal scenario type. The S-CSCF adds the II-NNI-Scenario header field with the value "home-visited-loopback".

NOTE 5:
S-CSCF need to check a local policy based on bilateral operator agreements before including the II-NNI traversal type in a SIP request to avoid that the TRF with a legacy implementation forwards the II-NNI traversal scenario type indication. Intermediate nodes with legacy implementations are not impacted.

NOTE 6:
As an alternative the IBCF acting as an exit point can do the check and remove the II-NNI-Scenario header field if the visited network does not support removing the II-NNI-Scenario header field. The advantage with this approach is that the exit IBCF can use the indication instead of a default value when the home network operator does not support indicating II-NNI traversal scenario type.

3-5.
The INVITE request is sent in the registration path and finally received by the TRF. Anyone in the registration path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes the II-NNI-Scenario header field if present.
6.
Since the visited network supports indicating II-NNI traversal scenario, the TRF removes the II-NNI-Scenario header field from the INVITE request before forwarding the INVITE request.

NOTE 7:
As an alternative the IBCF acting as an entry point can remove the II-NNI-Scenario header field if the TRF does not support removing the header field.

Figure 7.3.2.2.2.3 below illustrates how the II-NNI-Scenario header field with the value "home-as-to-visited-mrb" is added by an AS.
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Figure 7.3.2.2.2.3:
Usage of the II-NNI-Scenario header field with the value "home-as-to-visited-mrb" as II-NNI traversal scenario type

1.
The AS receives an initial INVITE request from the visited network. The INVITE request may contain a Feature-Capability header field with the g.3gpp.mrb feature-capability indicator containing a MRF/MRB address or the AS may have a configured MRF/MRB address available. 

2.
The AS decides to use media resources in the visited network and sends the INVITE request towards the visited network. The AS checks if the visited network supports indicating II-NNI traversal scenario. Since that is the case, the AS includes the II-NNI-Scenario header field with the value "home-as-to-visited-mrb" in the Feature-Caps header field.

NOTE 8:
As an alternative the IBCF acting as an exit point can do the check and remove the II-NNI-Scenario header field if the visited network does not support removing the II-NNI-Scenario header field. The advantage with this approach is that the exit IBCF can use the indication instead of a default value when the home network operator does not support indicating II-NNI traversal scenario type.

3-5.
The INVITE request is sent in the registration path and finally received by MRB/MRF. Anyone in the path between the AS and MRB/MRF can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes the II-NNI-Scenario header field if present.
6.
Since the final destination is the MRB/MRF for the INVITE request, it is not necessary to remove the II-NNI-Scenario header field.

Figure 7.3.2.2.2.4 below illustrates how the II-NNI-Scenario header field with the value "home-visited-roaming" is added by the S-CSCF and removed by the P-CSCF.
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Figure 7.3.2.2.2.4:
Usage of the II-NNI-Scenario header field with the value "home-visited-roaming" as II-NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from the originating side. 

2.
The S-CSCF checks the roaming agreements and detects that the visited network supports indicating the II-NNI traversal scenario type. The P-CSCF adds the II-NNI-Scenario header field with the value "home-visited-roaming".

NOTE 9:
S-CSCF need to check a local policy based on bilateral operator agreements before including the II-NNI traversal type in a SIP request to avoid that the P-CSCF with a legacy implementation forwards the II-NNI traversal scenario type indication. Intermediate nodes with legacy implementations are not impacted.

NOTE 10:
As an alternative the IBCF acting as an exit point can do the check and remove the II-NNI-Scenario header field if the visited network does not support removing the II-NNI-Scenario header field. The advantage with this approach is that the exit IBCF can use the indication instead of a default value when the home network operator does not support indicating II-NNI traversal scenario type.

3-5.
The INVITE request is sent in the registration path and finally received by the P-CSCF. Anyone in the registration path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes the II-NNI-Scenario header field if present.
6.
Since the visited network supports indicating II-NNI traversal scenario, the P-CSCF removes the II-NNI-Scenario header field from the INVITE request before forwarding the INVITE request.

NOTE 11:
As an alternative the IBCF acting as an entry point can remove the II-NNI-Scenario header field if the P-CSCF does not support removing the header field.

*** 2nd Change ***

7.3.2.3.2
Example of usage of the "ii-nni" header parameter

This subclause illustrates:

-
when the node in the beginning of the II-NNI traversal scenario adds to the P-Charging-Vector header field the "ii-nni" header field parameter with the "visited-home-roaming", the "home-visited-roaming", the "home-visited-loopback" or the "home-visited-as-to-mrb" II-NNI traversal scenario types in the INVITE request; and

-
when the "ii-nni" header field parameter with the "visited-home-roaming", the "home-visited-roaming", the "home-visited-loopback" or the "home-visited-as-to-mrb" value is removed from the P-Charging-Vector header field by the node in the end of the II-NNI traversal scenario.

NOTE 1:
The same principles can be applied for other II-NNI traversal scenario types.

NOTE x:
The illustrated examples are under the assumption that all involved functional entities are within the same trust domain for the P-Charging-Vector header field.
Figure 7.3.2.3.2.1 below illustrates how the "ii-nni" header field parameter with the value "visited-home-roaming" is added to the P-Charging-Vector header field by the P-CSCF and removed by the S-CSCF.
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NOTE:
For clarity, only the "ii-nni" header field parameter in the P-Charging-Vector (PCV) header field is shown in the signalling flow.

Figure 7.3.2.3.2.1:
Usage of "ii-nni" header field parameter in the P-Charging-Vector header field set to "visited-home-roaming" as II-NNI traversal scenario type

1.
The UE sends an initial INVITE request to the P-CSCF.

2.
The P-CSCF checks the operator agreements and detects that the home network supports indicating the II-NNI traversal scenario type. The P-CSCF adds a P-Charging-Vector header field and includes the mandatory header field parameters ("icid", "orig-ioi", etc.) and an "ii-nni" header field parameter set to "visited-home-roaming".

NOTE 2:
P-CSCF need to check a local policy based on bilateral operator agreements before including the II-NNI traversal type in a SIP request to avoid that S-CSCF with a legacy implementation forwards the II-NNI traversal scenario type indication. Intermediate nodes with legacy implementations are not impacted.

NOTE 3:
As an alternative the IBCF acting as an exit point can do the check and remove the "ii-nni" header field parameter if the home network does not support removing the "ii-nni" header field parameter. The advantage with this approach is that the exit IBCF can use the indication instead of a default value when the home network operator does not support indicating II-NNI traversal scenario type.

3-5.
The INVITE request is sent in the registration path and finally received by the S-CSCF. Anyone in the registration path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE 4:
The above is in principle true. However, conceptual wise the content of the P-Charging-Vector header field is only available for charging purposes. IETF RFC 3455 [13] states:

"The P-Charging-Vector header field is used to convey charging related information, such as the globally unique IMS charging identifier (ICID) value."

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes the P-Charging-Vector header field, if present.
6.
Since the home network supports indicating II-NNI traversal scenario, the S-CSCF removes the "ii-nni" header field parameter from the P-Charging-Vector header field before forwarding the INVITE request.

NOTE 5:
As an alternative the IBCF acting as an entry point can remove the g.3gpp.ii-nni feature-capability indicator if the S-CSCF does not support removing it.

Figure 7.3.2.3.2.2 below illustrates how the "ii-nni" header field parameter in the P-Charging-Vector header field set to "home-visited-loopback" is added by the S-CSCF and removed by the TRF.
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NOTE:
For clarity, only the "ii-nni" header field parameter in the P-Charging-Vector (PCV) header field is shown in the signalling flow.

Figure 7.3.2.3.2.2:
Usage of the "ii-nni" header field parameter in the P-Charging-Vector header field set to "home-visited-loopback" as II-NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from a served user.

2.
The S-CSCF checks the operator agreements and detects that the visited network supports indicating the II-NNI traversal scenario type. The S-CSCF adds a P-Charging-Vector header field and includes the mandatory header field parameters ("icid", "orig-ioi", etc.) and an "ii-nni" header field parameter set to "home-visited-loopback".

NOTE 6:
S-CSCF need to check a local policy based on bilateral operator agreements before including the II-NNI traversal type in a SIP request to avoid that TRF with a legacy implementation forwards the II-NNI traversal scenario type indication. Intermediate nodes with legacy implementations are not impacted.

NOTE 7:
As an alternative the IBCF acting as an exit point can do the check and remove the "ii-nni" header field parameter if the visited network does not support removing the "ii-nni" header field parameter. The advantage with this approach is that the exit IBCF can use the indication instead of a default value when the visited network operator does not support indicating II-NNI traversal scenario type.

3-5.
The INVITE request is sent in the registration path and finally received by the TRF. Anyone in the registration path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE 8:
The above is in principle true. However, conceptual wise the content of the P-Charging-Vector header field is only available for charging purposes. IETF RFC 3455 [13] states:

"The P-Charging-Vector header field is used to convey charging related information, such as the globally unique IMS charging identifier (ICID) value."

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes the P-Charging-Vector header field, if present.
6.
Since the visited network supports indicating II-NNI traversal scenario, the TRF removes the "ii-nni" header field parameter from the P-Charging-Vector header field before forwarding the INVITE request.

NOTE 9:
As an alternative the IBCF acting as an entry point can remove the g.3gpp.ii-nni feature-capability indicator if the S-CSCF does not support removing it.

Figure 7.3.2.3.2.3 below illustrates how the "ii-nni" header field parameter in the P-Charging-Vector header field set to "home-as-to-visited-mrb" is added by an AS.
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Figure 7.3.2.3.2.3:
Usage of the "ii-nni" header field parameter in the P-Charging-Vector header field set to "home-as-to-visited-mrb" as II-NNI traversal scenario type

1.
The AS receives an initial INVITE request from the visited network. The INVITE request may contain a Feature-Capability header field with the g.3gpp.mrb feature-capability indicator containing a MRF/MRB address or the AS may have a configured MRF/MRB address available. 

2.
The AS decides to use media resources in the visited network and sends an INVITE request towards the visited network. The AS checks if the visited network supports indicating II-NNI traversal scenario. Since that is the case, the AS adds a P-Charging-Vector header field and includes the mandatory header field parameters ("icid", "orig-ioi", etc.) and an "ii-nni" header field parameter set to "home-as-to-visited-mrb".

NOTE 10:
As an alternative the IBCF acting as an exit point can do the check and remove the "ii-nni" header field parameter if the visited network does not support removing the "ii-nni" header field parameter. The advantage with this approach is that the exit IBCF can use the indication instead of a default value when the visited network operator does not support indicating II-NNI traversal scenario type.

3-5.
The INVITE request is sent in the registration path and finally received by MRB/MRF. Anyone in the path between the AS and the MRB/MRF can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE 11:
The above is in principle true. However, conceptual wise the content of the P-Charging-Vector header field is only available for charging purposes. IETF RFC 3455 [13] states:

"The P-Charging-Vector header field is used to convey charging related information, such as the globally unique IMS charging identifier (ICID) value."

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes the P-Charging-Vector header field, if present.
6.
Since the final destination is the MRB/MRF for the INVITE request, it is not necessary to remove the "ii-nni" header field parameter from the P-Charging-Vector header field.

Figure 7.3.2.3.2.4 below illustrates how the "ii-nni" header field parameter in the P-Charging-Vector header field set to "home-visited-roaming" is added by the S-CSCF and removed by the P-CSCF.
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Figure 7.3.2.3.2.4:
 Usage of the "ii-nni" header field parameter in the P-Charging-Vector header field set to "home-visited-roaming" as II-NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from the originating side. 

2.
The S-CSCF checks the roaming agreements and detects that the visited network supports indicating the II-NNI traversal scenario type. The S-CSCF adds a P-Charging-Vector header field and includes the mandatory header field parameters ("icid", "orig-ioi", etc.) and an "ii-nni" header field parameter set to "home-visited-roaming".

NOTE 12:
S-CSCF need to check a local policy based on bilateral operator agreements before including the II-NNI traversal type in a SIP request to avoid that TRF with a legacy implementation forwards the II-NNI traversal scenario type indication. Intermediate nodes with legacy implementations are not impacted.

NOTE 13:
As an alternative the IBCF acting as an exit point can do the check and remove the "ii-nni" header field parameter if the visited network does not support removing the "ii-nni" header field parameter. The advantage with this approach is that the exit IBCF can use the indication instead of a default value when the visited network operator does not support indicating II-NNI traversal scenario type.

3-5.
The INVITE request is sent in the registration path and finally received by the P-CSCF. Anyone in the registration path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE 14:
The above is in principle true. However, conceptual wise the content of the P-Charging-Vector header field is only available for charging purposes. IETF RFC 3455 [13] states:

"The P-Charging-Vector header field is used to convey charging related information, such as the globally unique IMS charging identifier (ICID) value."

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes the P-Charging-Vector header field, if present.
6.
Since the visited network supports indicating II-NNI traversal scenario, the P-CSCF removes the P-Charging-Vector header field before the INVITE request is forwarded.

NOTE 15:
As an alternative the IBCF acting as an entry point can remove the g.3gpp.ii-nni feature-capability indicator if the P-CSCF does not support removing it.

*** 3rd Change ***

7.3.2.4.2
Example of usage of the g.3gpp.ii-nni feature capability indicator

This subclause illustrates:

-
when the node in the beginning of the II-NNI traversal scenario adds the g.3gpp.ii-nni feature capability indicator with the "visited-home-roaming", the "home-visited-roaming", the "home-visited-loopback" or the "home-visited-as-to-mrb" II-NNI traversal scenario types in the INVITE request; and

-
when the g.3gpp.ii-nni feature capability indicator with the "visited-home-roaming", the "home-visited-roaming", the "home-visited-loopback" or the "home-visited-as-to-mrb" value is removed by the node in the end of the II-NNI traversal scenario.

NOTE 1:
The same principles can be applied for other II-NNI traversal scenario types.

NOTE x:
The illustrated examples are under the assumption that all involved functional entities are within the same trust domain for the Feature-Caps header field.
Figure 7.3.2.4.2.1 below illustrates how the g.3gpp.ii-nni feature capability indicator with the value "visited-home-roaming" is added by the P-CSCF and removed by the S-CSCF.
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Figure 7.3.2.4.2.1:
Usage of "g.3gpp.ii-nni=visited-home-roaming" as II-NNI traversal scenario type

1.
The UE sends an initial INVITE request to the P-CSCF.

2.
The P-CSCF checks the operator agreements and detects that the home network supports indicating the II-NNI traversal scenario type. The P-CSCF adds the g.3gpp.ii-nni feature capability indicator with the value "visited-home-roaming" in a Feature-Caps header field.

NOTE 2:
P-CSCF need to check a local policy based on bilateral operator agreements before including the II-NNI traversal type in a SIP request to avoid that S-CSCF with a legacy implementation forwards the II-NNI traversal scenario type indication. Intermediate nodes with legacy implementations are not impacted.

NOTE 3:
As an alternative the IBCF acting as an exit point can do the check and remove the feature-capability indicator if the home network does not support removing the feature-capability indicator. The advantage with this approach is that the exit IBCF can use the indication instead of a default value when the home network operator does not support indicating II-NNI traversal scenario type.

3-5.
The INVITE request is sent in the registration path and finally received by the S-CSCF. Anyone in the registration path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes the Feature-Caps header field, if present.
6.
Since the home network supports indicating the II-NNI traversal scenario, the S-CSCF removes the feature-capability indicator from the INVITE request before forwarding the INVITE request.

NOTE 4:
As an alternative the IBCF acting as an entry point can remove the g.3gpp.ii-nni feature-capability indicator if the S-CSCF does not support removing it.

NOTE
5:
The removal of the feature-indicator can break the principle of the IETF RFC 6809 [12].

Figure 7.3.2.4.2.2 below illustrates how the g.3gpp.ii-nni feature capability indicator with the value "home-visited-loopback" is added by the S-CSCF and removed by the TRF.
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Figure 7.3.2.4.2.2:
Usage of "g.3gpp.ii-nni=home-visited-loopback" as II-NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from a served user.

2.
The S-CSCF checks the operator agreements and detects that the visited network supports indicating the II-NNI traversal scenario type. The S-CSCF adds the g.3gpp.ii-nni feature-capability indicator with the value "home-visited-loopback" in a Feature-Caps header field.

NOTE 6:
S-CSCF need to check a local policy based on bilateral operator agreements before including the II-NNI traversal type in a SIP request to avoid that a TRF with a legacy implementation forwards the II-NNI traversal scenario type indication. Intermediate nodes with legacy implementations are not impacted.

NOTE 7:
As an alternative the IBCF acting as an exit point can do the check and remove the feature-capability indicator if the visited network does not support removing the feature-capability indicator. The advantage with this approach is that the exit IBCF can use the indication instead of a default value when the home network operator does not support indicating II-NNI traversal scenario type.

3-5.
The INVITE request is sent in the registration path and finally received by TRF. Anyone in the registration path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes the Feature-Caps header field, if present.
6.
Since the visited network supports indicating II-NNI traversal scenario, the TRF removes the feature-capability indicator from the INVITE request before forwarding the INVITE request.

NOTE 8:
As an alternative the IBCF acting as an entry point can remove the g.3gpp.ii-nni feature-capability indicator if the TRF does not support removing it.

NOTE
9:
The removal of the feature-indicator can break the principle of the IETF RFC 6809 [12].

Figure 7.3.2.4.2.3 below illustrates how the g.3gpp.ii-nnni feature capability with the value "home-as-to-visited-mrb" is added by an AS.
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Figure 7.3.2.4.2.3:
Usage of "g.3gpp.ii-nni=home-as-to-visited-mrb" as II-NNI traversal scenario type

1.
The AS receives an initial INVITE request from the visited network. The INVITE request may contain a Feature-Capability header field with the g.3gpp.mrb feature-capability indicator containing a MRF/MRB address or the AS may have a configured MRF/MRB address available. 

2.
The AS decides to use media resources in the visited network and sends the INVITE request towards the visited network. The AS checks if the visited network supports indicating II-NNI traversal scenario. Since that is the case, the AS includes the g.3gpp.ii-nni feature-capability indicator with the value "home-as-to-visited-mrb" in a Feature-Caps header field.

NOTE 10:
As an alternative the IBCF acting as an exit point can do the check and remove the feature-capability indicator if the visited network does not support removing the feature-capability indicator. The advantage with this approach is that the exit IBCF can use the indication instead of a default value when the home network operator does not support indicating II-NNI traversal scenario type.

3-5.
The INVITE request is sent in the registration path and finally received by the MRB/MRF. Anyone in the path between the AS and the MRB/MRF can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes the Feature-Caps header field, if present.
6.
Since the final destination is the MRB/MRF for the INVITE request, it is not necessary to remove the g.3gpp.ii-nni feature-capability indicator.

Figure 7.3.2.4.2.4 below illustrates how the g.3gpp.ii-nni feature-capability indicator with the value "home-visited-roaming" is added by the S-CSCF and removed by P-CSCF.
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Figure 7.3.2.4.2.4:
Usage of "g.3gpp.ii-nni=home-visited-roaming" as II-NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from the originating side. 

2.
The S-CSCF checks the roaming agreements and detects that the visited network supports indicating the II-NNI traversal scenario type. The P-CSCF adds the g.3gpp.ii-nni feature-capability indicator with the value "home-visited-roaming" in a Feature-Caps header field.

NOTE 11:
S-CSCF need to check a local policy based on bilateral operator agreements before including the II-NNI traversal type in a SIP request to avoid that P-CSCF with a legacy implementation forwards the II-NNI traversal scenario type indication. Intermediate nodes with legacy implementations are not impacted.

NOTE 12:
As an alternative the IBCF acting as an exit point can do the check and remove the feature-capability indicator if the visited network does not support removing the feature-capability indicator. The advantage with this approach is that the exit IBCF can use the indication instead of a default value when the home network operator does not support indicating II-NNI traversal scenario type.

3-5.
The INVITE request is sent in the registration path and finally received by the P-CSCF. Anyone in the registration path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes the Feature-Caps header field, if present.
6.
Since the visited network supports indicating II-NNI traversal scenario, the P-CSCF removes the feature-capability indicator from the INVITE request before forwarding the INVITE request.

NOTE 13:
As an alternative the IBCF acting as an entry point can remove the g.3gpp.ii-nni feature-capability indicator if the P-CSCF does not support removing it.

NOTE 14:
The removal of the feature-indicator can break the principle of the IETF RFC 6809 [12].

*** 4th Change ***

7.3.2.5.2
Example of usage of the "ii-nni" URI parameter

This subclause illustrates:

-
when the node in the beginning of the II-NNI traversal scenario adds the "ii-nni" URI parameter with the "visited-home-roaming", the "home-visited-roaming", the "home-visited-loopback" or the "home-visited-as-to-mrb" II-NNI traversal scenario types in the INVITE request; and

-
when the "ii-nni" URI parameter with the "visited-home-roaming", the "home-visited-roaming", the "home-visited-loopback" or the "home-visited-as-to-mrb" value is removed by the node in the end of the II-NNI traversal scenario.

NOTE 1:
The same principles can be applied for other II-NNI traversal scenario types.

NOTE x:
The illustrated examples are under the assumption that all involved functional entities are within the same trust domain for the "ii-nni" URI parameter.
Figure 7.3.2.5.2.1 below illustrates how the "ii-nni" URI parameter with the value "visited-home-roaming" is added by the P-CSCF and removed by the S-CSCF.
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Figure 7.3.2.5.2.1:
Usage of "ii-nni=visited-home-roaming" as II-NNI traversal scenario type

1.
The UE sends an initial INVITE request to the P-CSCF. The INVITE request includes the Route header field with the S-CSCF URI received during registration in the Service-Route header field.

2.
The P-CSCF appends the "ii-nni" URI parameter with the value "visited-home-roaming".

NOTE 2:
If the home network is using topology hiding, the IBCF acting as an entry point in the home network can, if required by the home network, move the URI parameter from the topmost URI identifying the IBCF to the URI identifying the S-CSCF when the IBCF forwards the INVITE request to the S-CSCF.

3-5.
The INVITE request is sent in the registration path and finally received by the S-CSCF. Anyone in the registration path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes any "ii-nni" URI parameter of Route header field, if present.
6.
The S-CSCF removes the Route header field in accordance with basic SIP procedures.

NOTE 3:
Since the Route header field that identifies the S-CSCF contains the URI parameter with the II-NNI traversal scenario indicator is removed in accordance with basic SIP procedure an S-CSCF with a legacy implementation will also remove the II-NNI traversal scenario type.

Figure 7.3.2.5.2.2 below illustrates how the "ii-nni" URI parameter with the value "home-visited-loopback" is added by S-CSCF and removed by TRF.
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Figure 7.3.2.5.2.2:
Usage of "ii-nni=home-visited-loopback" as II-NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from the visited network. The INVITE request contains the Feature-Capability header field with the g.3gpp.trf feature-capability indicator containing a TRF URI to the P-CSCF. 

2.
The S-CSCF decides to perform a loopback to the visited network and sends the INVITE request towards the visited network populated with a Route header field with the TRF URI and with the "ii-nni" URI parameter with the value "home-visited-loopback".

3-5.
The INVITE request is sent in the registration path and finally received by TRF. Anyone in the loopback path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes any "ii-nni" URI parameter of Route header field, if present.
6.
The TRF removes the Route header field in accordance with basic SIP procedures.

NOTE 4:
Since the Route header field that identifies the TRF containing the URI parameter with the II-NNI traversal scenario indicator is removed in accordance with basic SIP procedure a TRF with a legacy implementation will also remove the II-NNI traversal scenario type.

Figure 7.3.2.5.2.3 below illustrates how the "ii-nni" URI parameter with the value "home-as-to-visited-mrb" is added by an AS.
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Figure 7.3.2.5.2.3:
Usage of "ii-nni=home-as-to-visited-mrb" as II-NNI traversal scenario type

1.
The AS receives an initial INVITE request from the visited network. The INVITE request may contain a Feature-Capability header field with the g.3gpp.mrb feature-capability indicator containing a MRF/MRB address or the AS may have a configured MRF/MRB address available. 

2.
The AS decides to use media resources in the visited network and sends the INVITE request towards the visited network where the Request-URI contains the MRB URI and the "ii-nni" URI parameter with the value "home-as-to-visited-mrb".

3-5.
The INVITE request is sent in the registration path and finally received by the MRB/MRF. Anyone in the path between the AS and the MRB/MRF can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes any "ii-nni" URI parameter of Route header field, if present.
6.
Since the final destination is the MRB/MRF for the INVITE request, it is not necessary to remove the "ii-nni" URI parameter.

Figure 7.3.2.5.2.4 below illustrates how the "ii-nni" URI parameter with the value "home-visited-roaming" is added by the S-CSCF and removed by P-CSCF.
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Figure 7.3.2.5.2.4:
Usage of "ii-nni=home-visited-roaming" as II-NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from the originating side. 

2.
The S-CSCF sends the INVITE request towards the visited network populated with a Route header field with the P-CSCF URI received from the P-CSCF in the Path header field during registration and adds the "ii-nni" URI parameter with the value "home-visited-roaming".

NOTE 5:
If the visited network is using topology hiding, the IBCF acting as an entry point in the visited network can, if required by the visited network, move the URI parameter from the topmost URI identifying the IBCF to the URI identifying the P-CSCF when the IBCF forwards the INVITE request to the P-CSCF.

3-5.
The INVITE request is sent in the registration path and finally received by the P-CSCF. Anyone in the signalling path can use the II-NNI traversal scenario type to determine which local policy to apply.

NOTE x:
The functional entity which receives the INVITE request needs to verify whether the request is received from a trust domain or not. If the request is received from outside of the trust domain, then the functional entity removes any "ii-nni" URI parameter of Route header field, if present.
6.
The P-CSCF removes the Route header field in accordance with basic SIP procedures.

NOTE 6:
Since the Route header field that identifies the P-CSCF containing the URI parameter with the II-NNI traversal scenario indicator is removed in accordance with basic SIP procedure a TRF with a legacy implementation will also remove the II-NNI traversal scenario type. 
*** End of Change ***
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