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Additional discussion(if needed):
Rx related information has to be transported between the AF and the PC or the PCRF web server. It can be transported by different protocols as content on top of them. In this meaning HTTP and SOAP are interpreted as a transport protocols. Bidirectional communication has to be possible between the PCRF and the AF. RESTful HTTP is an architectural style that uses HTTP methods for communication. The following solutions are described:

- HTTP including options like HTTP polling/streaming

- HTTP with notification URL

- RESTful  HTTP

- SOAP

Proposed changes:
*** 1st Change ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.203: "Policy and Charging Control architecture".

[3]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".

[4]
3GPP TS 29.213: "Policy and Charging Control signalling flows and QoS parameter mapping".
[5]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point ".
[x]
Architectural Styles and the Design of Network-based Software Architectures, UNIVERSITY OF CALIFORNIA, IRVINE, Roy Thomas Fielding, 2000.
[y]
IETF RFC 2616: "Hypertext Transfer Protocol -- HTTP/1.1".
*** 2nd Change ***

7.1
Transport solutions for Rx messages
Rx related information has to be transported between the AF and the PC or the PCRF web server. It can be transported by different protocols as content on top of them. The following solutions are described:

-
HTTP including options like HTTP polling/streaming

-
HTTP with notification URL

-
RESTful  HTTP

-
SOAP
In this meaning HTTP and SOAP are interpreted as a transport protocols. Bidirectional communication has to be possible between the PCRF and the AF. RESTful HTTP is an architectural style that uses HTTP methods for communication.
7.1.w
HTTP including the options HTTP polling and streaming
Standard HTTP was not defined for bidirectional communication. It uses short polling. The client sends regular request and in case of no data the server returns an empty response.
The server cannot initiate a connection with a client and cannot send unrequested HTTP response to the client. Therefore, clients need to poll the server periodically. This consumes bandwidth and is not efficient due to reduction of responsiveness of the application.
Bidirectional HTTP enables asynchronous “server initiated” communication from the client to a server and the server to client.
Solutions for mechanism that work within the current scope of HTTP 1.0/1.1 are HTTP long polling or HTTP streaming.
With HTTP long polling the server responds to a request when a particular event, status or timeout has occurred. The server defers the response and holds open a long poll request. The server is able to asynchronously initiate communication. HTTP long polling has some issues:
-
Header overhead: Every request and response contains the full set of HTTP headers

-
Maximal latency: After a long poll response to the client the server has to wait for the next long polling request (HTTP pipelining can avoid this)

-
Connection establishment: Frequently opening of TCP/IP connections can be avoided with persistent connections

-
Allocated resources: For each client, both TCP/IP connection and HTTP request are held open

-
Graceful degradation: Client or server under load may gracefully degrade performance at a cost of latency

-
Timeouts: Long polling request need to remain pending

-
Caching: May interfere with long polling requests in case of intermediate entities

-
Framing techniques: Each application message can be sent in a different response
HTTP streaming keeps a request indefinitely open and never terminates the request or close the connection after server pushes data to the client. HTTP streaming has some issues as well:
-
Network intermediaries: HTTP streaming will not work with intermediary which buffers the responds before forwarding

-
Maximal latency: HTTP streaming needs to terminate the streaming response and send a request to initiate a new streaming response

-
Client buffering: No requirement for a client library to make the data from a partial response available to the client application

-
Framing techniques: Several application messages can be sent within a single HTTP response
7.1.x
HTTP with notification URL

In case that the full control of the Diameter Rx application shall be used the PC or the PCRF web server must be able to sent notifications to the AF. This could be reached by the definition of a notification URL to which the notification can be send. In this sense the endpoints can be interpreted as a server or a client in dependence of the action required. The notification URL can be created during session set-up. The following shows an example dialogue in which the notification URL is sent to the PC or the PCRF using the HTTP POST method:

HTTP POST https://pcrfserver/rxapplication/fullcontrol/settings
<settings>


<notificationURL>http://notificationserver/rxnotify</notificationURL>
</settings>
The settings dialogue may contain further parameters in order to prepare the session. The session itself is set-up by a further HTTP POST dialogue, which may contain a complete Rx message mapped to XML, for example.
7.1.y
RESTful HTTP

Representational State Transfer (REST) defines a set of architectural principles, which can be used to design Web services. REST is described in chapter 5 of Fielding's dissertation "Representational State Transfer (REST)" [x] in detail. Therein it is described as an architectural style consisting of the set of constraints applied to elements within the architecture that better reflects the desired properties of a modern Web architecture.
The follwing constrains can be listed 

-
Client-Server

-
Stateless
-
Cacheable

-
Layered system

-
Code on demand

-
Uniform interface
The goals of REST are 

-
scalability of component interactions

-
generality of interfaces

-
independent deployment of components

-
reduction of latency, enforce security and encapsulate legacy systems
REST is based on the strict usage of the following main HTTP methods:

-
POST: May create a resource state

-
PUT: May modifiy a resource state

-
GET: May query a resource state

-
DELETE: May delete a resource state

There is no restriction concerning to the information that the HTTP methods may transport in comparison to the definition of HTTP in RFC 2616 [y]. Therefore, XML or JSON based Rx information can be transported easily by RESTful methods. 
RestFul HTTP may be used to design an easy to use interface from application developer point of view.  
7.1.z
SOAP

SOAP is a W3C recommendation. It is a communication protocol on application level, provides a message format based on XML and uses HTTP as a standard transport protocol. The information intended for the ultimate endpoint of the message is included within the SOAP body. 
SOAP
-
provides a structure for messages, is platform and language independent.
-
is based on XML

-
is extensible

SOAP messages must

-
be encoded using XML

-
use the SOAP envelope namespace

-
use the SOAP encoding namespace

-
not contain a DTD reference

-
not contain XML processing instructions

The disadvantageous of SOAP is its high complexity. It can be slow due to the complex XML format. Therefore the complexity may be too high for the Rx application.
Editor’s Note:
All issues that have to be addressed in relation to the transport of messages may be described in this section. For example, HTTP issues concerning to server initiated communication have to be analysed.
*** End of Changes ***
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