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Additional discussion(if needed):
As discussed in C3-130493, considering the gap between the requirement of the bidirectional communication of Rx interface and the capability of the one way communication of HTTP protocol, session management of the XML based protocol for the Rx interface shall be studied.

There are two main solutions of bidirectional HTTP are introduced in RFC 6202, i.e. Long polling and HTTP Streaming. In C3-130493, the implementations of these two solutions for Rx interface are discussed.  

1) Long Polling
The Server attempts to “hold on” (not immediately reply to) each HTTP request, responding only when there are HTTP request, responding only when there are events to deliver. In this way, there is always a pending request to which the server can reply for the purpose of delivering events as they occur.  Further detail information refers to RFC 6202.

If the AF act as a HTTP client and PCRF/PC acts as a HTTP server, when the AF sends a request to the PCRF/PC firstly, the PCRF/PC doesn’t reply immediately, while keeps the connection for a while and then responds until the traffic plane events need to be reported to the AF. 
There are several issues for Long Polling solution to implement the Rx interface:

a) Before the PCRF/PC responds to the AF, the AF couldn’t send another request the AF via this HTTP connection if the AF has to update the information to the PCRF/PC. So the update will be delayed.

b) In the situation of the bullet a), in order to update the information to the PCRF/PC by the AF, the AF has to initiate another HTTP connection.  

c) One HTTP connection only can serve the request of one user. If one AF is serving a lot of users, the AF has to initiate millions or thousand of the requests for the serving users and the PCRF/PC has to keep all the HTTP connections so that the PCRF can report the traffic plane events for all the users.  Even considering that the AF can aggregate the several users request in one HTTP request, the number of the HTTP connections still would be large.  This problem will consume a lot of resource of the AF and PCRF/PC. Since the UDP/TCP port number is limited, it would be impossible to keep all these HTTP connections for the AF. 
2) HTTP Streaming

The server keeps a request open indefinitely; that is, it never terminates the request or closes the connection, even after it pushes data to the client. Further detail information refers to RFC 6202.

If the AF acts as a HTTP client and PCRF/PC acts as a HTTP server, when the AF sends a request to the PCRF/PC firstly, and then the PCRF/PC replies multi messages as respond. Those responds for the same request can be treated as a stream without closing the HTTP connection. The respond will stop when the connection disable or reset. The PCRF can report the traffic plane events to the AF under one HTTP connection with these multiple responses. 

There are several issues for HTTP Streaming solution to implement the Rx interface:

a) Before the PCRF/PC close the HTTP connection, the AF couldn’t send another request the AF via this HTTP connection if the AF has to update the information to the PCRF/PC. 

b) The problems described in bullet b) and c) for HTTP Long Polling are also applicable to the HTTP Streaming.

According to the above analysis, the Long Polling and HTTP Streaming are not appropriate for the Rx interface.
New Alternative:
We propose the two unidirectional HTTP connections.  The PCRF/PC and AF both support the HTTP client and HTTP server.  There are two TCP connections between the PCRF/PC and the AF. One is initiated by the AF, the other is initiated by the PCRF/PC. If the AF establishes an AF session (i.e. initiates the initial provisioning of session information), the AF sends the HTTP request to the PCRF/PC. The HTTP request can re-use current existing TCP connection. The AF assigns an AF session id which is used to identify the AF session. The PCRF/PC stores the AF session id and service information, and then responds to the AF. After this transaction, the HTTP connection can be released but the TCP connection is kept. When the AF modifies the AF session (i.e. initiates modification of session information), the AF sends an HTTP request including the AF session id assigned in the AF session establishment procedure. The PCRF/PC updates stored session information according to the AF session id. When the PCRF/PC reports the traffic plane event corresponding to the AF session, the PCRF/PC sends an HTTP request to the AF. The HTTP request can re-use current existing TCP connections. The request includes the AF session id assigned by the AF and stored by the PCRF/PC during AF session establishment.

There are following advantages:

a) There are only two TCP connections need to be kept between the AF and PCRF/PC. One is used by the AF to send the HTTP request to the PCRF/PC. The other is used by the PCRF/PC to send the HTTP request to the AF. Resources of the AF/PCRF/PC (e.g. port number) are saved. 

b) The AF can send HTTP request to the PCRF/PC when the one HTTP request/response transaction is completed. The AF can aggregate the request for several users in one HTTP request
c) The PCRF/PC can send HTTP request to the AF when the one HTTP request/response transaction is completed. The PCRF/AF can aggregate the request for several users in one HTTP request.
Proposed changes:

*** 1st Change ***

7.3
Session management

7.3.1 General
According to current Rx interface requirement, both the PCRF and the AF shall be able to initiate communication. Diameter-based protocol has such kind of bidirectional communication capability. However, the HTTP is a request/response protocol. In the standard HTTP model, a server cannot initiate a connection with a client nor send an unrequested HTTP response to a client. This subclause studies the alternatives to implement the bidirectional communication requirement by using the HTTP.
7.3.2 Alternative 1: HTTP Long Polling
The Server attempts to “hold on” (not immediately reply to ) each HTTP request, responding only when there are HTTP request, responding only when there are events to deliver. In this way, there is always a pending requestto which the server can reply for the purpose of delivering events as they occur.  Further detail information refers to RFC 6202.
If the AF acts as a HTTP client and PCRF/PC acts as a HTTP server, when the AF sends a HTTP request to the PCRF/PC firstly, the PCRF/PC doesn’t reply immediately, while keeps the connection for a while and then responds until the traffic plane events need to be reported to the AF.

7.3.3 Alternative 2: HTTP Streaming
The server keeps a request open indefinitely; that is, it never terminates the request or closes the connection, even after it pushes data to the client. Further detail information refers to RFC 6202.

If the AF act as a HTTP client and PCRF/PC acts as a HTTP server, when AF sends a HTTP request to the PCRF/PC firstly, and then the PCRF/PC replies multi messages as respond. Those responds for the same request can be treated as a stream without closing the HTTP connection. The respond will stop when the connection disable or reset. The PCRF can report the traffic plane events to the AF under one HTTP connection with these multiple responses. 
7.3.4 Alternative 3: Two Unidirectional HTTP Connections
The PCRF/PC and AF both support the HTTP client and HTTP server.  There are two TCP connections between the PCRF/PC and the AF. One is initiated by the AF, the other is initiated by the PCRF/PC. If the AF establishes an AF session (i.e. initiates the initial provisioning of session information), the AF sends the HTTP request to the PCRF/PC. The HTTP request can re-use current existing TCP connection. The AF assigns an AF session id which is used to identify the AF session. The PCRF/PC stores the AF session id and service information, and then responds to the AF. After this transaction, the HTTP connection can be released but the TCP connection is kept. When the AF modifies the AF session (i.e. initiates modification of session information), the AF sends an HTTP request including the AF session id assigned in the AF session establishment procedure. The PCRF/PC updates stored session information according to the AF session id. When the PCRF/PC reports the traffic plane event corresponding to the AF session, the PCRF/PC sends an HTTP request to the AF. The HTTP request can re-use current existing TCP connections. The request includes the AF session id assigned by the AF and stored by the PCRF/PC during AF session establishment. 
7.3.5 Analysis
There are several issues for HTTP Long Polling and HTTP Streaming to implement the Rx interface:

a) For HTTP Long Polling, before the PCRF/PC responds to the AF, the AF couldn’t send another request via this HTTP connection if the AF has to update the information to the PCRF/PC. So the update will be delayed.  For HTTP Steaming, the AF couldn’t send another request via this HTTP until the PCRF/PC close the HTTP connection
b) In the situation of the bullet a), in order to update the information to the PCRF/PC by the AF, the AF has to initiate another HTTP connection.  

c) One HTTP connection only can serve the request of one user. If one AF is serving a lot of users, the AF has to initiate millions or thousand of the requests for the serving users and the PCRF/PC has to keep all the HTTP connections so that the PCRF can report the traffic plane events for all the users.  Even considering that the AF can aggregate the several users request in one HTTP request, the number of the HTTP connections still would be large.  This problem will consume a lot of resource of the AF and PCRF/PC. Since the UDP/TCP port number is limited, it would be impossible to keep all these HTTP connections for the AF. 
There are following advantages for Two Unidirectional HTTP Connections:

a) There are only two TCP connections need to be kept between the AF and PCRF/PC. One is used by the AF to send the HTTP request to the PCRF/PC. The other is used by the PCRF/PC to send the HTTP request to the AF. Resources of the AF/PCRF/PC (e.g. port number) are saved. 
b) The AF can send HTTP request to the PCRF/PC when the one HTTP request/response transaction is completed. The AF can aggregate the request for several users in one HTTP request. 
c) The PCRF/PC can send HTTP request to the AF when the one HTTP request/response transaction is completed. The PCRF/PC can aggregate the request for several users in one HTTP request.
7.3.5 Conclusion

The Alternative 3 (Two Unidirectional HTTP Connections) is chosen to implement the bidirectional communication requirement over Rx interface. 
*** End of Changes ***
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