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Additional discussion (if needed):
Background to the "URI parameter" solution

One of the problems has been backward compatibility, i.e.:

1.
How can we guarantee that an explicit indication of the II-NNI traversal scenario type included by a node in the beginning of a call leg is not removed by someone on the call leg? 

2.
How can we guarantee that the node at the end of the call leg remove the explicit indication of the II-NNI traversal scenario type before forwarding the SIP request?

3.
What does a node do if a SIP request without the II-NNI traversal scenario type is received?

The "URI parameter" solution is based on the following:

-
It is assumed that intermediate nodes are acting as proxies with regards to URI parameters that are not supported or of no interest and transparently forwards the URI parameter in the SIP request.

-
If a node is identified by the topmost URI in a Route header field the URI is removed by the node according to standard SIP procedures, hence using the URI parameter is backward compatible regardless if the node at the end of the II-NNI traversal scenario supports indicating II-NNI traversal scenario or not. If the URI parameter is included in the Request-URI it identifies the final destinations and the Request-URI will no longer be forwarded hence using the URI parameter is backward compatible regardless if the node at the end of the II-NNI traversal scenario supports indicating II-NNI traversal scenario or not.

-
A node that supports indicating II-NNI traversal scenario type when receives a SIP request without the II-NNI traversal scenario type included uses a default value.
Proposed changes:

*** 1st Change ***

 7.2.2.4
URI parameters
7.2.2.4.1
General
A SIP URI parameter "ii-nni" is introduced. The "ii-nni" URI parameter is included in the Route header field or in the Request-URI:


Table 7.2.2.4.1.1: Syntax of ii-nni URI parameter

uri-parameter = transport-param / user-param / method-param / ttl-param / maddr-param / lr-param / ii-nni / other-param

ii-nni = ii-nni-tag "=" ii-nni-value

ii-nni-tag = "ii-nni"

ii-nni-value = "visited-home-roaming" / "home-visited-roaming" / "home-visited-loopback" / "home-as-to-visited-mrb" / genvalue

Editor's note:
Additional values of the "ii-nni" URI parameter are FFS.

The "ii-nni" URI parameter with an appropriate II-NNI traversal scenario type value is included by the node in the beginning of an II-NNI traversal scenario when sending a dialog creating SIP request or a stand-alone SIP request.
The URI parameter can be included in the Request-URI or the Route header field.

NOTE:
The URI parameter is not expected to be needed in an URI between the originating home network and the terminating network hence there will be no problem when I-CSCF converts a URI in the Request-URI to a canonical form before the user location query procedure to the HSS. If an II-NNI traversal type is needed and included in a SIP request, the I-CSCF need to save the URI parameter and then add thhe saved URI parameter to the Request-URI before forwarding the SIP request towards the S-CSCF.
The new URI parameter requires an RFC.
7.2.2.4.2
Example of usage of the "ii-nni" URI parameter

This subclause illustrates:

-
when the node in the beginning of the II-NNI traversal scenario adds the "ii-nni" URI parameter with the "visited-home-roaming", the "home-visited-roaming", the "home-visited-loopback" or the "home-visited-as-to-mrb" II-NNI traversal scenario types in the INVITE request; and

-
when the "ii-nni" URI parameter with the "visited-home-roaming", the "home-visited-roaming", the "home-visited-loopback" or the "home-visited-as-to-mrb" value is removed by the node in the end of the II-NNI traversal scenario.

NOTE 1:
The same principles can be applied for other II-NNI traversal scenario types.

Figure 7.2.2.4.2.1 below illustrates how the "ii-nni" URI parameter with the value "visited-home-roaming" is added by the P-CSCF and removed by the S-CSCF.
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Figure 7.2.2.4.2.1:
Usage of "ii-nni=visited-home-roaming" as II-NNI traversal scenario type

1.
The UE sends an initial INVITE request to the P-CSCF. The INVITE request includes the Route header field with the S-CSCF URI received during registration in the Service-Route header field.

2.
The P-CSCF appends the "ii-nni" URI parameter with the value "visited-home-roaming".
NOTE 1:
If the home network is using topology hiding, the IBCF acting as an entry point in the home network can, if required by the home network, move the URI parameter from the topmost URI identifying the IBCF to the URI identifying the S-CSCF when the IBCF forwards the INVITE request to the S-CSCF.
3-5.
The INVITE request is sent in the registration path and finally received by the S-CSCF. Anyone in the registration path can use the II-NNI traversal scenario type to determine which local policy to apply.

6.
The S-CSCF removes the Route header field in accordance with basic SIP procedures.
NOTE 2:
Since the Route header field that identifies the S-CSCF containg the URI parameter with the II-NNI traversal scenario indicator is removed in accordance with basic SIP procedure an S-CSCF with a legacy implementation will also remove the II-NNI traversal scenario type.
Figure 7.2.2.4.2.2 below illustrates how the "ii-nni" URI parameter with the value "home-visited-loopback" is added by S-CSCF and removed by TRF.
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Figure 7.2.2.4.2.2:
Usage of "ii-nni=home-visited-loopback" as II-NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from the visited network. The INVITE request contains the Feature-Capability header field with the g.3gpp.trf feature-capability indicator containing a TRF URI to the P-CSCF. 

2.
The S-CSCF decides to perform a loopback to the visited network and sends the INVITE request towards the visited network populated with a Route header field with the TRF URI and with the "ii-nni" URI parameter with the value "home-visited-loopback".

3-5.
The INVITE request is sent in the registration path and finally received by TRF. Anyone in the loopback path can use the II-NNI traversal scenario type to determine which local policy to apply.

6.
The TRF removes the Route header field in accordance with basic SIP procedures.
NOTE 3:
Since the Route header field that identifies the TRF containg the URI parameter with the II-NNI traversal scenario indicator is removed in accordance with basic SIP procedure a TRF with a legacy implementation will also remove the II-NNI traversal scenario type.
Figure 7.2.2.4.2.3 below illustrates how the "ii-nni" URI parameter with the value "home-as-to-visited-mrb" is added by an AS.
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Figure 7.2.2.4.2.3:
Usage of "ii-nni=home-as-to-visited-mrb" as II-NNI traversal scenario type

1.
The AS receives an initial INVITE request from the visited network. The INVITE request may contain a Feature-Capability header field with the g.3gpp.mrb feature-capability indicator containing a MRF/MRB address or the AS may have a configured MRF/MRB address available. 

2.
The AS decides to use media resources in the visited network and sends the INVITE request towards the visited network where the Request-URI contains the MRB URI and the "ii-nni" URI parameter with the value "home-as-to-visited-mrb".

3-5.
The INVITE request is sent in the registration path and finally received by the MRB/MRF. Anyone in the path between the AS and the MRB/MRF can use the II-NNI traversal scenario type to determine which local policy to apply.

6.
Since the final destination is the MRB/MRF for for the INVITE request, it is not necessary to remove the "ii-nni" URI parameter.

Figure 7.2.2.4.2.4 below illustrates how the "ii-nni" URI parameter with the value "home-visited-roaming" is added by the S-CSCF and removed by P-CSCF.
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Figure 7.2.2.4.2.4:
Usage of "ii-nni=home-visited-roaming" as II-NNI traversal scenario type

1.
The S-CSCF receives an initial INVITE request from the originating side. 

2.
The S-CSCF sends the INVITE request towards the visited network populated with a Route header field with the P-CSCF URI received from the P-CSCF in the Path header field during registration and adds the "ii-nni" URI parameter with the value "home-visited-roaming".

NOTE 4:
If the visited network is using topology hiding, the IBCF acting as an entry point in the visited network can, if required by the visited network, move the URI parameter from the topmost URI identifying the IBCF to the URI identifying the P-CSCF when the IBCF forwards the INVITE request to the P-CSCF.

3-5.
The INVITE request is sent in the registration path and finally received by the P-CSCF. Anyone in the signalling path can use the II-NNI traversal scenario type to determine which local policy to apply.
6.
The P-CSCF removes the Route header field in accordance with basic SIP procedures.

NOTE 4:
Since the Route header field that identifies the P-CSCF containg the URI parameter with the II-NNI traversal scenario indicator is removed in accordance with basic SIP procedure a TRF with a legacy implementation will also remove the II-NNI traversal scenario type.

*** End of Changes ***
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6. The P-CSCF removes the Route header field according to basic SIP procedures.
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6. The S-CSCF removes the Route header field according to basic SIP procedures.
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