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Discussion: 

Ericsson commented that the potential PCC impacts may be quite significant and need to be further studied and clarified by CT3.

Alcatel-Lucent commented that in next CT3 meeting discussion papers are needed to identify if there are some impacts. Based on the outcome of discussion in next CT3 meeting WID shall be updated.
CT3 chairman commented that during the discussion in CT3, people thought there is possible impact to PCC, but don’t know the exact impact, so, the rapporteur was asked to provide the analysis for PCC impact in the coming meeting. 

Terminology:

RTP / RTCP transport multiplexing (briefly "RTP transport multiplexing"): 
a single IP transport (L4) port for RTP and RTCP packets.

further (not in scope of this work item, but for completeness concerning RTP multiplexing variants): 

RTP media multiplexing:  
a single IP transport (L4) port for multiple RTP sources. There is a single SSRC per RTP source (NOTE 1).
NOTE 1 – Thus, also known as "SSRC multiplexing" (see clause 2.6.2/[IETF draft taxonomy]
).

Proceeding:
We need to evaluate whether and how Diameter gateways (Rx /Gx) could be affected besides H.248 gateways (Iq, Ix).  Both gateway types (Figure A) share the characteristic concerning the support of IP-to-IP interworking interworking functions, which differ again with respect to considered protocol layers, traffic granularity and enforced actions. 
The concept of policy rule based description of packet operations could be used as common language across H.248 and Diameter gateways. The various packet processing functions ("packet operations"), which are enabled  in the IP media / bearer  path,  may be abstracted as policy rules. Each packet operation may be described as (generic) policy rule: 
                  Rule = {Condition(s) + associated Action(s)}
The rule conditions are responsible for identification of incoming packets
, and labelled as traffic descriptor in Fig. A.
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Figure A: Technology dependent models of 3GPP gateways in (IMS / PCC) 
– Here example Iq (H.248) and Gx (Diameter)
The whole discussion could be reduced on following two questions:
Q1. Are there any requirements for policy rule actions on RTCP traffic?
If No, then not any impact on 3GPP (H.248 / Diameter) gateway.

If Yes, then follow-up question:

Q2. What about the policy rule conditions concerning the unambiguous identification of RTCP traffic?
Q2.1: for "transport unmultiplexed" traffic (= status quo)?
Q2.2: for "transport multiplexed" traffic (= WI [rtcp-mux])?
Discussion "H.248 gateways":
The evaluation of Q1 & Q2 was already done for H.248 gateways, in short: 
Q1 = "Yes"; 
Q2.1 = "supported"; 
Q2.2 = "supported by usage of SDP attribute "a=rtcp-mux" inline with H.248.57 (& H.248.RTPMUX).
Discussion "Diameter gateways":
To Q1: we suspect "Yes" as answer due to already supported, RTCP specific actions, such as "QoS related" (via QoS rule) and/or "gate related" (i.e., basic filtering; via PCC rule).
Thus, we need to evaluate Q2, which implies the consideration of stage 3. Figure B provides a simplified model by focusing on the essential signalling elements only:
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Figure B: Principal model of 3GPP "PCC Diameter gateways" 
– State of the art concerning "flow concept"
To Q2.1: AVP "Flow-Description" as core element of the policy rule conditions is tight to the basic concept of the identification of a "unidirectional, transport protocol aware IP L4 connection" (i.e., represented by a 6-tuple of conditions; or a 5-tuple if directionality is omitted).
The execution of RTCP-specific rule actions implies a 1:1 mapping between a single RTCP flow to a individual UDP transport connection.
Conclusion: "supported".
To Q2.2: answer "not supported" (at least by AVP "Flow-Description")
… because tightly coupled to Diameter data type IPFilterType (RFC 3588).

Conclusions:
We may stop here, concluding that we can't exclude possible impacts by [rtcp-mux] on PCC, hence we recommend to update the work item description.
See parallel TDs:
C1-133722 WID update
C3-131375 WID update 
C4-131697 WID update
Attachment – Continuation of stage 3 considerations
There are some side questions related to the discussion, which are listed here:
Q3. In case of "transport multiplexed" RTP /RTCP flows would be the Flow-Usage AVP codepoint equal to "NO_INFORMATION". Such multiplexed flows could be already handled by PCC (in case of lacking RTCP-specific rule actions). (TBC)

Q4. Flow grouping: AVP "Flows" and associated "flow identifier" concept supports already "transport multiplexed" (besides "transport unmultiplexed") RTP /RTCP in our understanding (because related to a ordering and naming concept of flow components as part of SDP media descriptions at SIP level). (TBC)

Q5. Identification of  RTP and RTCP flows in "transport multiplexed" mode requires a further rule condition related to the RTP header element PT (7-bit RTP payload type; 8-bit RTCP packet type).
=> possible solutions:
a. Indirect indication via Flow-Usage AVP codepoints (guess not the rigth approach)?

b. Using an additional ADC rule? Definetely feasible … however, not prefered approach from standardization perspective because existing ADC rule concept does not disclose explicit rule conditions for "application detection" (here: application = RTCP flow).

c. Extension of AVP "Flow-Description" by an additional tuple element ("RTP PT")? Looks like a poor syntax … due to (i) relation to IPFilterType and (ii) RTP-specific flow description element.

Q6. Future safe design of an additional policy rule condition(s) element with respect to the support of multiple multiplexing models (for RTP based services)? I.e., something like Figure C would need to be considered:
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1) RTP transport multiplexing

·

IETF:  RFC 5561, draft-ietf-rtcweb-rtp-usage

·

3GPP: Rel-12

2) RTP media multiplexing("SSRC multiplexing")

·

IETF:  …

·

3GPP: post Rel-12 (WebRTC, …)

3) UDP payload multiplexing

·

IETF:  RFC 5764 (UDP payload load types 

"RTP", "STUN" & "DTLS" are multiplexed)

·

3GPP: post Rel-12 (WebRTC, …)

NOTE: all three multiplexing methods are 

orthogonal, could be thus combined


Figure C: Outlook – Multiplexing models for RTP traffic
Q7. Figure D outlines the principal combinations of RTP transport multiplexing between two RTP endsystems. This aspect is relevant for H.248 gateways, - as well for Diameter gateways? (it's obvious that an extension of the policy rule conditions (-> Q6) would implicitly cover all four combinations …)
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Legend:

RTP traffic

RTCP traffic

IP transport connection endpoint

A IP network address

P IP L4 port

S(A,P) IP transport connection endpoint in egress direction ("source") with IP transport address (A,P)

D(A,P) IP transport connection endpoint in ingress direction ("destination") with IP transport address (A,P)

Illustration of all four combinations for RTP/RTCP traffic direction from X to Y.

X represents a "transport unmultiplexed" or "transport multiplexed" source host.

Y represents a "transport unmultiplexed" or "transport multiplexed" destination host.


Figure D: All combinations between two RTP endsystems and the usage of RTP transport multiplexing – The "IP-IP in-path device" could be a Diameter or H.248 gateway
----------------------
� 	� HYPERLINK "http://tools.ietf.org/html/draft-lennox-raiarea-rtp-grouping-taxonomy-02" �http://tools.ietf.org/html/draft-lennox-raiarea-rtp-grouping-taxonomy-02� 


� 	Packet identification function is also known as "packet detection" or "flow identification /detection" (e.g., terminology in IETF IPFIX, ITU-T Y.2770) due to the fact that a flow represents a series of asscoiated packets. Identification with consideration of higher protocol layers: "application identification /detection". Or as generic term: "traffic identification /detection ". However, the underlying concept is always the same.
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1) RTP transport multiplexing
IETF:  RFC 5561, draft-ietf-rtcweb-rtp-usage
3GPP: Rel-12


2) RTP media multiplexing ("SSRC multiplexing")
IETF:  …
3GPP: post Rel-12 (WebRTC, …)


3) UDP payload multiplexing
IETF:  RFC 5764 (UDP payload load types "RTP", "STUN" & "DTLS" are multiplexed)
3GPP: post Rel-12 (WebRTC, …)


NOTE: all three multiplexing methods are orthogonal, could be thus combined
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Legend:
		RTP traffic
		RTCP traffic
		IP transport connection endpoint
 A		IP network address
 P		IP L4 port
 S(A,P)	IP transport connection endpoint in egress direction ("source") with IP transport address (A,P)
 D(A,P)	IP transport connection endpoint in ingress direction ("destination") with IP transport address (A,P)


Illustration of all four combinations for RTP/RTCP traffic direction from X to Y.
X represents a "transport unmultiplexed" or "transport multiplexed" source host.
Y represents a "transport unmultiplexed" or "transport multiplexed" destination host.
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1:N relation between single SIP session and N associated media flows.


Policy rule CONDITIONs  (=> identification of individual flows):
=> AVP "Flow-Description" = 5-tuple = RFC 3588 IPFilterType based


Policy rule ACTIONs  e.g.:
=> AVP "Flow-Status" = 5-tuple = RFC 3588 IPFilterType based


Group of N flows (AVP "Flows") = Table with N rows = "Flow identifier" as pointer to table row


further, flow usage information (AVP "Flow-Usage"): codepoints for "application agnostic" or "application aware" (RTCP, signalling)



