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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The Technical Report describes solutions for an XML based protocol (e.g. SOAP, Restful HTTP, etc.) between the AF and the PCRF for the case of non IMS applications. The scope of this work will be to provide an XML based equivalent to the Diameter based signalling that is presently specified in 3GPP TS 29.214 [5]. 

This Study will cover the following alternatives:

-
XML based protocol between AF and PCRF

-
Adding a new protocol converter (as a stand-alone entity) between PCRF and AF

Investigate a suitable transport protocol for XML, charging issues in case of 3rd party SPs, security issues.

Roaming both home routed and local break out and signalling routing aspects (e.g. DRA handling and others aspects) will also be included.

It will be investigated whether changes to 3GPP specifications are needed and if so which ones.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.203: "Policy and Charging Control architecture".

[3]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".

[4]
3GPP TS 29.213: "Policy and Charging Control signalling flows and QoS parameter mapping".
[5]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point ".
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Application Function (AF): element offering application(s) that use IP bearer resources

Protocol Converter (PC): element converting 3rd party application layer protocol to Diameter in order to get an access to the PCC architecture
3.2
Symbols

For the purposes of the present document, the following symbols apply:

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AF
Application Function

BBERF
Bearer Binding and Event Reporting Function

DRA
Diameter Routing Agent

IP‑CAN
IP Connectivity Access Network

OFCS
Offline Charging System

OCS
Online Charging System
PC                        Protocol Converter
PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rules Function
SOAP                  Simple Object Access Protocol
SPR
Subscription Profile Repository

UDR
User Data Repository
XML
Extensible Markup Language

4
Study area
The study area of the XML based Rx interface is to investigate XML based protocols between the AF of the 3rd party web application developer and the PCRF. 
4.1
Architecture and deployment

The following architectures will be considered: 
1.
Proposal 1: XML based protocol support between AF and PCRF. 

2.
Proposal 2: Adding a new interworking entity between PCRF and AF. This interworking entity (protocol convertor) may integrate additional functionality. The set of possible functionality (e.g. security, addressing etc.) should be investigated. 
3.
Proposal 3: Support both Proposal 1 and 2. 

The following perspective of architecture and deployment will be considered:

-
In both solutions, how to provide XML interface API to 3rd party applications (e.g. SDK) should be also considered, considering the update impact of XML based protocol to 3rd party applications.
-
The comparison and the applicable scenarios of the solution 1 and 2 (e.g. pros and cons).

-
The deployment consideration of the 3rd party AFs (e.g. no concept of PLMN and Diameter domain).
-
The deployment aspects and the required functionalities if solution 1 and 2 are used within a network simultaneously.  
-
PCRF addressing.

-
Session management (e.g. traffic plane events and the stateless of XML based protocols.)
4.2
Functions

When the AF of the 3rd party is access to the PCC architecture, the entity function should be considered.
-
For proposal 1, the functional entity over Rx interface (e.g. PCRF, AF, DRA, etc) should be considered according to the issues about information provision, charging, security, routing, etc. 

-
For proposal 2, the interworking entity functionality between PCRF and AF should be considered according to the issues about information provision, charging, security and routing, as well as the existing entity function of PCRF, AF, DRA and etc. 
When the PCRF connects with AF of the 3rd party it should be investigated whether it is reasonable to provide a subset of the functionality of the Diameter based Rx interface. The following information and capabilities over Rx interface should be considered. 

From the PCRF perspective, the AF could provide the information including:

-
UE information (IP address, identity).

-
The required service quality for the data transport (e.g.QoS and the corresponding service data flows ).

-
The correlation information between the application traffic and the corresponding SDFs.
From the AF perspective, the PCRF could provide the information as a web services including:

-
The acceptable authorized resources (e.g. QoS bandwith) in the unsuccessful procedure.

-
AF session management including the traffic plane events report.
4.3
Protocols and languages
The following information should be considered. 
-
The information and procedures needs to be provided by the 3rd application provider based on Rx interface should be considered. Whether all the information over the Rx interface shall be provided by 3rd party applications should be considered

-
The proposed protocols and languages should be considered.

-
The comparison of the proposed protocols and languages. 

The following protocols and languages may be studied:

-
SOAP

-
REST

-
XML

-
JSON

The possible candidate languages and protocols will be presented, and the relationships of these concepts will be clarified. XML and JSON are considered as languages, SOAP and REST are considered as protocols. The protocols (SOAP or REST) are specified for exchanging structured information (XML or JSON).

Editor’s Note: The impact from http transmitting characteristic is FFS.
4.4
Charging

The charging issue of this WID is based on the current charging feature of Diameter based Rx interface.

Editor’s Note: The merging of new charging issue about on-going project (e.g. MOSAP) is FFS.
4.5
Roaming and routing

-
For proposal 1, the AF addressing PCRF, and vice versa should be considered.
-
For proposal 2, the routing between the interworking entity and PCRF and the routing between AF and interworking entity should be considered.

-
Study how an AF located in a different IP address domain than the PCRF and/or PCEF can be supported.

Note:
For instance, for local breakout and home routed, a 3rd party AF can be located either in the visited country or region of a roaming user or in his/her home country/region and can either contact the H-PCRF or V-PCRF.
4.6
Security
The security issues including service provider access control, media type and content authorization, requested service authorization based on contract between application provider and operators should be considered.
4.7
New consideration for XML based Rx interface

The XML based protocol (e.g. SOAP, Restful HTTP, etc.) between the AF and the PCRF brings new consideration:

-
A two-way communication needs to be made available so that the PCRF can notify the AF of traffic plane events happening in the RAN/Core. Unlike Diameter, with XML based protocol, the PCRF cannot send requests to the AF.

-
Unlike Diameter, XML based protocol is a short connection without heartbeats, how the PCRF can detect the status about AF and the impact to the Rx based interface procedures should be considered.

-
Considering the network signalling impact, the kind of applications that are applicable to access to the PCRF and the procedure limitations of AF session should be considered.
5
The Rx interface 

Editor’s Note:
Brief overview over the capabilities of PCC in relation to the Rx interface. E.g. meaningful elements, which may be used by an XML based Rx interface, could be mentioned.
6
Architecture of the 3rd party web service based on Rx
6.1
General
6.2
Protocol converter
6.2.1
Architecture description

The Rx reference point is defined between the PCRF and the AF. Protocol between the PC and AF is based on some Application level protocols, e.g. SOAP. 

The PC converts the 3rd party application layer protocol to Diameter for PCRF. As defined in the stage 2 specifications (3GPP TS 23.203 [2]), information from AF is part of the input used by the PCRF for the Policy and Charging Control (PCC) decisions. The PCRF exchanges the PCC rules with the Policy and Charging Enforcement Function (PCEF) and QoS rules with the Bearer Binding and Event Reporting Function (BBERF) as specified in 3GPP TS 29.212 [3]. Signalling flows related to the both Rx and Gx interfaces are specified in 3GPP TS 29.213 [4].
The relationships between the different functional entities involved are depicted in figure 6.2.1.1. 
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Figure 6.2.1.1: PC at the Policy and Charging Control (PCC) architecture with SPR for non-romaing scenario

NOTE 1:
The PCEF may support Application Detection and Control feature.
NOTE 2:
When UDC architecture is used, SPR and Sp, whenever mentioned in this document, are replaced by UDR and Ud. 
Editor’s Note: The protocol between the PC and PCRF is Diameter-based. The protocol between the PC and AF is FFS.

Editor’s Note: Architectures for roaming case are FFS. 
6.2.2
Procedures of protocol converter
6.2.2.1
AF Session Establishment

This subclause describes the signalling flow for the AF session establishment procedure through the PC.
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Figure 6.2.2.1.1: Initial AF session request
1. The AF sends the AF session establishment request to the PC including the UE IP address and the corresponding Service Information. UE identity, PDN information and domain identity may be provided if available.
2. The PC converts the request to AAR command. The PC provides the service information to the PCRF by sending a Diameter AAR for a new Rx Diameter session.
3. The PCRF stores the received Service Information, checked the subscription and other related information, sends a Diameter AAA to the protocol converter. 
4. The PC converts the AAA and provides the acknowledge information to the AF.
Editor’s Note: The protocol between the PC and AF is FFS.

Editor’s Note: It is FFS whether there are multiple PCs in one Diameter domain. And whether the PCRF discovery needs to be enhanced is FFS.
6.2.2.2
AF Session Modification initiated by AF 
This subclause describes the signalling flow for the AF session modification procedure through PC.
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Figure 6.2.2.2.1: AF session modification initiated by AF

1. The AF sends the AF session modification request to the PC including the UE IP address and the corresponding Service Information. UE identity, PDN information and domain identity may be provided if available.
2. The PC converts the request to AAR command. The PC provides the service information to the PCRF by sending a Diameter AAR for a new Rx Diameter session.
3. The PCRF stores the received Service Information, checked the subscription and other related information, sends a Diameter AAA to the PC. 
4. The PC converts the AAA and provides the acknowledge information to the AF.
Editor’s Note: The protocol between the PC and AF is FFS.

Editor’s Note: It is FFS whether there are multiple PCs in one Diameter domain. And whether the PCRF discovery needs to be enhanced is FFS.
6.2.2.3
Gate Related Procedures
This subclause describes the signalling flow when the AF initializes the gate related procedures with the PCRF through the protocol converter.
Depending on the application, in the Service Information provisioning, the AF may instruct the PCRF when the IP flow(s) are to be enabled or disabled to pass through the IP-CAN. 
The procedures is the same as Figure 6.2.2.2.1, the only difference is protocol converter should converts the gate status into  Flow-Status including in Media-Component- Description AVP of AAR to PCRF.
6.2.2.4
AF Session Termination
This subclause describes the signalling flow for the AF session termination procedure through the PC.
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Figure 6.2.2.4.1: AF Session Termination
1. The AF sends the remove resource request to the PC including the UE IP address and the corresponding Service Information to terminate the session and remove the related information. UE identity, PDN information and domain identity may be provided if available.
2. The PC converts the request to STR command. The PC provides the terminated inform for the AF session to the PCRF by sending a Diameter STR for this Rx Diameter session.
3. When the PCRF receives a ST-Request from the PC, indicating an AF session termination, it shall acknowledge that request by sending a ST-Answer to the protocol converter. Afterwards, the corresponding procedures specified at 3GPP TS 29.214 [5].
4. The PC converts the STA and provides the acknowledge information to the AF.
Editor’s Note: The protocol between the PC and AF is FFS.

Editor’s Note: It is FFS whether there are multiple PCs in one Diameter domain. And whether the PCRF discovery needs to be enhanced is FFS.
6.2.2.5
Subscription to Notification of Signalling Path Status
An AF may subscribe to notifications of the status of the AF Signalling transmission path. And it will be reported to the AF through the PC when the subscribe event happened.
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Figure 6.2.2.5.1: Subscription to Notification of Signalling Path Status
1. The AF sends the subscription request to the PC including the UE IP address and the event Information for the subscription. UE identity, PDN information and domain identity may be provided if available.
2. The PC converts the request to AAR command. The PC provides the subscribe event information to the PCRF by sending a Diameter AAR for a new Rx Diameter session.
3. The PCRF stores the received Service Information, performs session binding as described in 3GPP TS 29.213 [4] and acknowledge that request by sending an AAA to the PC. Afterwards, the corresponding procedures specified at 3GPP TS 29.214 [5].
4. .The PC converts the AAA and provides the acknowledge information to the AF.
NOTE:
The AF may subscribe other traffic plane events, such as IP-CAN session termination, IP-CAN type changer and access network charing information notification, etc.  The procedures are similar with the subscription to Notification of Signalling Path Status.

Editor’s Note: The protocol between the PC and AF is FFS.

Editor’s Note: It is FFS whether there are multiple PCs in one Diameter domain. And whether the PCRF discovery needs to be enhanced is FFS.
Editor’s Note:
The protocol converter converts the 3rd party application layer protocol to Diameter in order to get an access to the PCC architecture.

6.3
PCRF web server
Editor’s Note:
Description of the solution in which the PCRF is directly connected to the 3rd party web application.
6.4
Evaluation
7
Rx protocols for 3rd party web application developers
7.1
Transport protocols
Editor’s Note:
All issues that have to be addressed in relation to the transport of messages may be described in this section. For example, HTTP issues concerning to server initiated communication have to be analysed.
7.2
Application level protocols and data structures
Editor’s Note:
Any application level protocol or data structure, which could be used to transport Rx data, may be analysed in this section.

7.2.1
Proposal a: XML
The Extensible Markup Language (XML) is a generally accepted code of practice developed by W3C.
With XML it is possible to describe complex content in a hierarchical model and it is a format to exchange information between different applications and platforms. It does not have a defined tag list and it is expandable. Tags may be defined by Document Type Definitions (DTDs) or XML schemas.

A part of content of an AA-Request (AAA) command may look like as reflected in the following figure:
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Figure 7.2.1.1: AAR command (incomplete example) as XML message  

This example only shows independent of whether all information is meaningful or something is missing that XML can be used to transport already defined data structures between the AF and the PCRF.

The XML schema (XSD) may be used to define the conditions of validity for the XML document. Thus it defines the data types, elements and attributes that are allowed to be used in the document.
7.2.2
Proposal b: REST
Representational State Transfer (REST) style was developed by W3C Technical Architecture Group (TAG) in parallel with HTTP/1.1, based on the existing design of HTTP/1.0. The World Wide Web represents the largest implementation of a system conforming to the REST architectural style. REST exemplifies how the Web's architecture emerged by characterizing and constraining the macro-interactions of the four components of the Web, namely origin servers, gateways, proxies and clients, without imposing limitations on the individual participants. As such, REST essentially governs the proper behaviour of participants.
REST facilitates the transaction between web servers by allowing loose coupling between different services. REST is less strongly typed than its counterpart, SOAP. The REST language uses nouns and verbs, and has an emphasis on readability. Unlike SOAP, REST does not require XML parsing and does not require a message header to and from a service provider. This ultimately uses less bandwidth. REST error-handling also differs from that used by SOAP.
For comparison, a part of content of an AA-Request (AAR) command may be presented by JSON based REST as follows:
{ “AAR”:

{

 “Auth-Application-Id”:  “Value1”,

“Session-Id”: “Value2”,

“Origin-Host”: “Value3”

“Origin- Realm”: “Value4”

“Destination- Host”: “Value5”

“Destination-Realm”: “Value6”

“AF-Application-Identifier”: “Value7”

“Media-Component-Description”: 

{

“Optional”: “YES”

  “Media-Component-Number”: “Value8”,

  “AF-Application-Identifier”: Value9,

  “Media-Sub-Component”: 

  {

     “Flow-Number”: “Value10”,

     “Flow-Status”: “Value11”,

     “Flow-Usage”: “Value12”,

     “Max-Requested-Bandwidth-UL”: Value13,

     “Max-Requested-Bandwidth-DL”: Value14,

     “AF-Signalling-Protocol”: “Value15”,

     “Flow-Description: “Value16”,

  }

  }

}
Editor’s Note: The impact from http transmitting characteristic is FFS.
7.3
Session management

7.4
Traffic plane events
7.5
Evaluation

8
Charging

9
Security

10
Roaming and routing
11
Conclusion and recommendation
11.1
Impacts on the PCC architecture

11.2
Impacts on existing 3GPP specifications

11.3
Recommendation for an XML based access of AF to the PCRF

Annex A (informative):
Example – XML schema (example 1)
A.1
Example - XML schema (example 1)
Editor's note:

The following example XML schema and the analysis leading to it needs further analysis in CT3 and has not been agreed as technically correct. What is given herewith can be considered FFS.

A.1.1
Analysis of Diameter Data Types and XML Schema Data Types

For this anaylsis the Diameter AAR message is considered. From 29.214 (v11.8.0), subclause 5.6.1 the following is the AAR message format:-

<AA-Request> ::= < Diameter Header: 265, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 [ Destination-Host ]




 [ IP-Domain-Id ]




 [ AF-Application-Identifier ]





*[ Media-Component-Description ]





 [ Service-Info-Status ]





 [ AF-Charging-Identifier ]





 [ SIP-Forking-Indication ]





*[ Specific-Action ]





*[ Subscription-Id ]




*[ Supported-Features ]




 [ Reservation-Priority ]





 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]

                 [ Called-Station-Id ]




 [ Service-URN ]




 [ Sponsored-Connectivity-Data ]




 [ MPS-Identifier ]




 [ Rx-Request-Type ]




*[ Required-Access-Info ]




 [ Origin-State-Id ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
Following table A.1.1 consider the individual data types of the AVPs of this AAR command and considers the corresponding XML data type or the closest possible XML data type.

Table A.1.1: Data types of AAR command

	AVPs
	AVP CODE
	DIAMTER DATA TYPE
	XML SCHEMA DATA TYPE

	SessionId 
	263
	UTF8String
	String

	AuthApplication
	258
	Unsigned32
	UnsignedInt

	OriginHost
	264
	DiameterIdentity
	String

	OriginRealm
	296
	DiameterIdentity
	String

	DestinationRealm
	283
	DiameterIdentity
	String

	DestinationHost
	293
	DiameterIdentity
	String

	IP-Domain-ID
	537
	OctetString
	String

	AF Application Identifier

	504
	OctetString
	String

	Media Component description
	517
	Grouped
	Group

	Service Info Status
	527
	Enum
	Int

	AF charging identifier
	505
	OctetString
	String

	SIP-Forking-Indication
	523
	Enum
	Int

	Specific-Action
	513
	Enum
	Int

	Subscription-ID
	443
	Grouped
	Group

	*Supported Features
	628
	Grouped
	Group

	Reservation-Priority
	458
	Enum
	Int

	Framed-IP-Address
	8
	OctetString
	String

	Framed-IPv6-Prefix
	97
	OctetString
	String

	Service-URN
	525
	OctetString
	String

	Sponsored connectivity data
	530
	Grouped
	Group

	MPS Identifier 
	528
	OctetString
	String

	Rx-Request-Type
	533
	Enum
	Int

	*Required Access Info
	536
	Enum
	Int

	Origin State ID
	278
	Unsigned32
	unsignedInt

	Proxy Info
	284
	Grouped
	Group

	Route-Record
	282
	DiameterIdentiy
	String


In table A.1.1 there are certain AVPs which are of data type group, denoting embedded AVPs. There are also certain data types that do not match directly to corresponding XML data types or that such XML data types do not exist. These are considered and XML data types matches proposed in the following table A.1.2 to table A.1.8

Table A.1.2: Media component description AVP
	MEDIA COMPONENT DESCRIPTION AVP
	AVP CODE
	DIAMETER DATA TYPE
	XML SCHEMA DATA TYPE

	Media component number
	518
	Unsigned32
	unsignedInt

	*Media sub component
	519
	Grouped 
	Group

	AFAppIdentifier
	504
	OctetString
	String

	MediaType
	520
	Enum
	Int

	MaxRequestedBWUL
	516
	Unsigned32
	UnsignedInt

	MaxRequestedBWDL
	515
	Unsigned32
	UnsignedInt

	FlowStatus
	511
	Enum
	Int

	ReservationPriority
	458
	Enum
	Int

	RSBW
	522
	Unsigned32
	UnsignedInt

	RRBW
	521
	Unsigned32
	UnsignedInt

	*CodecData
	524
	OctetString
	String


Table A.1.3: Subscription-ID AVP
	SUBSCRIPTIONID AVP
	AVP CODE
	DIAMETER DATA TYPE
	XML SCHEMA DATA TYPE

	Sub-ID-Type
	450
	Enum
	Int

	Sub-ID-Data
	444
	UTF8String
	String


Table A.1.4: Supported feature AVP
	SUPPORTED FEATURE AVP
	AVP CODE (628)
	DIAMETER DATA TYPE
	XML SCHEMA DATA TYPE

	Feature List ID
	
	Unsigned32
	UnsignedInt

	Feature List
	
	Unsigned32
	UnsignedInt


Table A.1.5: Sponsored connectivity data AVP
	SPONSORED CONNECTIVITY DATA AVP
	AVP CODE 
	DIAMETER DATA TYPE
	XML SCHEMA DATA TYPE

	Sponsor Identity
	531
	UTF8String
	String

	App Service Provider Identity
	532
	UTF8String
	String

	Granted Service Unit
	431
	Grouped
	Group

	Used Service Unit
	446
	Grouped
	Group


Table A.1.6: Granted service unit AVP
	GRANTED SERVICE UNIT AVP
	AVP CODE 
	DIAMETER DATA TYPE
	XML SCHEMA DATA TYPE

	Tariff Time Change
	451
	Time
	Time

	CC-Time
	420
	Unsigned32
	UnsignedInt

	CC-Money
	413
	Grouped
	Group

	Total Octets
	421
	Unisgned64
	UnsignedInt

	Input Octets
	412
	Unisgned64
	UnsignedInt

	Output Octets
	414
	Unisgned64
	UnsignedInt

	Service Specific Units
	417
	Unisgned64
	UnsignedInt


Table A.1.7: Used service unit AVP
	USED SERVICE UNIT AVP
	AVP CODE 
	DIAMETER DATA TYPE
	XML SCHEMA DATA TYPE

	Tariff Change Usage
	452
	Enum
	Int

	CC-Time
	420
	Unsigned32
	UnsignedInt

	CC-Money
	413
	Grouped
	Group

	Total Octets
	421
	Unisgned64
	UnsignedInt

	Input Octets
	412
	Unisgned64
	UnsignedInt

	Output Octets
	414
	Unisgned64
	UnsignedInt

	Service Specific Units
	417
	Unisgned64
	UnsignedInt


Table A.1.8: Supported feature AVP
	SUPPORTED FEATURE AVP
	AVP CODE (628)
	DIAMETER DATA TYPE
	XML SCHEMA DATA TYPE

	Unit Value
	445
	Decimal
	Decimal

	Currency Code
	425
	Unsigned32
	UnsignedInt


A.1.2
"AVPP parameter" group

Diameter protocol is a message based protocol with two types of messages i.e., request message and answer message.

A diameter AVP (Attribute Value Pair) is a basic unit inside the diameter message that carries the data. There must be at least one AVP inside the diameter message. AVP code, AVP flags and AVPLength fields are mandatory fields for every AVP in an Rx message, see Figure 7.x.y.1.1
	AVP Code

	AVP Flags
	AVP Length

	Vendor Id (Optional)

	Data ……….


Figure A.1.2.1 – Format of a diameter AVP basic unit
For these recurring three fields, one could group these as an "AVP parameter" in XML schema equivalent messages and reference that in every AVP element in the XML Schema. This will optimize the XML schema representation for any AVP in the diameter protocol. The XML representation of this "AVP parameter" type is as given below:
[image: image9.png]~=xs:glement name="AvVPParameters
“xs complexType=
“xssequence>
s element name="AVPCode" type="xs:int=
s element name="AVPFlags" type="yshyte"l>
s element name="AYPLengih" type="xsint/=
< sequence>
<y complexType-
<ixs:element-





This "AVP parameters" group (given above) is referenced in every AVP in the diameter message using the reference attribute. An example of the usage of AVP parameter group is given below:
[image: image10.png]<xs-element name="Session|DAVI
“xs complexType=
s sequence>
s element ref="AVPParameters"l=
s element name="Data" tyne="xs:string'/=
< sequence>
<y complexType-
<hs:element-





The above example is for the SessionID AVP included in the AARequest message (Rx message).The AVP parameter is referenced using the XML ref attribute which optimising the XML representation for the Rx messages instead of all the three AVP field being explicitly include for every AVP element represented in the XML schema.
A.1.3
XML schema for Diameter AAR applying "AVPP parameters" group

Applying the logic in subclauses 7.x.y.1 and 7.x.y.2, the following XML schema for the AAR message is derived.

NOTE:
The following XML schema has been check and does compile without errors.

A.1.3.1
Diameter Header 
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              <XML equivalent>

[image: image12.png]<xs element name="DiameterHeader"~
“xs complexType=
s sequence”
s element fxect
s element nam;
s element fxect
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s element nam;
s element nam;
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< sequence=
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“iyselement-
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A.1.3.2
AVP Parameter Group
          <XML equivalent>

[image: image13.png]~=xs:glement name="AvVPParameters
“xs complexType=
“xssequence>
s element name="AVPCode" type="xs:int=
s element name="AVPFlags" type="yshyte"l>
s element name="AYPLengih" type="xsint/=
< sequence>
<y complexType-
<ixs:element-





AVP code, AVP flags and AVPLength fields are mandatory fields for every AVP in an Rx message. Hence in the XML equivalent message these three fields are grouped as an AVP parameter group and referenced in every AVP element in the XML Schema.

A.1.3.3
Session ID AVP

<XML equivalent>

[image: image14.png]<xs-element name="Session|DAVI
“xs complexType=
s sequence>
s element ref="AVPParameters"l=
s element name="Data" tyne="xs:string'/=
< sequence>
<y complexType-
<hs:element-





A.1.3.4
Auth-Application ID AVP

<XML equivalent>

[image: image15.png]=xs-element name="AuthApplication|DAVF
“xs complexType=
s sequence>
s element re
s element nam
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A.1.3.5
Origin Host AVP

 <XML equivalent>

[image: image16.png]=xs-element name="0nginHostAYF"=>
“xs complexType=
s sequence>
s element ref="AYPParameters
s element maxOccurs="unbounded” name="Data" type="cs:string’/=
< sequence>
<y complexType-
“iyselement-





A.1.3.6
Origin Realm AVP

<XML equivalent>[image: image17.png]~<xs:element name="0riginRealmAvF"
“xs complexType=
s sequence>
s element ref="AVPParameters"l=
s element maxOccurs="unbounded” nam
< sequence>
<y complexType-
“iyselement-
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s:string'>




A.1.3.7
Destination Realm AVP

<XML equivalent>

[image: image18.png]~=xs:element name="DeslinationRealmAv
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A.1.3.8
Destination Host AVP

 <XML equivalent>

           [image: image19.png]~<xs:element name="DestinationHostAVF
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A.1.3.9
IP Domain ID AVP

<XML equivalent>

[image: image20.png]<xs-element name="IP-Domain-ID"=
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A.1.3.10
AFAppIdentifier AVP

<XML equivalent>

[image: image21.png]<xs:element name="AF ApplicationidentifierAvP">
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s sequence>
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< sequence>
<y complexType-
s element-




A.1.3.11
Media Component Description AVP

<XML equivalent>

[image: image22.png]=x3 element maxOccurs="unbounded" nam
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This AVP is of group type. The mapping of this group type in XML schema involves defining a Media Group type defined as follows: 

[image: image23.png]“xs.group name="MediaGrou
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[image: image24.png]<xs:element name="MediaTypeAVF"
“xs complexType=
s sequence>
s element ref="AVPParameters"l=
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[image: image25.png]=xselement name="FlowStatus
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[image: image26.png]<xs element name="CodecData"
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A.1.3.12
Service Info Status AVP

<XML equivalent>

[image: image27.png]=xs element name="ServicelnfoStatusAvP"=
“xs complexType=
s sequence>
s element ref="AVPParameters"l=
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< sequence>
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A.1.3.13
AF Charging Identifier AVP

<XML equivalent>

[image: image28.png]<xs:element name="AF ChargingldentifierAvP"=
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s sequence>
s element ref="AVPParameters"l=
s element maxOccurs="unbounded” name:
< sequence>
<y complexType-
“iys element-

ata” type:

s:string'>




A.1.3.14
SIP Forking Indication AVP

<XML equivalent>

       [image: image29.png]<xs-element name="SIPFarkingIndicationave">
“xs complexType=
s sequence>
s element ref="AVPParameters"l=
s element name="Data’ tyoe="xs:int=
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<ixs:element>





A.1.3.15
Specific Action AVP

<XML equivalent>

       [image: image30.png]< element maxOccurs="unbounded" nams
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s sequence>
s element ref="AVPParameters"l=
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A.1.3.16
Subscription ID AVP

<XML equivalent>

        [image: image31.png]<xs element maxOccurs="unbounded" name:
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This AVP is of group type. The mapping of this group type in XML schema involves defining a SubscriptionGroup type defined as follows: 
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A.1.3.17
Supported Features AVP

<XML equivalent>
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This AVP is of group type. The mapping of this group type in XML schema involves defining a SupportedFeaturesGroup type defined as follows: 
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A.1.3.18
Reservation Priority AVP

<XML equivalent>

[image: image35.png]<xs-element name="ReservationProirityAvP"-
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s sequence>
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A.1.3.19
Framed IP address AVP

<XML equivalent>

[image: image36.png]=xs-element name="Framed|PAddressAVF"=
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A.1.3.20
Framed IPv6 prefix AVP

<XML equivalent>

[image: image37.png]<xs element name="Framed|PvEPnameixAvP">
“xs complexType=
s sequence>
x5 element ref="AVPParameters'
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<ixs:element>





A.1.3.21
Service URN AVP

<XML equivalent>

[image: image38.png]<xs-element name="ServiceURNAVF">
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A.1.3.22
Sponsored Connectivity Data AVP

<XML equivalent>

[image: image39.png]<xs:element name="SponsoredConnectivityData">
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This AVP is of group type. The mapping of this group type in XML schema involves defining a SponsoredConnectivityGroup type defined as follows: 
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[image: image41.png]=xs element name="UserSeniveUnit'
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The sponsoredConnectivityGroup has further level of nesting with the group data type which is grouped as GrantedServiceGroup and UserServiceGroup as defined below: 
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The GrantedServiceGroup and UserServiceGroup have further level of nesting with the group data type which is grouped as MoneyGroup as defined below: 
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A.1.3.23
MPS Identifier AVP

<XML equivalent>
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A.1.3.24
Rx-Request-Type AVP

<XML equivalent>
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A.1.3.25
Required- Access- Info AVP

<XML equivalent>
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A.1.3.26
Origin State ID AVP

<XML equivalent>
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A.1.3.27
Proxy Info AVP

<XML equivalent>
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This AVP is of group type. The mapping of this group type in XML schema involves defining a ProxyInfoGroup type defined as follows: 
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A.1.3.28
Route Record AVP

<XML equivalent>

[image: image54.png]<xs:element maxOccurs="unbounded" nams
“xs complexType=
s sequence>
s element ref="AVPParameters"l=
s element maxOccurs="unbounded” name="Data" type="cs:string’/=
< sequence>
<y complexType-
s element-
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