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1. Overall Description:

SA2 thanks SA3LI for their liaison statement enhancing IMEI based Lawful Interception in IMS.

With regards to the observations made, SA2 would like to provide the following comments.

· The IMEI needs to be made consistently available in IMS to allow identification of targeted communication.  The IMEI is not currently made available in IMS to support this communication selection.

It is SA2 understanding that the IMEI, if present, is already required to be made available to the IMS at time of registration (see section 5.1 of TS 24.229). However, SA2 would like to remind that an IMEI is not required for UEs supporting only non-3GPP accesses such as fixed broadband devices.
· The association of IMEI to IMS sessions needs to be maintained for the duration of the IMS sessions. SA3LI consider that the IMS client(s) on the UE are not trusted from an LI perspective. Any solution should take this into account.

SA2 would kindly ask if it was possible to provide additional information on what SA3LI means by maintaining the association of IMEI to IMS sessions, considering that according to SA2 understanding, the IMEI cannot change during the lifetime of an IMS session. 
Furthermore, SA2 would like to know in which networks the IMEI needs to be made available: PLMN serving the UE to which the IMEI belongs, other PLMNs involved in the session, transit networks?  If the IMEI is sent across networks, are there any privacy issues that SA2 need to take into account?

· SA3LI require this capability for Release 12 onwards.

Provided the information requested is given in a timely manner, SA2 will be available to work on a solution prior the freeze of the Stage 2 of Release 12 currently planned for September 2013.
2. Actions:

To SA3LI group.

ACTIONS:
SA2 kindly asks SA3LI to provide additional details on what SA3LI means by maintaining the association of IMEI to IMS sessions. 

SA2 kindly asks SA3LI to detail which networks need to be provided with the IMEI
To SA3 group.

ACTIONS:
If IMEI is to be carried across networks, SA2 kindly asks SA3 whether this involves privacy issues.
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