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	Reason for change:
(
	As clarified in chapter 7.6.1 of TS 23.203, the PCRF must be able to associate sessions established over Gx and Sd reference points based on UE ID (i.e. IMSI, MSISDN), the APN, the UE IP address for the same UE’s IP-CAN session. Moreover, the TDF (when the unsolicited application reporting applies) has the information about UE IP address, but may not have the UE identity.
In the scenario where UE ID is unavailable, TDF should use the unique IP address in a certain APN to find the corresponding PCRF. However, the unique UE IP in an APN scenario does not apply to China Mobile network. Due to limited public IP addresses in China, multiple PCEF subnets are necessary within a domain, and multiple UEs within different PCEF subnets may have the same private IP address, which in its own can no longer be used to uniquely identify a UE. Consiquently, DRA receives the duplicated private IP address from TDF and cannot make session binding to find PCRF.

	
	

	Summary of change:
(
	TDF shall keep extra id information of a UE beside its private IP for TDF session to Gx session linking. A unique identifier for a UE in TDF can be constructed by augmenting a UE’s private IP with the new IP-Domain-Id AVP presenting IP domain information, e.g. the PGW identifier. TDF can acquire the AVP of the PGW based on local preconfigured or VLAN.
If NAT is deployed between PCEF and TDF, the TDF can obtain the public IP address but cannot get the private IP address, since TDF cannot get the information of the private IP address accurately by parsing the user messages, especially the encrypted ones. Therefore we do not take this scenario into account.
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	Linking of Gx session and Sd session can be failed or incorrectly handled since the new identification information of PCEF is not taken into account when the user identify information is unavailable and UE IP addresses are overlapping.
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***First Change***
4b.5a
ADC procedures over Sd reference point for unsolicited application reporting

4b.5a.1
Provisioning of ADC rules


4b.5a.1.1
General

If a TDF is configured for unsolicited reporting, the TDF is pre-configured with ADC rules which specify which applications to detect and report.  These rules are always active and are not controlled by the PCRF.
4b.5a.2
Application Detection Information
When the start or stop of the application’s traffic, identified by TDF-Application-Identifier, is detected, the TDF shall report the information regarding the detected application’s traffic in the Application-Detection-Information AVP in the CCR command.
1) When the TDF detects an application for an IPv4 address or IPv6 address for which a TDF session does not exist, the TDF shall send CC-Request with CC-Request-Type set to value “INITIAL-REQUEST”. The TDF provides the full UE IP address  using either Framed-IP-Address AVP or Framed-IPv6-Prefix AVP, the PDN identifier (if available) and the domain identity within IP-Domain-Id AVP (if available). The corresponding CCA may contain the IPv6 prefix within the Framed-IPv6-Prefix AVPs if the established TDF session is IPv6 address related.

2) When an application is detected for an IPv4 address or IPv6 Prefix for which a TDF session already exists, the TDF shall send CC-Request with CC-Request-Type set to value “UPDATE_REQUEST”.
NOTE:  
It is considered that a TDF session exists for a detected application related to an IPv6 address if the IPv6 address belongs to the IPv6 prefix provided by the PCRF for that TDF session,.
The corresponding TDF-Application-Identifier AVP shall be included under Application-Detection-Information AVP. Also, the corresponding Event-Trigger (APPLICATION_START or APPLICATION_STOP) shall be provided to PCRF. When the Event trigger indicates APPLICATION_START, if deducible, the Flow-Information AVP for the detected application shall be included under Application-Detection-Information AVP. The Flow-Information AVP, if present, shall contain the Flow-Description AVP and Flow-Direction AVP. The TDF-Application-Instance-Identifier, which is dynamically assigned by the TDF in order to allow correlation of APPLICATION_START and APPLICATION_STOP Event-Triggers to the specific Flow-Information AVP, if service data flow descriptions are deducible, shall also be provided.
***Second Change***
4b.5a.4
TDF session to Gx session linking
When the PCRF receives the CCR command with the CC-Request-Type set to the value "INITIAL_REQUEST", the PCRF links the TDF session to a Gx session, if the IPv4 address or IPv6 address of the TDF session matches the IPv4 address or IPv6 prefix of the Gx session. The PDN information if available in the Called-Station-Id AVP may also be used for this session linking. The Domain identity if available in the IP-Domain-Id AVP may also assist on this association, i.e. if other user identity information than the UE IP address is unavailable and the UE IP address is not unique for a certain APN.
NOTE 1: The UE IP address is unique per Domain identity.
NOTE 2: The IP-Domain-Id AVP is helpful in the following scenario: when TDF is deployed between NAT and PCEF, there are several separate IP address domains within a PLMN, with PCEF(s) that allocate IPv4 IP addresses out of the same private address range to UEs. The same IP address can thus be allocated to UEs served by PCEFs in different address domains. If one PCRF controls several PCEFs in different IP address domains, the UE IP address is thus not sufficient for the session binding. Thus if user identify information is unavailable and UE IP address for a certain APN is not unique, TDF may provide the preconfigured information about PCEF within the IP-Domain-Id AVP for TDF session to Gx session linking.
NOTE 3: For the scenario described in NOTE 2, it is assumed that the TDF has direct IP interfaces to the different IP address domains and that no NAT is located between P-GW and TDF. How a TDF obtains the UE private IP address (when NAT is located between PCEF and TDF), to be provided to the PCRF, is out of scope of the present release.
If the Domain identity is not used to assist association, the TDF should handle each IPv4 address and IPv6 prefix, assuming the max prefix length used in the access network, within a separate TDF session. The PCRF shall link the separate IPv4 address related TDF session and IPv6 address related TDF session to the same IP-CAN session and correlate the TDF sessions.
If the Domain identity is used to assist association, the PCRF will determine that the UE has an IP-CAN session if the Domain identity received over the Sd interface matches the PCEF Identity received via the Gx interface, and the IP address (IPv4 or IPv6) received over the Sd interface matches the IPv4 address or IPv6 prefix received via the Gx interface.
NOTE 4: 
In the scenario where the TDF performs initial Application Detection on mutiple simultaneous traffic flows for the same IPv6 prefix (i.e. two or more traffic flows from IPv6 addresses of the same IP-CAN session) the TDF could not be aware that those flows belong to the same IP-CAN session until a response is received from the PCRF, containing the IPv6 prefix. This leads to using separate TDF sessions for the IPv6 addresses for the same IP-CAN session. The TDF reports new application detection information related to that IPv6 prefix via any of the TDF sessions at a later stage.  
***End of Changes**
