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1st Change

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

example: text used to clarify abstract rules by applying them literally.

IM CN subsystem: (IP Multimedia CN subsystem) comprises of all CN elements for the provision of IP multimedia applications over IP multimedia sessions, as specified in 3GPP TS 22.228 [9].

IP multimedia session: as specified in 3GPP TS 22.228 [9] an IP multimedia session is a set of multimedia senders and receivers and the data streams flowing from senders to receivers. IP multimedia sessions are supported by the IP multimedia CN Subsystem and are enabled by IP connectivity bearers (e.g. GPRS as a bearer). A user can invoke concurrent IP multimedia sessions.
non-roaming II-NNI: the II-NNI between IMS home networks, or, if the Roaming Architecture for Voice over IMS with Local Breakout is used, alternatively the II-NNI between the caller´s visited network and the callee´s home network. 
roaming II-NNI: the II-NNI between a visited IMS network and the IMS home network; for the Roaming Architecture for Voice over IMS with Local Breakout, the loopback traversal scenario is excluded.
loopback traversal scenario: for the Roaming Architecture for Voice over IMS with Local Breakout, the scenario where the II-NNI between the caller´s home network and the caller´s visited network is being traversed by an initial INVITE request from the caller´s home network to the caller´s visited network or any subsequent SIP message within the same dialogue on the same call leg.
home-to-visited request on roaming II-NNI: SIP request being sent from the callee´s home network to the callee´svisited network.
visited-to-home request on roaming II-NNI: SIP request being sent from the caller´s visited network to the caller´s home network.
home-to-visited response on roaming II-NNI: SIP response being sent from the callee´s home network to the callee´s visited network.
visited-to-home response on roaming II-NNI: SIP response being sent from the caller´s visited network to the caller´s home network.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.292 [120] apply:

MSC Server enhanced for ICS
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.237 [159] apply:

MSC server enhanced  for SRVCC
2nd Change

6.1.1.2
SIP methods

3GPP TS 24.229 [5] defines the methods allowing an IBCF to interconnect to an IBCF placed in another IM CN subsystem.

The following SIP methods are supported on the II-NNI as defined in table 6.1.

The following table is based on table A.5 and table A.163 of 3GPP TS 24.229 [5] and endorsed for this document:
Table 6.1: Supported SIP methods
	Item
	Method
	Ref.
	II-NNI



	
	
	
	Sending
	Receiving

	1
	ACK request
	IETF RFC 3261 [13]
	m
	m

	2
	BYE request
	IETF RFC 3261 [13]
	m
	m

	3
	BYE response
	IETF RFC 3261 [13]
	m
	m

	4
	CANCEL request
	IETF RFC 3261 [13]
	m
	m

	5
	CANCEL response
	IETF RFC 3261 [13]
	m
	m

	5A
	INFO request
	IETF RFC 6086 [39]
	o
	o

	5B
	INFO response
	IETF RFC 6086 [39]
	o
	o

	8
	INVITE request
	IETF RFC 3261 [13]
	m
	m

	9
	INVITE response
	IETF RFC 3261 [13]
	m
	m

	9A
	MESSAGE request
	IETF RFC 3428 [19]
	o
	o

	9B
	MESSAGE response
	IETF RFC 3428 [19]
	o
	o

	10
	NOTIFY request
	IETF RFC 3265 [20]
	c1
	c1

	11
	NOTIFY response
	IETF RFC 3265 [20]
	c1
	c1

	12
	OPTIONS request
	IETF RFC 3261 [13]
	m
	m

	13
	OPTIONS response
	IETF RFC 3261 [13]
	m
	m

	14
	PRACK request
	IETF RFC 3262 [18]
	m
	m

	15
	PRACK response
	IETF RFC 3262 [18]
	m
	m

	15A
	PUBLISH request
	IETF RFC 3903 [21]
	c1
	c1

	15B
	PUBLISH response
	IETF RFC 3903 [21]
	c1
	c1

	16
	REFER request
	IETF RFC 3515 [22]
	o
	o

	17
	REFER response
	IETF RFC 3515 [22]
	o
	o

	18
	REGISTER request
	IETF RFC 3261 [13]
	c2
	c2

	19
	REGISTER response
	IETF RFC 3261 [13]
	c2
	c2

	20
	SUBSCRIBE request
	IETF RFC 3265 [20]
	c1
	c1

	21
	SUBSCRIBE response
	IETF RFC 3265 [20]
	c1
	c1

	22
	UPDATE request
	IETF RFC 3311 [23]
	m
	m

	23
	UPDATE response
	IETF RFC 3311 [23]
	m
	m

	c1:
In case of roaming II-NNI, the support of the method is m, else o.

c2:
In case of roaming II-NNI, the support of the method is m, else n/a.

	NOTE: 
In the above table, m, o and c and n/a have the meanings indicated in table 6.3


3rd Change

6.1.1.3.4
Applicability of SIP header fields on a non-roaming II-NNI

The following SIP header fields are only applicable on a non-roaming II-NNI or for the loopback traversal scenario:
-
P-Refused-URI-List
4th Change

8.1
Numbering, Naming and Addressing for SIP message
The following URI formats in SIP messages may be applied at the Ici as standardized in 3GPP TS 24.229 [5]:

(
SIP URI defined in IETF RFC 3261 [13];

(
tel URI defined in IETF RFC 3966 [14];

(
IM URI defined in IETF RFC 3860 [15];
(
PRES URI defined in IETF RFC 3859 [16].

According to 3GPP TS 24.229 [5], the IBCF acting as an exit or entry point in the IMS network supports these URI formats. These URI formats shall be supported at the roaming II-NNI. The SIP URI format shall be supported at the non-roaming II-NNI and for the loopback traversal scenario. The tel URI, IM URI and PRES URI formats may be supported at the non-roaming II-NNI and for the loopback traversal scenario based on agreement between operators. Other URI formats may be supported over the II-NNI depending on the operator agreements.

A global number as defined in IETF RFC 3966 [14] shall be used in a tel URI or in the user portion of a SIP URI with the user=phone parameter when conveyed via a non-roaming II-NNI or for the loopback traversal scenario in the Request-URI and in the P-Asserted-Identity header field, except when agreement exists between the operators to also allow other kinds of numbers.

NOTE 1:
In a SIP URI the user portion of the Request-URI represents a telephone number only if the SIP URI includes the user=phone parameter.

NOTE 2:
Agreements can exist between operators to allow non-global number (e.g. national service numbers. business trunking numbers, or private numbers) at a non-roaming II-NNI or for the loopback traversal scenario. A SIP URI with such a number, a user=phone parameter, and a phone-context parameter agreed between the operators can then be used.

NOTE 3:
3GPP TS 24.229 [5] allows to restrict the number within a SIP Request-URI with user=phone parameter at a non-roaming II-NNI or for the loopback traversal scenario to be a global number (i.e. E.164 in international format) via an appropriate Application Server. Suitable configuration by the operator is needed to achieve the desired modification of the format.
NOTE 4:
The allowed phone number formats in the P-Asserted-Identity header field of a served user are configured by the operator. According to 3GPP TS 23.003 [35], international E.164 format is used within a P-Asserted-Identity header field.
NOTE 5:
The global number format usage within a SIP Request-URI with the user=phone parameter at a non-roaming II-NNI or for the loopback traversal scenario allows the terminating network to find the called subscriber, via HSS interrogation, without any further number translation and thus improves the success of the interconnection between IMS operators.
The optional "oli" and "cpc" tel URI parameters associated with a tel URI or a SIP URI with user=phone are described in 3GPP TS 24.229 [5] and can be part of the P-Asserted-Identity header field. Depending on operator agreements, those URI parameters may be supported at the non-roaming II-NNI or for the loopback traversal scenario.
The "sos" SIP URI parameter associated with a URI in the Contact header field of a REGISTER request or 200 OK response to REGISTER request is described in 3GPP TS 24.229 [5]. The "sos" SIP URI parameter shall be supported at the roaming II-NNI.
The "sos" SIP URI parameter associated with the Request-URI for all dialogs and standalone SIP requests described in subclause 5.2.10.3 of 3GPP TS 24.229 [5] and shall be supported at the roaming II-NNI.
The "rn" and "npdi" number portability parameters for the tel URI and the SIP URI with user=phone as described within IETF RFC 4694 [75] can be part of the Request-URI. Depending on operator agreements these parameters may be exchanged over the non-roaming II-NNI or for the loopback traversal scenario.

NOTE 6:
The "rn" and "npdi" parameters can be used to address the entry point of the terminating operator depending on national rules for number portability.
The "isub" tel URI parameter for the tel URI and the SIP URI with user=phone as described within IETF RFC 3966 [14] can be part of the Request-URI, To header field and P-Asserted-Identity header field. Depending on operator agreements, this URI parameter may be exchanged over the II-NNI.
5th Change

8.2
Numbering, Naming and Addressing for SDP

The following URI format in the SDP exchange may be applied at the Ici as standardized in 3GPP TS 24.229 [5]:
(
MSRP URI for a session of instant messages defined in IETF RFC 4975 [17].

This URI format shall be supported at the roaming II-NNI and may be supported at the non-roaming II-NNI and for the loopback traversal scenario based on agreement between operators. Other URI formats may be supported over the II-NNI depending on the operators' agreements.
6th Change

12.7
Communication Waiting (CW)

Service specific requirements in accordance with 3GPP TS 24.615 [37] shall be supported over the II-NNI.

The "application/vnd.3gpp.cw+xml" MIME body defined in 3GPP TS 24.615 [37] in the INVITE request shall be supported at the roaming II-NNI.

The Alert-Info header field set to "urn:alert:service:call-waiting" in a 180 (Ringing) response shall be supported at the II-NNI.
As a network option, in case of expiry of the CW timer, the response code 480 (Temporarily Unavailable) including a Reason header field set to cause 19 shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.
Procedures as described in subclause 12.21.2 are used to provide announcements.

7th Change

12.11
Completion of Communications to Busy Subscriber (CCBS)

Service specific requirements in accordance with 3GPP TS 24.642 [109] shall be supported over the II-NNI. 

The response code 486 (Busy Here) containing a Call-Info header field with a "purpose" header field parameter set to "call-completion" and the m parameter set to "BS" shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.

For invoking and revoking of the CCBS supplementary service, announcement procedures shall be used to provide announcements and inband-interaction procedures as described in subclause 12.21.2 shall be supported at the roaming II-NNI. 
The response code 199 (Early Dialog Terminated) shall be supported at the roaming II-NNI.

Basic call procedures and in case of a call-completion recall initiated by a REFER request, normal REFER method handling procedures according to 3GPP TS 24.229 [5] shall be supported at the roaming II-NNI.
As a network option the special REFER request handling procedures according to 3GPP TS 24.628 [38] should be supported at the roaming II-NNI.

NOTE 1:
3rd party call control procedures can be used when the REFER request is not supported at the II-NNI.

NOTE 2:
A REFER request can be rejected by IBCF based on operator policy as specified by 3GPP TS 24.229 [5].

The SUBSCRIBE and NOTIFY methods according to IETF RFC 3265 [20] and 3GPP TS 24.229 [5] containing the event package name "call-completion" and the Call-Info header field with a purpose parameter set to 'call-completion' and the m parameter set to "BS" shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.

The Request-URI with the "m" SIP URI parameter with a value set to "BS" and the Call-Info header field with a purpose parameter set to 'call-completion' and the "m" parameter set to "BS" in the INVITE method shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.
The Date header field in the 486 (Busy Here) response to the INVITE request shall be supported at the roaming II-NNI.
SIP based user configuration as described in 3GPP TS 24.238 [100] shall be supported at the roaming II-NNI.
8th Change

12.12
Completion of Communications by No Reply (CCNR)

Service specific requirements in accordance with 3GPP TS 24.642 [109] shall be supported over the II-NNI. 

The response code 180 (Ringing) containing a Call-Info header field with a purpose parameter set to 'call-completion' and the m parameter set to "NR" shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.

For invoking and revoking of the CCNR supplementary service, announcement procedures shall be used to provide announcements and inband-interaction procedures as described in subclause 12.21.2 shall be supported at the roaming II-NNI.
The response code 199 (Early Dialog Terminated) shall be supported at the roaming II-NNI.

Basic call procedures and in case of a call-completion recall initiated by a REFER request, normal REFER method handling procedures according to 3GPP TS 24.229 [5] shall be supported at the roaming II-NNI.
As a network option the special REFER request handling procedures according to 3GPP TS 24.628 [38] should be supported at the roaming II-NNI.

NOTE 1:
3rd party call control procedures can be used when the REFER request is not supported at the II-NNI.

NOTE 2:
A REFER request can be rejected by IBCF based on operator policy as specified by 3GPP TS 24.229 [5].

The SUBSCRIBE and NOTIFY methods according to IETF RFC 3265 [20] and 3GPP TS 24.229 [5] containing the event package name "call-completion" and the Call-Info header field with a purpose parameter set to 'call-completion' and the m parameter set to "NR" shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.

The Request-URI with the "m" SIP URI parameter with a value set to "NR" and the Call-Info header field with a purpose parameter set to 'call-completion' and the "m" parameter set to "NR" in the INVITE method shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.
The Date header field in the 480 (Temporarily Unavailable) response to the INVITE request shall be supported at the roaming II-NNI.
SIP based user configuration as described in 3GPP TS 24.238 [100] shall be supported at the roaming II-NNI.
9th Change

12.13
Explicit Communication Transfer (ECT)

Service specific requirements in accordance with 3GPP TS 24.629 [116] shall be supported over the II-NNI. 

The REFER method, the Referred-By header field and the Replaces header field as specified in 3GPP TS 24.629 [116] and the NOTIFY method containing an "application/sipfrag" MIME body shall be supported at the II-NNI for call transfer without third party call control.

The REFER method, the Referred-By header field and the Replaces header field as specified in 3GPP TS 24.629 [116] and the NOTIFY method containing an "application/sipfrag" MIME body shall be supported at the roaming II-NNI for call transfer with third party call control.
The Refer-To URI header parameter in the REFER request containing the Require header field set to "replaces" shall be supported at the roaming II-NNI.

The Replaces header field in the INVITE request shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.
10th Change

12.19
Conference (CONF)

Service specific requirements in accordance with 3GPP TS 24.605 [105] shall be supported over the II-NNI. 

NOTE 1:
The requirements below can be relaxed by bilateral agreements between operators. 

The REFER request shall be supported at the roaming II-NNI in the direction from visited to home network. Based on inter-operator agreement, the REFER request may be supported at the non-roaming II-NNI, at for the loopback traversal scenario, and at the roaming II-NNI in the direction from home network to visited network.

NOTE 2:
If the REFER request is not supported at the non-roaming II-NNI, at for the loopback traversal scenario, or at the roaming II-NNI in the direction from home network to visited network, an attempt of an UE to send the REFER directly to peers to invite them to a conference without involvement of the conference focus can fail over such an II-NNI. However such failures can also occur if a peer is located in a circuit switched network, or if a peer does not support the REFER method. An operator can avoid such failures by configuring an AS to convert the REFER to an INVITE, as detailed in 3GPP TS 24.628 [38]. Information on security risks associated with the REFER request is provided within the "security consideration" of IETF RFC 3515 [22].

NOTE 3:
A REFER request can be rejected by IBCF based on operator policy as specified by 3GPP TS 24.229 [5].
The application/resource-lists+xml MIME body shall be supported at the roaming II-NNI.
The Referred-By header field in the INVITE request shall be supported at the II-NNI.
The "isfocus" feature parameter indicated in Contact header field of the INVITE request and in the 200 (OK) response shall be supported at the II-NNI.

The SUBSCRIBE request including the "conference" event package name in the Event header field and the NOTIFY request procedures according to 3GPP TS 24.147 [106] shall be supported at the II-NNI.
NOTE 4:
The subscription to "conference event" package does not apply at the roaming II-NNI between the MSC Server enhanced for ICS/MSC Server enhanced for SRVCC and the IMS network where the communication is anchored.
The Allow-Events header field with the value "conference" shall be supported at the roaming II-NNI and may be supported at the non-roaming II-NNI and for the loopback traversal scenario.
11th Change

12.23
Completion of Communications on Not Logged-in (CCNL)

Service specific requirements in accordance with 3GPP TS 24.642 [109] shall be supported over the II-NNI. 

The response code 480 (Temporarily unavailable) containing a Call-Info header field with a purpose parameter set to 'call-completion' and the m parameter set to "NL" shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.

For invoking and revoking of the CCNL supplementary service, announcement procedures shall be used to provide announcements and inband-interaction procedures as described in subclause 12.21.2 shall be supported at the roaming II-NNI.
The response code 199 (Early Dialog Terminated) shall be supported at the roaming II-NNI.

Basic call procedures and in case of a call-completion recall initiated by a REFER request, normal REFER method handling procedures according to 3GPP TS 24.229 [5] shall be supported at the roaming II-NNI.
As a network option the special REFER request handling procedures according to 3GPP TS 24.628 [38] should be supported at the roaming II-NNI.

NOTE:
3rd party call control procedures can be used when the REFER request is not supported at the II-NNI.

The SUBSCRIBE and NOTIFY methods according to IETF RFC 3265 [20] and 3GPP TS 24.229 [5] containing the event package name "call-completion" and the Call-Info header field with a purpose parameter set to 'call-completion' and the m parameter set to "NL" shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.

The Request-URI with the "m" SIP URI parameter with a value set to "NL" and the Call-Info header field with a purpose parameter set to 'call-completion' and the "m" parameter set to "NL" in the INVITE method shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.
The Date header field in the 480 (Temporarily Unavailable) response to the INVITE request shall be supported at the roaming II-NNI.
SIP based user configuration as described in 3GPP TS 24.238 [100] shall be supported at the roaming II-NNI.
12th Change

18.3.4
Collaborative session of participants of different subscriptions

Service specific requirements in accordance with 3GPP TS 24.237 [131] shall be supported over the II-NNI.
In addition to the requirements in subclause 18.3.1, 18.3.2 or 18.3.3 the following applies:

-
The "g.3gpp.iut-focus" media feature tag in the Contact header field shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.
-
The "g.3gpp.iut-focus" media feature tag in the Feature-Caps header field as described in draft-holmberg-sipcore-proxy-feature [143] shall be supported at the non-roaming II-NNI and for the loopback traversal scenario.
13th Change

19
Roaming Architecture for Voice over IMS with Local Breakout
Based on inter-operator agreement, the roaming architecture for voice over IMS with local breakout procedure may be supported over the II-NNI.
If the the roaming architecture for voice over IMS with local breakout procedure is supported, the procedures in 3GPP TS 24.229 [5] shall be applied and the capabilities below shall be provided at the II-NNI.

The g.3gpp.trf media feature tag defined in 3GPP TS 24.229 [5] with a TRF address included in a Feature-Caps header field as described in draft-holmberg-sipcore-proxy-feature [143] in the initial INVITE request shall be supported at the roaming II-NNI.

The g.3gpp.loopback media feature tag defined in 3GPP TS 24.229 [5] included in a Feature-Caps header field as described in draft-holmberg-sipcore-proxy-feature [143] in the initial SIP INVITE request shall be supported for the loopback traversal scenario.

The procedures in clause 17 shall be supported at the II-NNI.

14th Change

Annex A (informative):
Summary of SIP header fields

A summary of the SIP header fields to be used in case of interconnection by using II-NNI is proposed in table A.1. 
The starting point is the sending behaviour described for proxy and UA roles in annex A of 3GPP TS 24.229 [5]: 

 -
In case of misalignment between table A.1 and the behaviour described in 3GPP TS 24.229 [5], the behaviour in 3GPP TS 24.229 [5] has the precedence. 
 -
In case a header field is not described in table A.1 and it is described in 3GPP TS 24.229 [5], the description in 3GPP TS 24.229 [5] is applicable over II-NNI.
 -
If a header field is not described in 3GPP TS 24.229 [5], the description in table A.1 is applicable over II-NNI.
The notation of the codes used for the SIP headers listed in table A.1 has a different meaning to the one proposed for the SIP messages. The definition of these terms is provided in table A.2.

Table A.1: Supported header fields

	Item
	Header field
	Ref.
	II-NNI

	1
	Accept
	[5]
	m

	2
	Accept-Contact
	[5]
	m 

	3
	Accept-Encoding
	[5]
	m

	4
	Accept-Language
	[5]
	m

	4a
	Accept-Resource-Priority
	[5]
	o

	5
	Alert-Info
	[5]
	o

	6
	Allow
	[5]
	m

	7
	Allow-Events
	[5]
	m on roaming II-NNI, else o

	8
	Authentication-Info
	[5]
	m on roaming II-NNI, else n/a

	9
	Authorization
	[5]
	m on roaming II-NNI, else n/a

	9a
	Answer-Mode
	[5]
	o

	10
	Call-ID
	[5]
	m

	11
	Call-Info
	[5]
	m

	12
	Contact
	[5]
	m

	13
	Content-Disposition
	[5]
	m

	14
	Content-Encoding
	[5]
	m

	15
	Content-Language
	[5]
	m

	16
	Content-Length
	[5]
	m

	17
	Content-Type
	[5]
	m

	18
	CSeq
	[5]
	m

	19
	Date
	[5]
	m

	20
	Error-Info
	[5]
	o

	21
	Expires
	[5]
	m

	21a
	Flow-Timer
	[5]
	m on roaming II-NNI between home and visited IMS, else o

	21b
	Feature-Caps
	[5]
	o

	22
	Event
	[5]
	m

	23
	From
	[5]
	m

	24
	Geolocation
	[5]
	m 

	24a
	Geolocation-Error
	[5]
	m

	24b
	Geolocation-Routing
	[5]
	m

	25
	History-Info
	subclause 6.1.1.3.1
(Table 6.2, item 4)
	o

	25a
	Info-Package
	[5]
	o

	26
	In-Reply-To
	[5]
	o

	27
	Join
	[5]
	o

	27a
	Max-Breadth
	[5]
	m

	28
	Max-Forwards
	[5]
	m

	29
	Min-Expires
	[5]
	m

	30
	MIME-Version
	[5]
	m

	31
	Min-SE
	[5]
	m

	32
	Organization
	[5]
	m

	33
	P-Access-Network-Info
	subclause 6.1.1.3.1 (Table 6.2, item 2)
	m in case of a trust relationship between the interconnected networks, else n/a

	33a
	P-Answer-state
	[5]
	o

	34
	P-Asserted-Identity
	subclause 6.1.1.3.1 (Table 6.2, item 1)
	m in case of a trust relationship between the interconnected networks, else n/a

	35
	P-Asserted-Service
	subclause 6.1.1.3.1 (Table 6.2, item 5)
	o

	35a
	P-Associated-URI
	[5]
	m on roaming II-NNI between home and visited IMS, else n/a

	36
	P-Called-Party-ID
	[5]
	m on roaming II-NNI between home and visited IMS, else n/a

	37
	P-Charging-Function-Addresses
	subclause 6.1.1.3.1 (Table 6.2, item 7)
	n/a

	38
	P-Charging-Vector
	subclause 6.1.1.3.1
(Table 6.2, item 6)
	m on roaming II-NNI, else o

	38a
	P-Debug-Id
	[5]
	o

	39
	P-Early-Media
	subclause 6.1.1.3.1 (Table 6.2, item 12) 
	m in case of a trust relationship between the interconnected networks, else n/a

	40
	P-Media-Authorization
	[5]
	n/a

	41
	P-Preferred-Identity
	[5]
	n/a

	42
	P-Preferred-Service
	[5]
	m on roaming II-NNI, else n/a

	43
	P-Private-Network-Indication
	subclause 6.1.1.3.1 (Table 6.2, item 9)
	m on roaming II-NNI, else o

	44
	P-Profile-Key
	subclause 6.1.1.3.1 (Table 6.2, item 8)
	o on roaming II-NNI between home and visited IMS, else n/a

	44a
	P-Refused-URI-List
	[5]
	o on non-roaming II-NNI and for the loopback traversal scenario else n/a

	45
	P-Served-User
	subclause 6.1.1.3.1 (Table 6.2, item 10)
	m on roaming II-NNI between home and visited IMS, else n/a

	46
	P-User-Database
	[5]
	n/a

	47
	P-Visited-Network-ID
	[5]
	m on roaming II-NNI, else n/a

	47a
	Path
	[5]
	m on roaming II-NNI, else n/a

	47b
	Permission-Missing
	[5]
	o

	47c
	Policy-Contact
	[133] and subclause 15.6.2
	o

	48
	Priority
	[5]
	o

	48a
	Priv-Answer-Mode
	[5]
	o

	49
	Privacy
	[5]
	m

	50
	Proxy- Authenticate
	[5]
	m on roaming II-NNI, else n/a

	51
	Proxy-Authorization
	[5]
	m on roaming II-NNI, else n/a

	52
	Proxy-Require
	[5]
	m

	52a
	RAck
	[5]
	m

	53
	Reason
	[5] and sub-clause 6.1.1.3.1 (Table 6.2, item 11)
	o when in a request.

When in a response, m in case of a trust relationship between the interconnected networks, else n/a

	54
	Record-Route
	[5]
	m

	54a
	Recv-Info
	[5]
	o

	55
	Referred-By
	[5]
	m

	55a
	Refer-Sub
	[5]
	m in the case the REFER request is supported, else n/a

	55b
	Refer-To
	[5]
	m in the case the REFER request is supported, else n/a

	56
	Reject-Contact
	[5]
	m

	57
	Replaces
	[5]
	o

	58
	Reply-To
	[5]
	o

	59
	Request-Disposition
	[5]
	m

	60
	Require
	[5]
	m

	61
	Resource-Priority
	sub-clause 6.1.1.3.1 (Table 6.2, item 3)
	o

	61a
	Retry-After
	[5]
	o

	62
	Route
	[5]
	m

	62a
	RSeq
	[5]
	m

	63
	Security-Client
	[5]
	n/a

	63a
	Security-Server
	[5]
	n/a

	64
	Security-Verify
	[5]
	n/a

	65
	Server
	[5]
	o

	65a
	Service-Route
	[5]
	m on roaming II-NNI, else n/a

	65b
	Session-ID
	[5]
	o

	66
	Session-Expires
	[5]
	m

	66a
	SIP-ETag
	[5]
	m in the case the PUBLISH request is supported, else n/a

	66b
	SIP-If-Match
	[5]
	m in the case the PUBLISH request is supported, else n/a

	67
	Subject
	[5]
	o

	67a
	Subscription-State
	[5]
	m in the case the NOTIFY request is supported, else n/a

	67b
	Suppress-If-Match
	[144] and subclause 15.6.4
	o

	68
	Supported
	[5]
	m

	68a
	Target-Dialog
	[5]
	o

	69
	Timestamp
	[5]
	m

	70
	To
	[5]
	m

	71
	Trigger-Consent
	[5]
	m

	71a
	Unsupported
	[5]
	m

	72
	User-Agent
	[5]
	m

	73
	User-to-User
	[5]
	o

	74
	Via
	[5]
	m

	75
	Warning
	[5]
	o

	76
	WWW-Authenticate
	[5]
	m on roaming II-NNI, else n/a


Table A.2: Key to notation codes for SIP header fields
	Notation code
	Meaning 

	m
	The SIP header field is applicable at II-NNI.
Supporting a SIP header field at the II-NNI means that this header field is passed through the IBCF. It does not imply that network elements inside the serving and served networks or user equipment connected to these networks shall support this header field, where 3GPP TS 24.229 [5] is applied. If specified in 3GPP TS 24.229, the IBCF modifies the SIP header field.

	o
	The applicability of SIP header field at II-NNI depends on bilateral agreement between the operators.

	n/a
	It is impossible to use the SIP header field at the II-NNI. This header field could be discarded by the IBCF.


15th Change

B.7
INVITE method

Table B.7.1: Supported header fields within the INVITE request

	Item
	Header field
	Ref.
	RFC status
	II-NNI condition

	1
	Accept
	[13]
	o
	IF dc1 (AOC: subclause 12.22) THEN dm ELSE do

	1A
	Accept-Contact
	[51]
	o
	IF dc2 (PNM: subclause 12.17) THEN dm ELSE do

	2
	Accept-Encoding
	[13]
	o
	do

	3
	Accept-Language
	[13]
	o
	do

	4
	Alert-Info
	[13]
	o
	IF dc3 (CRS: subclause 12.15) THEN dm ELSE IF table 6.1.3.1/10 THEN do (NOTE 3)

	5
	Allow
	[13]
	o
	do

	6
	Allow-Events
	[20]
	o
	IF table 6.1.3.1/23 THEN do (NOTE 3)

	7
	Answer-Mode
	[94]
	o
	IF table 6.1.3.1/90 THEN do (NOTE 3)

	8
	Authorization
	[13]
	o
	IF table 6.1.3.1/7 THEN do (NOTE 3)

	9
	Call-ID
	[13]
	m
	dm

	10
	Call-Info
	[13]
	o
	IF dc4 (CCBS/CCNR/CCNL: subclause 12.11/12.12/12.23) OR dc5 (announcements: subclause 12.21) THEN dm ELSE do

	11
	Contact
	[13]
	m
	dm

	12
	Content-Disposition
	[13]
	o
	IF dc6 (AOC: subclause 12.22) THEN dm ELSE do

	13
	Content-Encoding
	[13]
	o
	do

	14
	Content-Language
	[13]
	o
	do

	15
	Content-Length
	[13]
	t
	dt

	16
	Content-Type
	[13]
	*
	d*

	17
	CSeq
	[13]
	m
	dm

	18
	Date
	[13]
	o
	do

	19
	Expires
	[13]
	o
	do

	19A
	Feature-Caps
	[143]
	o
	IF table 6.1.3.1/103 THEN do (NOTE 3)

	20
	From
	[13]
	m
	dm

	20A
	Geolocation
	[68]
	o
	do

	20AA
	Geolocation-Routing
	[68]
	o
	do

	20B
	History-Info
	[25]
	o
	IF dc7 (CDIV: subclause 12.6) OR dc2 (PNM: subclause 12.17) THEN dm ELSE IF table 6.1.3.1/50 THEN do (NOTE 1, NOTE 3)

	21
	In-Reply-To
	[13]
	o
	do

	21A
	Join
	[55]
	o
	IF table 6.1.3.1/48 THEN do (NOTE 3)

	21B
	Max-Breadth
	[79]
	o
	do

	22
	Max-Forwards
	[13]
	m
	dm

	23
	MIME-Version
	[13]
	o
	do

	23A
	Min-SE
	[52]
	o
	do

	24
	Organization
	[13]
	o
	do

	24A
	P-Access-Network-Info
	[24]
	o
	IF table 6.1.3.1/36 THEN do (NOTE 3)

	24B
	P-Asserted-Identity
	[44]
	o
	IF table 6.1.3.1/27 AND initial request THEN dm (NOTE 2, NOTE 3)

	24C
	P-Asserted-Service
	[26]
	o
	IF (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI) AND table 6.1.3.1/77 AND initial request THEN do 
(NOTE 3)

	24D
	P-Called-Party-ID
	[24]
	o
	IF home-to-visited request on roaming II-NNI AND table 6.1.3.1/34 THEN do (NOTE 3)

	24E
	P-Charging-Function-Addresses
	[24]
	o
	dn/a

	24F
	P-Charging-Vector
	[24]
	o
	IF table 6.1.3.1/38 THEN do (NOTE 3)

	24G
	P-Debug-ID
	[87]
	o
	IF table 6.1.3.1/83 THEN do (NOTE 3)

	24H
	P-Early-Media
	[74]
	o
	IF table 6.1.3.1/69 THEN do (NOTE 3)

	25
	P-Media-Authorization
	[42]
	o
	dn/a

	25A
	P-Preferred-Identity
	[44]
	o
	dn/a

	25B
	P-Preferred-Service
	[26]
	o
	IF visited-to-home request on roaming II-NNI AND table 6.1.3.1/77 AND initial request THEN do (NOTE 3)

	25C
	P-Private-Network-Indication
	[84]
	o
	IF table 6.1.3.1/80 THEN do (NOTE 3)

	25D
	P-Profile-Key
	[64]
	o
	IF table 6.1.3.1/59 AND initial request THEN do (NOTE 3)

	25E
	P-Served-User
	[85]
	o
	IF visited-to-home request on roaming II-NNI AND initial request being sent from "priviledged sender" THEN dm (NOTE 3)


	25F
	P-User-Database
	[60]
	o
	dn/a

	25G
	P-Visited-Network-ID
	[24]
	o
	dn/a

	26
	Priority
	[13]
	o
	do

	26A
	Privacy
	[34]
	o
	IF dc8 (OIP/OIR: subclause 12.3) THEN dm ELSE do

	26B
	Priv-Answer-Mode
	[94]
	o
	IF table 6.1.3.1/90 THEN do (NOTE 3)

	27
	Proxy-Authorization
	[13]
	o
	IF table 6.1.3.1/7 THEN do (NOTE 3)

	28
	Proxy-Require
	[13]
	o
	do

	28A
	Reason
	[48]
	o
	IF table 6.1.3.1/40 AND subsequent request THEN do (NOTE 3)

	29
	Record-Route
	[13]
	o
	do

	29A
	Recv-Info
	[39]
	m
	IF table 6.1.3.1/17 THEN dm (NOTE 3)

	30
	Referred-By
	[53]
	o
	IF dc9 (ECT: subclause 12.13) OR dc10 (CONF: subclause 12.19) THEN dm ELSE do

	31
	Reject-Contact
	[51]
	o
	do

	31A
	Replaces
	[54]
	o
	IF dc11 (ECT: subclause 12.13) OR dc12 (CONF: subclause 12.19) THEN dm ELSE IF table 6.1.3.1/47 THEN do (NOTE 3)

	31B
	Reply-To
	[13]
	o
	do

	31C
	Request-Disposition
	[51]
	o
	do

	32
	Require
	[13]
	c
	IF dc11 (ECT: subclause 12.13) THEN dm ELSE dc

	32A
	Resource-Priority
	[78]
	o
	IF table 6.1.3.1/73 THEN do (NOTE 3)

	33
	Route
	[13]
	c
	dc

	33A
	Security-Client
	[47]
	o
	dn/a

	33B
	Security-Verify
	[47]
	o
	dn/a

	33D
	Session-Expires
	[52]
	o
	do

	33E
	Session-ID
	[124]
	m
	IF table 6.1.3.1/94 THEN dm (NOTE 3)

	34
	Subject
	[13]
	o
	do

	35
	Supported
	[13]
	m*
	IF dc2 (PNM: subclause 12.17) THEN dm ELSE dm*

	35A
	Target-Dialog
	[140]
	o
	IF table 6.1.3.1/102 THEN do (NOTE 3)

	36
	Timestamp
	[13]
	o
	do

	37
	To
	[13]
	m
	dm

	37A
	Trigger-Consent
	[82]
	o
	IF table 6.1.3.1/78 THEN do (NOTE 3)

	38
	User-Agent
	[13]
	o
	do

	38A
	User-to-User
	[83]
	o
	IF table 6.1.3.1/79 THEN do (NOTE 3)

	39
	Via
	[13]
	m
	dm

	dc1:
request invoked due to AOC AND visited-to-home request on roaming II-NNI
dc2:
initial request invoked due to PNM in case of ("PN UE redirection" OR "PN access control") AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI)
dc3:
initial request invoked due to CRS AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI)
dc4:
initial request invoked due to CCBS/CCNR/CCNL AND "CC call" request AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI)
dc5:
subsequent request invoked due to announcements using the Call-info header field AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI)
dc6:
request invoked due to AOC AND home-to-visited request on roaming II-NNI
dc7:
initial request towards the network serving "the diverted-to user" AND CFU/CFB/CFNR/CFNRc/CD/CFNL AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI
dc8:
(initial request invoked due to OIP/OIR AND "override the default setting" in temporary mode AND visited-to-home request on roaming II-NNI) OR (initial request invoked due to OIP/OIR AND "presentation of the public user identity is restricted" AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI))
dc9:
initial request invoked due to ECT AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI)
dc10:
(initial request from "conference participant" receiving REFER request with Referred-By header field AND (visited-to-home request on roaming II-NNI OR non-roaming II-NNI OR loopback traversal scenario)) OR (initial request from "conference focus" receiving REFER request AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI))
dc11:
"Consultative transfer" due to ECT AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI)
dc12:
initial request from "conference focus" receiving REFER request with Replaces header field escaped in Refer-To header field AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI)

	NOTE 1:
The Privacy header field can be escaped in the header field for CDIV.
NOTE 2: 
The header field is not included in some exceptional cases. (e.g. when an incoming call from a circuit-switched network has not included the required information to be mapped into the header field)
NOTE 3:
If the capability specified in table 6.1.3.1 is not supported over the II-NNI, the IBCF in the receiving network can omit or modify the SIP header fields in the received SIP message prior to forwarding the SIP message as specified in 3GPP TS 24.229 [5] subclause 5.10.6.2.


Table B.7.2: Supported header fields within the INVITE response

	Item
	Header field
	SIP status code
	Ref.
	RFC status
	II-NNI condition

	1
	Accept
	2xx
	[13]
	o
	do

	
	
	415
	
	c
	dc

	2
	Accept-Encoding
	2xx
	[13]
	o
	do

	
	
	415
	
	c
	dc

	3
	Accept-Language
	2xx
	[13]
	o
	do

	
	
	415
	
	c
	dc

	4
	Accept-Resource-Priority
	2xx
417
	[78]
	o
	IF table 6.1.3.1/73 THEN do 
(NOTE 3)

	5
	Alert-Info
	180
	[13]
	o
	IF dc1 (CW: subclause 12.7) OR dc2 (announcements: subclause 12.21) THEN dm ELSE IF table 6.1.3.1/10 THEN do (NOTE 3)

	6
	Allow
	2xx
	[13]
	m*
	dm*

	
	
	405
	
	m
	dm

	
	
	others
	
	o
	do

	7
	Allow-Events
	2xx
	[20]
	o
	IF table 6.1.3.1/23 THEN do 
(NOTE 3)

	8
	Answer-Mode
	2xx
	[94]
	o
	IF table 6.1.3.1/90 THEN do 
(NOTE 3)

	9
	Authentication-Info
	2xx
	[13]
	o
	IF table 6.1.3.1/7 THEN do (NOTE 3)

	10
	Call-ID
	r
	[13]
	m
	dm

	11
	Call-Info
	r
	[13]
	o
	IF dc3 (CCBS: subclause 12.11) OR dc4 (CCNR: subclause 12.12) OR dc5 (CCNL: subclause 12.23) THEN dm ELSE do

	12
	Contact
	18x
199
	[13]
	o
	do

	
	
	2xx
	
	m
	dm

	
	
	3xx

485
	
	o
	do

	13
	Content-Disposition
	r
	[13]
	o
	IF dc6 (AOC: subclause 12.22) THEN dm ELSE do

	14
	Content-Encoding
	r
	[13]
	o
	do

	15
	Content-Language
	r
	[13]
	o
	do

	16
	Content-Length
	100

others
	[13]
	t
	dt

	17
	Content-Type
	r
	[13]
	*
	IF dc7 (CCBS: subclause 12.11) OR dc8 (CCNR/CCNL: subclause 12.12/12.23) THEN dm ELSE d*

	18
	CSeq
	100

others
	[13]
	m
	dm

	19
	Date
	100

others
	[13]
	o
	IF dc7 (CCBS: subclause 12.11) OR dc8 (CCNR/CCNL: subclause 12.12/12.23) THEN dm ELSE do

	20
	Error-Info
	3xx-6xx
	[13]
	o
	IF dc9 (announcements: subclause 12.21) THEN dm ELSE IF table 6.1.3.1/13 THEN do (NOTE 3)

	21
	Expires
	r
	[13]
	o
	do

	21A
	Feature-Caps
	18x

2xx
	[143]
	o
	IF table 6.1.3.1/103 THEN do (NOTE 3)

	22
	From
	100

others
	[13]
	m
	dm

	23
	Geolocation-Error
	424
	[68]
	m
	dm

	
	
	others
	
	o
	do

	24
	History-Info
	r
	[25]
	o
	IF dc10 (CDIV: subclause 12.6) THEN dm ELSE IF table 6.1.3.1/50 THEN do (NOTE 2, NOTE 3)

	25
	MIME-version
	r
	[13]
	o
	do

	26
	Min-SE
	422
	[52]
	m
	dm

	27
	Organization
	r
	[13]
	o
	do

	28
	P-Access-Network-Info
	r
	[24]
	o
	IF table 6.1.3.1/36 THEN do 

(NOTE 3)

	29
	P-Answer-State
	18x
2xx
	[73]
	o
	IF table 6.1.3.1/68 THEN do 

(NOTE 3)

	30
	P-Asserted-Identity
	r
	[44]
	o
	IF dc11 (TIP/TIR: subclause 12.4) THEN dm ELSE IF table 6.1.3.1/27 AND response to initial request THEN do (NOTE 3)

	31
	P-Charging-Function-Addresses
	r
	[24]
	o
	dn/a

	32
	P-Charging-Vector
	r
	[24]
	o
	IF dc12 (CONF: subclause 12.19) THEN dm ELSE IF table 6.1.3.1/38 THEN do (NOTE 3)

	33
	P-Debug-ID
	100

others
	[87]
	o
	IF Table 6.1.3.1/83 THEN do 

(NOTE 3)

	34
	P-Early-Media
	18x
	[74]
	o
	IF dc13 (CAT: subclause 12.14) OR dc14 (announcements: subclause 12.21) THEN dm ELSE IF table 6.1.3.1/69 THEN do (NOTE 3)

	35
	P-Media-Authorization
	18x
2xx
	[42]
	o
	dn/a

	36
	P-Preferred-Identity
	r
	[44]
	o
	dn/a

	36A
	P-Refused-URI-List
	403
	[141]
	o
	IF (non-roaming II-NNI OR loopback traversal scenario) AND table 6.1.3.1/101 THEN do (NOTE 3)

	37
	Permission-Missing
	470
	[82]
	o
	IF table 6.1.3.1/78 THEN do 

(NOTE 3)

	38
	Privacy
	r
	[34]
	o
	IF dc15 (TIP/TIR: subclause 12.4) THEN dm ELSE do

	39
	Priv-Answer-Mode
	2xx
	[94]
	o
	IF table 6.1.3.1/90 THEN do 

(NOTE 3)

	40
	Proxy-Authenticate
	401 (NOTE 1)
	[13]
	o
	do

	
	
	407 (NOTE 1)
	
	m
	dm

	41
	Reason
	18x
199
3xx-6xx
	[48]
	o
	IF dc16 (CW: subclause 12.7) OR dc17 (ICB: subclause 12.10.1) OR dc18 (announcements: subclause 12.21) THEN dm ELSE IF table 6.1.3.1/40 THEN do (NOTE 3)

	42
	Record-Route
	18x
199
2xx
	[13]
	o
	do

	43
	Recv-Info
	18x
199
2xx
	[39]
	c
	IF Table 6.1.3.1/17 THEN dc 

(NOTE 3)

	44
	Reply-To
	r
	[13]
	o
	do

	45
	Require
	r
	[13]
	c
	IF dc19 (CAT: subclause 12.14) THEN dm ELSE dc

	46
	Retry-After
	404

413

480

486
500
503

600

603
	[13]
	o
	do

	47
	RSeq
	18x
199
	[18]
	o
	do

	48
	Security-Server
	421

494
	[47]
	o
	dn/a

	49
	Server
	r
	[13]
	o
	do

	50
	Session-Expires
	2xx
	[52]
	o
	do

	51
	Session-ID
	r
	[124]
	m
	IF table 6.1.3.1/94 THEN dm 

(NOTE 3)

	52
	Supported
	2xx
	[13]
	m*
	dm*

	53
	Timestamp
	r
	[13]
	o
	do

	54
	To
	100

others
	[13]
	m
	dm

	55
	Unsupported
	420
	[13]
	m
	dm

	56
	User-Agent
	r
	[13]
	o
	do

	57
	User-to-User
	r
	[83]
	o
	IF table 6.1.3.1/79 THEN do 

(NOTE 3)

	58
	Via
	100

others
	[13]
	m
	dm

	59
	Warning
	r
	[13]
	o
	IF dc20 (CDIV: subclause 12.6) THEN dm ELSE do

	60
	WWW-Authenticate
	401 (NOTE 1)
	[13]
	m
	dm

	
	
	407 (NOTE 1)
	
	o
	do

	dc1:
response invoked due to CW AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI)
dc2:
response to initial request invoked due to announcements using the Alert-Info header field AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI)
dc3:
486 (Busy Here) response invoked due to CCBS AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI)
dc4:
180 (Ringing) response invoked due to CCNR AND (non-roaming II-NNI OR loopback traversal scenario)
dc5:
480 (Temporarily Unavailable) response invoked due to CCNL AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI)
dc6:
1xx/200 (OK) response invoked due to AOC AND home-to-visited response on roaming II-NNI
dc7:
486 (Busy Here) response invoked due to CCBS AND home-to-visited response on roaming II-NNI
dc8:
480 (Temporarily Unavailable) response invoked due to CCNR/CCNL AND home-to-visited response on roaming II-NNI
dc9:
response to initial request invoked due to announcements using the Error-Info header field AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI)
dc10:
180 (Ringing)/181 (Call Is Being Forwarded)/200 (OK) response to initial request AND CFU/CFB/CFNR/CFNRc/CD/CFNL AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI)
dc11:
(TIP/TIR AND 2xx response to initial request AND (visited-to-home response on roaming II-NNI OR non-roaming II-NNI OR loopback traversal scenario)) OR (TIP/TIR AND response to initial request AND "presentation is allowed" AND home-to-visited response on roaming II-NNI)
dc12:
first response from "conference focus" to initial request AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI)
dc13:
reliable response to initial request invoked due to CAT using "forking model" AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI)
dc14:
183 (Session Progress) response to initial request invoked due to announcements authorizing early media AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI)

dc15:
(TIP/TIR AND non-100 response to initial request AND "override the default setting" in temporary mode AND visited-to-home response on roaming II-NNI) OR (TIP/TIR AND 2xx response to initial request AND "presentation of the network asserted identity is restricted" AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI))
dc16:
480 (Temporarily Unavailable) response invoked due to CW at the expiry of the "CW timer"
dc17:
603 (Decline) response invoked due to "dynamic ICB" on an early dialog
dc18:
183 (Session Progress) response to initial request invoked due to announcements authorizing early media when rejecting a communication request AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI)
dc19:
first 18x response to initial request invoked due to CAT using "early session model" AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI)
dc20:
480 (Temporarily Unavailable)/486 (Busy Here) response to initial request AND CFU/CFB/CFNR/CFNRc/CD/CFNL in case "maximum number of diversions" exceeds AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited response on roaming II-NNI)

	NOTE 1:
The SIP status code is only applicable over the roaming II-NNI.
NOTE 2:
The Privacy header field can be escaped in the header field for CDIV.
NOTE 3:
If the capability specified in table 6.1.3.1 is not supported over the II-NNI, the IBCF in the receiving network can omit or modify the SIP header fields in the received SIP message prior to forwarding the SIP message as specified in 3GPP TS 24.229 [5] subclause 5.10.6.2.


16th Change

B.11
PRACK method

Table B.11.1: Supported header fields within the PRACK request

	Item
	Header field
	Ref.
	RFC status
	II-NNI condition

	1
	Accept
	[13], [18]
	o
	do

	1A
	Accept-Contact
	[51]
	o
	do

	2
	Accept-Encoding
	[13], [18]
	o
	do

	3
	Accept-Language
	[13], [18]
	o
	do

	3A
	Allow
	[13], [18]
	o
	do

	4
	Allow-Events
	[20]
	o
	IF table 6.1.3.1/23 THEN do (NOTE)

	5
	Authorization
	[13], [18]
	o
	IF table 6.1.3.1/7 THEN do (NOTE)

	6
	Call-ID
	[13], [18]
	m
	dm

	7
	Content-Disposition
	[13], [18]
	o
	do

	8
	Content-Encoding
	[13], [18]
	o
	do

	9
	Content-Language
	[13], [18]
	o
	do

	10
	Content-Length
	[13], [18]
	t
	dt

	11
	Content-Type
	[13], [18]
	*
	d*

	12
	CSeq
	[13], [18]
	m
	dm

	13
	Date
	[13], [18]
	o
	do

	14
	From
	[13], [18]
	m
	dm

	14A
	Max-Breadth
	[79]
	o
	do

	15
	Max-Forwards
	[13], [18]
	m
	dm

	16
	MIME-Version
	[13], [18]
	o
	do

	16A
	P-Access-Network-Info
	[24]
	o
	IF table 6.1.3.1/36 THEN do (NOTE)

	16B
	P-Charging-Function-Addresses
	[24]
	o
	dn/a

	16C
	P-Charging-Vector
	[24]
	o
	dn/a

	16D
	P-Debug-ID
	[87]
	o
	IF table 6.1.3.1/83 THEN do (NOTE)

	16E
	P-Early-Media
	[74]
	o
	IF dc1 (CAT: subclause 12.14) THEN dm ELSE IF table 6.1.3.1/69 THEN do (NOTE)

	16F
	Privacy
	[34]
	o
	do

	17
	Proxy-Authorization
	[13], [18]
	o
	IF table 6.1.3.1/7 THEN do (NOTE)

	18
	Proxy-Require
	[13], [18]
	o
	do

	19
	RAck
	[18]
	m
	dm

	19A
	Reason
	[48]
	o
	IF table 6.1.3.1/40 THEN do (NOTE)

	20
	Record-Route
	[13], [18]
	o
	do

	20A
	Recv-Info
	[39]
	o
	IF table 6.1.3.1/17 THEN do (NOTE)

	20B
	Referred-By
	[53]
	o
	do

	20C
	Reject-Contact
	[51]
	o
	do

	20D
	Request-Disposition
	[51]
	o
	do

	21
	Require
	[13], [18]
	c
	dc

	21A
	Resource-Priority
	[78]
	o
	IF table 6.1.3.1/73 THEN do (NOTE)

	22
	Route
	[13], [18]
	c
	dc

	22A
	Session-ID
	[124]
	m
	IF table 6.1.3.1/94 THEN dm (NOTE)

	23
	Supported
	[13], [18]
	o
	do

	24
	Timestamp
	[13], [18]
	o
	do

	25
	To
	[13], [18]
	m
	dm

	26
	User-Agent
	[13], [18]
	o
	do

	27
	Via
	[13], [18]
	m
	dm

	dc1:
request invoked due to CAT to first 18x response with P-Early-Media header field cancelling "CAT service" provided by terminating AS AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI)

	NOTE:
If the capability specified in table 6.1.3.1 is not supported over the II-NNI, the IBCF in the receiving network can omit or modify the SIP header fields in the received SIP message prior to forwarding the SIP message as specified in 3GPP TS 24.229 [5] subclause 5.10.6.2.


Table B.11.2: Supported header fields within the PRACK response

	Item
	Header field
	SIP status code
	Ref.
	RFC status
	II-NNI condition

	1
	Accept
	415
	[13], [18]
	c
	dc

	2
	Accept-Encoding
	415
	[13], [18]
	c
	dc

	3
	Accept-Language
	415
	[13], [18]
	c
	dc

	4
	Accept-Resource-Priority
	2xx
417
	[78]
	o
	IF table 6.1.3.1/73 THEN do 
(NOTE 2)

	5
	Allow
	2xx
	[13], [18]
	o
	do

	
	
	405
	
	m
	dm

	
	
	others
	
	o
	do

	6
	Allow-Events
	2xx
	[20]
	o
	IF table 6.1.3.1/23 THEN do 
(NOTE 2)

	7
	Authentication-Info
	2xx
	[13], [18]
	o
	IF table 6.1.3.1/7 THEN do (NOTE 2)

	8
	Call-ID
	100

r
	[13], [18]
	m
	dm

	9
	Contact
	3xx

485
	[13], [18]
	o


	do

	10
	Content-Disposition
	r
	[13], [18]
	o
	do

	11
	Content-Encoding
	r
	[13], [18]
	o
	do

	12
	Content-Language
	r
	[13], [18]
	o
	do

	13
	Content-Length
	100

others
	[13], [18]
	t
	dt

	14
	Content-Type
	r
	[13], [18]
	*
	d*

	15
	CSeq
	100

others
	[13], [18]
	m
	dm

	16
	Date
	100

others
	[13], [18]
	o
	do

	17
	Error-Info
	3xx-6xx
	[13], [18]
	o
	IF table 6.1.3.1/13 THEN do 
(NOTE 2)

	18
	From
	100

others
	[13], [18]
	m
	dm

	19
	MIME-version
	r
	[13], [18]
	o
	do

	20
	P-Access-Network-Info
	r
	[24]
	o
	IF table 6.1.3.1/36 THEN do 
(NOTE 2)

	21
	P-Charging-Function-Addresses
	r
	[24]
	o
	dn/a

	22
	P-Charging-Vector
	r
	[24]
	o
	dn/a

	23
	P-Debug-ID
	100

others
	[87]
	o
	IF table 6.1.3.1/83 THEN do 
(NOTE 2)

	24
	P-Early-Media
	2xx
	[74]
	o
	IF table 6.1.3.1/69 THEN do 
(NOTE 2)

	
	
	others
	
	n/a
	dn/a

	25
	Privacy
	r
	[34]
	o
	do

	26
	Proxy-Authenticate
	401 (NOTE 1)
	[13], [18]
	o
	do

	
	
	407 (NOTE 1)
	
	m
	dm

	27
	Record-Route
	2xx
	[13], [18]
	o
	do

	28
	Recv-Info
	2xx
	[39]
	c
	IF table 6.1.3.1/17 THEN dc 
(NOTE 2)

	
	
	others
	
	o
	IF table 6.1.3.1/17 THEN do 
(NOTE 2)

	29
	Require
	r
	[13], [18]
	c
	dc

	30
	Retry-After
	404

413

480

486
500
503

600

603
	[13], [18]
	o
	do

	31
	Security-Server
	421

494
	[47]
	n/a
	dn/a

	32
	Server
	r
	[13], [18]
	o
	do

	33
	Session-ID
	r
	[124]
	m
	IF table 6.1.3.1/94 THEN dm 
(NOTE 2)

	34
	Supported
	2xx
	[13], [18]
	o
	do

	35
	Timestamp
	r
	[13], [18]
	o
	do

	36
	To
	100

others
	[13], [18]
	m
	dm

	37
	Unsupported
	420
	[13], [18]
	m
	dm

	38
	User-Agent
	r
	[13], [18]
	o
	do

	39
	Via
	100

others
	[13], [18]
	m
	dm

	40
	Warning
	r
	[13], [18]
	o
	do

	41
	WWW-Authenticate
	401 (NOTE 1)
	[13], [18]
	m
	dm

	
	
	407 (NOTE 1)
	
	o
	do

	NOTE 1:
The SIP status code is only applicable over the roaming II-NNI.
NOTE 2:
If the capability specified in table 6.1.3.1 is not supported over the II-NNI, the IBCF in the receiving network can omit or modify the SIP header fields in the received SIP message prior to forwarding the SIP message as specified in 3GPP TS 24.229 [5] subclause 5.10.6.2.


17th Change

B.12
PUBLISH method

As described in table 6.1, the support of PUBLISH method over the non-roaming II-NNI is based on bilateral agreement between the operators.
Table B.12.1: Supported header fields within the PUBLISH request

	Item
	Header field
	Ref.
	RFC status
	II-NNI condition

	1
	Accept-Contact
	[51]
	o
	IF dc1 (PNM: subclause 12.17) THEN dm ELSE do

	2
	Allow
	[13], [21]
	o
	do

	3
	Allow-Events
	[20]
	o
	IF table 6.1.3.1/23 THEN do (NOTE)

	4
	Authorization
	[13], [21]
	o
	IF table 6.1.3.1/7 THEN do (NOTE)

	5
	Call-ID
	[13], [21]
	m
	dm

	6
	Call-Info
	[13], [21]
	o
	IF dc2 (CCBS/CCNR/CCNL: subclause 12.11/12.12/12.23) THEN dm ELSE do

	6A
	Contact
	[13], [21]
	n/a
	dn/a

	7
	Content-Disposition
	[13], [21]
	o
	do

	8
	Content-Encoding
	[13], [21]
	o
	do

	9
	Content-Language
	[13], [21]
	o
	do

	10
	Content-Length
	[13], [21]
	t
	dt

	11
	Content-Type
	[13], [21]
	*
	d*

	12
	CSeq
	[13], [12]
	m
	dm

	13
	Date
	[13], [21]
	o
	do

	14
	Event
	[20]
	m
	dm

	15
	Expires
	[13], [21]
	o
	IF dc2 (CCBS/CCNR/CCNL: subclause 12.11/12.12/12.23) THEN dm ELSE do

	15A
	Feature-Caps
	[143]
	o
	IF table 6.1.3.1/103 AND request outside an existing dialog THEN do

	16
	From
	[13], [21]
	m
	dm

	16A
	Geolocation
	[68]
	o
	do

	16AA
	Geolocation-Routing
	[68]
	o
	do

	16B
	History-Info
	[25]
	o
	IF dc1 (PNM: subclause 12.17) THEN dm ELSE IF table 6.1.3.1/50 THEN do (NOTE)

	17
	In-Reply-To
	[13], [21]
	n/a
	dn/a

	17A
	Max-Breadth
	[79]
	o
	do

	18
	Max-Forwards
	[13], [21]
	m
	dm

	19
	MIME-Version
	[13], [21]
	o
	do

	20
	Organization
	[13], [21]
	o
	do

	21
	P-Access-Network-Info
	[24]
	o
	IF table 6.1.3.1/36 THEN do (NOTE)

	22
	P-Asserted-Identity
	[44]
	o
	IF dc2 (CCBS/CCNR/CCNL: subclause 12.11/12.12/12.23) OR table 6.1.3.1/27 AND request outside an existing dialog THEN dm (NOTE)

	22A
	P-Asserted-Service
	[26]
	o
	IF (non-roaming II-NNI OR home-to-visited request on roaming II-NNI) AND table 6.1.3.1/77 AND request outside an existing dialog THEN do (NOTE)

	23
	P-Called-Party-ID
	[24]
	o
	IF home-to-visited request on roaming II-NNI AND table 6.1.3.1/34 THEN do (NOTE)

	24
	P-Charging-Function-Addresses
	[24]
	o
	dn/a

	25
	P-Charging-Vector
	[24]
	o
	IF table 6.1.3.1/38 THEN do (NOTE)

	25A
	P-Debug-ID
	[87]
	o
	IF table 6.1.3.1/83 THEN do (NOTE)

	26
	P-Preferred-Identity
	[44]
	o
	dn/a

	26A
	P-Preferred-Service
	[26]
	o
	IF visited-to-home request on roaming II-NNI AND table 6.1.3.1/77 AND request outside an existing dialog THEN do (NOTE)

	26B
	P-Private-Network-Indication
	[84]
	o
	IF table 6.1.3.1/80 THEN do (NOTE)

	26C
	P-Profile-Key
	[64]
	o
	IF table 6.1.3.1/59 AND request outside an existing dialog THEN do (NOTE)

	26D
	P-Served-User
	[85]
	o
	IF visited-to-home request on roaming II-NNI AND request outside an existing dialog being sent from "priviledged sender" THEN dm
(NOTE)

	26E
	P-User-Database
	[60]
	o
	dn/a

	27
	P-Visited-Network-ID
	[24]
	o
	dn/a

	28
	Priority
	[13], [21]
	o
	do

	29
	Privacy
	[34]
	o
	IF dc3 (OIP/OIR: subclause 12.3) THEN dm ELSE do

	30
	Proxy-Authorization
	[13], [21]
	o
	IF table 6.1.3.1/7 THEN do (NOTE)

	31
	Proxy-Require
	[13], [21]
	o
	do

	32
	Reason
	[48]
	o
	IF table 6.1.3.1/40 AND request inside an existing dialog THEN do (NOTE)

	33
	Reject-Contact
	[39]
	o
	do

	33A
	Referred-By
	[53]
	o
	do

	34
	Request-Disposition
	[54]
	o
	do

	35
	Reply-To
	[13], [21]
	n/a
	dn/a

	36
	Require
	[13], [21]
	o
	do

	36A
	Resource-Priority
	[78]
	o
	IF table 6.1.3.1/73 THEN do (NOTE)

	37
	Route
	[13], [21]
	c
	dc

	38
	Security-Client
	[47]
	o
	dn/a

	39
	Security-Verify
	[47]
	o
	dn/a

	39A
	Session-ID
	[124]
	m
	IF table 6.1.3.1/94 THEN dm (NOTE)

	40
	SIP-If-Match
	[21]
	o
	do

	41
	Subject
	[13], [21]
	o
	do

	42
	Supported
	[13], [21]
	o
	IF dc1 (PNM: subclause 12.17) THEN dm ELSE do

	43
	Timestamp
	[13], [21]
	o
	do

	44
	To
	[13], [21]
	m
	dm

	45
	User-Agent
	[13], [21]
	o
	do

	46
	Via
	[13], [21]
	m
	dm

	dc1:
request outside an existing dialog invoked due to PNM in case of ("PN UE redirection" OR "PN access control") AND (non-roaming II-NNI OR home-to-visited request on roaming II-NNI)
dc2:
(request inside an existing dialog invoked due to CCBS/CCNR/CCNL suspending the "CC request" AND (non-roaming II-NNI OR loopback traversal scenario) OR (request inside an existing dialog invoked due to CCBS/CCNR/CCNL resuming the "CC request" AND (non-roaming II-NNI OR loopback traversal scenario))
dc3:
(request outside an existing dialog invoked due to OIP/OIR AND "override the default setting" in temporary mode AND visited-to-home request on roaming II-NNI) OR (request outside an existing dialog invoked due to OIP/OIR AND "presentation of the public user identity is restricted" AND (non-roaming II-NNI OR home-to-visited request on roaming II-NNI))

	NOTE:
If the capability specified in table 6.1.3.1 is not supported over the II-NNI, the IBCF in the receiving network can omit or modify the SIP header fields in the received SIP message prior to forwarding the SIP message as specified in 3GPP TS 24.229 [5] subclause 5.10.6.2.


Table B.12.2: Supported header fields within the PUBLISH response

	Item
	Header field
	SIP status code
	Ref.
	RFC status
	II-NNI condition

	1
	Accept
	415
	[13], [21]
	m*
	dm*

	2
	Accept-Encoding
	415
	[13], [21]
	m*
	dm*

	3
	Accept-Language
	415
	[13], [21]
	m*
	dm*

	4
	Accept-Resource-Priority
	2xx
417
	[78]
	o
	IF table 6.1.3.1/73 THEN do 
(NOTE 2)

	5
	Allow
	405
	[13], [21]
	m
	dm

	
	
	r
	
	o
	do

	6
	Allow-Events
	2xx
	[20]
	o
	IF table 6.1.3.1/23 THEN do 
(NOTE 2)

	
	
	489
	
	m
	dm

	7
	Authentication-Info
	2xx
	[13], [21]
	o
	IF table 6.1.3.1/7 THEN do (NOTE 2)

	8
	Call-ID
	100
others
	[13], [21]
	m
	dm

	9
	Call-Info
	r
	[13], [21]
	o
	do

	10
	Contact
	3xx

485
	[13], [21]
	o
	do

	11
	Content-Disposition
	r
	[13], [21]
	o
	do

	12
	Content-Encoding
	r
	[13], [21]
	o
	do

	13
	Content-Language
	r
	[13], [21]
	o
	do

	14
	Content-Length
	100

others
	[13], [21]
	t
	dt

	15
	Content-Type
	r
	[13], [21]
	*
	d*

	16
	CSeq
	100

others
	[13], [21]
	m
	dm

	17
	Date
	100

others
	[13], [21]
	o
	do

	18
	Error-Info
	3xx-6xx
	[13], [21]
	o
	IF table 6.1.3.1/13 THEN do 
(NOTE 2)

	19
	Expires
	2xx
	[13], [21]
	m
	dm

	
	
	r
	
	o
	do

	19A
	Feature-Caps
	200
	[143]
	o
	IF table 6.1.3.1/103 AND response to request outside an existing dialog THEN do

	20
	From
	100

others
	[13], [21]
	m
	dm

	21
	Geolocation-Error
	424
	[68]
	m
	dm

	
	
	others
	
	o
	do

	22
	History-Info
	r
	[25]
	o
	IF table 6.1.3.1/50 THEN do 

(NOTE 2)

	23
	MIME-version
	r
	[13], [21]
	o
	do

	24
	Min-Expires
	423
	[13], [21]
	m
	dm

	25
	Organization
	r
	[13], [21]
	o
	do

	26
	P-Access-Network-Info
	r
	[24]
	o
	IF table 6.1.3.1/36 THEN do 

(NOTE 2)

	27
	P-Asserted-Identity
	r
	[44]
	o
	IF dc1 (TIP/TIR: subclause 12.4) THEN dm ELSE IF table 6.1.3.1/27 AND response to request outside an existing dialog THEN do (NOTE 2)

	28
	P-Charging-Function-Addresses
	r
	[24]
	o
	dn/a

	29
	P-Charging-Vector
	r
	[24]
	o
	IF table 6.1.3.1/38 THEN do 

(NOTE 2)

	30
	P-Debug-ID
	100

others
	[87]
	o
	IF table 6.1.3.1/83 THEN do 

(NOTE 2)

	31
	P-Preferred-Identity
	r
	[44]
	o
	dn/a

	32
	Privacy
	r
	[34]
	o
	IF dc2 (TIP/TIR: subclause 12.4) THEN dm ELSE do

	33
	Proxy-Authenticate
	401 (NOTE 1)
	[13], [21]
	o
	do

	
	
	407 (NOTE 1)
	
	m
	dm

	34
	Require
	r
	[13], [21]
	o
	do

	35
	Retry-After
	404

413

480

486
500
503

600

603
	[13], [21]
	o
	do

	36
	Security-Server
	2xx
	[47]
	n/a
	dn/a

	
	
	421

494
	
	o
	dn/a

	37
	Server
	r
	[13], [21]
	o
	do

	38
	Session-ID
	r
	[124]
	m
	IF table 6.1.3.1/94 THEN dm 

(NOTE 2)

	39
	SIP-Etag
	2xx
	[21]
	m
	dm

	40
	Supported
	2xx
	[13], [21]
	o
	do

	41
	Timestamp
	r
	[13], [21]
	o
	do

	42
	To
	100

others
	[13], [21]
	m
	dm

	43
	Unsupported
	420
	[13], [21]
	o
	do

	44
	User-Agent
	r
	[13], [21]
	o
	do

	45
	Via
	100

others
	[13], [21]
	m
	dm

	46
	Warning
	r
	[13], [21]
	o
	do

	47
	WWW-Authenticate
	401 (NOTE 1)
	[13], [21]
	m
	dm

	
	
	407 (NOTE 1)
	
	o
	do

	dc1:
(TIP/TIR AND 2xx response to request outside an existing dialog AND (visited-to-home response on roaming II-NNI OR non-roaming II-NNI)) OR (TIP/TIR AND response to request outside an existing dialog AND "presentation is allowed" AND home-to-visited response on roaming II-NNI)
dc2:
(TIP/TIR AND non-100 response to request outside an existing dialog AND "override the default setting" in temporary mode AND visited-to-home response on roaming II-NNI) OR (TIP/TIR AND 2xx response to request outside an existing dialog AND "presentation of the network asserted identity is restricted" AND (non-roaming II-NNI OR home-to-visited response on roaming II-NNI))

	NOTE 1:
The SIP status code is only applicable over the roaming II-NNI.
NOTE 2:
If the capability specified in table 6.1.3.1 is not supported over the II-NNI, the IBCF in the receiving network can omit or modify the SIP header fields in the received SIP message prior to forwarding the SIP message as specified in 3GPP TS 24.229 [5] subclause 5.10.6.2.


18th Change

B.13
REFER method

As described in Table 6.1, the support of REFER method over the II-NNI is based on bilateral agreement between the operators.
Table B.13.1: Supported header fields within the REFER request

	Item
	Header field
	Ref.
	RFC status
	II-NNI condition

	0A
	Accept
	[13], [22]
	o
	do

	0B
	Accept-Contact
	[51]
	o
	IF dc1 (PNM: subclause 12.17) THEN dm ELSE do

	0C
	Accept-Encoding
	[13], [22]
	o
	do

	1
	Accept-Language
	[13], [22]
	o
	do

	1A
	Allow
	[13], [22]
	o
	do

	2
	Allow-Events
	[20]
	o
	IF table 6.1.3.1/23 THEN do (NOTE)

	3
	Authorization
	[13], [22]
	o
	IF table 6.1.3.1/7 THEN do (NOTE)

	4
	Call-ID
	[13], [22]
	m
	dm

	5
	Contact
	[13], [22]
	m
	dm

	5A
	Content-Disposition
	[13], [22]
	o
	do

	5B
	Content-Encoding
	[13], [22]
	o
	do

	5C
	Content-Language
	[13], [22]
	o
	do

	6
	Content-Length
	[13], [22]
	o
	do

	7
	Content-Type
	[13], [22]
	*
	d*

	8
	CSeq
	[13], [22]
	m
	dm

	9
	Date
	[13], [22]
	o
	do

	10
	Expires
	[13], [22]
	o
	do

	10A
	Feature-Caps
	[143]
	o
	IF table 6.1.3.1/103 AND request outside an existing dialog THEN do (NOTE)

	11
	From
	[13], [22]
	m
	dm

	11A
	Geolocation
	[68]
	o
	do

	11AA
	Geolocation-Routing
	[68]
	o
	do

	11B
	History-Info
	[25]
	o
	IF dc1 (PNM: subclause 12.17) THEN dm ELSE IF table 6.1.3.1/50 AND request outside an existing dialog THEN do (NOTE)

	11C
	Max-Breadth
	[79]
	o
	do

	12
	Max-Forwards
	[13], [22]
	m
	dm

	13
	MIME-Version
	[13], [22]
	o
	do

	14
	Organization
	[13], [22]
	o
	do

	14A
	P-Access-Network-Info
	[24]
	o
	IF table 6.1.3.1/36 THEN do (NOTE)

	14B
	P-Asserted-Identity
	[44]
	o
	IF table 6.1.3.1/27 AND request outside an existing dialog THEN dm (NOTE)

	14C
	P-Asserted-Service
	[26]
	o
	IF (non-roaming II-NNI OR home-to-visited request on roaming II-NNI) AND table 6.1.3.1/77 AND request outside an existing dialog THEN do (NOTE)

	14D
	P-Called-Party-ID
	[24]
	o
	IF home-to-visited request on roaming II-NNI AND table 6.1.3.1/34 THEN do (NOTE)

	14E
	P-Charging-Function-Addresses
	[24]
	o
	dn/a

	14F
	P-Charging-Vector
	[24]
	o
	IF table 6.1.3.1/38 THEN do (NOTE)

	14G
	P-Debug-ID
	[87]
	o
	IF table 6.1.3.1/83 THEN do (NOTE)

	14H
	P-Preferred-Identity
	[44]
	o
	dn/a

	14I
	P-Preferred-Service
	[26]
	o
	IF visited-to-home request on roaming II-NNI AND table 6.1.3.1/77 AND request outside an existing dialog THEN do (NOTE)

	14J
	P-Private-Network-Indication
	[84]
	o
	IF table 6.1.3.1/80 THEN do (NOTE)

	14K
	P-Profile-Key
	[64]
	o
	IF table 6.1.3.1/59 AND request outside an existing dialog THEN do (NOTE)

	14L
	P-Served-User
	[85]
	o
	IF visited-to-home request on roaming II-NNI AND request outside an existing dialog being sent from "priviledged sender" THEN dm
(NOTE)

	14M
	P-User-Database
	[60]
	o
	dn/a

	14N
	P-Visited-Network-ID
	[24]
	o
	dn/a

	14O
	Privacy
	[34]
	o
	IF dc2 (OIP/OIR: subclause 12.3) OR dc3 (ECT: subclause 12.13) THEN dm ELSE do

	15
	Proxy-Authorization
	[13], [22]
	o
	IF table 6.1.3.1/7 THEN do (NOTE)

	16
	Proxy-Require
	[13], [22]
	o
	do

	16A
	Reason
	[48]
	o
	IF table 6.1.3.1/40 AND request inside an existing dialog THEN do (NOTE)

	17
	Record-Route
	[13], [22]
	o
	do

	17A
	Refer-Sub
	[135]
	o
	do

	18
	Refer-To
	[22]
	dm
	dm

	18A
	Referred-By
	[53]
	o
	IF dc4 (ECT: subclause 12.13) THEN dm ELSE do

	18B
	Reject-Contact
	[51]
	o
	do

	18C
	Request-Disposition
	[51]
	o
	do

	19
	Require
	[13], [22]
	c
	dc

	19A
	Resource-Priority
	[78]
	o
	IF table 6.1.3.1/73 THEN do (NOTE)

	20
	Route
	[13], [22]
	c
	dc

	20A
	Security-Client
	[47]
	o
	dn/a

	20B
	Security-Verify
	[47]
	o
	dn/a

	20C
	Session-ID
	[124]
	m
	IF table 6.1.3.1/94 THEN dm (NOTE)

	21
	Supported
	[13], [22]
	o
	IF dc1 (PNM: subclause 12.17) THEN dm ELSE do

	21A
	Target-Dialog
	[140]
	o
	IF table 6.1.3.1/102 THEN do (NOTE)

	22
	Timestamp
	[13], [22]
	o
	do

	23
	To
	[13], [22]
	m
	dm

	23A
	Trigger-Consent
	[82]
	o
	IF table 6.1.3.1/78 THEN do (NOTE)

	24
	User-Agent
	[13], [22]
	o
	do

	25
	Via
	[13], [22]
	m
	dm

	dc1:
request outside an existing dialog invoked due to PNM in case of ("PN UE redirection" OR "PN access control") AND (non-roaming II-NNI OR home-to-visited request on roaming II-NNI)
dc2:
(request outside an existing dialog invoked due to OIP/OIR AND "override the default setting" in temporary mode AND visited-to-home request on roaming II-NNI) OR (request outside an existing dialog invoked due to OIP/OIR AND "presentation of the public user identity is restricted" AND (non-roaming II-NNI OR home-to-visited request on roaming II-NNI))
dc3:
request inside an existing dialog invoked due to ECT including Referred-By header field with privacy requested in the "original communication"
dc4:
request inside an existing dialog invoked due to ECT AND (non-roaming II-NNI OR loopback traversal scenario OR home-to-visited request on roaming II-NNI)

	NOTE:
If the capability specified in table 6.1.3.1 is not supported over the II-NNI, the IBCF in the receiving network can omit or modify the SIP header fields in the received SIP message prior to forwarding the SIP message as specified in 3GPP TS 24.229 [5] subclause 5.10.6.2.


Table B.13.2: Supported header fields within the REFER response

	Item
	Header field
	SIP status code
	Ref.
	RFC status
	II-NNI condition

	1
	Accept
	415
	[13], [22]
	c
	dc

	2
	Accept-Encoding
	415
	[13], [22]
	c
	dc

	3
	Accept-Language
	415
	[13], [22]
	c
	dc

	4
	Accept-Resource-Priority
	2xx
417
	[78]
	o
	IF table 6.1.3.1/73 THEN do 
(NOTE 2)

	5
	Allow
	405
	[13], [22]
	m
	dm

	
	
	others
	
	o
	do

	6
	Allow-Events
	2xx
	[20]
	o
	IF table 6.1.3.1/23 THEN do 
(NOTE 2)

	7
	Authentication-Info
	2xx
	[13], [22]
	o
	IF table 6.1.3.1/7 THEN do (NOTE 2)

	8
	Call-ID
	100

others
	[13], [22]
	m
	dm

	9
	Contact
	1xx
	[13], [22]
	n/a
	dn/a

	
	
	2xx
	
	m
	dm

	
	
	3xx-6xx
	
	o
	do

	10
	Content-Disposition
	r
	[13], [22]
	o
	do

	11
	Content-Encoding
	r
	[13], [22]
	o
	do

	12
	Content-Language
	r
	[13], [22]
	o
	do

	13
	Content-Length
	100

others
	[13], [22]
	t
	dt

	14
	Content-Type
	r
	[13], [22]
	*
	d*

	15
	CSeq
	100

others
	[13], [22]
	m
	dm

	16
	Date
	100

others
	[13], [22]
	o
	do

	17
	Error-Info
	3xx-6xx
	[13], [22]
	o
	IF table 6.1.3.1/13 THEN do 
(NOTE 2)

	17A
	Feature-Caps
	2xx
	[143]
	o
	IF table 6.1.3.1/103 AND response to request outside an existing dialog THEN do (NOTE 2)

	18
	From
	100

others
	[13], [22]
	m
	dm

	19
	Geolocation-Error
	424
	[68]
	m
	dm

	
	
	others
	
	o
	do

	20
	History-Info
	r
	[25]
	o
	IF table 6.1.3.1/50 THEN do 

(NOTE 2)

	21
	MIME-version
	r
	[13], [22]
	o
	do

	22
	Organization
	r
	[13], [22]
	o
	do

	23
	P-Access-Network-Info
	r
	[24]
	o
	IF table 6.1.3.1/36 THEN do 

(NOTE 2)

	24
	P-Asserted-Identity
	r
	[44]
	o
	IF dc1 (TIP/TIR: subclause 12.4) THEN dm ELSE IF table 6.1.3.1/27 AND response to request outside an existing dialog THEN do (NOTE 2)

	25
	P-Charging-Function-Addresses
	r
	[24]
	o
	dn/a

	26
	P-Charging-Vector
	r
	[24]
	o
	IF dc2 (CONF: subclause 12.19) THEN dm ELSE IF table 6.1.3.1/38 THEN do (NOTE 2)

	27
	P-Debug-ID
	100

others
	[87]
	o
	IF table 6.1.3.1/83 THEN do 

(NOTE 2)

	28
	P-Preferred-Identity
	r
	[44]
	o
	dn/a

	29
	Permission-Missing
	470
	[82]
	o
	IF table 6.1.3.1/78 THEN do 

(NOTE 2)

	30
	Privacy
	r
	[34]
	o
	IF dc3 (TIP/TIR: subclause 12.4) THEN dm ELSE do

	31
	Proxy-Authenticate
	401 (NOTE)
	[13], [22]
	o
	do

	
	
	407 (NOTE)
	
	m
	dm

	32
	Record-Route
	2xx
	[13], [22]
	o
	do

	33
	Refer-Sub
	2xx
	[135]
	o
	IF table 6.1.3.1/83 THEN do 

(NOTE 2)

	34
	Require
	r
	[13], [22]
	c
	dc

	35
	Retry-After
	404

413

480

486

500

503

600

603
	[13], [22]
	o
	do

	36
	Security-Server
	2xx
	[47]
	n/a
	dn/a

	
	
	421

494
	
	o
	dn/a

	37
	Server
	r
	[13], [22]
	o
	do

	38
	Session-ID
	r
	[124]
	m
	IF table 6.1.3.1/94 THEN dm 

(NOTE 2)

	39
	Supported
	2xx
	[13], [22]
	o
	do

	40
	Timestamp
	r
	[13], [22]
	o
	do

	41
	To
	100

others
	[13], [22]
	m
	dm

	42
	Unsupported
	420
	[13], [22]
	o
	do

	43
	User-Agent
	r
	[13], [22]
	o
	do

	44
	Via
	100

others
	[13], [22]
	m
	dm

	45
	Warning
	r
	[13], [22]
	o
	do

	46
	WWW-Authenticate
	401 (NOTE 1)
	[13], [22]
	m
	dm

	
	
	407 (NOTE 1)
	
	o
	do

	dc1:
(TIP/TIR AND 2xx response to request outside an existing dialog AND (visited-to-home response on roaming II-NNI OR non-roaming II-NNI)) OR (TIP/TIR AND response to request outside an existing dialog AND "presentation is allowed" AND home-to-visited response on roaming II-NNI)
dc2:
first response from "conference focus" to request outside an existing dialog AND (non-roaming II-NNI OR home-to-visited response on roaming II-NNI)
dc3:
(TIP/TIR AND non-100 response to request outside an existing dialog AND "override the default setting" in temporary mode AND visited-to-home response on roaming II-NNI) OR (TIP/TIR AND 2xx response to request outside an existing dialog AND "presentation of the network asserted identity is restricted" AND (non-roaming II-NNI OR home-to-visited response on roaming II-NNI))

	NOTE 1:
The SIP status code is only applicable over the roaming II-NNI.
NOTE 2:
If the capability specified in table 6.1.3.1 is not supported over the II-NNI, the IBCF in the receiving network can omit or modify the SIP header fields in the received SIP message prior to forwarding the SIP message as specified in 3GPP TS 24.229 [5] subclause 5.10.6.2.


19th Change

C.3.1
Option item table common to roaming II-NNI and loopback traversal scenario and non-roaming II-NNI
This subclause describes the option item tables common to the roaming II-NNI, the loopback traversal scenario, and the non-roaming II-NNI.
Table C.3.1.1: SIP method (Common)

	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	INFO method
	Table 6.1/5A

Table 6.1/5B
	Yes
	Info package name to use.

	
	
	
	No
	

	2
	MESSAGE method
	Table 6.1/9A

Table 6.1/9B
	Yes
	Inside or outside existing dialog, and content of MESSAGE request.

	
	
	
	No
	

	3
	REFER method
	Table 6.1/16

Table 6.1/17
	Yes
	Inside or outside existing dialog.

	
	
	
	No
	


Table C.3.1.2: Negotiation of resource reservation
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Negotiation of resource reservation
(precondition)
	Table 6.1.3.1/20
	Yes
	

	
	
	
	No
	


Table C.3.1.2A: Periodic refresh of SIP sessions
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	SIP session timer

(timer)
	Table 6.1.3.1/45
	Yes
	Use conditions. (Possible restriction on range of times and whether SIP session timer is applied in all sessions.)


Table C.3.1.3: Replacing of SIP dialogs
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Replacing of SIP dialogs
(replaces)
	Table 6.1.3.1/47
	Yes
	

	
	
	
	No
	


Table C.3.1.4: Session participation

	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Session participation
(join)
	Table 6.1.3.1/48
	Yes
	

	
	
	
	No
	


Table C.3.1.5: Conveying capabilities of UE

	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Conveying capabilities of UE
	Table 6.1.3.1/49
	Yes
	

	
	
	
	No
	


Table C.3.1.6: Asserting the service of authenticated users
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Managing the indication of the asserted service
(P-Asserted-Service header field)
	Table 6.1.3.1/77
	Yes
	Service identifier values to use.

	
	
	
	No
	


Table C.3.1.7: Mode of signalling
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Overlap signalling
	In-dialog method
	subclause 6.1.1.5
	Yes
	

	
	
	
	
	No
	

	
	
	Multiple-INVITE method
	
	Yes
	

	
	
	
	
	No
	


Table C.3.1.7A: SIP message bodies
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	MIME type
	subclause 6.1.4
	Yes
	MIME types to use.


Table C.3.1.8: Control Plane Transport
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	TCP
	subclause 6.2
	Yes
	Use conditions. (e.g. port number to accept, number of simultaneous connections in case of reuse of the existing connections)

	
	
	
	No
	

	2
	UDP
	subclause 6.2
	Yes
	Use conditions. (e.g. port number to accept)

	
	
	
	No
	

	3
	SCTP
	subclause 6.2
	Yes
	Use conditions. (e.g. port number to accept)

	
	
	
	No
	


Table C.3.1.9: User Plane Transport, Media, and codec
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Speech media (m=audio)
	subclause 7.1
	Yes
	Names of speech codecs to use.

	2
	Video media (m=video)
	subclause 7.1
	Yes
	Names of video codecs to use.

	
	
	
	No
	

	3
	Other media
	subclause 7.1
	Yes
	Media type (m=line of SDP) to use. (e.g. application, image, message)

	
	
	
	No
	

	4
	RTP/AVPF
	subclause 7.2
	Yes
	Media type (m=line of SDP) that uses the protocol.

	
	
	
	No
	

	5
	Transmission Control Protocol
	subclause 7.2
	Yes
	Media type (m=line of SDP) that uses the protocol.

	
	
	
	No
	

	6
	Other user plane protocols
	subclause 7.2
	Yes
	Protocols to use (e.g. udptl, TCP/MSRP) and media types (m=line of SDP) that describe the protocols.

	
	
	
	No
	


Table C.3.1.10: Dual Tone Multi Frequency (DTMF)
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	DTMF transport
	"telephone-event" based DTMF transport 
	clause 7.1

Table 6.1/5A

Table 6.1/5B
subclause 12.14
subclause 12.15
	Yes
	

	
	
	
	
	No
	

	
	
	The SIP INFO mechanism
	
	Yes
	

	
	
	
	
	No
	


Table C.3.3.10A: Numbering, Naming and Addressing (Common)
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Subaddress

("isub" parameter)
	subclause 8.1
	Yes
	

	
	
	
	No
	


Table C.3.1.11: IP Version
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	IPv4
	clause 9
	Yes
	Use conditions. (e.g. for control plane, for user plane)

	
	
	
	No
	

	2
	IPv6
	clause 9
	Yes
	Use conditions. (e.g. for control plane, for user plane)

	
	
	
	No
	


Table C.3.1.12: Supplementary services (Common)

	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Malicious Communication IDentification (MCID)
	subclause 12.2

	Yes
	Minimum information exchanged over the II-NNI.

	
	
	
	No
	

	2
	Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR)
	subclause 12.3

	Yes
	

	
	
	
	No
	

	3
	Terminating Identification Presentation (TIP) and Terminating Identification Restriction (TIR)
	subclause 12.4
	Yes
	

	
	
	
	No
	

	4
	Anonymous Communication Rejection (ACR)
	subclause 12.5
	Yes
	

	
	
	
	No
	

	5
	Communication DIVersion (CDIV) excluding Communication Diversion Notification (CDIVN)
	subclause 12.6
	Yes
	

	
	
	
	No
	

	6
	Communication Waiting (CW)
	subclause 12.7
	Yes
	

	
	
	
	No
	

	7
	Communication HOLD (HOLD)
	subclause 12.8
	Yes
	

	
	
	
	No
	

	8
	Message Waiting Indication (MWI)
	subclause 12.9
	Yes
	

	
	
	
	No
	

	9
	Incoming Communication Barring (ICB)
	subclause 12.10.1
	Yes
	

	
	
	
	No
	

	9A
	Outgoing Communication Barring (OCB)
	subclause 12.10.2
	Yes
	

	
	
	
	No
	

	10
	Completion of Communications to Busy Subscriber (CCBS)
	subclause 12.11
	Yes
	

	
	
	
	No
	

	11
	Completion of Communications by No Reply (CCNR)
	subclause 12.12
	Yes
	

	
	
	
	No
	

	12
	Explicit Communication Transfer (ECT)
	subclause 12.13
	Yes
	

	
	
	
	No
	

	13
	Customized Alerting Tone (CAT)
	subclause 12.14
	Yes
	CAT model to use. (Gateway model, forking model and early session model)

	
	
	
	No
	

	14
	Customized Ringing Signal (CRS)
	subclause 12.15
	Yes
	

	
	
	
	No
	

	15
	Closed User Group (CUG)
	subclause 12.16
	Yes
	

	
	
	
	No
	

	16
	Personal Network Management (PNM)
	subclause 12.17
	Yes
	

	
	
	
	No
	

	17
	Three-Party (3PTY)
	subclause 12.18
	Yes
	

	
	
	
	No
	

	18
	Conference (CONF)
	subclause 12.19
	Yes
	

	
	
	
	No
	

	19
	Flexible Alerting (FA)
	subclause 12.20
	Yes
	

	
	
	
	No
	

	20
	Announcements
	During the establishment of a session
	subclause 12.21.2
	Yes
	Methods for sending announcement

	
	
	
	
	No
	

	
	
	During an established communication session
	subclause 12.21.3
	Yes
	Methods for sending announcement

	
	
	
	
	No
	

	
	
	Providing announcements when communication request is rejected
	subclause 12.21.4
	Yes
	Methods for sending announcement

	
	
	
	
	No
	

	21
	Advice of Charge (AOC)
	subclause 12.22
	Yes
	

	
	
	
	No
	

	22
	Completion of Communications on Not Logged-in (CCNL)
	subclause 12.23
	Yes
	

	
	
	
	No
	

	23
	Presence service
	subclause 15
	Yes
	Presence services to use (3GPP TS 24.141 [132], OMA 1.1 [142] or OMA 2.0 [138])

	
	
	
	No
	

	24
	Messaging service

	Page-mode messaging 
	subclause 16.2
	Yes
	

	
	
	
	
	No
	

	
	
	Session-mode messaging
	subclause 16.4
	Yes
	

	
	
	
	
	No
	

	
	
	Session-mode messaging conferences
	subclause 16.5
	Yes
	

	
	
	
	
	No
	

	25
	Other additional service using other SIP extensions
	subclause 6.1.1.3.2

subclause 12.6
	Yes
	The SIP extensions to use and the service that uses the extensions.

	
	
	
	No
	


Table C.3.1.13: Additional functions (Common)
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Optimal Media Routeing
	subclause 17
	Yes
	

	
	
	
	No
	

	2
	Roaming architecture for voice over IMS with local breakout
	clause 19
	Yes
	The default TRF address to use when not included in the g.3gpp.trf media feature tag.

	
	
	
	No
	

	3
	Applying forking (NOTE 1)
	Table 6.1.3.1/5
	Yes
	Usage of Request-Disposition header field with value "no-fork". (NOTE 3)

	
	
	
	No

(NOTE 2)
	

	NOTE 1:
Support of handling of forked responses and of the SIP Request-Disposition header field, is mandated on the II-NNI.

NOTE 2:
In case the operator interconnects with IMS non-compliant networks, and wishes to use the II-NNI anyway, then the operators might want to negotiate if the forking procedures are applicable.

NOTE 3:
The Request-Disposition header field with value "no-fork" can be used to suppress that forking occurs. However, a peer operator might require the usage of forking e.g. to implement certain services.


Table C.3.1.14: SDP lines
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	m= line
	subclause 6.1.2
	Yes
	Used static RTP payload type numbers.

	2
	b= line
	subclause 6.1.2
	Yes
	Used bandwidth modifier types.

	3
	a= line
	subclause 6.1.2
	Yes
	Used attributes.
For the “rtpmap” attribute, used “encoding names”.


20th Change

C.3.2
Option item table specific to roaming II-NNI
This subclause describes the option item tables specific to roaming II-NNI.
Table C.3.2.1: Mechanism for authentication
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	IMS AKA plus Ipsec ESP
	Table 6.1.3.1/7
	Yes
	

	
	
	
	No
	

	2
	SIP digest plus check of IP association
	Table 6.1.3.1/7
	Yes
	

	
	
	
	No
	

	3
	SIP digest plus Proxy Authentication
	Table 6.1.3.1/7
	Yes
	

	
	
	
	No
	

	4
	SIP digest with TLS
	Table 6.1.3.1/7
	Yes
	

	
	
	
	No
	


Table C.3.2.2: The key of service profile for HSS query

	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	The key of service profile for HSS query (P-Profile-Key header field)
	Table 6.1.3.1/59
	Yes
	

	
	
	
	No
	


Table C.3.2.3: Numbering, Naming and Addressing (roaming II-NNI)

	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Dial string

(”user=dialstring” parameter)
	Table 6.1.3.1/67
	Yes
	

	
	
	
	No
	


Table C.3.2.4: Supplementary services (roaming II-NNI)
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Communication Diversion Notification (CDIVN)
	subclause 12.6
	Yes
	

	
	
	
	No
	


Table C.3.2.5: Access transfer services (roaming II-NNI)
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	IMS Centralized Services (ICS)
	subclause 13
	Yes
	

	
	
	
	No
	

	2
	PS to CS Single Radio Voice Call Continuity (SRVCC)
	subclause 14
	Yes
	Use condition (transfer in alerting phase, support of ATCF and support of MSC server assisted mid-call feature).

	
	
	
	No
	

	3
	Single Radio Video Call Continuity (vSRVCC)
	subclause 14
	Yes
	Use condition (transfer in alerting phase).

	
	
	
	No
	

	4
	Inter UE Transfer (IUT)
	subclause 18
	Yes
	

	
	
	
	No
	


21st Change

C.3.3
Option item table specific to non-roaming II-NNI and loopback traversal scenario
This subclause describes the option item tables specific to the non-roaming II-NNI and the loopback traversal scenario .
Table C.3.3.1: SIP method (non-roaming II-NNI and loopback traversal scenario)

	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	NOTIFY method
	Table 6.1/10

Table 6.1/11
	Yes
	Event package name to use.

	
	
	
	No
	

	2
	SUBSCRIBE method
	Table 6.1/20

Table 6.1/21
	Yes
	Event package name to use.

	
	
	
	No
	

	3
	PUBLISH method
	Table 6.1/15A

Table 6.1/15B
	Yes
	Event package name to use.

	
	
	
	No
	


Table C.3.3.2: Charging
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Inter-carrier charging information

(P-Charging-Vector header field)
	Table 6.1.3.1/38
	Yes
	Header parameter to use and use conditions for inter-carrier charging.

	
	
	
	No
	


Table C.3.3.3: Globally Routable User Agent URIs
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Globally Routable User Agent URIs
(gruu)
	Table 6.1.3.1/56
	Yes
	

	
	
	
	No
	


Table C.3.3.4: Media feature tags
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Media feature tags
	Table 6.1.3.1/76
clause 12
clause 13

clause 14
clause 16

clause 18
	Yes
	Names of media feature tags to use.

	
	
	
	No
	


Table C.3.3.5: ISDN interworking
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	User to User Call Control Information in SIP for ISDN Interworking (uui)
	Table 6.1.3.1/79
	Yes
	

	
	
	
	No
	


Table C.3.3.6: Corporate network
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Private network traffic
(P-Private-Network-Indication header field)
	Table 6.1.3.1/80
	Yes
	

	
	
	
	No
	


Table C.3.3.7: Numbering, Naming and Addressing (non-roaming II-NNI and loopback traversal scenario)
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	0
	SIP URI
	subclause 8.1
	Yes
	Any non-global numbers that are allowed in addition to global numbers.

Domain name(s) and/or IP address(es) of hostportion to accept.

	0A
	tel URI
	subclause 8.1
	Yes
	Any non-global numbers that are allowed in addition to global numbers.

Applicability of the URI in P-Asserted-Identity header field and/or Request-URI.

	
	
	
	No
	

	0B
	IM URI
	subclause 8.1
	Yes
	

	
	
	
	No
	

	0C
	PRES URI
	subclause 8.1
	Yes
	

	
	
	
	No
	

	1
	Number Portability Routing Number

(“rn” and “npdi” parameter)
	subclause 8.1
	Yes
	

	
	
	
	No
	

	2
	Calling Party’s Category
(“cpc” parameter)
	subclause 8.1
	Yes
	cpc-values to use.

	
	
	
	No
	

	3
	Originating Line Information
(“oli” parameter)
	subclause 8.1
	Yes
	oli-values to use.

	
	
	
	No
	


Table C.3.3.8: Additional functions (non-roaming II-NNI and loopback traversal scenario)
	No.
	Option item
	References
	Applicability at the II-NNI
	Details for operator choice

	1
	Support of out-of-dialog OPTIONS method
	Table 6.1/12

Table 6.1/13
	Yes
	The purpose of the method.

	
	
	
	No
	


End of Changes
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