Page 1



PP TSG-CT WG3 Meeting #70 
(
C3-121573
Chicago, USA, 6 – 10 August 2012
	PCR-Form-v0.3 

	PSEUDO  CR

	
	

	(

	Spec. number:
	29.368
	Current version:
	1.0.0
	(



	Title:                     
(

	Tsp Error Scenarios

	
	

	Source:            
    (

	Acision

	
	

	Work item code:  
(

	SIMTC-Reach
	

	
	

	Reason for           (
   

change:

	Message flows and result codes missing for Tsp error scenarios.

	
	

	Summary of 
change:                (

	Message flows added for T4 failed submission and T4 failed delivery and appropriate result codes added.


	
	

	Consequences    (
  
if not agreed:
	Result codes incomplete and error handling not specified

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


Proposed changes:
*** 1st Change ***
6.1.1
Use of Diameter base protocol

The Diameter Base Protocol as specified in IETF RFC 3588 [6] shall apply except as modified by the defined support of the methods and the defined support of the commands and AVPs, result and error codes as specified in this specification. Unless otherwise specified, the procedures specified in IETF RFC 3588 [6] (including error handling and unrecognised information handling) shall be used unmodified. Only commands related to peer-to-peer connection are re-used from the Diameter Base Protocol, i.e. Capabilities-Exchange-Request (CER), Capabilities-Exchange-Answer (CEA), Disconnect-Peer-Request (DPR), Disconnect-Peer-Answer (DPA), Device-Watchdog-Request (DWR) and Device-Watchdog-Answer (DWA).
With regards to the Diameter protocol defined over the Tsp interface, the MTC-IWF acts as the Diameter server, in the sense that it is the network element that handles action requests and sends notifications for a particular realm. The SCS acts as the Diameter client, in the sense that it is the network element requesting actions and handles notification from the MTC-IWF.
A Diameter routing table entry can have a different destination based on the application identifier of the command. The application identifier stored in the command header must match the value of any application identifier AVPs in the command body. Diameter agents (relay, proxy, redirection, translation agents) should use the application identifier in the command header to route to a suitable destination.

*** 2nd Change ***

6.3.10
Request-Status AVP

The Request-Status AVP (AVP code TBD-CT4) is of type Enumerated, and informs the SCS of the status of a device action request. The Request-Status AVP can be included in the Device Action Answer command.

The following values are defined:
SUCCESS (0)



This value indicates that device action requested is confirmed.
TEMPORARYERROR (xx1)



This value indicates an unspecified temporary error. 
INVPAYLOAD (yy1)



This value indicates an error with the payload, where the payload is valid according to Diameter AVP definition but an implementation limit such as maximum accepted length is exceeded.

INVEXTID (yy2)



This value indicates an error with the External Identifier, where the identifier is valid according to Diameter AVP definition  but the value is rejected by the 3GPP network for example because it is an unknown subscription.
INVSCSID (yy3)



This value indicates an error with the SCS-Identifier, where the identifier is valid according to Diameter AVP definition  but the value is rejected by the 3GPP network  for example because it is an unexpected value for this SCS.
INVPERIOD (yy4)



This value indicates an error with the validity period, where the validity period is valid according to Diameter AVP definition but the value is rejected by the 3GPP network for example because a maximum allowed validity period is exceeded.
NOTAUTHORIZED (yy5)



This value indicates that the SCS is not authorized to trigger this UE.
SERVICEUNAVAILABLE (yy6)



This value indicates that the trigger service is not available for this UE
PERMANENTERROR (yy7)



This value indicates an unspecified permanent error.
QUOTAEXCEEDED (yy8)



This value indicates that the SCS has exceeded allocated quota.

*** 3rd Change ***
6.3.11
Delivery-Outcome AVP

The Delivery-Outcome AVP (AVP code TBD-CT4) is of type Enumerated, and informs the SCS of the outcome of the device action request. The Delivery-Outcome AVP can be included in Device Notification Request command.

The following values are defined:
SUCCESS (0)



This value indicates that the device action request was successfully completed.
EXPIRED (xx1)



This value indicates that the validity period expired before the trigger could be delivered. (Temporary error)
TEMPORARYERROR (xx2)



This value indicates that this trigger encountered a temporary network error. 

UNDELIVERABLE (yy1)



This value indicates that this trigger encountered a delivery error and is deemed permanently undeliverable. 

*** 4th Change ***

A.2
Tsp Submission, T4 Delivery

This sub clause illustrates the Tsp Message Sequence Diagram for trigger submissions over Tsp with subsequent trigger delivery over T4. 
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Figure A.2.1: Tsp Submission, T4 Delivery
The flow consists of the following operations:

1.  The SCS sends a Device Action Request command to the MTC-IWF with the Action-Type AVP set to the Value Device Trigger Request (1) and other AVPs as further specified in sub clause 5.3.
2.  The MTC-IWF selects T4 for delivery performs the T4 submission procedures and is informed of the submission outcome. 

3.  The MTC-IWF confirms the status of the device trigger request to the SCS by sending a Device Action Answer command with the Action-Type AVP set to the Value Device Trigger Request (1) and the Request-Status AVP set to value indicating the status of the device trigger request. Other AVPs as further specified in sub clause 5.3. 
4 - 5.  The SMS-SC performs delivery procedures and reports the outcome to the MTC-IWF 

6.  The MTC-IWF notifies the SCS of the outcome of the device trigger request by sending a Device Notification Request command with Action-Type AVP set to the value Delivery Report (2), the Delivery-Outcome AVP set to the proper value. 
7. The SCS acknowledges to the MTC-IWF that is has successfully received the out come of the device trigger request by sending a Device Notification Answer command with Action-Type AVP set to the value Delivery Report (2).

8. The MTC-IWF responds back to the SMS-SC that is has successfully transferred the report.

Note: A SMS-SC will repeat the procedure from steps 5 to ensure the Deliver Report is received if a negative confirmation is received.

*** 5th Change ***

A.xx
Tsp failed Submission

This sub clause illustrates the Tsp Message Sequence Diagram for trigger submissions over Tsp with the trigger submission is rejected. 
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Figure A.2.1: Tsp Submission, T4 Delivery
The flow consists of the following operations:

1.  The SCS sends a Device Action Request command to the MTC-IWF with the Action-Type AVP set to the Value Device Trigger Request (1) and other AVPs as further specified in sub clause 5.3.
2.  The MTC-IWF rejects the trigger request or it is informed as part of the T4 submission procedure that the trigger is rejected. Example reject reasons: Unknown subscription, SCS not authorized, Service not authorized for UE, Insufficient resources, QOS exceeded, Insufficient resources.  Reject reasons may be temporary or permanent nature.

3.  The MTC-IWF informs the SCS of the device trigger request outcome by sending a Device Action Answer command with the Action-Type AVP set to the Value Device Trigger Request (1) and the Request-Status AVP set to an appropriate error value indicating the rejection  of the device trigger request. Other AVPs as further specified in sub clause 5.3.  The device trigger request has reached a final status at this point and the procedure ends here. 

*** 6th Change ***

A.yy
Tsp Submission, Failed T4 Delivery

This sub clause illustrates the Tsp Message Sequence Diagram for trigger submissions over Tsp with subsequent a failed trigger delivery over T4. 
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Figure A.2.1: Tsp Submission, T4 Delivery
The flow consists of the following operations:

1.  The SCS sends a Device Action Request command to the MTC-IWF with the Action-Type AVP set to the Value Device Trigger Request (1) and other AVPs as further specified in sub clause 5.3.
2.  The MTC-IWF selects T4 for delivery performs the T4 submission procedures and is informed of a positive submission outcome. 

3.  The MTC-IWF confirms the status of the device trigger request to the SCS by sending a Device Action Answer command with the Action-Type AVP set to the Value Device Trigger Request (1) and the Request-Status AVP set to value indicating the SUCCESS status of the device trigger request. Other AVPs as further specified in sub clause 5.3. 


4 - 5.  The SMS-SC concludes after  one or more retries that the triger is not deliverable to the UE (i.e trigger validity period exceeded,  persistent error received from HSS, UE or network)  and reports the outcome to the MTC-IWF 

6.  The MTC-IWF notifies the SCS of the negative outcome of the device trigger request by sending a Device Notification Request command with Action-Type AVP set to the value Delivery Report (2), the Delivery-Outcome AVP set to the appropriate error value. Delivery errors may be of temporary or permanent nature.
7. The SCS acknowledges to the MTC-IWF that is has received the out come of the device trigger request by sending a Device Notification Answer command with Action-Type AVP set to the value Delivery Report (2).

8. The MTC-IWF responds back to the SMS-SC that is has successfully transferred the report.

Note: A SMS-SC will repeat the procedure from steps 5 to ensure the Deliver Report is received if a negative confirmation is received.
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