3GPP TSG-CT WG3 Meeting #68-BIS
                                                               C3-121066
Kyoto, Japan, 21 – 25 May 2012
Source:
Alcatel-Lucent
Title:
Discussion paper on Tsp interface and its relation to the ETSI end-to-end M2M functional architecture 

Agenda item:
11.23
Document for:
DISCUSSION
Introduction

ETSI TR 102 690 presents the overall end-to-end M2M functional architecture, including the identification of the functional entities and the related reference points. Figure 1 [ETSI TR 103 167] shows the high level system overview.
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Figure 1: M2M high level system overview [ETSI TR 103 167 V1.1.1 (2011-08)]
The M2M system is composed out of layers, in which the Access Network and the Core Network form the lower layers of the Network Application Domain. The M2M Service Capability layer is defined as an abstraction layer between the lower layers and the application layer. 

ETSI TS 102 690 mentions the mId reference point in its reference architecture, which allows M2M Service Capabilities residing in an M2M Device or M2M Gateway to communicate with the M2M Service Capabilities in the Network Domain and vice versa. The mId reference point uses core network connectivity functions as an underlying layer and shall support RESTful interface capabilities. Therefore mId communication is transported by the 3GPP user plan interfaces Gi/SGi, which are connected to the Service Capability Entities or the Application Server (AS) finally. Figure 2 illustrates the MTC architecture and indicates the mapping of the ETSI end-to-end M2M functional architecture [ETSI TR 102 690], which uses transport and communication services provided by the 3GPP domain and the SMS domain, to the 3GPP architecture.
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Figure 2: 3GPP Architecture for Machine-Type Communication [based on 3GPP TS 23.682]

Tsp interface discussion and implication of Tsp protocol choice
The Tsp interface is defined as the control plane interface between the Machine Type Communications-Inter Working Function (MTC-IWF) of the 3GPP domain and the Service Capability Server (SCS) of M2M Management Functions. It allows the triggering of the MTC device and to include some MTC application payload already. The deployment of the SCS may be inside or outside the operator domain. When the SCS is deployed inside the operator domain, the SCS is considered as an internal network function and is operator controlled. When the SCS is deployed outside the operator domain the SCS is MTC Service Provider controlled [3GPP TS 23.682]. Therefore the Tsp interface may be an external interface to the 3GPP domain and has an influence on the ETSI M2M functional architecture and the IP application developer community.
The Tsp reference point is closely related to the mId reference point, because it interworks with the ETSI M2M Service Capability layer as well. Although Tsp and mId have different intentions (Tsp is the control plane interface between the SCS and the MTC-IWF in order to make possible the device triggering, mId makes possible communication between service capability layers over the 3GPP user plane interfaces after device triggering) it is meaningful to understand that both interface may be used by the IP application developer community. With HTTP transport the control plane access to the 3GPP domain is directly integrated into the ETSI M2M concept and uses the same protocol as the communication between service capability layers. An application developer may define validity periods, priorities and other 3GPP domain access parameters at this stage with XML concepts.
It should also be noted that the SCS may be physically implemented and vertically integrated with the application servers and this is a further evidence that in this case retaining an HTTP approach is better for the ecosystem as the same logic that led to choice of HTTP on the interface between MTC AS and SCS should be used (basically HTTP has wider support in the MTC industry, and the proof is that existing implementations do use HTTP but they do not use DIAMETER). In the scenario, with a DIAMETER based Tsp interface, application developers will prefer the direct connection model, which is not the best option for operators as they will not be able to benefit from the 3GPP defined MTC architecture at all and will be cut out of the MTC business.
This will in turn drive to a model where the SCS is hosted by the operator, but in this case it is very likely that integrated SCS and IWF implementations will emerge thus making the Tsp irrelevant from an operator standpoint and operators will still expose the HTTP interface to their customers rather than a DIAMETER interface.

If instead the SCS is a standalone entity outside the 3GPP domain it is questionable why this entity should be the only one in the MTC ecosystem external to 3GPP operators that do not use HTTP on all its interfaces, and therefore again SCS developers will apply all intelligence in order to use the direct connection model to the MTC devices. 

It seems in summary that using a DIAMETER based approach will drive the industry to have the SCS hosted on MTC IWF platform, or to use the direct mode directly from applications servers or SCS.  Basically the result will be a closed interface or an unused interface and the related effort will be worthless and possibly counter productive to the 3GPP operators ecosystem.
Style guides for the Tsp protocol based on HTTP

CT3-120587 proposes example style guides of control messages, which are exchanged between the Service Capability Server (SCS) and the MTC-IWF using an HTTP based transport and represented by an XML language. Therefore, these guides are no more repeated in this paper, but should provide evidence and confidence that a suitable solution exists to move forward with the HTTP based solution.
Conclusion

This document illustrates the mapping of the Tsp interface to the ETSI end-to-end functional architecture. An Tsp interface based on HTTP makes possible a flexible and extensible protocol architecture and allows to integrate the 3GPP domain into the ETSI hypermedia application architecture for M2M applications. The control plane access to the 3GPP domain is directly integrated into the ETSI M2M concept and uses the same protocol as the communication between service capability layers.
On May 3rd a CT3 conference call was held between interested and available delegates of 3GPP CT WG3. At this time DIAMETER was chosen as a working assumption for the Tsp interface in order to progress the work on the Tsp interface. The initial protocols proposed were DIAMETER, HTTP and SMPP. SMPP was withdrawn during the discussion. There were no major technical advantages identified in choosing DIAMETER or HTTP, It is just an indication of preference by 7 companies versus 3. Possibly some companies that were not represented still would have liked to be involved in the decision.
Since the Tsp interface may be an external interface to the 3GPP domain and has an influence on the ETSI M2M functional architecture and the IP application developer community it is proposed to inform ETSI about the CT3 working assumption. There is the believe still that HTTP would be a better and more open option to the M2M application development community and to architectures defined in the ETSI TC M2M effort and in that view we should be remaining open to accepting feedback from ETSI on their preference. Therefore Alcatel-Lucent (and possibly some other companies) cannot agree that a decision has been taken already in 3GPP and would accept only the concept that a working agreement is in place that could be challenged in the plenary.
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