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3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [7] and the following apply: An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [7].

ATCF
Access Transfer Control Function

ATGW
Access Transfer Gateway
B2BUA
Back-to-Back User Agent

BGCF
Breakout Gateway Control Function

CS-TrGW
CS (domain) TrGW

ECN
Explicit Congestion Notification

ECN-CE
ECN Congestion Experienced

IBCF
Interconnect Border Control Function

ICS
IMS Centralized Services

I-CSCF
Interrogating CSCF

IMS-ALG
IMS - Application Level Gateway

ITU-T
International Telecommunication Union – Telecommunication Standardization Sector

MboIP
Mb over IP

MPS
Multimedia Priority Service

MRFP
Multimedia Resource Function Processor

NAT/NAPT
Network Address Translation / Network Address and Port Translation

NA (P) T-PT
Network Address (and Port) Translation - Protocol Translation 
OMR
Optimal Media Routeing

P-CSCF
Proxy CSCF

RTCP
Real Time Control Protocol

SCTP
Stream Control Transmission Protocol

SIP UA
SIP User Agent

UAC
User Agent Client

UAS
User Agent Server

THIG
Topology Hiding Internetwork Gateway

TrGW
Translation GateWay

WAN
Wide Area Network

* * * Next Change * * * 
6.1.4
Acces Transfer Control Function

The ATCF may reside within the IBCF to support "SRVCC enhanced with ATCF" procedures as described in 3GPP TS 23.237 [41] and 3GPP TS 24.237 [42]. In this case, the Ix reference point is used for IMS sessions that the ATCF decides to anchor at the ATGW to provide the following functions:

· reservation and configuration of ATGW resources for media anchoring during PS session origination or termination; 

· reconfiguration of ATGW resources during access transfer to the CS domain;

· release of ATGW resources upon completion of the access transfer or release of the session;

· media transcoding if the media that was used prior to the access transfer is not supported by the MSC server;

· IP version interworking if different IP versions are used between the access and the remote legs; 
· indication of IP realm during allocation of transport addresses/resources (the PS and CS accesses may be reachable via different IP realms); and
· provide priority treatment to calls/sessions identified as Multimedia Priority Service (see 3GPP TS 22.153 [x]).

* * * Next Change * * *
10.2.0
Introduction

The following functions shall be supported by the TrGW:

-
Gate Management including:

 o
Opening/closing of gates;

 o
Remote source address filtering; and

 o
Remote source port filtering;

-
QoS packet marking (differentiated services);

-
NAPT and IP Version Interworking;

-
Bandwidth policing;

-
Hanging termination detection;

-
IP Realm Indication;

-
Media Control; and
-
Through-Connection.

Additionally, the following functions may be supported by the TrGW:

-
Resource allocation per flow;

-
Media Inactivity Detection;

-
IP Realm Availability;

-
Optimal Media Routeing;
-
Explicit Congestion Notification support ;
-
Emergency Call;
-
MPS;
-
IMS end-to-end media plane security; and

-
Access Transfer procedures with media anchored in ATGW.
* * * Next Change * * * 
10.2.x
Multimedia Priority Service (MPS)
The Multimedia Priority Service (MPS) is specified in 3GPP TS 22.153 [x]. The IBCF and TrGW may support the priority treatment of a call/session identified as an MPS call/session. If MPS is supported, the following functional requirements apply:

-
Upon receipt of the MPS priority information in the call control signalling:

-
The IBCF shall recognise the call/session as having priority. 

-
The IBCF shall send the priority information for a context to the TrGW to enable the priority treatment described below related to the TrGW.
-
The TrGW shall apply priority handling to H.248 transactions related to priority calls/sessions when network resources are congested, e.g., preferential treatment in any queues or buffers. 

-
If the H.248 control association utilises a transport with the possibility for prioritisation, the IBCF may apply priority using the appropriate prioritisation procedures.
-
If the MPS requires a specific MPS DSCP setting, the IBCF shall configure the TrGW to apply a specific MPS DSCP marking to the user data transport packets to indicate that the packets are of a higher priority than those for normal calls.
-
If the TrGW receives an indication to apply a specific MPS DSCP marking to the user data transport packets, it shall apply this DSCP marking to the IP headers.
NOTE 1:
Support of Diffserv procedures by the TrGW assumes:

i. An operator uses Diffserv for prioritising user plane traffic related to an MPS call/session;
ii. The interconnected networks are both capable of prioritizing user plane traffic using DiffServ;

iii. The TrGW is located directly at the border of the IP network (as an IP host entity); and
iv. The TrGW is part of the DiffServ domain.
-
When the IBCF marks a Context with priority information, the TrGW may use the priority information for selecting resources for the media and signaling transport with priority. The following actions may be taken by the TrGW if it has reached a congested state:

i)
seize priority reserved resources; or
ii)
if resources are completely congested, indicate that in a Command Response error code.

NOTE 2:
The priority information can be used to derive Layer 2 QoS marking and trigger priority identification and priority treatment for other QoS technologies than Diffserv.  In addition, the priority information can be used to trigger priority identification and priority treatment at the TrGW for interconnecting to networks, which do not use DSCP marking for traffic prioritization.
Annex x illustrates example use cases for MPS traffic handling by a TrGW for interworking with other technologies such as QoS marking, tunnelling, and virtual private network.
Editor's Note:
Additional procedures to place H.248 commands for an MPS call/session in a separate message are ffs.
10.2.x.1
Multimedia Priority Congestion Control Procedures

10.2.x.1.1
General

The IBCF and TrGW may support the priority treatment of a call/session identified as an MPS call/session. This clause describes the Ix signalling procedures and their interactions with SIP/ISUP signalling in the control plane and with user plane procedures to support the requirements for MPS. These Ix signalling procedures may or may not apply depending on the network configuration (e.g., whether the TrGW is shared by multiple IBCFs or whether the IBCF controls multiple TrGWs for a given route – Media Gateway Group).

The IBCF can receive a SIP INVITE with MPS priority information (see 3GPP TS 23.228 [8]).
10.2.x.1.2
TrGW Resource Congestion in ADD response, request is queued

If the IBCF requests a resource via the procedure Reserve and Configure TrGW Connection Point or Reserve TrGW Connection Point and receives an error indicating that the requested resource could not be seized (e.g., H.248 error code  #510 "insufficient resources") and the IBCF does not have an alternative TrGW through which it can route the call/session, it queues the priority call/session and gives it priority over any further Reserve and Configure TrGW Connection Point or Reserve TrGW Connection Point procedures for lower priority calls/sessions towards this TrGW until the requested resource for this queued session is successfully seized. The example sequence is shown in Figure 10.2.x.1.2.1.
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Figure 10.2.x.1.2.1: Request to reserve TrGW MPS Priority call resources when TrGW is congested

10.2.x.1.3
TrGW Resource Congestion in ADD response, IBCF seizes new TrGW
If the IBCF requests a resource via the procedure Reserve and Configure TrGW Connection Point or Reserve TrGW Connection Point and receives an error indicating that the requested resources could not be seized (e.g., H.248 error code  #510 "insufficient resources") and Media Gateway Groups are implemented, it seizes a new TrGW from the same Media Gateway Group before resorting to any queuing of the priority call/session (as described in 10.2.x.1.2) to enable the MPS call/session to proceed as early as possible.

10.2.x.1.4
TrGW Priority Resource Allocation

If the TrGW supports the Priority information (e.g., determined through provisioning or package profile), the IBCF requests a resource via the procedure Reserve and Configure TrGW Connection Point or Reserve TrGW Connection Point and includes the Priority information. The TrGW may then provide priority allocation of resources once a congestion threshold is reached. If the TrGW is completely congested, it shall indicate this to the IBCF as described in 10.2.x.1.2. The example sequence is shown in Figure 10.2.x.1.4.1.
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Figure 10.2.x.1.4.1: Request to reserve TrGW MPS Priority call resources when TrGW is congested, priority resources are allocated
10.2.x.1.5
TrGW Priority User Data marking

The IBCF may request the streams associated to an MPS Priority Call to be marked with certain priority code point as described in subclause 10.2.7 for the case of interworking between two networks that are both DiffServ capable.  The TrGW shall then mark each IP packet header accordingly. The example sequence is shown in Figure 10.2.x.1.5.1.
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Figure 10.2.x.1.5.1: Request to reserve TRGW call resources and apply DSCP marking for MPS
* * * Next Change * * * *

10.4.1.1
Reserve TrGW Connection Point
This procedure is used to reserve an termination at the TrGW.

Table 10.4.1.1.1: Reserve TrGW Connection Point

	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Reserve TrGW Connection Point


	IBCF
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Emergency Call Indicator
	O
	This information element identifies the call as emergency call that requires a preferential handling.

	
	
	Priority information
	O
	This information element requests the TrGW to apply priority treatment for the terminations and bearer connections in the specified context.

	
	
	Termination Request
	M
	This information element requests a new termination for the bearer to be established.

	
	
	IP Interface
	O
	This information element specifies the type of external interface to be used for the IP termination (e.g. MboIP).

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) (e.g. codec, auxiliary payload types) for which the TrGW shall be prepared to receive user data. May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	ReserveValue
	C
	This information element indicates if multiple local resources are to be reserved.
This information element shall be included if a speech codec and auxiliary payload types are configured.

	
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number on the TrGW that the remote end can send user plane data to.

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This may be included if remote source address filtering is included. It shall not be included if remote source address filtering is not included.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	RTCP handling
	O
	Indicates whether or not the TrGW shall reserve a port for an RTCP flow. 

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the IP termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in theIP header in packets sent on the IP termination should be copied from the received value or set to a specific value.

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the IP termination.

	
	
	Traffic Policing Required
	O
	This information element indicates that policing of the media flow is required.

	
	
	Peak Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2)

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2)

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream.

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.

	
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	
	
	Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	
	
	Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	
	
	ECN Enable
	O
	This information element requests the TrGW to apply ECN procedures 

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the TrGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	
	
	Congestion Response Method
	C
	This information element specifies the ECN Congestion Response Method; receiver driven or sender driven. The default is "received driven congestion control". It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN ECT Marking
	C
	This information element specifies the ECN ECT Marking. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN Mode
	C
	This information element specifies the ECN Mode. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	RTCP Feedback
	C
	This information element specifies the RTCP Feedback support. (NOTE 3)

	
	
	XR Summary Report
	C
	This information element specifies the support of XR Summary Reporting.

	
	
	Notify ECN Failure Event
	C
	This information element requests a notification if a ECN failure occurs. It may only be supplied if ECN is enabled and the TrGW acts as ECN endpoint.

	Reserve TrGW Connection Point Ack
	TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Termination
	M
	This information element indicates the termination where the command was executed.

	
	
	Local IP Resources
	C
	This information element indicates the resources that the TrGW has reserved to receive the user plane data from the remote peer. This information element shall be present if it was contained in the request. If the information element was not contained in the request, it may be present in the reply.

	
	
	Local Connection Address
	M
	This information element indicates the IP address and port on the TrGW that shall receive user plane data from the remote peer.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.

NOTE 2:
At least one of these information elementsshall be present when policing is required.
NOTE 3:
This parameter does not need to be signalled if support is for 3GPP defined ECN only.


* * * Next Change * * * 
10.4.1.3
Reserve and Configure TrGW Connection Point
This procedure is used to reserve and configure multimedia-processing resources for a termination at the TrGW.
Table 10.4.1.3.1: Reserve and Configure TrGW Connection Point
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	 Reserve and Configure TrGW Connection Point
	IBCF
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Emergency Call Indicator
	O
	This information element identifies the call as emergency call that requires a preferential handling.

	
	
	Priority information
	O
	This information element requests the TrGW to apply priority treatment for the terminations and bearer connections in the specified context.

	
	
	Termination/  Termination Request
	M
	This information element indicates the existing bearer termination or requests a new termination for the bearer to be established.

	
	
	IP Interface
	O
	This information element specifies the used interface type for the IP termination (e.g. MboIP).

	
	
	Local IP Resources
	C
	This information element indicates the resource(s) (e.g. codec, auxiliary payload types) for which the TrGW shall be prepared to receive user data May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	Remote IP Resources
	C
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the TrGW shall use to send user data. May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	Reserve Value
	C
	This information element indicates if multiple IP resources are to be reserved. This information element shall be included if a speech codec and auxiliary payload types are configured.

	
	
	Local Connection Address request
	M
	This information element requests an IP address and a port number on the TrGW that the remote end can send user plane data to.

	
	
	Remote Connection Address
	M
	This information element indicates the IP address and ports of the remote party that the TrGW can send user plane data to. 

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This may be included if remote source address filtering is included. It shall not be included if remote source address filtering is not included.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	RTCP handling
	O
	This information element indicates whether or not the TrGW shall reserve a port for an RTCP flow.

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the IP termination.

	
	
	Traffic Policing Required
	O
	This information element indicates that policing of the media flow is required.

	
	
	Peak Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2)

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2)

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream.

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the IP termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in theIP header in packets sent on the IP termination should be copied from the received value or set to a specific value.

	
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	
	
	Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	
	
	Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	
	
	ECN Enable
	O
	This information element requests the TrGW to apply ECN procedures.

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the TrGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	
	
	Congestion Response Method
	C
	This information element specifies the ECN Congestion Response Method; receiver driven or sender driven. The default is "received driven congestion control". It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN ECT Marking
	C
	This information element specifies the ECN ECT Marking. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN Mode
	C
	This information element specifies the ECN Mode. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	RTCP Feedback
	C
	This information element specifies the RTCP Feedback support. (NOTE 3)

	
	
	XR Summary Report
	C
	This information element specifies the support of XR Summary Reporting.

	
	
	Notify ECN FailureEvent
	C
	This information element requests a notification if a ECN failure occurs due to ECN. It mayonly be supplied if ECN is enabled and the TrGW acts as ECN endpoint.

	Reserve and Configure TrGW Connection Point
Ack
	TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Termination
	M
	This information element indicates the termination where the command was executed.

	
	
	Local IP Resources
	C
	This information element indicates the resources that the TrGW has reserved to receive the user plane data from the remote side. This information element shall be present if it was contained in the request. 

If the information element was not contained in the request, it may be present in the reply.

	
	
	Remote IP Resources
	O
	This information element indicates the resource (i.e. codec) that the TrGW shall use to send user data.

	
	
	Local Connection Addresses 
	M
	This information element indicates the IP address and port on the TrGW that shall receive user plane data.

	
	
	Remote Connection Address
	O
	This information element indicates the IP address and port that the TrGW can send user plane data to. 

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.

NOTE 2:
At least one of these information elements shall be present when policing is required.
NOTE 3:
This parameter does not need to be signalled if support is for 3GPP defined ECN only.


* * * End of Changes * * * *
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