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Overall description: This paper raises concern about the DSCP solution for the SIRIG and proposes to postpone the work for the stand alone TDF scenario to Rel-12.

1. Background

CT3 and CT4 have been tasked for the SIRIG work. For Rel-11, the scope of the work is limited to GERAN access and S5 PMIP network consideration is out of scope for this release. CT4 has been assigned for architecture level and core network signaling. CT3 work is PCC related. During the discussion/study/work, there are two main scenarios identified to be covered; one is PCEF enhanced with ADC, other is standalone TDF. The current proposed solution for the PCEF enhanced with ADC scenario is to convey service id by GTP-U header extension. The current proposed solution for the TDF is to convey service id between TDF and PCEF by DSCP within IP header, and GTP-U header extension "from PCEF toward RAN".
2. CT4 analysis: pros and cons for solutions
During offline discussion, on the CT4 reflector there were some concerns raised for the DSCP solution in particular for the "stand alone TDF" scenario and they were reflected as pros and cons. CT4 now focuses on the work for "PCEF enhanced with ADC" scenario and the discussion for the TDF scenario sill continues and not yet reached concrete consensus.
Raised Issues on the DSCP solution for "the standalone TDF scenario" as Cons:

a) Requires DSCP remarking of Inner IP packets sent to the UE. If the UE is the packet’s final destination, this may not be an issue. But when the UE forwards the packet onto another network (acting as a “mobile router”), this will have an impact how the packet is handled further downstream.       

b) Limited set of available DSCP values with a meaning already specified. 
If this set was insufficient, and new additional values had to be defined in future, for IP routers to support these new values, the work should probably involve the IETF.    

c) If there are other specs and recommendations on how to use the DSCP (from 3GPP, GSMA, IETF, vendors, transport providers, etc), there is a risk for conflicts if we add a new usage and meaning for to same field. For example, 3GPP TS23.234 Annex H describes the usage of the DSCP field "as defined by the GSMA IR.34". This means that this description is already referred and used in many operator networks.
=========excerpt from TS23.234 Annex H.4===========
H.4
IR 34 specifications from GSMA

GSMA's IREG 34 is a specification for the GRX. It also describes how DiffServ's bits are interpreted by the inter PLMN backbone (GRX). Table H.3 shows this mapping.

Table H.3: QoS mapping in GRX

	3GPP QoS Information
	Diffserv PHB
	DSCP
	QoS Requirement on GRX
	Service Example

	Traffic Class
	THP
	
	
	Max Delay
	Max Jitter
	Packet Loss
	SDU Error Ratio
	

	Conversational
	N/A
	EF
	101110
	20ms
	5ms
	0.5%
	10-6
	VoIP, Video Conferencing

	Streaming
	N/A
	AF41
	100010
	40ms
	5ms
	0.5%
	10-6
	Audio/Video Streaming

	Interactive
	1
	AF31
	011010
	250ms
	N/A
	0.1%
	10-8
	Transactional Services

	
	2
	AF21
	010010
	300ms
	N/A
	0.1%
	10-8
	Web Browsing

	
	3
	AF11
	001010
	350ms
	N/A
	0.1%
	10-8
	Telnet

	Background
	N/A
	BE
	000000
	400ms
	N/A
	0.1%
	10-8
	E-mail Download


=========excerpt ends===========
d) For standalone TDF, puts a requirement on the underlying IP transport network between the TDF and PGW to support the DSCP values selected for SIRIG (i.e. to recognize these values, put the packets in the right queue, not delete or re-mark the packets, and not trigger any alarm), and indirectly on all other traffic and services using the same IP network (to not interfere by using the same values for something else).  
In cases where the mobile operator buys IP connectivity as a transport service from another provider, all possible DSCP values may not be available for use. 
3. Other concerns about DSCP use for SIRIG
There are also some concerns to adopt DSCP solution as shown below:

1. DSCP is originally designed for the priority IP packet routing and this feature is quite important tool for the operators as basic mechanism of the IP level packet routing management in the network. If SIRIG uses "limited" DSCP space for conveying service id, original DSCP values are missing.
2. Both for IPv4 and IPv6, 8bit length field are prepared for the DSCP as in Type of service/Traffic class in IP header. Actually 6bits are used for DSCP itself and 2bits are just for reservation. On the other hand, SIRIG is going to define 8bit length Service Class Identifier, even though 4bit lengths are just for reservation. This means there is no enough space in Type of service/Traffic class filed to convey at least 4bit length "different purpose" information without missing original DSCP values. The current proposal of actual values in DSCP is descried as "operator-configurable values"; however it is realistically impossible to manage the values.
4. Conclusion and proposal
With consideration of the issues shown in section 2 and 3, it proposes to postpone the work for the standalone TDF scenario to Rel-12 for more careful study e.g. whether DSCP can be used for SIRIG without interferences of original features. In Rel-12 UPCON work will come, S5 PMIP scenario consideration, expanding target RAT are also expected, therefore studying all together is reasonable approach at this stage.
















































