Page 1



3GPP TSG-CT WG3 Meeting #68-BIS 
(
C3-120561
Taipei, Taiwan, 16 – 20 April 2012
	CR-Form-v9.7

	CHANGE REQUEST

	

	(

	29.215
	CR
	0229
	(

rev
	-
	(

Current version:
	11.4.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	S9a Protocol for NSWO scenario

	
	

	Source to WG:
(

	Ericsson

	Source to TSG:
(

	C3

	
	

	Work item code:
(

	BBAI-BBII-CT
	
	Date: (

	2012-04-20

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	Rel-11

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)

	
	

	Reason for change:
(

	In SA2#89, NSWO scenarios were included and the related S9a impacts need to be covered in stage 3. Stage 2 has defined a different treatment in the support of S9a for EPC-routed and NSWO, using different messages and information elements in each case.
S9a reference point needs to be specified in such a way that allows the specific applicability of each case. 

It is proposed that S9a reference point supports two Diameter applications in order to easily differentiate the scenarios and avoid complexity in both BPCF and PCRF to identify the supported scenario and the applicable information elements.

The protocol commands and required AVPs are defined according to that approach.



	
	

	Summary of change:
(

	The S9a reference point definition is changed to allow two different Diameter applications. A new clause A.X is included in order to include all protocol details (commands, AVPs, etc) related to the new application.

	
	

	Consequences if 
(

not approved:
	CT3 Specification will be in conflict with SA2 Specification.  

	
	

	Clauses affected:
(

	A.3.1; A.X; A.X.1;A.X.2; A.X.3; A.X.3.1; A.X.4; A.X.4.1; A.X.5; A.X.5.1; A.X.5.2; A.X.5.3; A.X.5.4; A.X.6; A.X.6.1; A.X.6.2; A.X.6.3; A.X.6.4; A.X.6.5; 

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


*** 1st Change ***

A.3.1 
S9a Reference Point

The S9a reference point is located between the PCRF in the PLMN and BPCF in the Fixed Broadband Access Network (BPCF) for the non-roaming case and between the the PCRF in the VPLMN (V-PCRF) and the BPCF in the Fixed Broadband Access Network (BPCF) for the roaming case. The S9a reference point enables transfer of dynamic QoS control policies from the (V-)PCRF to the BPCF for the purpose of allocation of QoS resources in the Fixed Broadband Access Network.

Two Diameter applications are used over the S9a reference point: S9 and S9a*. The purpose of the S9a Diameter application is to transfer QoS rules from the (V-)PCRF to the BPCF in the EPC-Routed scenario. The purpose of the S9a* Diameter application is to transfer PCC rules from the (V-)PCRF to the BPCF in the NSWO scenario.
*** 2nd Change ***

A.X
S9a* Protocol

A.X.1
Protocol support
The S9a* application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the Application-ID for the S9a* Application in the present release is xxxxxxx. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE:
A route entry can have a different destination based on the application identification AVP of the message.  Therefore, Diameter agents (relay, proxy, redirection, translation agents) must be configured appropriately to identify the 3GPP S9a application within the Auth-Application-Id AVP in order to create suitable routeing tables.

Due to the definition of the commands used in the S9a* protocol, there is no possibility to skip the Auth-Application-Id AVP and use the Vendor-Specific-Application-Id AVP instead. Therefore the S9a application identification shall be included in the Auth-Application-Id AVP.
A.X.2 
Initialization, maintenance and termination of connection and session
The initialization and maintenance of the connection between each BPCF/(V-)PCRF pair is defined by the underlying protocol. Establishment and maintenance of connections between Diameter nodes is described in IETF RFC 3588 [6].

After establishing the transport connection, the BPCF and the (V-)PCRF shall advertise the support of the S9a* specific Application by including the value of the application identifier in the Auth-Application-Id AVP and the value of the 3GPP (10415) in the Vendor-Id AVP of the Vendor-Specific-Application-Id AVP contained in the Capabilities‑Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands are specified in the Diameter base protocol (IETF RFC 3588 [6]).
A.X.3
S9a* specific AVPs
A.X.3.1
General
There are no S9a* specific AVPs. 
A.X.4
S9a* re-used AVPs
A.X.4.1
General
Table A.X.4.1.1 lists the Diameter AVPs re-used by the S9a* Diameter Application from other reference points (e.g. Gx, Gxx, S9 reference points) and other existing Diameter Applications, reference to their respective specifications, short description of their usage within the S9a reference point, the applicability of the AVPs to a specific access, and which supported features the AVP is applicable to. When reused from S9 reference point, the specific clause in the present specification is referred. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table A.8.4.1.1, but they are re-used for the S9a reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings. Where RADIUS VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in IETF RFC 4005 [12] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.

Table A.X.4.1.1: S9a* re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Acc. type
	Applicability
Note 1 

	Called-Station-Id
	IETF RFC 4005 [12]
	It is set to a fixed value and ndicates that the S9a session is related to NSWO traffic. It is a fixed value set by the operator. The naming convention is left to operator’s implementation decision.

	Non-3GPP-EPS


	PC

	CC-Request-Number
	IETF RFC 4006 [9]
	The number of the request for mapping requests and answers
	Non-3GPP-EPS


	PC

	CC-Request-Type
	IETF RFC 4006 [9]
	The type of the request (initial, update, termination)
	Non-3GPP-EPS


	PC

	IP-CAN-Type
	3GPP TS 29.212 [3]
	Indicates the type of Connectivity Access Network that the user is connected to. It is set to Non-3GPP-EPS.
	Non-3GPP-EPS


	PC

	QoS-Information
	3GPP TS 29.212 [3]
	Defines the QoS information that can be accepted by the BPCF.
	Non-3GPP-EPS
	PC

	Charging-Rule-Install
	3GPP TS 29.212 [3]
	It is used to activate, install or modify PCC rules as instructed from the PCRF to the BPCF. Only Charging-Rule-Definition, Charging-Rule-Name, Charging-Rule-Base-Name are applicable.


	Non-3GPP-EPS


	PC

	Charging-Rule-Remove
	3GPP TS 29.212 [3]
	It is used to deactivate or remove PCC rules in the BPCF.
	Non-3GPP-EPS


	PC

	Charging-Rule-Report
	3GPP TS 29.212 [3]
	It is used to report the status of the PCC Rules.
	Non-3GPP-EPS


	PC

	RAT-Type
	3GPP TS 29.212 [3]
	Identifies the radio access technology that is serving the UE. It shall be set to BBF-WLAN.
	Non-3GPP-EPS


	PC

	Session-Release-Cause
	3GPP TS 29.212 [3]
	Indicate the reason of termination initiated by the PCRF. 
	Non-3GPP-EPS


	PC

	Subscription-Id
	IETF RFC 4006 [9]
	The identification of the subscription (i.e. IMSI)
	Non-3GPP-EPS


	PC

	Supported-Features
	3GPP TS 29.229 [7]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange
	Non-3GPP-EPS


	PC

	UE-Local-IP-Address
	3GPP TS 29.212[3]
	Contains the UE local IP address
	Non-3GPP-EPS
	PC

	NOTE 1:
AVPs marked with “PC” are applicable to policy control.



A.X.5
S9a* specific Experimental-Result-Code AVP values

A.X.5.1 
General
IETF RFC 3588 [6] specifies the Experimental-Result AVP containing Vendor-ID AVP and Experimental-Result-Code AVP. The Experimental-Result-Code AVP (AVP Code 298) is of type Unsigned32 and contains a vendor-assigned value representing the result of processing a request. The Vendor-ID AVP shall be set to 3GPP (10415).
A.X.5.2
Success
Result Codes that fall within the Success category are used to inform a peer that a request has been successfully completed.

The Result-Code AVP values defined in Diameter base protocol, IETF RFC 3588 [6], shall be applied.
A.X.5.3


Permanent Failures
Errors that fall within the Permanent Failures category shall be used to inform the peer that the request failed, and should not be attempted again.

The Result-Code AVP values defined in Diameter base protocol, IETF RFC 3588 [6], and 3GPP TS 29.212 [3] are applicable. 
A.X.5.4
Transient Failures
Errors that fall within the transient failures category are used to inform a peer that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future.
No transient failure is identified in this release.
A.X.6
S9a* Messages

A.X.6.1
S9a* Application
S9a* Messages are carried within the Diameter Application(s) described in clause A.X.1.

Existing Diameter command codes from the Diameter base protocol, IETF RFC 3588 [5], and the Diameter Credit Control Application, IETF RFC 4006 [9], are used. AVPs from other Diameter applications that are re-used are defined in clause A.X.4. Due to the definition of these commands there is no possibility to skip the Auth-Application-Id AVP and use the Vendor-Specific-Application-Id AVP instead. Therefore the S9a* application identifier shall be included in the Auth-Application-Id AVP.

NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the DCC Application, IETF RFC 4006 [9], or Diameter base protocol, IETF RFC 3588 [5].
A.X.6.2
CC-Request (CCR) Command
The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flags field, is sent by the BPCF to the PCRF in order to initiate an S9a session establishment and to request PCC rules. The CCR command is also sent by the BPCF to the PCRF in order to indicate PCC rule related events.
Message Format:
<CC-Request> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }





 [ Destination-Host ]





 [ Origin-State-Id ]





 [ Subscription-Id ]




 [ Called-Station-Id ]




*[ Supported-Features ]
                *[ Charging-Rule-Report ]





 [ IP-CAN-Type ]





 [ RAT-Type ]




 [ UE-Local-IP-Address ]





 [ Termination-Cause ]
                *[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
A.X.6.3
CC-Answer (CCA) Command
The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the BPCF in response to the CCR command. It is used to provision PCC rules for the S9a session.
Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }




*[ Supported-Features]
                *[ Charging-Rule-Install ]

                *[ Charging-Rule-Remove ]
                 [ Origin-State-Id ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]




*[ AVP ]
A.X.6.4
Re-Authorization-Request (RAR) Command
The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the BPCF in order to provision PCC rules and address information for the S9a session.

Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }




 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }





 [ Origin-State-Id ]
                *[ Charging-Rule-Install ]

                *[ Charging-Rule-Remove ]




 [ Session-Release-Cause ]




*[ Proxy-Info ]





*[ Route-Record ]




*[ AVP ]

A.X.6.5
Re-Authorization-Answer (RAA) Command
The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, is sent by the BPCF to the PCRF in response to the RAR command.

Message Format:

<RA-Answer> ::=  < Diameter Header: 258, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Origin-State-Id ]

                 [ QoS-Information ]

                *[ Charging-Rule-Report ]





 [ Error-Message ]





 [ Error-Reporting-Host ] 





*[ Failed-AVP ]





*[ Proxy-Info ]




*[ AVP ]
*** End of Changes ***
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