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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 29.210: "Charging Rule Provisioning over Gx Interface".

[3]
Void.

[4]
Void.

[5]
IETF RFC 3588: "Diameter Base Protocol".

[6]
Void.

[7]
3GPP TS 23.203: "Policy Control and Charging architecture".

[8]
3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".

[9]
IETF RFC 4006: "Diameter Credit Control Application".

[10]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point".

[11]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[12]
IETF RFC 4005: "Diameter Network Access Server Application".

[13]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification".

[14]
3GPP TS 29.229: "Cx and Dx interfaces based on Diameter protocol; Protocol details".

[15]
IETF RFC 3162: "Radius and IPv6".

[16]
3GPP TS 32.295: "Telecommunication management; Charging management; Charging Data Record (CDR) transfer".

[17]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[18]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".
[19]
3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging applications ".
[20]
3GPP2 X.S0011-E v1.0: "cdma2000 Wireless IP Network Standard".
[21]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".
[22]
3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[23]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[24]
3GPP2 X.S0057-0 v2.0: "E-UTRAN – eHRPD Connectivity and Interworking: Core Network Aspects".
[25]
3GPP TS 23.003: "Numbering, addressing and identification".
[26]
3GPP TS 29.272: "3GPP Evolved Packet System. Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".

[27]
3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[28]
3GPP TS 29.275: "Proxy Mobile IPv6 (PMIPv6) based Mobility and Tunnelling Protocols; Stage 3".

[29]
3GPP TS 43.318: "Generic access to the A/Gb interface; Stage 2".
[30]
3GPP2 X.S0062-0 v1.0: "PCC for cdma2000 1x and HRPD Networks ".
[31]
3GPP TS 23.228: "IP multimedia subsystem; Stage 2".
[32]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access.

[33]
3GPP TS 23.380: "IMS Restoration Procedures".

[34]
Void.
[35]
3GPP TS 23.261: "IP flow mobility and seamless Wireless Local Area Network (WLAN) offload; Stage 2".
[36]
IETF RFC 3046: "DHCP Relay Agent Information Option".
[37]
ETSI TS 283 034 v2.2.0: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Network Attachment Sub-System (NASS); e4 interface based on the DIAMETER protocol".
[38]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[39]
3GPP TS 29.335: "User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3".
[40]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
[41]
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".
[xx]
3GPP TS 29.281: "General Packet Radio System (GPRS) Tunnelling Protocol User Plane (GTPv1-U)".

*** 2nd Change ***

3.2
Abbreviations

For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:

ADC
Application Detection and Control

AF
Application Function 

AMBR
Aggregate Maximum Bit Rate

BBERF
Bearer Binding and Event Reporting Function 
CCA
Credit-Control-Answer (CC-Answer)

CCR
Credit-Control-Request (CC-Request)
CSG
Closed Subscriber Group

CSG-ID
Closed Subscriber Group IDentity 
DCC
Diameter Credit Control
GBR
Guaranteed Bit Rate
MPS
Multimedia Priority Service
OCS
Online charging system

OFCS
Offline charging system

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rule Function 
RAA
Re-Auth-Answer (RA-Answer)

RAR
Re-Auth-Request (RA-Request)
SCI                      Service Class Indicator
SUPL
Secure User Plane for Location 
SIRIG 
Service Indentification for RRC improvements in GERAN
TDF
Traffic Detection Function 
TDA
TDF-Session-Answer

TDR
TDF-Session-Request

UDC
User Data Convergence

UDR
User Data Repository
*** 3rd Change ***

Annex X (normative):
Service Identification for RRC Improvements
X.1
General
This annex defines the PCC related procedure on the Service Indentification for RRC improvements in GERAN (SIRIG).
Service Indentification for RRC improvements is provided either by a PCEF enhanced with ADC or a TDF. Specific IP flows are identified e.g. by means of extended packet inspection
. The PCEF adds information related to the identified service to the GTP user plane header, i.e. GTP-U header (refer to 3GPP TS 23.060 [17]). This information is then used for specific RRC improvements for that service class in the accese network.

The Service Identification for RRC Improvements is only applicable for GERAN access, and only for the Gn/Gp interfaces, and for the GTP-based S5/S8 interfaces in this Release.
NOTE: 
As an implementation option, the GGSN/PGW can insert the SCI regardless of the user's RAT type, refer to 3GPP TS 23.060 [17].
Support of Service Identification for RRC Improvements is optional in the PCEF enhanced with ADC and the TDF. Upon mobility between GERAN and other access type (e.g. UTRAN to GERAN or vice versa), the PCEF is aware of the RAT type and only supplies GTP-U extension headers for GERAN access. The PCRF does not need to control the applicable DSCP marking at the TDF/PCEF for handover. This also avoids service interruption when the RAT changes.
The Service Identification for RRC Improvements in GERAN function shall be supported for non-roaming scenario, roaming scenario with local breakout of traffic and roaming scenario with home routed traffic in certain VPLMNs based on inter-operators agreement.

A PCEF enhanced with ADC and TDF supporting Service Identification for RRC Improvements shall apply the procedures in the present clause.
X.2
Functional Elements

X.2.1
PCRF

If the SIRIG applies depending on subscriber information and operator policy, the PCRF should activate suitable pre-defined ADC rules to enable the applicable DSCP marking at the TDF.
Editor’s Note: It is FFS whether the dynamic ADC rule can be used to control the applicable DSCP marking at the TDF/PCEF.
X.2.2
PCEF

If the SIRIG applies to the PCEF enhanced with ADC, the PCEF shall add the identified Service Class Indicator to the GTP-U header that encapsulates that IP packet based on the pre-defined ADC rules per APN. The definition of the Service Class Indicator is defined in 3GPP TS 29.281 [xx].
If the SIRIG applies to the TDF, the PCEF shall map the DSCP value in the IP packets received from TDF to the Service Class Indicator, and add the Service Class Indicator to the GTP-U header based on the pre-defined ADC rules per APN.
X.2.3
TDF

The entire TDF is configured to:
A) either perform DSCP marking/remarking (either to mark IP packet with the correct DSCP codepoint or to guarantee that no DSCP marks from un-trusted sources are forwarded to the GGSN/PGW) 

B)    or not mark the passed IP packets with DSCP codepoints at all.


The applicable DSCP marking for an application is part of the preconfigured information within the corresponding pre-defined ADC rules at the TDF.
X.3
PCC procedures

X.3.1
PCEF enhanced with ADC
If a down link service data flow is identified by the pre-defined ADC rule which is applied for the SIRIG, the PCEF shall add the Service Class Indicator with that value to the GTP-U header that encapsulates that IP packet.
Editor’s Note: It is FFS if pre-defined PCC rules can also be used.
X.3.2
TDF and separate PCEF
X.3.2.1
TDF Procedures
If a down link service data flow is identified by the pre-defined ADC rule which is applied for the SIRIG, the TDF shall provide that DSCP value within the IP header of that IP packet. For pre-defined ADC rules without DSCP value and IP packets not matching any ADC rules, the TDF shall then perform DSCP marking with a configured default value.
X.3.2.2
PCEF Procedures
If a down link service data flow is identified by the pre-defined ADC rule which is applied for the SIRIG per APN, the PCEF shall map the DSCP value in the IP packets received from TDF to the Service Class Indicator, and add the Service Class Indicator to the GTP-U header based on the pre-defined ADC rules.
If the PCEF receives the default DSCP value from the TDF, the PCEF does not perform the mapping between default DSCP values and SCI. 
*** 4th Change ***

4.3b.2
Application Detection and Control Rule Definition
The purpose of the ADC rule is to apply the detection and enforcement actions for the specified application traffic.
The PCEF shall select an ADC rule for the traffic, matching the application definition. When a traffic matches an application definition, the matching process for that traffic is completed, and the ADC rule for that application shall be applied.

There are two different types of ADC rules as defined in [7]:

-
Dynamic ADC rules. Dynamically provisioned by the PCRF to the PCEF. These ADC rules may be either predefined or dynamically generated in the PCRF. Dynamic ADC rules can be installed, modified and removed at any time. The dynamic ADC rules are applicable only in case of solicited application reporting.
-
Predefined ADC rules. Preconfigured in the PCEF. In the case of solicited reporting, the Predefined ADC rules can be activated or deactivated by the PCRF at any time. Predefined ADC rules within the PCEF may be grouped allowing the PCRF to dynamically activate a set of ADC rules.

An ADC rule consists of:

-
a rule identifier;

-
TDF application identifier;

-
monitoring key;

-
gate status;

-
UL maximum bit rate;

-
DL maximum bit rate;

-
redirect;
-
DSCP marking;
-
SCI;
The rule identifier shall be used to reference an ADC rule in the communication between the PCEF and the PCRF.

The TDF application identifier shall be used to reference the corresponding application, for which the rule applies.

The monitoring key for an ADC rule identifies a monitoring control instance that shall be used for usage monitoring control of a particular application or a group of applications (as identified by the ADC rule(s)) or all detected traffic belonging to a specific TDF session.
NOTE:
TDF session level monitoring is applicable only for ADC rules used over Sd.

The gate status indicates whether the application, identified by the TDF application identifier, may pass (gate is open) or shall be blocked (gate is closed) in uplink and/or in downlink direction.

The UL maximum bitrate indicates the authorized maximum bitrate for the uplink component of the detected application traffic.

The DL maximum bitrate indicates the authorized maximum bitrate for the downlink component of the detected application traffic.

The Redirect indicates whether the detected application traffic should be redirected to another controlled address. The target redirect address may also be included.
The DSCP marking indicates the DSCP value applied to the application traffic identified by the TDF application identifier;
SCI indicates the value PCEF shall be mapped from the DSCP value in the IP packets received from TDF.
* End of Changes ***

�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark appropriate boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Office® 2003 applications. Prefered format is ISO standard yyyy-MM-dd.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected and the CRs which are linked. This is particularly important where the affected specs belong to a different working group than that which will agree the present CR.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.


�The DPI may be sensitive to the network neutrality





