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1. Introduction
The Sy protocol lies between OCS and PCRF, at business level to address bill shock propoblem; it aims at the enablement of OCS, for how the balance information, spending information during a period can affect the behaviour of end user consuming. Sy protocol would timely fulfil the technical gap for OCS to impact bearer per QoS control and flow control at PCEF. 
In order to align the OCS functionality definition with protocol, the present document provides a couple of issues for discussion below in CT3/SA5.
2. Proposal for Discussin
2.1 “Spending Limit Request” to “Policy Counter Requst”?
Spending limit is from the use case as human awareness. Technically OCS recognizes Counter for spending information for policy enforcement purpose. 
Conclusion: in protocol definition, it’s proposed to replace “Spending Limit Request” by  more comprehensive term like “Policy Counter Request/Policy Counter Answer”
2.2 Procedure for Notification from OCS to PCRF?
Should a command is designed for notification from OCS to PCRF or re-use Diameter Re-Authorization-Request issued by OCS for PCRF to trigger another intermediate Policy Counter Request?
Proposal of using only SLR for spending limit request for SNR/SNA, STR/STA














2.3 To RE-USE CCR/CCA as base protocol, or introduce NEW command for policy counter request?
Current 29.219 is proposing to use new Diameter command, SLR/SLA, SNR/SNA, STR/STA, 
IETF RFC4006 for Diameter Credit Control is used for Gx between PCRF and PCEF for policy enforcement from PCRF to PCEF, Ro between OCS and CTF for online charging.
Benefit:
1. To Re-use CCR/CCA from IETF above, it might be simplified in OCS/PCRF implementation, in consideration CCR/CCA has been well supported at PCRF and OCS
2. To reuse Re-Authorization-Req/Re-Authorization-Answer with no further definition from IETF
3. No interaction needed with IETF IANA, 3GPP only needs specify its CC-Request-Type, and AVP for policy counter
4. Only one command is needed, applying to different purpose, for session setup, abortion, update, passive notification through value of Request-Type
Shortcoming:
New command name could be better mapped to this specific application for readers.
Conclusion:
Diameter Header 272(for CCR/CCA)  from IETF4006 can be considered to be alternative approach, Sy focuses on developing Policy-Counter-Status-Report
< CCR > ::= <Diameter Header: 272, REQ, PXY >

                 < Session-Id >

                 { Auth-Application-Id }

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 [ Destination-Host ]

                 [ Origin-State-Id ]

                 { CC-Request-Type }

                *[ Subscription-Id ]

                 [ Called-Station-Id ]
                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ AVP ]
<CCA> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]




*[ Policy-Counter-Status-Report ]




 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]




 [ Origin-State-Id ] 




*[ Redirect-Host ]





 [ Redirect-Host-Usage ]





 [ Redirect-Max-Cache-Time ]




*[ Proxy-Info ]




*[ AVP ]
2.4 Scope in 29.219 and 32.299?
TS29.219 as the protocol definition works as the parameters and command level definitions’ holder.
Conclusion: To make sure the definition can work very well both with PCRF and OCS, the behavious of OCS/PCRF as its functionality is proposed to go to respective spec, i.e. 32.296. 
5. Detailed Proposal
The detailed proposed CR implied in this discussion paper is partly attached as the change against 29.219.
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Additional discussion(if needed):

…

Proposed changes:

*** 1st Change ***

[bookmark: _Toc374930449][bookmark: _Toc436619240][bookmark: _Toc451844170][bookmark: _Toc466346614][bookmark: _Toc466352931][bookmark: _Toc496418246][bookmark: _Toc497790724][bookmark: _Toc497790745][bookmark: _Toc303016606]1	Scope

The present document provides the stage 3 specification of the Sy reference point for the present release. The functional requirements and the stage 2 specifications of the Sy reference point are contained in 3GPP TS 23.203 [2]. The Sy reference point lies between the Policy and Charging Rule Function (PCRF) and the Online Charging System (OCS). OCS functionality for policy counter provision management pertaining to Sy is specified in 3GPP TS 32.296[16].

*** 2nd Change ***

[bookmark: _Toc303016607]2	References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-	For a specific reference, subsequent revisions do not apply.

-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]	3GPP TS 23.203: "Policy Control and Charging architecture".

[3]	IETF RFC 3588: "Diameter Base Protocol".

[4]	IETF RFC 4005: "Diameter Network Access Server Application"

[5]	IETF RFC 4006: "Diameter Credit Control Application".

[6]	IETF RFC 5719: "Updated IANA Considerations for Diameter Command Code Allocations”

[7]	IETF RFC 2234: "Augmented BNF for syntax specifications".

[8]	3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".

[9]	3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[10]	3GPP TS 29.335: "User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3".

[11]	3GPP TS 23.008: "Organization of subscriber data".

[12]	3GPP TS 33.210: "3G Security; Network Domain Security; IP Network Layer Security".

[13]	IETF RFC 791: "Transmission Control Protocol".

[14]	IETF RFC 4960: "Stream Control Transmission Protocol".

[15]	3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol".

[16]                      3GPP TS 32.296: "Telecommunication management; charging management; Online Charging System (OCS) applications and interfaces"

*** 3rd Change ***

[bookmark: _Toc116446785][bookmark: _Toc303016619]4.5	Spending Limits procedures over Sy reference point

[bookmark: _Toc81818230][bookmark: _Toc116446786][bookmark: _Toc303016620]4.5.1	Initial/Intermediate Spending Limit Report Request

[bookmark: _Toc303016621]4.5.1.1	General

This procedure shall be used by the PCRF to request the status of policy counters available at the OCS, and to subscribe or unsubscribe to updates of policy counters by the OCS.

This procedure is mapped to the Spending-Limit-Request/Answer commands specified in section 5.6.

Table 4.5.1.1/1: Initial/Intermediate Spending Limit Report Request

		Information element name

		Mapping to Diameter AVP

		Cat.

		Description



		User Identity

		Subscription-Id

		M

		This field contains the identification of the user that associate with the counter within  OCS, as defined in IETF RFC3588[3]This IE shall contain the identity of the user.



		Request Type

		SL-Request-Type

		M

		This IE shall indicate whether this is the initial, or a subsequent intermediate or termination request for the user and the PDN connection.



		APN

(See TS 23.008 [11])

		Called-Station-Id

		O

		If present, this IE shall contain the APN. 







Editor's Note: The AVPs to subscribe/unsubscribe to changes in status for specific policy counters are FFS.

Table 4.5.1.1/2: Initial/Intermediate Spending Limit Report Response

		Information element name

		Mapping to Diameter AVP

		Cat.

		Description



		Policy Counter Status Report

		Policy-Counter-Status-Report

		O

		If present, this information Used as defined in 3GPP TS 32.296[12]element shall contain a policy counter identifier and the current status value.



		Result

		Result-Code

		M

		This IE shall contain the result of the operation.







[bookmark: _Toc303016622]4.5.1.2	Detailed behaviour of the PCRF

The PCRF shall make use of this procedure when it determines for a subscriber that 

-	Policy decisions depend on the status of policy counter(s) to which the PCRF does not have an existing subscription for status change notifications.

-	Policy decisions no longer depend on policy counter(s) to which the PCRF has an existing subscription for status change notifications.

Editor's Note: It is FFS whether it is appropriate to use this procedure to remove all subscriptions. 

In the initial request, i.e. when the request is sent for the first time for the Subscriber and APN, the PCRF shall set the SL-Request-Type AVP to the value INITIAL_REQUEST (0). For subsequent requests for the same Subscriber and APN, the PCRF shall set the SL-Request-Type AVP to INTERMEDIATE_REQUEST (1).

Editor's Note: The scope of Sy session is FFS (i.e. per Subscriber or per Subscriber per APN).

For each policy counter that the PCRF requires the current status and notifications of future status changes, the PCRF shall indicate the concerned policy counter identifiers in the request. Alternatively in the initial request, the policy counter identifiers may be omitted if the PCRF requires the current status and notifications of future status changes of all available policy counters.

Editor's Note: The mechanism to subscribe/unsubscribe to changes in status for specific policy counters is FFS.

Editor’s Note: It is FFS whether the Called-Station-Id and Subscription-Id should only be sent on an initial message,

[bookmark: _Toc303016623]4.5.1.3	Detailed behaviour of the OCS

Upon reception of the request from the PCRF, the OCS shall check if there is an ongoing Sy session associated with the received Session-Id AVP. If there is no Sy session and the SL-Request-Type AVP is set to INITIAL_REQUEST, an Sy session is created on the OCS. If there is an Sy session and the SL-Request-Type AVP is not set to INTERMEDIATE_REQUEST (1), the OCS shall return a response with the Result-Code set to DIAMETER_INVALID_AVP_VALUE and with the Failed-AVP AVP containing the SL-Request-Type AVP. If there is no Sy session and the SL-Request-Type AVP is not set to INITIAL_REQUEST (0), the OCS shall return a response with the Result-Code AVP set to DIAMETER_UNKNOWN_SESSION_ID.

If all the policy counter identifiers are known to the OCS, it shall store the policy counter identifiers against the Sy session such that the OCS can subsequently notify the PCRF of policy counter state changes. If any of the policy counter identifier are unknown to the OCS, it shall return a response with the Result-Code AVP set to DIAMETER_INVALID_AVP_VALUE and with the Failed-AVP AVP indicating the unknown policy counter identifiers.

Editor's Note: It is FFS whether the OCS may indicate that subscription only to certain policy counters failed without the entire command failing. For example, if the PCRF requests subscription to 10 policy counters, but 1 is unknown by the OCS this could cause an answer with a Result-Code indicating the entire command failed, or an answer with a Result-Code indicating the command partially succeeded.

When the PCRF unsubscribes to state change notifications, the OCS shall remove the requested policy counter identifiers from association with the Sy session such that the OCS will no longer notify the PCRF of those policy counter state changes.

If an initial request contains no policy counter identifiers, the OCS shall store all available policy counter identifiers against the Sy session such that the OCS can subsequently notify the PCRF of policy counter state changes.

Editor's Note: The mechanism to subscribe/unsubscribe to changes in status for specific policy counters is FFS.

The OCS shall include the current status of all subscribed policy counters (if any) in the response and set the Result-Code to DIAMETER_SUCCESS.

Editor's Note: It is FFS whether the currently specified error codes are valid for the defined procedures.



[bookmark: _Toc295401445][bookmark: _Toc303016624]4.5.2	Spending Limit Report

[bookmark: _Toc303016625]4.5.2.1	General

This procedure shall be used by the OCS to notify the PCRF of changes in the status of subscribed policy counter(s).

This procedure is mapped to the Spending-Status-Notification-Request /Answer commands specified commands specified in section 5.6.

Table 4.5.2.1/1: Spending Limit Report Request

		Information element name

		Mapping to Diameter AVP

		Cat.

		Description



		Policy Counter Status Report

		Policy-Counter-Status-Report

		M

		If present, used as defined in 3GPP TS 32.296[12]this information element shall contain a policy counter identifier and the current status value.







Table 4.5.2.1/2: Spending Limit Report Response

		Information element name

		Mapping to Diameter AVP

		Cat.

		Description



		Result

		Result-Code

		M

		This IE shall contain the result of the operation.







[bookmark: _Toc303016626]4.5.2.2	Detailed behaviour of the OCS

When the status of a specific policy counter changes, the OCS shall determine the Sy sessions impacted by the change (i.e. those Sy sessions that have subscribed to staus change notifications for the changed policy counter) and send a Spending Limit Report request to the PCRF associated with each affected Sy session.

If several policy counters change status at the same time, the OCS may group the status change notifications into a single Spending Limit Report request to the PCRF by sending multiple Policy-Counter-Status-Report AVPs in the request.

[bookmark: _Toc303016627]4.5.2.3	Detailed behaviour of the PCRF

The PCRF shall acknowledge the request by sending a response with a Result-Code AVP set to DIAMETER_SUCCESS and use the status of the received policy counter(s) as input to its policy decision to apply operator defined actions, e.g. downgrade the QoS.

The PCRF shall ignore an unknown policy counter status report for all unknown policy counter identifiers.

Editor's Note: It is FFS whether an indication is provided to the OCS that a policy counter identifier is not known by the PCRF.

Editor’s Note: It is FFS whether the PCRF should initiate an Intermediate Spending Limit Report to unsubscribe to the unknown policy state change notifications.



[bookmark: _Toc295401451][bookmark: _Toc303016628]4.5.3	Final Spending Limit Report Request

[bookmark: _Toc303016629]4.5.3.1	General

This procedure shall be used by the PCRF to unsubscribe to any future updates of policy counters for a given subscriber and APN by the OCS.

This procedure is mapped to the Session-Termination-Request/Answer commands specified in RFC3588 [3].

Table 4.5.3.1/1: Final Spending Limit Report Request

		Information element name

		Mapping to Diameter AVP

		Cat.

		Description



		Termination Cause

		Termination-Cause

		M

		This IE shall contain the reason why the session was terminated. It shall be set to "DIAMETER_LOGOUT".







Table 4.5.3.1/2: Final Spending Limit Report Response

		Information element name

		Mapping to Diameter AVP

		Cat.

		Description



		Result

		Result-Code

		M

		This IE shall contain the result of the operation.







[bookmark: _Toc303016630]4.5.3.2	Detailed behaviour of the PCRF

When the PCRF decides that policy decisions for a given user no longer depend on policy counter(s) to which the PCRF has existing subscriptions for status change notifications, the PCRF shall send the Final Spending Limit Report Request to the OCS.

[bookmark: _Toc303016631]4.5.3.3	Detailed behaviour of the OCS

Upon reception of the request from the PCRF, the OCS shall check that there is an ongoing Sy session associated with the received Session-Id AVP. If there is no Sy session, the OCS shall return a response with the Result-Code AVP set to DIAMETER_UNKNOWN_SESSION_ID.

The OCS shall remove all policy counter subscriptions associated with the Sy session such that the OCS will no longer notify the PCRF of policy counter state changes and close the session by returning a response with the Result-Code AVP set to DIAMETER_SUCCESS.

Editor's Note: It is FFS whether the currently specified error codes are valid for the defined procedures.



4th Change ***

[bookmark: _Toc81642191][bookmark: _Toc98736788][bookmark: _Toc116446794][bookmark: _Toc303016641][bookmark: _Toc81639604]5.3	Sy specific AVPs 

Table 5.3.1 describes the Diameter AVPs defined for the Sy reference point, their AVP Code values, types and possible flag values. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1: Sy specific Diameter AVPs 

		

		

		

		

		AVP Flag rules (note 1)



		Attribute Name

		AVP Code

		Clause defined

		Value Type 

		Must

		May

		Should not

		Must not



		Policy-Counter-Identifier

		TBD-CT4

		5.3.1

		UTF8String

		M,V

		P

		

		



		Policy-Counter-Status

		TBD-CT4

		5.3.2

		UTF8String

		M,V

		P

		

		



		Policy-Counter-Status-Report

		TBD-CT4

		5.3.3

		Grouped

		M,V

		P

		

		



		SL-Request-Type

		TBD-CT4

		5.3.4

		Enumerated

		M,V

		P

		

		



		NOTE 1:	The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [3].









Editor's Note: It is FFS whether further reuse of AVPs is possible.

[bookmark: _Toc303016642]5.3.1	Policy-Counter-Identifier AVP

The Policy-Counter-Identifier AVP (AVP code TBD-CT4) is of type UTF8String, and it uniquely identifies a policy counter that is maintained per subscriber within the OCS.

[bookmark: _Toc303016643]5.3.2	Policy-Counter-Status AVP

The Policy-Counter-Status AVP (AVP code TBD-CT4) is of type UTF8String, and identifies the policy counter status applicable for a specific policy counter and subscriber. 

NOTE:	The valid values for the Policy-Counter-Status AVP are specific for each Policy-Counter-Identifier value.

[bookmark: _Toc303016644]5.3.3	Policy-Counter-Status-Report AVP

The Policy-Counter-Status-Report AVP (AVP code TBD-CT4) is of type Grouped. It is used by the OCS to report the status of a specific policy counter.

AVP Format:

Policy-Counter-Status-Report ::= 	< AVP Header: XXXX >

							        { Policy-Counter-Identifier }

							        { Policy-Counter-Status }

							       *[ AVP ]



[bookmark: _Toc303016645]5.3.4	SL-Request-Type AVP

The SL-Request-Type AVP (AVP code TBD-CT4) is of type Enumerated, and informs the OCS whether the SLR command is being sent as part of the initial or intermediate spending limit report request procedure.

The following values are defined:

INITIAL_REQUEST (0)

	This value indicates that this is the first request in the Diameter session. 

INTERMEDIATE_REQUEST (1)

	This value indicates that this is the second or subsequent request in the Diameter session.

TERMINATION_REQUEST (2)

This value indicates that the Spending limit session will be terminated.

5th Change ***

[bookmark: _Toc81639617][bookmark: _Toc81642204][bookmark: _Toc98736814][bookmark: _Toc116446797][bookmark: _Toc303016648]5.6	Sy Messages

[bookmark: _Toc289950204][bookmark: _Toc299027659][bookmark: _Toc303016649]5.6.1	Command-Code Values

This section defines the Command-Code values for the Sy interface application as allocated by IANA from the vendor-specific namespace defined in IETF RFC 5719 [6]. Every command is defined by means of the ABNF syntax IETF RFC 2234 [7], according to the rules in IETF RFC 3588 [3]. 

The following Command Codes are defined in this specification:

Table 5.6.1: Command-Code values for Sy

		Command-Name

		Abbreviation

		Code

		Section



		Spending-Limit-Request

		SLR

		[TBD-IANA]

		5.6.2



		Spending-Limit-Answer

		SLA

		[TBD-IANA]

		5.6.3



		Spending-Status-Notification-Request

		SNR

		[TBD-IANA]

		5.6.4



		Spending-Status-Notification-Answer

		SNA

		[TBD-IANA]

		5.6.5







In addition, the Session-Termination-Request and Session-Termination-Answer commands are reused from IETF RFC 3588 [3].

For the commands defined in this specification and reused commands, the Application-ID field shall be set to [TBD-IANA] (application identifier of the Sy interface application, allocated by IANA).

Editor's Note: The command names "Spending Limits Request/Answer" and "Spending-Status Notification Request/Answer" should be reviewed.

[bookmark: _Toc295144220][bookmark: _Toc299027660][bookmark: _Toc303016650]5.6.2	Spending Limit Request (SLR) command

The SLR command, indicated by the Command-Code field set to TBD-IANA and the 'R' bit set in the Command Flags field, is sent by the PCRF to the OCS as part of the Initial or Intermediate Spending Limit Report Request procedure.

Message Format:

<SL-Request> ::= <Diameter Header: TBD-IANA, REQ, PXY >

                 < Session-Id >

                 { Auth-Application-Id }

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 [ Destination-Host ]

                 [ Origin-State-Id ]

                 { SL-Request-Type }

                *[ Subscription-Id ]

                 [ Called-Station-Id ]

                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ AVP ]

		

Editor's Note: The mechanism to subscribe/unsubscribe to changes in status for specific policy counters is FFS.

Editor's Note: It is FFS whether multiple Subscription-Id AVPs are needed in the SLR command, or whether a single one will suffice.

		

[bookmark: _Toc295144221][bookmark: _Toc299027661][bookmark: _Toc303016651]5.6.3	Spending Limit Answer (SLA) command

The SLA command, indicated by the Command-Code field set to TBD-IANA and the 'R' bit cleared in the Command Flags field, is sent by the OCS to the PCRF as part of the Initial or Intermediate Spending Limit Report Request procedure.

Message Format:

<SL-Answer> ::=  < Diameter Header: TBD-IANA, PXY >

				 < Session-Id >

				 { Auth-Application-Id }

				 { Origin-Host }

				 { Origin-Realm }

				 [ Result-Code ]

				 [ Experimental-Result ]

				*[ Policy-Counter-Status-Report ]

				 [ Error-Message ]

				 [ Error-Reporting-Host ]

				*[ Failed-AVP ]

				 [ Origin-State-Id ] 

				*[ Redirect-Host ]

				 [ Redirect-Host-Usage ]

				 [ Redirect-Max-Cache-Time ]

				*[ Proxy-Info ]

				*[ AVP ]



[bookmark: _Toc295144222][bookmark: _Toc299027662][bookmark: _Toc303016652]5.6.4	Spending- Status Notification Request (SNR) command

OCS may initiate spending status notification to PCRF. In this case OCS acting as Diameter server issues a Re-Auth-Request (RAR) as  defined in the Diameter base protocol IETF RFC3588[3].  The Auth-Application-Id in the RAR message is set to 4 to indicate Spending Limit Request, and the Re-Auth-Request-Type is set to    AUTHORIZE_ONLY. Upon receiving RAR, PCRF issues SLR to OCS for update of policy counter information.

The SNR command, indicated by the Command-Code field set to TBD-IANA and the 'R' bit set in the Command Flags field, is sent by the OCS to the PCRF as part of the Spending Limit Report procedure.

Message Format:

<SN-Request> ::= < Diameter Header: TBD-IANA, REQ, PXY >

				 < Session-Id >

				 { Origin-Host }

				 { Origin-Realm }

				 { Destination-Realm }

				 { Destination-Host }

				 { Auth-Application-Id }

				 [ Origin-State-Id ]

				*[ Policy-Counter-Status-Report ]

				*[ Proxy-Info ]

				*[ Route-Record ]

				*[ AVP ]



[bookmark: _Toc295144223][bookmark: _Toc299027663][bookmark: _Toc303016653]5.6.5	Spending-Status Notification Answer (SNA) command

The SNA command, indicated by the Command-Code field set to TBD-IANA and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the OCS as part of the Spending Limit Report procedure.

Message Format:

<SN-Answer> ::=  < Diameter Header: TBD-IANA, PXY >

				 < Session-Id >

				 { Origin-Host }

				 { Origin-Realm }

				 [ Result-Code ]

				 [ Experimental-Result ]

				 [ Origin-State-Id ]

				 [ Error-Message ]

				 [ Error-Reporting-Host ] 

				*[ Redirect-Host ]

				 [ Redirect-Host-Usage ]

				 [ Redirect-Max-Cache-Time ]

				*[ Failed-AVP ]

				*[ Proxy-Info ]

				*[ AVP ]



[bookmark: _Toc295144224][bookmark: _Toc299027664][bookmark: _Toc303016654]5.6.6	Session-Termination-Request (STR) command

The STR command, indicated by the Command-Code field set to 275 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the OCS as part of the Final Spending Limit Report Request procedure.

Message Format:

<ST-Request> ::= < Diameter Header: 275, REQ, PXY >

				 < Session-Id >

				 { Origin-Host }

				 { Origin-Realm }

				 { Destination-Realm }

				 { Auth-Application-Id }

				 { Termination-Cause }

				 [ Destination-Host ]

				 [ Origin-State-Id ]

				*[ Proxy-Info ]

				*[ Route-Record ]

				*[ AVP ]



[bookmark: _Toc295144225][bookmark: _Toc299027665][bookmark: _Toc303016655]5.6.7	Session-Termination-Answer (STA) command

The STA command, indicated by the Command-Code field set to 275 and the 'R' bit cleared in the Command Flags field, is sent by the OCS to the PCRF as part of the Final Spending Limit Report Request procedure.

Message Format:

<ST-Answer>  ::= < Diameter Header: 275, PXY >

				 < Session-Id >

				 { Origin-Host }

				 { Origin-Realm }

				 [ Result-Code ]

				 [ Error-Message ]

				 [ Error-Reporting-Host ]

				*[ Failed-AVP ]

				 [ Origin-State-Id ]

				*[ Redirect-Host ]

				 [ Redirect-Host-Usage ]

				 [ Redirect-Max-Cache-Time ]

				*[ Proxy-Info ]

				*[ AVP ]
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