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Proposed changes:
*** 1st Change ***
1
Scope

The present document provides the stage 3 specification of the Sy reference point for the present release. The functional requirements and the stage 2 specifications of the Sy reference point are contained in 3GPP TS 23.203 [2]. The Sy reference point lies between the Policy and Charging Rule Function (PCRF) and the Online Charging System (OCS). OCS functionality for policy counter provision management pertaining to Sy is specified in 3GPP TS 32.296[16].
*** 2nd Change ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.203: "Policy Control and Charging architecture".

[3]
IETF RFC 3588: "Diameter Base Protocol".

[4]
IETF RFC 4005: "Diameter Network Access Server Application"

[5]
IETF RFC 4006: "Diameter Credit Control Application".
[6]
IETF RFC 5719: "Updated IANA Considerations for Diameter Command Code Allocations”

[7]
IETF RFC 2234: "Augmented BNF for syntax specifications".
[8]
3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".
[9]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[10]
3GPP TS 29.335: "User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3".
[11]
3GPP TS 23.008: "Organization of subscriber data".
[12]
3GPP TS 33.210: "3G Security; Network Domain Security; IP Network Layer Security".
[13]
IETF RFC 791: "Transmission Control Protocol".

[14]
IETF RFC 4960: "Stream Control Transmission Protocol".

[15]
3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol".
[16]                      3GPP TS 32.296: "Telecommunication management; charging management; Online Charging System (OCS) applications and interfaces"
*** 3rd Change ***

4.5
Spending Limits procedures over Sy reference point

4.5.1
Initial/Intermediate Spending Limit Report Request

4.5.1.1
General

This procedure shall be used by the PCRF to request the status of policy counters available at the OCS, and to subscribe or unsubscribe to updates of policy counters by the OCS.

This procedure is mapped to the Spending-Limit-Request/Answer commands specified in section 5.6.

Table 4.5.1.1/1: Initial/Intermediate Spending Limit Report Request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity
	Subscription-Id
	M
	This field contains the identification of the user that associate with the counter within  OCS, as defined in IETF RFC3588[3].

	Request Type
	SL-Request-Type
	M
	This IE shall indicate whether this is the initial, intermediate or termination request for the user and the PDN connection.

	APN

(See TS 23.008 [11])
	Called-Station-Id
	O
	If present, this IE shall contain the APN. 


Editor's Note: The AVPs to subscribe/unsubscribe to changes in status for specific policy counters are FFS.

Table 4.5.1.1/2: Initial/Intermediate Spending Limit Report Response

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Policy Counter Status Report
	Counter
	O
	Used as defined in 3GPP TS 32.296[12].

	Result
	Result-Code
	M
	This IE shall contain the result of the operation.





















4.5.2
Spending Limit Report

4.5.2.1
General

This procedure shall be used by the OCS to notify the PCRF of changes in the status of subscribed policy counter(s).

This procedure is mapped to the Spending-Status-Notification-Request /Answer commands specified commands specified in section 5.6.

Table 4.5.2.1/1: Spending Limit Report Request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Policy Counter Status Report
	Counter
	M
	If present, used as defined in 3GPP TS 32.296[12].


Table 4.5.2.1/2: Spending Limit Report Response

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result
	Result-Code
	M
	This IE shall contain the result of the operation.










4.5.3
Final Spending Limit Report Request

4.5.3.1
General

This procedure shall be used by the PCRF to unsubscribe to any future updates of policy counters for a given subscriber and APN by the OCS.

This procedure is mapped to the Session-Termination-Request/Answer commands specified in RFC3588 [3].

Table 4.5.3.1/1: Final Spending Limit Report Request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Termination Cause
	Termination-Cause
	M
	This IE shall contain the reason why the session was terminated. It shall be set to "DIAMETER_LOGOUT".


Table 4.5.3.1/2: Final Spending Limit Report Response

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result
	Result-Code
	M
	This IE shall contain the result of the operation.








4th Change ***

5.3
Sy specific AVPs 

Table 5.3.1 describes the Diameter AVPs defined for the Sy reference point, their AVP Code values, types and possible flag values. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1: Sy specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (note 1)

	Attribute Name
	AVP Code
	Clause defined
	Value Type 
	Must
	May
	Should not
	Must not

	Policy-Counter-Identifier
	TBD-CT4
	5.3.1
	UTF8String
	M,V
	P
	
	

	Policy-Counter-Status
	TBD-CT4
	5.3.2
	UTF8String
	M,V
	P
	
	

	Policy-Counter-Status-Report
	TBD-CT4
	5.3.3
	Grouped
	M,V
	P
	
	

	SL-Request-Type
	TBD-CT4
	5.3.4
	Enumerated
	M,V
	P
	
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [3].



Editor's Note: It is FFS whether further reuse of AVPs is possible.

5.3.1
Policy-Counter-Identifier AVP

The Policy-Counter-Identifier AVP (AVP code TBD-CT4) is of type UTF8String, and it uniquely identifies a policy counter that is maintained per subscriber within the OCS.

5.3.2
Policy-Counter-Status AVP

The Policy-Counter-Status AVP (AVP code TBD-CT4) is of type UTF8String, and identifies the policy counter status applicable for a specific policy counter and subscriber. 

NOTE:
The valid values for the Policy-Counter-Status AVP are specific for each Policy-Counter-Identifier value.
5.3.3
Policy-Counter-Status-Report AVP

The Policy-Counter-Status-Report AVP (AVP code TBD-CT4) is of type Grouped. It is used by the OCS to report the status of a specific policy counter.

AVP Format:

Policy-Counter-Status-Report ::= 
< AVP Header: XXXX >








        { Policy-Counter-Identifier }








        { Policy-Counter-Status }








       *[ AVP ]

5.3.4
SL-Request-Type AVP

The SL-Request-Type AVP (AVP code TBD-CT4) is of type Enumerated, and informs the OCS whether the SLR command is being sent as part of the initial or intermediate spending limit report request procedure.

The following values are defined:

INITIAL_REQUEST (0)


This value indicates that this is the first request in the Diameter session. 

INTERMEDIATE_REQUEST (1)


This value indicates that this is the second or subsequent request in the Diameter session.
TERMINATION_REQUEST (2)
This value indicates that the Spending limit session will be terminated.
5th Change ***

5.6
Sy Messages

5.6.1
Command-Code Values
This section defines the Command-Code values for the Sy interface application as allocated by IANA from the vendor-specific namespace defined in IETF RFC 5719 [6]. Every command is defined by means of the ABNF syntax IETF RFC 2234 [7], according to the rules in IETF RFC 3588 [3]. 

The following Command Codes are defined in this specification:

Table 5.6.1: Command-Code values for Sy
	Command-Name
	Abbreviation
	Code
	Section

	Spending-Limit-Request
	SLR
	[TBD-IANA]
	5.6.2

	Spending-Limit-Answer
	SLA
	[TBD-IANA]
	5.6.3

	
	
	
	

	
	
	
	




Editor's Note: The command names "Spending Limits Request/Answer" and "Spending-Status Notification Request/Answer" should be reviewed.

5.6.2
Spending Limit Request (SLR) command

The SLR command, indicated by the Command-Code field set to TBD-IANA and the 'R' bit set in the Command Flags field, is sent by the PCRF to the OCS as part of the Initial or Intermediate Spending Limit Report Request procedure.

Message Format:
<SL-Request> ::= <Diameter Header: TBD-IANA, REQ, PXY >

                 < Session-Id >

                 { Auth-Application-Id }

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 [ Destination-Host ]

                 [ Origin-State-Id ]

                 { SL-Request-Type }

                *[ Subscription-Id ]

                 [ Called-Station-Id ]
                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ AVP ]
Editor's Note: The mechanism to subscribe/unsubscribe to changes in status for specific policy counters is FFS.

Editor's Note: It is FFS whether multiple Subscription-Id AVPs are needed in the SLR command, or whether a single one will suffice.

5.6.3
Spending Limit Answer (SLA) command

The SLA command, indicated by the Command-Code field set to TBD-IANA and the 'R' bit cleared in the Command Flags field, is sent by the OCS to the PCRF as part of the Initial or Intermediate Spending Limit Report Request procedure.

Message Format:

<SL-Answer> ::=  < Diameter Header: TBD-IANA, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]




*[ Policy-Counter-Status-Report ]




 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]




 [ Origin-State-Id ] 




*[ Redirect-Host ]





 [ Redirect-Host-Usage ]





 [ Redirect-Max-Cache-Time ]




*[ Proxy-Info ]




*[ AVP ]
5.6.4
Spending Status Notification
OCS may initiate spending status notification to PCRF. In this case OCS acting as Diameter server issues a Re-Auth-Request (RAR) as  defined in the Diameter base protocol IETF RFC3588[3].  The Auth-Application-Id in the RAR message is set to 4 to indicate Spending Limit Request, and the Re-Auth-Request-Type is set to    AUTHORIZE_ONLY. Upon receiving RAR, PCRF issues SLR to OCS for update of policy counter information.
































































*** End of Changes ***
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