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*** 1st Change ***

7.1
General
The PCRF discovery procedures are needed where more than one PCRF is present in an operator’s network realm. Within such a deployment, an additional functional element, called DRA, is needed. PCRF discovery procedures include all the procedures that involve a DRA functional element.
Routing of Diameter messages from a network element towards the right Diameter realm in a PLMN is based on standard Diameter realm-based routing, as specified in IETF RFC 3588 [14] using the UE-NAI domain part. If PLMN is separated into multiple realms based on PDN information or IP address range (if applicable); the PDN information available in the Called-Station-ID AVP, or the UE’s IPv4 address available in the Framed-IP-Address AVP or the UE’s IPv6 address or prefix provided within the Framed-IPv6-Prefix AVP may be used to assist routing PCC message to the appropriate Diameter realm. 
The DRA keeps status of the assigned PCRF for a certain UE and IP-CAN session across all reference points, e.g. Gx, Gxx, S9, Rx and for unsolicited application reporting, the Sd interfaces. 
The DRA shall support the functionality of a proxy agent and a redirect agent as defined in RFC 3588 [14]. The mode in which it operates (i.e. proxy or redirect) shall be based on operator’s requirements.

Diameter clients of the DRA, i.e. AF, PCEF, BBERF and PCRF in roaming scenarios shall support all procedures required to properly interoperate with the DRA in both the proxy and redirect modes.
NOTE: The proxy mode includes two variants:

PA1:  Proxy agent based on the standard Diameter proxy agent functionality. All the messages need to go through the DRA.

PA2:  Proxy agent based on the standard Diameter proxy agent functionality. Session establishment messages always go through the DRA. Gx, Gxx and S9 session termination messages always go through the DRA. All other messages bypass the DRA.
7.2
DRA Definition
The DRA (Diameter Routing Agent) is a functional element that ensures that all Diameter sessions established over the Gx, S9, Gxx, Rx and for unsolicited application reporting, the Sd reference points for a certain IP-CAN session reach the same PCRF when multiple and separately addressable PCRFs have been deployed in a Diameter realm. The DRA is not required in a network that deploys a single PCRF per Diameter realm.
*** 2nd Change ***

7.3.3
Capabilities Exchange
In addition to the capabilities exchange procedures defined in IETF RFC 3588 [14], the Redirect DRA and Proxy DRA shall advertise the specific applications it supports (e.g., Gx, Gxx, Rx, S9 and for unsolicited application reporting, Sd) by including the value of the application identifier in the Auth-Application-Id AVP and the value of the 3GPP (10415) in the Vendor-Id AVP of the Vendor-Specific-Application-Id AVP contained in the Capabilities‑Exchange-Request and Capabilities-Exchange-Answer commands. 
*** 3rd Change ***

7.3.4.1
Redirecting Diameter Requests

A DRA implemented as a Diameter redirect agent shall redirect the received Diameter request message by carrying out the procedures defined in section 6.1.7 of IETF RFC 3588 [14]. The Client shall use the value within the Redirect-Host AVP of the redirect response in order to obtain the PCRF identity. The DRA may provide the Redirect-Host-Usage AVP in the redirect response to provide a hint to the Client about how the cached route table entry created from the Redirect-Host AVP is to be used as described in section 6.13 of IETF RFC 3588 [14].

The two most revelant redirect host usage scenarios for PCC from IETF RFC 3588 [14] are:

(  If the PCRF routing information is per UE-NAI, the DRA shall set the Redirect-Host-Usage AVP to ALL_USER. The DRA client may contact the DRA on IP-CAN session termination.

(  If the PCRF routing information is per IP-CAN session, the DRA shall set the Redirect-Host-Usage AVP to ALL_SESSION. The DRA client shall contact the DRA on IP-CAN session termination.

The DRA may also provide the Redirect-Max-Cache-Time AVP in the redirect response to indicate to the Client the lifetime of the cached route table entry created from the Redirect-Host and Redirect-Host-Usage AVP values as described in section 6.14 of IETF RFC 3588 [14].

If the DRA is maintaining PCRF routing information per IP-CAN session, the DRA shall be aware of Gx and Gxx Diameter termination requests as defined in 3GPP TS 29.212 [9] in order to detect whether release of DRA bindings is required. Otherwise the DRA clients shall use cached route table entry created from the Redirect-Host, Redirect-Host-Usage and Redirect-Max-Cache-Time AVPs to determine whether DRA interaction is required.  
The DRA shall be aware of IP-CAN Session modification requests over Gx which is to update the IPv4 address of the UE by the PCEF.
If the client is the AF, the DRA (redirect) does not need to maintain Diameter sessions and Diameter Base redirect procedures are applicable. Therefore, an AF should not send an AF session termination request to the DRA.

Editor's Note: If the client is the TDF, and unsolicited application reporting is applied, whether the PA2 solution could be applied or not is FFS because if the TDF session is needed in this case is TBD.
*** 4th Change ***

7.3.x
PCRF selection by TDF
If the TDF has the realm identification (i.e. FQDN from a UE NAI) and is located in the H-PLMN, the TDF sends the user identity in the Subscription-Id AVP and PDN information (i.e. APN) if available in the Called-Station-ID AVP in a Diameter request to the DRA which acts as a Diameter agent. 
If the TDF does not have proper knowledge about the user identity and the TDF is located in the HPLMN, the TDF may use pre-configured information to find the DRA. 
Editor's Note: It is FFS how the TDF (e.g. a third party or non-IMS application server) finds the DRA if it does not have the proper knowledge about the user identity. It is FFS whether a pre-configured destination realm will suffice in these cases.

The TDF shall provide the DRA of the PCRF realm with identity parameters upon the first interaction between the TDF and the PCRF realm. 
If redirect agent is used for DRA, the DRA shall use the redirecting requests procedure as specified in IETF RFC 3588 [14], and include the PCRF address (Diameter Identity) in the Redirect-Host AVP in the Diameter reply sent to the TDF. 
If proxy agent is used for DRA, the DRA should use the proxy procedure as specified in IETF RFC 3588 [14]. 

Editor's Note: If the client is the TDF, and unsolicited application reporting is applied, whether the PA2 solution could be applied or not is FFS because if the TDF session is needed in this case is TBD.
The parameters from the TDF may comprise the UE IP address in either the Framed-IP-Address AVP or the Framed-IPv6-Prefix AVP, PDN information in the Called-Station-ID AVP and user identity in the Subscription-Id AVP (3GPP TS 23.203 [2]). 

*** End of Changes ***
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