Page 1



3GPP TSG-CT WG3 Meeting #65
(
C3-111406
St Julians, Malta, 22 – 26 August 2011
	CR-Form-v9.7

	CHANGE REQUEST

	

	(

	29.212
	CR
	CRNum
	(

rev
	-
	(

Current version:
	11.1.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:
(

	Unsolicited Application Reporting via Gx over Sd

	
	

	Source to WG:
(

	Juniper Networks, Alcatel-Lucent

	Source to TSG:
(

	CT3

	
	

	Work item code:
(

	SAPP-CT3
	
	Date: (

	22/08/2011

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	Rel-11

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)

	
	

	Reason for change:
(

	Unsolicited Application Detection Reporting by the TDF is specified in the stage 2 specification 3GPP TS 23.203 but not yet in the this stage 3 specification. This CR proposes to introduce the support of  TDF unsolicited application detection reporting via the Gx over Sd reference point.

	
	

	Summary of change:
(

	Addition of the specification of unsolicited mode. Removal of editor’s note stating that documentation of TDF unsolicited service reporting is FFS. 

	
	

	Consequences if 
(

not approved:
	Missing stage 3 specification of stage 2 functionality as per SA2 requirements.

	
	

	Clauses affected:
(

	   3.1, 4.5.22, 4b.1, 4b.4.2, new section 4b.5.1a,  4b.5.4, 4b.5.9.


	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	x
	 Test specifications
	

	
	
	x
	 O&M Specifications
	

	
	

	Other comments:
(

	


* * * First Change * * * 
3.1
Definitions
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply:

IP-CAN bearer: IP transmission path of defined capacity, delay and bit error rate, etc.
See 3GPP TS 21.905 [1] for the definition of bearer.

IP-CAN session: association between a UE and an IP network.
The association is identified by one or more UE IPv4 addresses/ and/or IPv6 prefix together with a UE identity information, if available, and a PDN represented by a PDN ID (e.g. an APN). An IP-CAN session incorporates one or more IP-CAN bearers. Support for multiple IP-CAN bearers per IP-CAN session is IP-CAN specific. An IP-CAN session exists as long as the related UE IPv4 address and/or IPv6 prefix are assigned and announced to the IP network.
IP flow: unidirectional flow of IP packets with the same source IP address and port number and the same destination IP address and port number and the same transport protocol.
Port numbers are only applicable if used by the transport protocol.
Gateway Control Session: An association between a BBERF and a PCRF (when GTP is not used in the EPC), used for transferring access specific parameters, BBERF events and QoS rules between the PCRF and BBERF. In the context of this specification this is implemented by use of the Gxx procedures.

Monitoring key: Identifies a usage monitoring control instance. 
TDF session: An association between the TDF and the PCRF. The association is identified by one UE IPv4 address and/or IPv6 prefix together with a PDN represented by a PDN ID and a set of ADC rules to be applied by the TDF.
Usage monitoring control instance: the monitoring and reporting of the usage threshold for input, output or total data volume for the IP-CAN session/TDF session or the service data flows/application’s traffic associated with the same monitoring key.
* * * End of First Change * * * 
* * * Second Change * * * 
4.5.22  Application Detection and Control
At IP-CAN session establishment, the PCEF may provide an indication that Application Detection and Control feature is supported. 

If permitted by the subscriber's profile configuration received from the SPR, the PCRF may invoke the application’s traffic detection and control at the PCEF.

The PCRF may also request the PCEF to report when the corresponding application’s traffic start/stop is detected by subscribing to APPLICATION_START/APPLICATION_STOP Event-triggers. 
For the PCEF supporting TDF functionality, Application detection and control feature is supported over the Gx reference point for both the solicited and unsolicited reporting cases.
For the standalone TDF scenario, Application Detection and Control feature is supported via Gx over Sd reference point for both the solicited and unsolicited reporting cases. 
* * * End of Second Change * * * 
* * * Third Change * * * 
4b.1
Overview
The Sd reference point is located between the Policy and Charging Rules Function (PCRF) and the Traffic Detection Function (TDF). For the solicited application reporting, the Sd reference point is used for establishment and termination of TDF session between PCRF and TDF, provisioning of Application Detection and Control rules from the PCRF for the purpose of traffic detection and enforcement at the TDF, usage monitoring control of TDF session and of detected applications and reporting of the start and the stop of a detected applications’s traffic and transfer of service data flow descriptions for detected applications, if available, from the TDF to the PCRF

The stage 2 level requirements for the Sd reference point are defined in 3GPP TS 23.203 [7].

Signalling flows related to the Sd, Rx, Gxx and Gx interfaces are specified in 3GPP TS 29.213 [8].


* * * End of Third Change * * * 
* * * Fourth Change * * * 
4b.4.2
TDF
The TDF (Traffic Detection Function) is a functional entity that  performs application detection and reporting of detected application and its service data flow descriptions, if available, to the PCRF.

The TDF shall perform the following enforcement actions to the detected application traffic, if requested by PCRF:

-
Gating;

-
Redirection;

-
Bandwidth limitation.

The PCEF can support Application Detection and Control feature as specified in Clause 4.4.2. In that case Sd interface is not applicable and Gx interface is enhanced with application detection and reporting functionalities.
The TDF shall support usage monitoring as specified in clauses 4b.5.6 and 4b.5.7.

* * * End of Fourth Change * * * 
* * * Fifth Change * * * 
4b.5.1.1a
Unsolicited reporting for ADC rules
Unsolicited reporting, from a standalone TDF results from preprovisioned ADC rules that are unknown to the PCRF. The mechanism to preprovision such rules is outside the scope of this specification.
A TDF may work exclusively in unsolicited reporting mode in which case it shall not support the installation of Dynamic ADC rules.

If a TDF supports both preprovisioned and Dynamic ADC rules then the interaction between Dynamic ADC rules provisioned by the PCRF as specified in 4b.5.1.1 and any preprovisioned ADC rules is platform specific and outside the scope of this specification. 
* * * End of Fifth Change * * * 
* * * Sixth Change * * * 
4b.5.4
Request of TDF Session Termination

When the corresponding IP-CAN session is terminated, the PCRF shall send a RAR command including the Session-Release-Cause AVP to the TDF. The TDF shall acknowledge the command by sending a RAA command to the PCRF and instantly remove/deactivate all the ADC rules that have been previously installed or activated on that TDF session.

The TDF shall send a CC-Request with CC-Request-Type AVP set to the value "TERMINATION_REQUEST" to PCRF to terminate the TDF session. 

When the PCRF receives the CC-Request, it shall acknowledge this message by sending a CC-Answer to the TDF.

NOTE:
According to DCC procedures, the Diameter Credit Control session is being terminated with this message exchange.

Signalling flows for the IP-CAN session termination are presented in 3GPP TS 29.213 [8].
In the unsolicited reporting case the session termination procedure can be used by:

· the PCRF to indicate the termination of the association of the UE IPv4 address and/or IPv6 prefix together with a PDN represented by a PDN ID and a set of predefined ADC rules that trigger unsolicited reporting in the TDF.
· the TDF  to indicate that the TDF is terminating reporting for the associated UE IPv4 address and/or IPv6 prefix .
* * * End of Sixth Change * * * 
* * * Seventh Change * * * 
4b.5.9
Application Detection Information

When the start or stop of the application’s traffic, identified by TDF-Application-Identifier, is detected, if PCRF has previously subscribed to the APPLICATION_START/APPLICATION_STOP Event-Triggers or the TDF is operating in unsolicited reporting mode, the TDF shall report the information regarding the detected application’s traffic in the Application-Detection-Information AVP in the CCR command.

The corresponding TDF-Application-Identifier AVP shall be included under Application-Detection-Information AVP. When the Event trigger indicates APPLICATION_START, if available, the Flow-Information AVP for the detected application shall be included under Application-Detection-Information AVP. The Flow-Information AVP, if present, shall contain the Flow-Description AVP and Flow-Direction AVP. Also, the corresponding Event-Trigger (APPLICATION_START or APPLICATION_STOP) shall be provided to PCRF.
* * * End of Seventh Change * * * 
* * * End of Changes * * * 
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