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1. Introduction
This document will discuss the TDF initiated requests used in the Sd protocol and will introduce some reasons why they should be changed. 

2. Discussion
The Sd reference point between the PCRF and the TDF is currently being defined in CT3. The current proposal is to have the PCRF send an SER message with ADC rules to the TDF at IP-CAN Session establishment. The TDF can then update/terminate the Sd session using the CCR/CCA message exchange with the Request-Type AVP set appropriately. Considering there was never a CCR Initial message exchanged, it seems incorrect to update the Sd session using this procedure. It is confusing and also violates the DCCA state machine for the CCR message. Given that the Sd protocol’s procedures are different from DCCA, it is proposed to define new messages for Sd rather than reusing existing DCCA messages. This proposal suggests we use the exact same AVPs and procedures that are currently proposed for the Sd CCR/CCA; however, we create new command codes and names for the messages. We will also reuse base Diameter messages, where possible. This should provide the cleanest solution for Sd.
Proposal:

Instead of using a CCR-Update/CCA, we will use a TUR (TDF-Update-Request)/TUA (TDF-Update-Answer). Instead of using a CCR-Terminate/CCA, we will use an STR (Session-Termination-Request)/STA (Session-Termination-Answer). Instead of the PCRF sending an RAR with a Session-Release-Cause to the TDF to initiate session termination, the PCRF will send an ASR.
TUR (TDF-Update-Request)


<TDF-Update-Request> ::= < Diameter Header: XXX, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }




 [ Origin-State-Id ]





*[ Subscription-Id ]




 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]





 [ Called-Station-ID ]





 [ PDN-Connection-ID ]





*[ ADC-Rule-Report]





*[ Event-Trigger]





*[ Usage-Monitoring-Information ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]


TUA (TDF-Update-Answer)


<TDF-Update-Answer> ::=  < Diameter Header: XXX, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





*[ Event-Trigger ]





 [ Origin-State-Id ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]




*[ ADC-Rule-Remove ]





*[ ADC-Rule-Install ]





 [ Revalidation-Time ]




*[ Usage-Monitoring-Information ] 
                     [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]


STR (Session-Termination-Request)


<STR> ::= < Diameter Header: 275, REQ, PXY >
                < Session-Id >

                { Origin-Host }

                { Origin-Realm }

                { Destination-Realm }
                { Destination-Host }
                { Auth-Application-Id }

                { Termination-Cause }




   *[ Subscription-Id ]





[ Framed-IP-Address ]





[ Framed-IPv6-Prefix ]
                [ Origin-State-Id ]

              * [ Proxy-Info ]

              * [ Route-Record ]

              * [ AVP ]


STA (Session-Termination-Answer)


<STA>  ::= < Diameter Header: 275, PXY >

                 < Session-Id >

                 { Result-Code }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

               * [ Failed-AVP ]

                 [ Origin-State-Id ]

               * [ Redirect-Host ]

                 [ Redirect-Host-Usage ]       
                 [ Redirect-Max-Cache-Time ]

               * [ Proxy-Info ]

               * [ AVP ]

ASR (Abort-Session-Request)



<ASR>  ::= < Diameter Header: 274, REQ, PXY >

                 < Session-Id >

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 { Destination-Host }

                 { Auth-Application-Id }




 [ Session-Release-Cause ]
                 [ Origin-State-Id ]

               * [ Proxy-Info ]

               * [ Route-Record ]

               * [ AVP ]

ASA (Abort-Session-Answer)



<ASA>  ::= < Diameter Header: 274, PXY >

                 < Session-Id >

                 { Origin-Host }

                 { Origin-Realm }

   



 [ Result-Code ]





 [ Experimental-Result ]
                 [ Origin-State-Id ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

               * [ Failed-AVP ]

               * [ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

               * [ Proxy-Info ]

               * [ AVP ]

3. Conclusion

It’s proposed to use different messages for TDF session modification/termination.  The above mentioned proposal is cleaner than the current proposed solution, but certainly can be reworked further.

