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1st change
Annex X (informative):
Summary of notation codes in dynamic view

X.1
General

This annex provides a summary of notation codes in dynamic view. For the purpose of this annex, the meaning of the notation codes described in the columns of "RFC status" in IETF RFC 3261 [13] clause 20 and "II-NNI condition" for each table is provided in Table X.1.
For each table of the response, the columns of "where" describe the status codes of the response which the header field is applicable. The notation code "r" means any status codes which described in the Annex A of 3GPP TS 24.229 [5].
The notation codes of SIP header fields are based on the behaviour described in 3GPP TS 24.229 [5]. All SIP header fields in this annex correspond to the Annex A of 3GPP TS 24.229 [5].
Table X.1: Key to notation codes for SIP header fields in dynamic view for II-NNI

	Notation code
(NOTE1)
	Meaning

	dc
	The SIP header field is required to be present in a SIP message over II-NNI depending on the context of the SIP message.

	dm
	The SIP header field shall be always present in a SIP message over II-NNI, and if received, it must be handled according to 3GPP TS 24.229 [5].

	dm*
	The SIP header field should be present in a SIP message over II-NNI, but the IMS network need to be prepared to receive a SIP message without that header field.

	do
	The SIP header field can be present in a SIP message over II-NNI, and if received, it must be handled according to 3GPP TS 24.229 [5]. (NOTE2)

	dt
	The header field should be present in a SIP message over II-NNI, but the IMS network need to be prepared to receive a SIP message without that header field.

If TCP is used as a transport, then the header field must be present in a SIP message.

	d*
	The SIP header field is required to be present in a SIP message if the message body is not empty.

	dn/a
	The SIP header field is shall not be present in a SIP message over II-NNI.

	NOTE1:
The meaning of the notation codes are same as IETF RFC 3261 [13] clause 20, and "d" is used to emphasise the dynamic view.

NOTE2:
If specified by local policy rules, the IBCF acting as entry point may omit or modify any received SIP header fields prior to forwarding SIP messages as specified in 3GPP TS 24.229 [5] subclause 5.10.6.2.


X.2
ACK method

Editor’s note:
This subclause is a place holder for specifying the supported header fields within the ACK request.
X.3
BYE method

Editor’s note:
This subclause is a place holder for specifying the supported header fields within the BYE request and response.
X.4
CANCEL method

Editor’s note:
This subclause is a place holder for specifying the supported header fields within the CANCEL request and response.
X.5
INFO method

Editor’s note:
This subclause is a place holder for specifying the supported header fields within the INFO request and response.
X.6
INVITE method

Table X.6.1: Supported header fields within the INVITE request

	Item
	Header field
	Ref.
	RFC status
	II-NNI condition

	1
	Accept
	[13]
	do
	do

	1A
	Accept-Contact
	[51]
	do
	IF Table 6.1.3.1/43 THEN do ELSE dn/a

	2
	Accept-Encoding
	[13]
	do
	do

	3
	Accept-Language
	[13]
	do
	do

	4
	Alert-Info
	[13]
	do
	IF Table 6.1.3.1/10 THEN do ELSE dn/a

	5
	Allow
	[13]
	do
	do

	6
	Allow-Events
	[20]
	do
	IF Table 6.1.3.1/23 THEN do ELSE dn/a

	7
	Answer-Mode
	[94]
	do
	IF Table 6.1.3.1/90 THEN do ELSE dn/a

	8
	Authorization
	[13]
	do
	do

	9
	Call-ID
	[13]
	dm
	dm

	10
	Call-Info
	[13]
	do
	do

	11
	Contact
	[13]
	dm
	dm

	12
	Content-Disposition
	[13]
	do
	do

	13
	Content-Encoding
	[13]
	do
	do

	14
	Content-Language
	[13]
	do
	do

	15
	Content-Length
	[13]
	dt
	dt

	16
	Content-Type
	[13]
	d*
	d*

	17
	Cseq
	[13]
	dm
	dm

	18
	Date
	[13]
	do
	do

	19
	Expires
	[13]
	do
	do

	20
	From
	[13]
	dm
	dm

	20A
	Geolocation
	[68]
	do
	IF Table 6.1.3.1/63 THEN do ELSE dn/a

	20B
	History-Info
	[25]
	do
	IF CDIV (12.6) session AND initial request THEN dm ELSE IF Table 6.1.3.1/50 AND initial request THEN do ELSE dn/a

	21
	In-Reply-To
	[13]
	do
	do

	21A
	Join
	[55]
	do
	IF Table 6.1.3.1/48 THEN do ELSE dn/a

	21B
	Max-Breadth
	[79]
	do
	dn/a

	22
	Max-Forwards
	[13]
	dm
	dm

	23
	MIME-Version
	[13]
	do
	do

	23A
	Min-SE
	[45]
	do
	do

	24
	Organization
	[13]
	do
	do

	24A
	P-Access-Network-Info
	[24]
	do
	IF Table 6.1.3.1/36 THEN do ELSE dn/a

	24B
	P-Asserted-Identity
	[44]
	do
	IF Table 6.1.3.1/27 AND initial request THEN do ELSE dn/a

	24C
	P-Asserted-Service
	[26]
	do
	IF Table 6.1.3.1/77 AND initial request THEN do ELSE dn/a

	24D
	P-Called-Party-ID
	[24]
	do
	IF Table 6.1.3.1/34 (from home to visited) THEN do ELSE dn/a

	24E
	P-Charging-Function-Addresses
	[24]
	do
	dn/a

	24F
	P-Charging-Vector
	[24]
	do
	IF Table 6.1.3.1/38 THEN do ELSE dn/a

	24G
	P-Debug-ID
	[87]
	do
	IF Table 6.1.3.1/83 THEN do ELSE dn/a

	24H
	P-Early-Media
	[74]
	do
	IF Table 6.1.3.1/69 THEN do ELSE dn/a

	25
	P-Media-Authorization
	[42]
	do
	dn/a

	25A
	P-Preferred-Identity
	[44]
	do
	dn/a

	25B
	P-Preferred-Service
	[26]
	do
	IF roaming NNI (from visited to home) AND Table 6.1.3.1/77 AND initial request THEN do ELSE dn/a

	25C
	P-Private-Network-Indication
	[84]
	do
	IF Table 6.1.3.1/80 THEN do ELSE dn/a

	25D
	P-Profile-Key
	[64]
	do
	IF Table 6.1.3.1/59 AND initial request THEN do ELSE dn/a

	25E
	P-Served-User
	[85]
	do
	IF Table 6.1.3.1/81 (from visited to home) AND initial request THEN do ELSE dn/a

	25F
	P-User-Database
	[60]
	do
	dn/a

	25G
	P-Visited-Network-ID
	[24]
	do
	IF Table 6.1.3.1/35 THEN do ELSE dn/a

	26
	Priority
	[13]
	do
	do

	26A
	Privacy
	[28]
	do
	IF initial request THEN do ELSE dn/a

	26B
	Priv-Answer-Mode
	[94]
	do
	IF Table 6.1.3.1/90 THEN do ELSE dn/a

	27
	Proxy-Authorization
	[13]
	do
	IF roaming NNI THEN do ELSE dn/a

	28
	Proxy-Require
	[13]
	do
	do

	28A
	Reason
	[48]
	do
	IF subsequent request THEN do ELSE dn/a

	29
	Record-Route
	[13]
	do
	do

	29A
	Recv-Info
	[39]
	dm
	IF Table 6.1.3.1/17 THEN dm ELSE dn/a

	30
	Referred-By
	[53]
	do
	IF Table 6.1.3.1/46 THEN do ELSE dn/a

	31
	Reject-Contact
	[51]
	do
	IF Table 6.1.3.1/43 THEN do ELSE dn/a

	31A
	Replaces
	[54]
	do
	IF Table 6.1.3.1/47 THEN do ELSE dn/a

	31B
	Reply-To
	[13]
	do
	do

	31C
	Request-Disposition
	[51]
	do
	IF Table 6.1.3.1/43 THEN do ELSE dn/a

	32
	Require
	[13]
	dc
	dc

	32A
	Resource-Priority
	[78]
	do
	IF Table 6.1.3.1/73 THEN do ELSE dn/a

	33
	Route
	[13]
	dc
	dc

	33A
	Security-Client
	[47]
	do
	dn/a

	33B
	Security-Verify
	[47]
	do
	dn/a

	33D
	Session-Expires
	[45]
	do
	IF Table 6.1.3.1/45 THEN do ELSE dn/a

	33E
	Session-ID
	[124]
	dm
	IF Table 6.1.3.1/94 THEN dm ELSE dn/a

	34
	Subject
	[13]
	do
	do

	35
	Supported
	[13]
	dm*
	dm*

	36
	Timestamp
	[13]
	do
	do

	37
	To
	[13]
	dm
	dm

	37A
	Trigger-Consent
	[82]
	do
	IF Table 6.1.3.1/78 THEN do ELSE dn/a

	38
	User-Agent
	[13]
	do
	do

	38A
	User-to-User
	[83]
	do
	IF Table 6.1.3.1/79 THEN do ELSE dn/a

	39
	Via
	[13]
	dm
	dm


Table X.6.2: Supported header fields within the INVITE response

	Item
	Header field
	Where
	Ref.
	RFC status
	II-NNI condition

	1
	Accept
	2xx
	[13]
	do
	do

	
	
	415
	
	dc
	dc

	2
	Accept-Encoding
	2xx
	[13]
	do
	do

	
	
	415
	
	dc
	dc

	3
	Accept-Language
	2xx
	[13]
	do
	do

	
	
	415
	
	dc
	dc

	4
	Accept-Resource-Priority
	2xx
417
	[78]
	do
	IF Table 6.1.3.1/73 THEN do ELSE dn/a

	5
	Alert-Info
	180
	[13]
	do
	IF Table 6.1.3.1/10 THEN do ELSE dn/a

	6
	Allow
	2xx
	[13]
	dm*
	dm*

	
	
	405
	
	dm
	dm

	
	
	others
	
	do
	do

	7
	Allow-Events
	2xx
	[20]
	do
	IF Table 6.1.3.1/23 THEN do ELSE dn/a

	8
	Answer-Mode
	2xx
	[94]
	do
	IF Table 6.1.3.1/90 THEN do ELSE dn/a

	9
	Authentication-Info
	2xx
	[13]
	do
	do

	10
	Call-ID
	r
	[13]
	dm
	dm

	11
	Call-Info
	r
	[13]
	do
	do

	12
	Contact
	18x
199
	[13]
	do
	do

	
	
	2xx
	
	dm
	dm

	
	
	3xx

485
	
	do
	do

	13
	Content-Disposition
	r
	[13]
	do
	do

	14
	Content-Encoding
	r
	[13]
	do
	do

	15
	Content-Language
	r
	[13]
	do
	do

	16
	Content-Length
	100

others
	[13]
	dt
	dt

	17
	Content-Type
	r
	[13]
	d*
	d*

	18
	Cseq
	100

others
	[13]
	dm
	dm

	19
	Date
	100

others
	[13]
	do
	do

	20
	Error-Info
	3xx-6xx
	[13]
	do
	do

	21
	Expires
	r
	[13]
	do
	do

	22
	From
	100

others
	[13]
	dm
	dm

	23
	Geolocation-Error
	r
	[68]
	do
	IF Table 6.1.3.1/63 THEN do ELSE dn/a

	24
	History-Info
	r
	[25]
	do
	IF Table 6.1.3.1/50 AND response to initial request THEN do ELSE dn/a

	25
	MIME-version
	r
	[13]
	do
	do

	26
	Min-SE
	422
	[45]
	dm
	dm

	27
	Organization
	r
	[13]
	do
	do

	28
	P-Access-Network-Info
	r
	[24]
	do
	IF Table 6.1.3.1/36 THEN do ELSE dn/a

	29
	P-Answer-State
	18x
2xx
	[73]
	do
	IF Table 6.1.3.1/68 THEN do ELSE dn/a

	30
	P-Asserted-Identity
	r
	[44]
	do
	IF Table 6.1.3.1/27 AND response to initial request THEN do ELSE dn/a

	31
	P-Charging-Function-Addresses
	r
	[24]
	do
	dn/a

	32
	P-Charging-Vector
	r
	[24]
	do
	IF Table 6.1.3.1/38 THEN do ELSE dn/a

	33
	P-Debug-ID
	100

others
	[87]
	do
	IF Table 6.1.3.1/83 THEN do ELSE dn/a

	34
	P-Early-Media
	18x
	[74]
	do
	IF Table 6.1.3.1/69 THEN do ELSE dn/a

	35
	P-Media-Authorization
	18x
2xx
	[42]
	do
	dn/a

	36
	P-Preferred-Identity
	r
	[44]
	do
	dn/a

	37
	Permission-Missing
	470
	[82]
	do
	IF Table 6.1.3.1/78 THEN do ELSE dn/a

	38
	Privacy
	r
	[28]
	do
	IF response to initial request THEN do ELSE dn/a

	39
	Priv-Answer-Mode
	2xx
	[94]
	do
	IF Table 6.1.3.1/90 THEN do ELSE dn/a

	40
	Proxy-Authenticate
	401
	[13]
	do
	IF roaming NNI THEN do ELSE dn/a

	
	
	407
	
	dm
	IF roaming NNI THEN dm ELSE dn/a

	41
	Reason
	18x
199
3xx-6xx
	[48]
	do
	IF Table 6.1.3.1/40 THEN do ELSE dn/a

	42
	Record-Route
	18x
199
2xx
	[13]
	do
	do

	43
	Recv-Info
	18x
199
2xx
	[39]
	dc
	IF Table 6.1.3.1/17 THEN dc ELSE dn/a

	44
	Reply-To
	r
	[13]
	do
	do

	45
	Require
	r
	[13]
	dc
	dc

	46
	Retry-After
	404

413

480

486
500
503

600

603
	[13]
	do
	do

	47
	Rseq
	18x
199
	[18]
	do
	do

	48
	Security-Server
	421

494
	[47]
	do
	dn/a

	49
	Server
	r
	[13]
	do
	do

	50
	Session-Expires
	2xx
	[45]
	do
	IF Table 6.1.3.1/45 THEN do ELSE dn/a

	51
	Session-ID
	r
	[124]
	dm
	IF Table 6.1.3.1/94 THEN dm ELSE dn/a

	52
	Supported
	2xx
	[13]
	dm*
	dm*

	53
	Timestamp
	r
	[13]
	do
	do

	54
	To
	100

others
	[13]
	dm
	dm

	55
	Unsupported
	420
	[13]
	dm
	dm

	56
	User-Agent
	r
	[13]
	do
	do

	57
	User-to-User
	r
	[83]
	do
	IF Table 6.1.3.1/79 THEN do ELSE dn/a

	58
	Via
	100

others
	[13]
	dm
	dm

	59
	Warning
	r
	[13]
	do
	do

	60
	WWW-Authenticate
	401
	[13]
	dm
	IF roaming NNI THEN dm ELSE dn/a

	
	
	407
	
	do
	IF roaming NNI THEN do ELSE dn/a


X.7
MESSAGE method

Editor’s note:
This subclause is a place holder for specifying the supported header fields within the MESSAGE request and response.

X.8
NOTIFY method

Editor’s note:
This subclause is a place holder for specifying the supported header fields within the NOTIFY request and response.

X.9
OPTIONS method

Editor’s note:
This subclause is a place holder for specifying the supported header fields within the OPTIONS request and response.

X.10
PRACK method

Editor’s note:
This subclause is a place holder for specifying the supported header fields within the PRACK request and response.

X.11
PUBLISH method

Editor’s note:
This subclause is a place holder for specifying the supported header fields within the PUBLISH request and response.

X.12
REFER method

Editor’s note:
This subclause is a place holder for specifying the supported header fields within the REFER request and response.

X.13
REGISTER method

Editor’s note:
This subclause is a place holder for specifying the supported header fields within the REGISTER request and response.

X.14
SUBSCRIBE method

Editor’s note:
This subclause is a place holder for specifying the supported header fields within the SUBSCRIBE request and response.

X.15
UPDATE method
Editor’s note:
This subclause is a place holder for specifying the supported header fields within the UPDATE request and response.

End of changes
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