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1. Introduction
This paper summarizes the high level principles that has discussed during the CT3 and CT4 joint session in CT4#51 meeting. In addition, this paper also captures the key issues need to be agreed for the progress of this work and a possible way forward.
2. The high level principles
2.1 PCRF Restart/failure detection mechanism: The joint session agreed that the PCRF Restart/Failure detection mechanism have to be available for the PCRF clients.

The contribution C4-103107 (Alcatel Lucent) indicates that the existing Diameter function, using the Origin-State-ID AVP, can detect that the PCRF has restarted. Some technical concerns were expressed during the joint session so that this should be further analyzed mainly by CT3 group.

2.2 Unsynchronized states between PCRF and PCRF clients should be fixed by operator policy: The negative effects due to the PCRF failure was discussed with the contribution C4-103013 (NEC). The joint session recognized that the PCRF failure may cause a serious service disruption to the EPS services, including IMS. The joint session thus agreed that any unsynchronized states between PCRF and PCRF clients should be fixed by operator policy.
2.3 System overload should be avoided: The resynchronization after the PCRF failure should not cause any system overload. For example, massive signals between PCRF and PCRF clients.
2.4 DRA environment: The resynchronization after the PCRF failure should work for the DRA environment as well.
3. The key issues
3.1 How to resynchronize PCRF states: How to resynchronize PCRF states among PCRF and PCRF clients is the key issue for further study. The following alternatives are discussed during the joint session.

· Reactive resynchronization: If the PCRF client needs to send a session modification request towards a PCRF which is known to have restarted since the session was created (or if the PCRF client receives a response to an IP Can session modification request indicating that the ctx is lost in PCRF), the PCRF client should tear down that particular session (except for emergency/eMPS sessions).

· Proactive resynchronization: Once the PCRF client detects the PCRF restart, the PCRF clients release all local resources related to the restarted PCRF. For the active session, graceful timer may apply according to the operator policy.

· Repair synchronization: Once the PCRF restart is detected, original PCC related information in PCRF is repaired by help of the PCRF clients.
3.2 Who holds the operator policy: Either PCRF or PCRF client.
4. The way forward
It was agreed in the joint session that the following steps should be taken in order to finalize this work in Release 10.

The WID PCRF failure and restoration shall be endorsed in the CT3#60/CT4#51 this week so that CT Plenary #50 can see it.

Phone conferences should be held after the CT3#60/CT4#51 in order to progress this work.







































































































































































































