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1. Introduction
The aim of this short document is to discuss the necessity of mapping of “Location Number” parameter from ISUP signaling to SIP signaling. Two CRs were presented, in CT1#64 (TS 24.229) and CT3#58 (TS 29.163) concerning this point. CR to CT1 asked for creation of “Location Number” parameter in SIP (inside P-Access-Network-Info header), similar to “dsl-location” parameter. CR to CT3 was based on the need to map the “Location Parameter” coming from ISUP (IAM message) to one of SIP headers. The usage of the P-Access-Network-Info header seemed to be the best choice. This discussion paper aims to analyse these concerns and discuss the possible solutions.
Major concerns raised during CT1#64, when CR was presented:

1. The P-Access-Network-Info should represent an access network type

2. Geolocation header is more relevant to carry civic location data

3. With ISUP, the location Number IE contains privacy information, which cannot be mapped into the P-Access-Network-Info.

4. There may be some security issues as the current described procedures assume that the PANI is always sent for the UE (or P-CSCF) to the network.

2. Description of the issue

“Location Number” exists in ISUP and is used in legacy networks.  “Location Number” parameter is present in IAM message (ISUP) and is used to transmit user location (his physical location) that is necessary for  some Added Value Services, Emergency Services, etc.  There are two needs for conveying this information within IMS:

1) Allow location-based services hosted within IMS to be accessed by PSTN users.

2) IMS is used a transit network.  To assure the interoperability between national operators there is a need to convey this information in IMS.
3. Possible solutions 

3.1 SIP Geolocation header 
Geolocation header (Location Conveyance for the Session Initiation Protocol) is described in draft-ietf-sipcore-location-conveyance-03 and allows to convey a geographic location information. It carries the Location Object, with a value in form of longitude/latitude or in a form of civic location. 

RFC 4119 describes the format of PIDF-LO; in the table in section 2.2.1 the values of civic location are in form of text.

For geospatial coordinates, OGC (Open Geospatial Consortium) provides xml grammar for expressing geographical features. RFC 5491 gives examples and rules of use of Localisation Object.

The syntax is proposed as following:

   Geolocation        =  "Geolocation" HCOLON locationArg

                          (*COMMA locationArg)

   locationArg        =  locationValue / routing-param

   locationValue      =  LAQUOT locationURI RAQUOT

                          *(SEMI geoloc-param)

   locationURI        =  sip-URI / sips-URI / pres-URI

                          / cid-url ; (from RFC 2392)

                          / absoluteURI ; (from RFC 3261)

   geoloc-param       =  generic-param;  (from RFC 3261)

   routing-param      =  "routing-allowed" EQUAL "yes" / "no"

Solution analysis:

The value that we look to convey is in a form of numbers, and should be conveyed as is through the Interconnection interface. Geolocation header is more rich and has more options, and above that it does not transport information about network localization, but more about the precise geographic coordinates.
In conclusion, this header is not appropriate to convey information from ISUP “Location Parameter”.

3.2 P-Access-Network-Info

To answer the need to convey “Location Parameter” (from ISUP), at the TS 24.229, the creation of access-type = GSTN, and a gstn-location parameter is proposed.

At the ISUP/SIP interconnection (TS 29.163), the mapping between “Location parameter” and P-Access-Network-Info header is proposed.

If the received INVITE message contains a P-Access-Network-Info header and this header contains an access-type with the value “GSTN” and a location-number parameter, the I-MGCF shall include an ISUP Location Number parameter in the outgoing IAM.
- Copying information from “P-Access-Network-Info header” to “Location Number” parameter in ISUP:

Table xxx Contents of the location number parameter

	INVITE (
	IAM(

	
	Location Number parameter

	P-Access-Network-Info with access-type=”GSTN” and gstn-location parameter
	value (with no quotes) of the gstn-location parameter of the P-Access-Network-Info


-Copying the information from “Location Number” in ISUP to P-Access-Network-Info header, into the “gstn-location” parameter, and with access-type = ”GSTN”

Table yy: Coding of the P-Access-Network-Info header fields

	BICC/ISUP parameter / field
	SIP component
	Value

	Location Number

	access-type
	“GSTN”

	
	gstn-location
	value of Location Number, in quotes


The information about the localization is potentially present, and it is up to operators to decide whether to use it. 

Note: The way to obtain the information form ISUP is operators’ specific.

Reminder: 

The fields of P-Access-Network-Info header are defined in TS 24.229.

The content of dsl-location = network-operator-code ; location-area-code ; line-code, is defined in ETSI ES 283 035 V2.5.1 (2008-08).

In ITU-T the localization number in ISUP is network localization and is in E.164 format.

We don’t know what is in ISUP, because each operator use specific values, and the use depends on the country. What we need to a copy “as is” if the content of the parameter. This value is not civic location, it is for national location, network specific. e.g. in France it is based on administration regions.

For 3gpp mobile access the “Loc” information, the mobile, or other entity that manages PANI (the one who generates it) extracts the information from “cell-id” and copy information to PANI.  
Solution analysis:
GSTN is an access network type, if considered as the type of the network used to access IMS services. It is indicating where the SIP signaling was initiated e.g. it may indicate that the signaling comes from MGCF (IETF RFC 3455).

With ISUP, the location Number IE contains privacy information, which cannot be mapped into the P-Access-Network-Info. A solution to this issue could be not to map the Location Number IE into the P-Access-Network-Info when privacy of the Location Number is requested.

Regarding security aspect it's possible to exchange the Access-Network-Info header over NNI between two IMS networks and the P-Access-Network-Info is only exchanged within a trust domain (Based on bilateral operator’s agreements).  Moreover, it's proposed to explicitly specify that the UE shall not insert GSTN value.
5. Conclusion

It is proposed to approve the C1-102938 and C3-100934.
