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- event trigger can be BBFERF specific
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* * * First Change * * * *
4.5.11
Provisioning of Event Report Indication

For the cases where Gxa and/or Gxc are deployed in the network, the PCEF may indicate the PCRF to be informed about specific changes occurred in the access network. In this case, the PCRF shall subscribe to the appropriate event triggers in the BBERF according to clause 4a.5.8. After receiving the reply of the event subscription from the BBERF, the PCRF shall send the event related information to the PCEF by using a RAR command. The Event Report concept is defined in 3GPP TS 23.203 [7] clause 3.1.
When PCRF is notified that an event is triggered in the BBERF, if the PCEF has previously requested to be informed of the specific event,  the PCRF shall notify the PCEF about the event occurred together with additional related information. This notification will be done by using the Event-Report-Indication AVP.  There may be neither PCC Rules nor Event Triggers in this message.

When multiple BBERFs exist as in flow mobility case, the PCEF may subscribe to different event triggers at different BBERFs. In this case, the PCEF shall include the CoA-IP-Address AVP within the Event-Report-Indication AVP to identify the BBERF for which the event triggers are to be installed. If the PCEF did not include CoA-IP-Address AVP within the Event-Report-Indication AVP, then the Event-Report-Indication AVP applies to all the BBERFs and the same event triggers will be installed on all of them. 
* * * Next Change * * * *
4a.5.6
Gateway Control session to Gx session linking

For the cases where Gxx is deployed in the network, the PCRF shall determine at IP-CAN session establishment, which open Gateway Control session applies to the new established IP-CAN session. 

If the already established Gateway Control session for that subscriber is not related with a PDN identifier (i.e. the Called-Station-Id AVP was not received at Gateway Control Session Establishment), the PCRF shall determine that the IP-CAN session being established corresponds to that Gateway Control Session if the following conditions are fulfilled:

-  The CoA-IP-Address AVP received in the IP-CAN session establishment matches the Framed-IP-Address or Framed-IPv6-Prefix received during the Gateway Control Session Establishment and 

-  Optionally, the Subscription-Id AVP received in the IP-CAN session establishment matches the Subscription-Id AVP received during the Gateway Control Session Establishment

In this case, the PCRF may have more than one IP-CAN Gx session linked to the Gateway Control session. When flow mobility applies for the IP-CAN session, the PCRF may receive more than one CoA-IP-Address AVP from the PCEF; as a result, the same IP-CAN session may be associated with more than one Gateway Control session. 
If the already established Gateway Control session for that subscriber is related with a PDN identifier (i.e. the Called-Station-Id AVP was received during the Gateway Control Session Establishment), the PCRF shall determine that the IP-CAN session being established corresponds to that Gateway Control Session if the following conditions are fulfilled:

-  The Called-Station-Id AVP received in the IP-CAN session establishment matches the Called-Station-Id AVP received during the Gateway Control Session Establishment and

-  The Subscription-Id AVP received in the IP-CAN session establishment matches the Subscription-Id AVP received during the Gateway Control Session Establishment and

-  If received, the PDN-Connection-ID AVP received in the IP-CAN session establishment matches the PDN-Connection-ID AVP received during the Gateway Control Session Establishment.
In this case, the PCRF shall have only one IP-CAN Gx session linked to the Gateway Control session.

Upon reception of a Gateway Control Session Establishment where there are already active Gx sessions for that UE in the PCRF (i.e. flow mobility, BBERF relocation and BBERF pre-registration), the PCRF may be able to determine the Gx session(s) that apply to the new established Gateway Control session as follows: 

-  
If the new Gateway Control session for that subscriber is not related with a PDN identifier (i.e. the Called-Station-Id AVP was not received at Gateway Control Session Establishment), the PCRF shall determine the Gx session(s) that correspond to that Gateway Control Session upon reception of IP-CAN session modification. In this case, the same conditions as for the IP-CAN session establishment must be fulfilled. 
-  
If the new Gateway Control session for that subscriber is related with a PDN identifier (i.e. the Called-Station-Id AVP is received) the PCRF shall check the Session-Linking-Indicator AVP. If it is not received, or it indicates SESSION_LINKING_IMMEDIATE the PCRF shall determine the Gx session that corresponds to the Gateway Control Session as follows:

If multiple PDN connections for the same APN are not supported:
-  The Called-Station-Id AVP is received in the Gateway Control Session Establishment and it matches the APN of the Gx session and

-  The Subscription-Id AVP received in the Gateway Control Session Establishment matches the  Subscription-Id for the IP-CAN session(s) and

-  If received, the Framed-IP-Address AVP and/or Framed-IPv6-Prefix AVP included in the Gateway Control Session Establishment matches the Framed-IP-Address AVP and/or Framed-IPv6-Prefix AVP, of the Gx session. If both Framed-IP-Address AVP and Framed-IPv6-Prefix AVP are present in the Gateway Control Session Establishment, both of them must also be present in the Gx session.

      NOTE:  The Subscription-Id AVP used for the session linking may be in the form IMSI or IMSI based NAI as defined in 3GPP TS 23.003 [25].

If multiple PDN connections for the same APN are supported:
-  
If the Framed-IP-Address AVP and/or Framed-IPv6-Prefix AVP are received during the Gateway Control Session Establishment, the PCRF links the Gateway Control Session to the existing Gx session where Framed-IP-Address AVP and/or Framed-IPv6-Prefix AVP are equal and the PDN ID are matched.
-
If the Framed-IP-Address AVP and/or Framed-IPv6-Prefix AVP are not received during the Gateway Control Session Establishment, the PCRF has to defer the linking with existing Gx session until an IP-CAN Session modification is received with matching UE Identity, PDN Connection ID, and PDN ID.
In this case, the PCRF shall link the Gateway Control Session to the Gx session.

When the Session-Linking-Indicator AVP is received and indicates SESSION_LINKING_DEFERRED, the PCRF shall keep the new Gateway Control Session pending and shall defer linking until an IP-CAN Session Establishment or Modification is received including the Subscription-Id AVP, Called-Station-Id AVP and IP-CAN-Type AVP with the same values as those received during the Gateway Control Session establishment.
When case 2a and/or flow mobility applies and when CoA-IP-Address AVP with new values are received from the PCEF during IP-CAN session modification, the PCRF shall determine which open Gateway Control session applies to the modified IP-CAN session. In this case, the same conditions as for the IP-CAN session establishment must be fulfilled. The same IP-CAN session may be associated with more than one Gateway Control session.
4a.5.7
Multiple BBF support
4a.5.7.1
Handling of two BBFs associated with the same IP-CAN session during handover
This procedure takes place during the handover situations where one or more BBF can be part of a pre-registration procedure. The two BBFs can be located in two separate BBERFs, or one BBF is located in the PCEF and the other one in a BBERF.

The PCRF, based on IP-CAN type information received from the BBERF and PCEF, shall identify the BBERF as primary or non-primary.
Upon receiving a Gateway Control Session Establishment request from a new BBERF and if the PCRF identifies multiple Gateway Control sessions involved for a particular IP-CAN session (i.e. multiple BBERF connections during handovers) the PCRF shall carry out the following procedures:

-  
The PCRF shall identify the Gateway Control session that reported the same IP-CAN type as reported by PCEF and classify the BBERF that initiated that Gateway Control session as "primary".
-  
In the case where more that one Gateway Control sessions reported the same IP-CAN type as reported by PCEF the PCRF shall classify the BBERF that initiated the last Gateway Control session as "primary".

-  
The remaining BBERF connections shall be classified by the PCRF as "non-primary".
Additionally, the PCRF may update the PCC rules, derive corresponding QoS rules and provide the updated QoS rules to the new BBERF to accommodate the capabilities of the target access network (e.g. based on RAT and IP-CAN types). 
During the Gateway Control and QoS Rule Request, the PCRF shall act as follows with regards to the Gxx reference point:

-  
In the response to a CCR command with the CC-Request-Type AVP set to the value "INITIAL_REQUEST", if the BCM selected by the PCRF for that BBERF (primary/non-primary) indicates UE_NW, the PCRF shall provision the applicable active QoS rules for the linked IP-CAN session in the QoS-Rule-Install AVP in the CC-Answer command. In the case of non-primary BBERF, only those that do not require any modification for the active PCC rules will be provided.

-  
In the response of a CCR command with the CC-Request-Type set to the value "INITIAL_REQUEST", if the BCM selected by the PCRF for that BBERF (primary/non-primary) that initiated the Gateway Control session indicates UE_ONLY, the PCRF shall only include QoS rules applicable to the default bearer in the CC-Answer command.

-  
In the response to a CCR command with the CC-Request-Type set to the value "UPDATE_REQUEST" initiated by a BBERF that the PCRF has classified as non-primary, indicating UE-initiated resource modification request as described in clause 4a.5.1, the PCRF shall create the QoS rules based on the traffic mapping information received in the request and check whether there are aligned PCC rules installed in the PCEF.  If the aligned PCC rules active in the PCEF require no modification, the PCRF shall provision the QoS rules within the QoS-Rule-Install AVP to the non-primary BBERF that created the request. Otherwise, the PCRF shall reject the request using the Gxx experimental result code DIAMETER_ERROR_TRAFFIC_MAPPING_INFO_REJECTED.
-  
In the response to a CCR command with the CC-Request-Type set to the value "UPDATE_REQUEST" initiated by a BBERF including any other event trigger within the Event-Trigger AVP, the PCRF shall provision/modify/remove the applicable QoS rules in the CC-Answer command when the BBERF is selected as primary. Otherwise, only QoS rules with aligned active PCC rules will be provided.

NOTE: 
The PCRF operates on the PCC rules towards the PCEF when the CCR command was received from a primary BBERF.

When the PCRF receives a CCR command with the CC-Request-Type set to the value "TERMINATION_REQUEST" initiated by a BBERF, the PCRF shall apply the procedure described in clause 4a.5.3.

For unsolicited provisioning of QoS rules, the PCRF shall provision the applicable QoS rules (those that are Nw-init) to those BBERFs where the Bearer Control Mode is UE_NW.

For the case where the primary BBERF rejects the installation of one or more QoS rule(s) in a RA-Answer command, the PCRF shall remove the impacted QoS rules from all the non-primary BBERFs in a RAR message including the removed QoS rules in the QoS-Rule-Remove AVP.  If a non-primary BBERF rejects the installation of one or more QoS rules the PCRF shall not take any action towards the PCEF and BBERFs regarding the rejected rules. 

If a primary BBERF reported the failure in a new CC-Request command, the PCRF shall remove the impacted QoS rules in the CC-Answer command and shall initiate a RA-Request command towards all the non-primary BBERFs including the removed QoS rules in the QoS-Rule-Remove AVP. If the BBERF that reported the failure is a non-primary BBERF, the PCRF shall acknowledge the Diameter CCR with a CCA command and shall not take further action towards the PCEF and BBERFs regarding the failed rules.
Upon reception of a CCR command over the Gx interface indicating "UPDATE_REQUEST" with Event-Trigger AVP value indicating IP-CAN_CHANGE and AN_GW_CHANGE, the PCRF shall reclassify the BBERFs based on the classification procedures described above. After re-classification of the BBERFs, the PCRF shall perform necessary update to the QoS rules in the new primary BBERF based on the status of the PCC rules and the Bearer Control Mode supported. 
When the PCEF subscribes to events by using the Event-Report-Indication AVP, the PCRF shall provision those events only in the primary BBERF.

4a.5.7.x
Handling of multiple BBFs with flow mobility within IP-CAN session
This procedure takes place during flow mobility situations where more than one BBF exist within the same IP-CAN session. The multiple BBFs can be located in separate BBERFs, or one BBF is located in the PCEF and the other ones in separate BBERFs. 
The PCRF does not differentiate between primary and non-primary BBFs. Based on the Routing rule information received from the PCEF, the PCRF may associate the default route with one of the BBFs. The default route is identified by the Routing rule containing a wild card routing filter.

Each service data flow is associated with one BBF based on the routing information. If, based on routing information received from the PCEF, the PCRF determines that the bearer binding for a service data flow is located in a BBERF, the PCRF provides QoS rules related to the service data flow to the identified BBERF for bearer binding.  If no explicit routing information for a service data flow is available from the PCEF, the PCRF provides PCC or QoS rules for the service data flow to the PCEF or BBERF associated with the default route. 

When the route of a service data flow changes from one source BBF to another target BBF, the PCRF shall:

- if the source BBF is located in a BBERF, remove the QoS rules related to the service data flow from the source BBERF; and,

- if the target BBF is located in a BBERF, provision the QoS rules related to the service data flow to the target BBERF,

following the Gateway control and QoS rules provision procedures described in clause 4a.5.2.

The PCRF may select different bearer establishment mode for different BBFs based on the procedures described in clause 4.5.10 for PCEF and clause 4a.5.9 for BBERF. Provision of PCC/QoS rules to a specific BBF follows the rule provision procedures based on the bearer establishment mode selected for that BBF.

When multiple BBERFs exist, the PCRF may subscribe to different event triggers at different BBERFs. For event subscription to each of the BBERF, the PCRF follows the procedures described in clause 4a.5.8.
* * * Next Change * * * *
5.3.30
Event-Report-Indication AVP (All access types)
The Event-Report-Indication AVP (AVP code 1033) is of type Grouped. When sent from the PCRF to the PCEF, it is used to report an event coming from the Access Network GW (BBERF) and relevant info to the PCEF. When sent from the PCEF to the PCRF, it is used to provide the information about the required event triggers to the PCRF. Only Event-Trigger AVP will be supplied in this case. 
When multiple BBERFs exist as in flow mobility case, the CoA-IP-Address AVP shall be included. When sent from the PCEF to the PCRF, the AVP identifies the BBERF for which the event triggers are to be installed. When sent from the PCRF to the PCEF, the AVP identifies the BBERF for which the event is being reported.
The PCEF may require adding new event triggers or removing the already provided ones. In order to do so, the PCEF shall provide the new complete list of applicable event triggers within the Event-Trigger AVP included in the Event-Report-Indication AVP to the PCRF. 
The PCEF may require removing all previously provided event triggers by providing the Event-Trigger AVP set to the value NO_EVENT_TRIGGERS included in the Event-Report-Indication AVP to the PCRF.
If the event triggers required by the PCEF are associated with certain parameter values, the PCRF shall provide those values to the PCEF.

The PCEF may provide the following Event-Trigger values to the PCRF: QOS_CHANGE, RAI_CHANGE, RAT_CHANGE, USER_LOCATION_CHANGE, UE_TIME_ZONE_CHANGE, SGSN_CHANGE, and USER_CSG_INFORMATION_CHANGE. 

Event-Trigger value QOS_CHANGE shall be used to report a change in APN-Aggregate-Max-Bitrate-DL AVP and/or APN-Aggregate-Max-Bitrate-UL AVP included within the QoS-Information AVP.
Applicability of the Event-Triggers to the different accesses is defined in clause 5.3.7.
AVP Format:

Event-Report-Indication ::= < AVP Header: 1033 >







*[Event-Trigger]







 [User-CSG-Information]






 [RAT-Type]







 [QoS-Information]







 [RAI]







 [3GPP-User-Location-Info]







 [Trace-Data]







 [Trace-Reference]







 [3GPP2-BSID]







 [3GPP-MS-TimeZone]







 [3GPP-SGSN-Address]







 [3GPP-SGSN-IPv6-Address]






 [CoA-IP-Address]




    
*[AVP]

* * * End of Change * * * *
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