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Abstract

The following editor's note is included in TS 29.079 on OMR:

"It is ffs if the connection information needs to be copied into the visited-realm and secondary-realm instance in an SDP answer and the connection information in the SDP c-line needs to modified to the invalid connection address, or if the address information can be retained in the SDP c-line."

This discussion document provides arguments for retaining the procedures as currently documented in the TR (let's call this approach 1) rather than making the change proposal implied by the editor's note (let's call this approach 2).

Discussion
Acknowledging that the differences in the two approaches are small, this paper compares them according to the following criteria.
Complexity

The potentially impacted procedures are:

Section 6.2, execution steps 4a), 4b), 5a), 6a), 6d), 6e), 8d) and 8e);

Section 7.2, execution steps 3c) and 3d); and

Section 7.3, execution step 1a).

6.2 5a), 6a), 6e), 8e), 7.2 3d) and 7.3 1a) each require a single data modification with either approach.

6.2 4a), 6d), 8d) and 7.2 3c) each require insertion of a new realm instance in the SDP with either approach. It could be argued that approach 2 does not need to populate the connection data in the realm instance, but this would require a more complex attribute syntax to make the information optional.

6.2 4b) [modifying the connection information in the SDP answer] is the only step that could be removed with approach 2.
From an implementation perspective, the differences between the two approaches are inconsequential.

SDP rules

RFC 3264 requires that each SDP message MUST be valid according to RFC 3267 (superseded by RFC 4566). The address information in the SDP answer indicates "the address where the answerer wishes to receive media." With approach 2, the connection information in the SDP answer may be of a different type from the realm in which it is being transported (i.e., IPv6 rather than IPv4), or is simply not valid in that realm.  With approach 2, the connection information in the SDP answer may include address type and address for a completely different realm than the one in which it is being transported. 
Approach 1 always populates the connection information in the SDP answer with the "unspecified address" when there is no valid address available in the transporting realm. Thus approach 1 more clearly follows the intent of the SDP offer/answer procedures in RFC 3264.
Populating the connection information in the SDP with invalid information risks interoperability problems with middleboxes that monitor SDP to open pinholes, audit addresses or perform other functions. RFC 3264 requires SDP-aware entities to support the unspecified address, so its use comes with no risk for standards-compliant servers.
Symmetry

OMR consistently ensures that the connection information in the SDP offer is valid and that connection information for alternate realms is found in separate realm instance attributes. For consistency and ease of understanding/implementation, it is appropriate to maintain the same conventions for the SDP answer, as in approach 1. Approach 2 requires that just the presence of the realm instance changes the meaning of the connection information in the SDP. While this is a valid representation, it is different from the one chosen for the SDP offer, and risks unnecessary confusion in interpreting the syntax.

Security

While it was agreed to remove references to security procedures in the TS, it remains true that some networks may wish to hide internal topology information when forwarding SDP messages to other networks. As described in the initial CR text for OMR, it is possible for a network to hide connection information for a realm in an extension attribute that is encrypted using proprietary means.  This is possible since the connection information only needs to be decrypted by servers with access to the same realm.
It is much easier to apply this kind of topology hiding function within a network if the connection information is communicated in the realm attribute (per approach 1) rather than in the base SDP (per approach 2). We are only arguing to structure the syntax in such a way as to allow an operator this option.

Conclusion

On balance, approach 1 appears to be more consistent with existing standards and implementations, maintains greater similarity between the syntax of the SDP offer and SDP answer, and is more future proof in enabling potential future enhancements to security procedures, while being of similar complexity. We recommend removal of the editor's notes related to this issue.
