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1. Overall Description:

As part of the II-NNI work, CT3 discussed the usage of REFER for conferencing and agreed the attached related CR, which makes the support of the REFER method over the II-NNI between home IMS networks optional, and dependent upon inter-operator agreement even if the conferencing service is supported.

According to TS 24.147 and TS 24.605, to invite other users to a conference, an UE may:

A
invite an user to a conference by sending a REFER request to the user directly, or

B
invite an user to a conference by sending a REFER request to the conference focus, or

C
invite one or more users to a conference by adding these users’ SIP URIs to the INVITE request that is sent to the Conference focus to create the conference.

If Operators choose to block a REFER method at the II-NNI between home IMS networks, method A will fail if a UE tries to invite a user in another IMS network.
CT3 still decided to accept this limitation for the following reasons:
1.
PSTN or 3GPP CS terminals can most likely not be invited with REFER
(compare with TS 29.163, Clause 7.2.3.1.9a: " Upon receipt of a REFER request at the MGCF, the default behaviour of the I-MGCF is to reject the REFER request with a 403 Forbidden response. NOTE:
The I-MGCF may also decide for example to execute the REFER request as specified in IETF RFC 3515 [75] as an operator option, but such handling is outside of the scope of the present document.")
2.
Not all terminals support the handling of an incoming REFER
(According to the Major Capabilities table A.4 in TS 24.229, support of the REFER method is mandatory for conference participants but otherwise optional. For a UE, it is optional to support the "conference participant" feature. Compare also with TS 24.605, Clause A.3: " … some endpoints do not support the REFER method.")

3.
Operators expressed concern that allowing a UE to invite other UEs directly (with a REFER, Method A above) may be undesirable due to lacking control possibilities and security concerns. The Refer request suffers from inherent security risks, as it may be abused to trigger third parties to set up calls (with possible high charges, e.g. for service numbers). More information on security risks accociated with the REFER request is provided within the "security consideration" of RFC 3515.
However, it was also suggested that it would be desirable to reflect the risk of failure of method A (invite an user to a conference by sending a REFER request to the user directly) in TS 24.605 to avoid that UEs use this method and experience frequent failed attempts.

2. Actions:

To group.

ACTION: 
CT3 asks CT1 to kindly consider updates of TS 24.605 to reflect the risk of failure of method A (invite an user to a conference by sending a REFER request to the user directly)
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