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change:

	Current TR 29.816 mentions the restart indication, but left open on which protocol level it would have to be implemented. In a companion paper the use of restart counters on DIAMETER level is detailed. Subclause 4.2.5 can now be limited to the restart indication on PCRF application level. 
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change:                (

	Integrate current subclause 4.2.5 into sublcause 4.2.4 and make it specific for the PCRF application level; remove corresponding editor’s note. Add a coding example in annex A.
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if not agreed:
	Unclarity about protocol level for restart counter mechanism; missing details regarding impact on specifications.
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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***

A restarting/restarted PCRF may itself detect a failure and the related restarting and indicate the event to relevant clients:

· The PCRF maintains an internal mechanism (e.g. a restart counter in a non-volatile memory, incrementing the counter immediately after a restart) and sends a restart indicator (e.g. the new counter value) to relevant clients within an existing PCRF application message or with a dedicated PCRF restart indication message. The restart counter is not modified in case of a partial PCRF failure . (For current use of a restart counter mechanism, refer e.g. to 3GPP TS 23.007 [15] and 3GPP TS 29.274 [16].)


A possible coding for Gx messages CCA/RAR and Rx messages AAA/RAR is given in annex A.y.   
*** 2nd Change ***

A.y Restart indication
According to the description in subclause 4.2.4, the restart of a PCRF node can be indicated either in any existing or a dedicated new PCRF message. A possible coding for both cases is given below by showing the required modifications in specifications.
>>>>>>>>>>>>>>>>>>>>>>> Proposed change in 3GPP TS 29.212:
2
References

…
[xx]
3GPP TS 23.007: "Restoration procedures".
…
4.5.x
PCRF restart indication
At any time the PCRF may indicate to the PCEF that it has restarted and recovered from  a failure by including its restart counter in any session-related signaling message (CCA, RAR) towards the PCEF. Alternatively, the PCRF may indicate its restart in a session-unrelated signaling RAR message (as used for bulk signaling, see annex A.x). 
The required behaviour of PCEF upon PCRF restart indication is defined in 3GPP TS 23.007.

Editor’s note: changes to 3GPP TS 23.007 are to be coordinated with CT4. 
….

4a.5.x  
PCRF restart indication 

See subclause 4.5.x, with BBERF substituted for PCEF. 
…
5.3.x
Restart-counter AVP
The restart-counter (AVP code tbd) is of type Unsigned32; it is sent from the PCRF to the PCEF to indicate the restart of PCRF node e.g. after a failure (for the detailed behaviour see 3GPP TS 23.007 [xx]).
…
Table 5a.4.1: Gxx re-used Diameter AVPs

	…
	
	
	

	Restart-counter
	5.3.x
	Indicates that the PCRF node has restarted e.g. after a failure. The Restart-counter values are monotonously increasing.
	All 

	…
	
	
	


…
5.6.3
CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the PCEF in response to the CCR command. It is used to provision PCC rules and event triggers for the bearer/session and to provide the selected bearer control mode for the IP-CAN session. If the PCRF performs the bearer binding, PCC rules will be provisioned at bearer level. The primary and secondary CCF and/or primary and secondary OCS addresses may be included in the initial provisioning.

Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





*[ Supported-Features ]





 [ Bearer-Control-Mode ]





*[ Event-Trigger ]





 [ Origin-State-Id ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]




*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





 [ Charging-Information ]




 [ Online ]





 [ Offline ]





*[ QoS-Information ]




 [ Revalidation-Time ]
                 [ Default-EPS-Bearer-QoS ]





 [ Bearer-Usage ]




*[ Usage-Monitoring-Information ] 




*[ CSG-Information-Reporting ]




 [ Restart-counter ]




 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

…

5.6.4
Re-Auth-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the BBERF/PCEF in order to provision QoS/PCC rules using the PUSH procedure initiate the provision of unsolicited QoS/PCC rules. It is used to provision QoS/PCC rules, event triggers and event report indications for the session. If the PCRF performs the bearer binding, PCC rules will be provisioned at bearer level.
Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }




*[ Supported-Features ]

                 [ Session-Release-Cause ]




 [ Origin-State-Id ]





*[ Event-Trigger ]





 [ Event-Report-Indication ]




*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]




 [ Default-EPS-Bearer-QoS ]




*[ QoS-Information ]




 [ Revalidation-Time ]




*[ Usage-Monitoring-Information ]




 [ Restart-counter ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP]

>>>>>>>>>>>>>>>>>>>>>>> Proposed change in 3GPP TS 29.214: 
4.4.x
PCRF restart indication
At any time the PCRF may indicate to the AF that it has restarted and recovered from  a failure by including its restart counter in any session-related signaling message (AAA, RAR) towards the AF. Alternatively, the PCRF may indicate its restart in a session-unrelated signaling RAR message (as used for bulk signaling, see annex A.x). 

The required behaviour of AF upon PCRF restart indication is defined in 3GPP TS 23.007 [xx].

Editor’s note: changes to TS 23.007 are to be coordinated with CT4. 

…
Table 5.4.1: Rx re-used Diameter AVPs
	Attribute Name
	Reference
	Comments

	…
	
	

	Restart-counter
	TS 29.212 [8]
	Indicates that the PCRF node has restarted e.g. after a failure. The Restart-counter values are monotonously increasing.

	…
	
	


…
5.6.2
AA-Answer (AAA) command

The AAA command, indicated by the Command-Code field set to 265 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the AF in response to the AAR command.

Message Format:

<AA-Answer> ::=  < Diameter Header: 265, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





*[ Access-Network-Charging-Identifier ]





 [ Access-Network-Charging-Address ]





 [ Acceptable-Service-Info ]





 [ IP-CAN-Type ]





 [RAT-Type ]




*[ Supported-Features ]
      


*[ Class ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]




 [ Origin-State-Id ]




 [ Restart-counter ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]




*[ Proxy-Info ]





*[ AVP ]

…
5.6.3
Re-Auth-Request (RAR) command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the AF in order to indicate an Rx specific action.

Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Auth-Application-Id }





 { Specific-Action }




*[ Access-Network-Charging-Identifier ]





 [ Access-Network-Charging-Address ]





*[ Flows ]





*[ Subscription-ID ]





 [ Abort-Cause ]




 [ IP-CAN-Type ]





 [ RAT-Type ]




 [ Restart-counter ]




 [ Origin-State-Id ]

      


*[ Class ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

*** End of Changes ***
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