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	Reason for change:
(

	The function “NAT66” relates to  the translation of IP network addresses and/or IP transport ports of a forwarded IPv6 packet. It should be recalled that NAT66 as such is fundamentally questionable because one prime motivation for IPv6 was to get rid of NAT44 and the avoidance of NAT as such, which complicates IP network infrastructures (see e.g. IETF draft-iab-ipv6-nat: "IAB Thoughts on IPv6 Network Address Translation"). The IPv6 address space does not justify any NAT66 in the IP path.
User plane interworking from TrGW perspective relates to “Mb-to-Izi” IP bearer path interconnection. There are following principal scenarios:
1. IPv4 to IPv6 (may be called NAT46), which is covered by § 9.2.2.1/29.162;

2. IPv6 to IPv4 (ditto NAT46), which is covered by § 9.2.2.3/29.162;

3. IPv4 to IPv4 (i.e. NAT44-full in case of enforced local NAT in the TrGW, or NAT44-less ); there’s an implicit assumption in 29.162 of NAT44-full as default mode, see § 10.2.1/29.162; the NAT44-less mode is not supported, however it may be noted that NAT44-less is (at least partially) supported by TISPAN Ia profile;

4. IPv6 to IPv6 (which could be done in NAT66-full  or NAT66-less mode); 29.162 is so far not explicit which modes are objected, at least NAT66-full is feasible already with 29.238 H.248 Ix profile.
This CR addresses the question of NAT66-less support.
It should be noted that the support of NAT44-full mode does not implicitly mandates also NAT66-full mode, because the underlying addressing architecture as well as the allocation of address values (space) is inherently different. E.g., private IPv4 addresses are typically overloaded (“overlapping IPv4 address spaces”), which implies a separation of the IPv4 routing domain, but private IPv6 should be unique (thus not overlapping), which allows to operate a single routing domain even in case of peering two IPv6 private domains (see RFC 4193: …Unique Local Addresses (ULA) … contain a 40-bit random number in the routing prefix to prevent collisions when two private networks are interconnected”).
It may be recalled that the prime purposes of NAT44-full mode is on the one side given by the shortage of IPv4 address space and by the objective of topology hiding. Another aspect is related to the fact that any NAT function separates a connectionless IP path in two path segments, which allows to route the entire IP traffic of a particular IP application (e.g. SIP session) via a single, dedicated IP node (here TrGW, see also § 10.2.1/29.162).

Use case for NAT66-less mode
Fig. 1 outlines a scenario whereby the two peering partners sharing both a single IPv6 address space, thus a single IPv6 routing domain. There isn’t consequently any requirement (and also not really a benefit) by operating such IP bearer traffic in NAT66-full mode. The NAT66-full mode may even undermine the goal of keeping a single IP routing domain.
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Figure 1: Peering IPv6 domains in NAT66-less mode
It has to be noted that the NAT66-less mode does not imply that the IP bearer traffic (“IP media-path”) may just bypass the TrGW node. The TrGW may be still required in such a IPv6-to-IPv6 scenario for the enforcement of policy rules related to traffic policing, media format conversion, QoS marking, etc. Such policy enforcement functions are rather orthogonal and disjoint to NAT66-less or –full mode.
Existing 29.162 mandates NAT66-full mode by the TrGW for all IP bearer traffic, but does not allow to support any NAT66-less mode, which prevents correspondent IPv6 network solutions. 
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* * * 1st Change * * * *

2
References

[…]
[x1]
ETSI TR 183 068 V3.1.1 (2009-08): "Interworking between SIP-I based circuit-switched core network and other networksProtocols for Advanced Networking (TISPAN); Guidelines on using Ia H.248 profile for control of Border Gateway Functions (BGF); Border Gateway Guidelines".

[x2]
Draft IETF draft-iab-ipv6-nat: "IAB Thoughts on IPv6 Network Address Translation".

* * * 2nd Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [6], ITU-T Recommendation E.164 [48] and the following apply:
[…]
NAT: briefly for NAT and NAPT modes.
NAT66: the translation of IP network addresses and/or IP transport ports of a forwarded IPv6 packet.
NAT66-full: the application of NAT66 (e.g. an enforced NAT66 function in the TrGW).
NOTE 1:
See also “NAPT-full modes” in clause H.2 in ETSI TR 183 068 [x1]
NAT66-less: any forwarding of IPv6 packets without changing the values of network addresses and transport port information.
NOTE 2:
See also “NAPT-less modes” in clause H.3 in ETSI TR 183 068 [x1]

NOTE 3:
Ditto the definitions for the terms “NAT44”, “NAT44-full” and “NAT44-less”.
* * * 3rd Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [7] and the following apply: An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [7].

NAT66
IPv6-to-IPv6 Network Address (and/or transport port) Translation 

* * * 4th Change * * * *

4.1
General interworking overview

The IM CN Subsystem interworks with SIP RFC 3261 [2] based IP Multimedia networks. These IP Multimedia networks include:

-
SIP User Agents (UAs);

-
SIP Servers.

As such, the IM CN Subsystem has to be able to interwork to all of these above functional entities in the IP multimedia network, as there is a possibility that they all may be involved in an IM session. The general interworking model is shown in figure 1. The SIP based Multimedia networks may use IP version 4 RFC 791 [9] or IP version 6 RFC 2460 [10].
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Figure 1: Interworking Model for IM CN Subsystem to IP Multimedia Network

The UE uses the CSCF in order to communicate with the external IP multimedia network entities.

a) Interworking between different IP address realms (briefly ‘realm’, see [12]):

a1) If no IP version interworking or no NAT/NAPT between different realms is required, the CSCF can communicate with SIP UAs in an external IP multimedia network directly.

a2) If no IP version interworking or no NAT/NAPT between different realms is required, the CSCF can also communicate with SIP proxies in an external IP multimedia network directly, which in turn can then communicate with SIP UAs.

a3) To provide the IP version interworking or NAT/NAPT between different realms the functions of an IMS-ALG and a TrGW may be inserted between the CSCF and external IP Multimedia Network by configuration. The IMS-ALG and the TrGW may be implemented as a part of other physical entities in the IMS.

NOTE:
Other methods to provide IP version interworking are for further study.

b) Interworking within a single IP address realm:

b1) If no IP version interworking and no NAT/NAPT is required (see also [x2]), - as in case of a single IPv4 realm or IPv6 realm scenario -, the functions of an IMS-ALG and a TrGW may be inserted between the CSCF and external IP Multimedia Network by configuration. The IMS-ALG and the TrGW may be implemented as a part of other physical entities in the IMS. The IMS-ALG and the TrGW would be not used for call-level NA(P)T (by IMS-ALG) and bearer-level NA(P)T (by TrGW), but may be required for e.g. traffic policing, media format conversion, etc.
* * * 5th Change * * * *

6.1.3
TrGW

Protocol Translation (PT): The TrGW is a NAT-PT/NAPT-PT, which uses a pool of globally unique IPv4 addresses for assignment to IPv6 nodes on a dynamic basis as sessions are initiated across the IP version boundaries. NAT-PT binds addresses in IPv6 network with addresses in IPv4 network and vice versa to provide transparent routing between the two IP domain without requiring any changes to end points. NAPT-PT provides additional translation of transport identifier (TCP, SCTP and UDP port numbers). More detailed information on the NAT-PT/NAPT-PT is given in RFC 2766 [11] and RFC 2663 [12].
The TrGW may provide the NAT/NAPT functionality between two disparate address realms.
The TrGW may provide a NAT/NAPT-less functionality in case of single address realm scenarios (e.g. peering  IPv6-over-Mb to IPv6-over-Izi).
* * * 6th Change * * * *

9.1
Control plane interworking

9.1.1
Session Set-up
9.1.1.0
General

The procedure described in Clause 9.1.1 applies both for an SDP offer received from the external network and received from the IMS.

If different IP versions are used in the external network and the IMS, the TrGW shall provide IP version interworking of the user plane. Otherwise, it may either provides NAPT functionality (see NAT-full mode in clause 10.2.1.1) or not (see NAT-less mode in clause 10.2.1.2).

9.1.1.1
Receipt of the first SDP offer

Editor’s note: this clause needs to be updated when NAT-less mode is agreed.
At the receipt of the first SDP offer from an offering network A the IMS-ALG shall:

-
Request the TrGW to allocate a termination towards an answering network B and provide IP address(es) and port number(s) from its pool for this termination.

When the IMS-ALG has received the requested information from the TrGW, the IMS-ALG shall include the address(es) and port number(s) in a new offer, and sent this offer toward the network B. The IMS-ALG shall create a SIP message in accordance with the rules for the IMS_ALG described in subclause 9.1.4 with the following clarification:

-
The IP address(es) and port number(s) received from the TrGW for the termination towards network B shall replace the IP address(es) and port number(s) in the SDP.

9.1.1.2
Receipt of the first SDP answer

Editor’s note: this clause needs to be updated when NAT-less mode is agreed.

At the receipt of the first SDP answer from network B the IMS-ALG shall:

-
Provide to the TrGW the address(es) and port number(s) as received in the c-line(s) and m-line(s) in the SDP answer  as destinations for the termination towards answering network B, 

-
Request the TrGW to allocate a termination towards the offering network A and provide IP address(es) and port number(s) from its pool for this termination, and provide the IP address and port number received in the first SDP offer from network A as destination for this termination, unless this step has already been executed earlier, e.g. at the receipt of the SDP offer, and

-
Requests the TrGW to bind the termination towards network A and the the termination towards network B to enable the routing of user plane traffic towards the IPv4 SIP network through the TrGW.

Note:
The binding request will be combined with the request to create terminations in the H.248 protocol

When the IMS-ALG has received the requested information, the IMS-ALG shall send an SDP answer to the network A. The IMS-ALG shall create the SIP message in accordance with the rules for the IMS ALG described in subclause 9.1.4 with the following clarification:

-
The IP address(es) and port number(s) received from the TrGW for the termination towards network A shall replace the received IP address(es) and port number(s) in the SDP.

9.1.2
Void

9.1.3
Change of connection information

Editor’s note: this clause needs to be updated when NAT-less mode is agreed.

After the dialog is established it is possible for both ends of the session to change the connection data for the session. When the IMS-ALG/TrGW receives a SDP offer/answer where port number(s) or IP address(es) is included., there are four different possibilities:

1) IP address(es) or/and port number(s) have been added. In this case additional binding(s) shall be provided by the IMS-ALG/TrGW as detailed for the first SDP offer in the Clauses above;

2) IP address(es) or/and port number(s) have been deleted. In this case binding(s) shall be made free by the IMS-ALG/TrGW;

3) IP address(es) and port number(s) have been reassigned of the users. In this case the binding(s) shall reflect the reassignment;

4) No change has been made to the IP address(es) and port number(s). In this case no change shall be made to the existing binding(s).

* * * 7th Change * * * *

{Contributor’s note: clause 9.2.1 raises a couple of questions for clarifications first:
· notion of “payload”: = a) IP packet payload?, b) L4 packet payload? or c) application payload?
[“the payload semantic has impact on the NA(P)T semantic, e.g. (c) may imply a bearer-level ALG (according work item H.248.ALG)]
· notion of “message”: = a) IP packet? or b) Lx payload? I would suggest below replacements …
}
9.2.1
IP packet forwarding (in general)
9.2.1.1
General

The TrGW shall use the established bindings described above to transport the  IP packets between the network A and the network B in the following way.

At the receipt of a payload message the TrGW shall:

-
Replace the received destination IP address(es) and port number(s) in the IP packet with the corresponding IP address(es) and port number(s) that have been signalled by the IBCF.
-
Replace the received source IPaddress(es) and port number(s) in the IP packet with the corresponding IP address(es) and port number(s) the TrGW allocated at its own terminations.

9.2.1.2
TrGW as anchor point in the IP bearer-path

When the underlying IP bearer-path of a SIP session is routed via a particular TrGW, then the correspondent, entire IP bearer traffic shall be handled and forwarded by this TrGW. This requirement is inherently given by policy enforcement functions like traffic policing, media conversion, QoS marking, etc.
The TrGW provides consequently an anchor point for the end-to-end IP bearer path within the connectionless IP network.
The requirement of this clause may be satisfied by the enforcement of a local NA(P)T function (see clause 10.2.1).
* * * 8th Change * * * *

9.2.2.5
IPv4 to IPv4

The TrGW shall behave in NAT44-full mode according clause 9.2.1.
{Contributor’s note: the NAT44-less mode is out of scope of this CR}
* * * 9th Change * * * *

9.2.2.6
IPv6 to IPv6

The TrGW shall behave in NAT66-full mode according clause 9.2.1.

The TrGW shall behave in NAT66-less mode according the definition in clause 3.1.

* * * 10th Change * * * *

10.2.1
IP Address and Port Conversion

10.2.1.1
NAT-full mode
The IP Address and port conversion is configured by the standard Ix interactions at call setup depicted in Figure 10.1.3.1.1.1.  IP address and port conversion functionality documented in Clause 9. 



10.2.1.2
NAT-less mode
Forwarding of an IP packet by a TrGW according the definition from clause 3.1.
* * * 11th Change * * * *

10.2.5
Media Control

Editor’s note: this clause needs to be updated when NAT-less mode is agreed.

The transcoding functionality, where the TrGW processes and possibly converts application / media data (like e.g. RTP payload) is optional for the TrGW and IBCF to support. 

[…]
* * * 12th Change * * * *

10.4.1.1
Reserve TrGW Connection Point
Editor’s note: this clause needs to be updated when NAT-less mode is agreed.

This procedure is used to reserve an termination at the TrGW.

Table 10.4.1.1.1: Reserve TrGW Connection Point

	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Reserve TrGW Connection Point


	IBCF
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Termination Request
	M
	This information element requests a new termination for the bearer to be established.

	
	
	IP Interface
	O
	This information element specifies the type of external interface to be used for the IP termination (e.g. MboIP).

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) (e.g. codec, auxiliary payload types) for which the TrGW shall be prepared to receive user data. May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	ReserveValue
	C
	This information element indicates if multiple local resources are to be reserved.
This information element shall be included if a speech codec and auxiliary payload types are configured.

	
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number on the TrGW that the remote end can send user plane data to.

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This may be included if remote source address filtering is included. It shall not be included if remote source address filtering is not included.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	RTCP handling
	O
	Indicates whether or not the TrGW  shall reserve  a port for an RTCP flow. 

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the IP termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in theIP header in packets sent on the IP termination should be copied from the received value or set to a specific value.

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the IP termination.

	
	
	Traffic Policing Required
	O
	This information element indicates that policing of the media flow is required.

	
	
	Peak Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2)

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2)

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream.

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.

	
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	
	
	Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	
	
	Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	Reserve TrGW Connection Point Ack
	TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Termination
	M
	This information element indicates the termination where the command was executed.

	
	
	Local IP Resources
	C
	This information element indicates the resources that the TrGW has reserved to receive the user plane data from the remote peer.

	
	
	Local Connection Address
	M
	This information element indicates the IP address and port on the TrGW that shall receive user plane data from the remote peer.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.

NOTE 2: 
At least one of these IEs shall be present when policing is required.


Editor's Note: For the Reserve TrGW Connection Point Ack, it is ffs if Local IP Resources is mandatory or optional to be included if present in the request, currently in other profiles such as Mc this is mandatory to be returned if sent in the request.
* * * End of Changes * * * *
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