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1st Change
4.0 
General

There are three distinct network scenarios for an IP-CAN Session:

Case 1. No Gateway Control Session is required, no Gateway Control Establishment occurs at all (e.g. 3GPP Access where GTP-based S5/S8 are employed.

Case 2. A Gateway Control Session is required. There are two subcases:

2a)
The BBERF assigns a Care of Address (CoA) to the UE and establishes a Gateway Control Session prior to any IP-CAN session establishment that will apply for all IP-CAN sessions using that CoA.

2b) At IP-CAN session establishment a Gateway Control Session is required before the PCEF announces the IP-CAN Session to the PCRF. At BBERF change and pre-registration the Gateway Control Session shall match an IP-CAN session that the PCEF has already announced. Each IP-CAN session is handled in a separate Gateway Control Session.

  
The PCRF shall select whether case 2a or case 2b applies based on the information received in the Gateway Control Session Establishment. For a user identified with a Subscription-Id AVP, when the PDN identifier included as part of the Called-Station-Id AVP is received, case 2b applies. If not received, case 2a applies.

The following considerations shall be taken into account when interpreting the signalling flows:
-
V-PCRF is included to also cover the roaming scenarios. 
-
H-PCRF will act as a PCRF for non-roaming UEs.
-
The steps numbered as “number+letter” (e.g. “3a”) will be executed, for the roaming case, instead of steps numbered as “number” (e.g. “3”), as indicated in the explanatory text below the signalling flows.
-
Emergency services are handled locally in the serving network, therefore the S9 reference point does not apply. The V-PCRF handles the user session locally. The procedure to detect that the Gx session or a Gateway Control Session is restricted to Emergency Services is described in 3GPP TS 29.212 [9].
-
Subscription-related information is not relevant for Emergency Sessions; therefore Sp reference point does not apply.
End of 1st Change
2nd Change
4.3.1
Network-Initiated IP-CAN Session Modification

4.3.1.1
Interactions between BBERF, PCEF and PCRF(PCC/QoS Rule Provisioning in PUSH mode)

This flow shows the provisioning of PCC Rules and/or authorized QoS triggered by an event in the PCRF.
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Figure 4.3.1.1.1: Interactions between BBERF, PCEF and PCRF for PCRF-Initiated IP-CAN Session Modification

1.
The H-PCRF receives an internal or external trigger to re-evaluate PCC Rules and policy decision for an IP-CAN Session. Possible external trigger events are described in clause 4.3.1.2.
2.
The H-PCRF selects the PCC Rule(s) to be installed, modified or removed for the IP-CAN Session. The H-PCRF may also update the policy decision by defining an authorized QoS and enable or disable the service flow(s) of PCC Rules. If the PCEF controls the binding of IP-CAN bearers, the H-PCRF may add or change QoS information per QCI applicable to that IP-CAN session.

3.
The H-PCRF stores the updated PCC Rules.

4.
Step 4 is only applicable if the Bearer Control Mode (BCM) selected is UE-only or, for UE/NW the PCRF determines that UE mode applies for the affected PCC Rules, and the PCRF receives an external trigger from the AF.
The PCRF may start a timer to wait for a UE requested bearer resource initiation, modification or removal procedure initiated by the UE, as depicted in figure 4.3.2.1.1 or figure 4.3.2.2.1. 


If a UE requested bearer resource initiation, modification or termination procedure initiated by the terminal is received for the affected PCC rules while the timer is running, all subsequent steps in the present figure shall not be executed and the steps in figure 4.3.2.1.1 or figure 4.3.2.2.1 (on provisioning based on PULL procedure at UE-initiated IP-CAN bearer establishment, modification or termination) shall be executed instead.

Editor’s Note:  Figures 4.3.2.1.1 and 4.3.2.2.1 for UE-initiated IP-CAN bearer establishment, modification, or termination procedures have not yet been updated for Rel-8.


Otherwise, the PCRF shall proceed with the subsequent steps (provisioning based on PUSH procedure) in the present figure after timer expiry.

NOTE: 
For IMS Emergency sessions step 4 is not applicable.
5.
For case 2a and 2b, if Gxx applies for the IP-CAN session and the user is not roaming, or the user is roaming in a Home Routed scenario or a Visited Access scenario for case 2a, the H-PCRF may initiate Gateway Control and QoS rules provisioning procedures described in clause 4.4.3. 

Editor’s Note: It is FFS if step 5 applies or not for Visited Access scenarios for case 2a. For all cases either step 5 or step 6c applies; never both.

6.
The H-PCRF sends a Diameter RAR to request that the PCEF installs, modifies or removes PCC Rules and updates the policy decision.

When the UE is roaming, steps 6a ~ 6e are executed instead of step 6:

6a.
The H-PCRF sends a Diameter RAR to the V-PCRF to request that the PCEF installs, modifies or removes PCC Rules and updates the policy decision.
6b. The V-PCRF enforces visited operator policies regarding PCC rules requested by the H-PCRF based on roaming agreements or locally configured policy.

NOTE: 
If the V-PCRF rejects provisioned PCC rules received from the H-PCRF, the remaining steps in this call flow are not followed. Instead, the V-PCRF shall notify the H-PCRF by sending a Diameter RAA, including the Experimental-Result-Code AVP set to the value PCC_RULE_EVENT, identify the failed PCC rules as specified in TS 29.212 [9], and additionally may provide the acceptable QoS Information for the service.  

6c.
For case 2a and 2b, if Gxx applies for the IP-CAN session and the user is roaming in a Visited Access scenario when Gxx is hidden, V-PCRF will derive the QoS rules from the PCC rules. The V-PCRF will initiate a Gateway Control and QoS Rule procedure as described in clause 4.4.3 to install, modify or remove QoS rules and optionally subscribe to new events in the BBERF.

6d.
The BBERF installs, modifies or removes the identified QoS Rules. The BBERF also enforces the authorized QoS of the corresponding QoS Rules.

6e. The V-PCRF sends a Diameter RAR to request that the PCEF installs, modifies or removes PCC Rules.
7.
The PCEF installs, modifies or removes the identified PCC Rules. The PCEF also enforces the authorized QoS and enables or disables service flow according to the flow status of the corresponding PCC Rules. If QoS information is received per QCI, PCEF shall set/update the upper limit for the MBR that the PCEF assigns to the non-GBR bearer for that QCI.

The following applies for emergency sessions only:

When the PCEF receives an IP-CAN Session Modification Request from the PCRF requesting the removal of the PCC rules of an emergency session, the PCEF starts an inactivity timer to enable the PSAP to request a callback session with the UE.


When the timer expires, the PCEF initiates an IP-CAN Session Termination Request (per section 4.2.2.1) to terminate the emergency session.

 
If, before the timer expires, the PCEF receives an IP-CAN Session Modification Request from the PCRF with PCC rules for an emergency session the PCEF cancels the timer.
8.
The PCEF sends a Diameter RAA to acknowledge the RAR. The PCEF informs the H-PCRF about the outcome of the PCC rule operation
When the UE is roaming, steps 8a ~ 8d are executed instead of step 8:
8a.
The BBERF informs the V-PCRF about the outcome of the operation by sending a Diameter RAA command.

8b.
The PCEF informs the V-PCRF about the outcome of the PCC rule operation by sending a Diameter RAA command.

8c.
The V-PCRF stores the received information.

8d.
The V-PCRF informs the H-PCRF about the outcome of the operation by sending a Diameter RAA command.

9.
When Gxx does not apply for the IP-CAN session, IP-CAN bearer signalling is executed separately for each IP-CAN bearer under the following conditions:

-
if all PCC rules bound to a bearer have been removed or deactivated (bearer deactivation is applicable)

-
if one or more bearers have to be modified

-
if the PCEF needs to establish a new bearer (bearer establishment is applicable).
End of 2nd Change
 3rd Change
4.4
Gateway Control Session Procedures

There are two kinds of Gateway Control (GC) sessions:

· A Gateway Control session that serves a single IP-CAN session (e.g. S-GW/BBERF connecting to PDN-GW using S5/S8 PMIP according to 23.402 [22]). 

· A Gateway Control session that serves all the IP-CAN sessions from the same UE (e.g. a UE connecting to PDN-GW using S2c according to TS 23.402 [22]).

These Gateway Control sessions are initiated in connection with IP-CAN session establishment and Initial Attach respectively. For the first case, the PCRF will identify that the GC session serves a single IP-CAN session based on the PDN Identifier received in the request.

An access network may support mobility with BBERF change. The new BBERF shall establish new Gateway Control sessions according to the procedures defined for the new access type and the PCRF shall correlate those sessions with ongoing IP-CAN sessions as part of the handover procedure.

These scenarios are shown separately in different flows. 

In the following procedures, the V-PCRF is included to depict the roaming scenarios. H-PCRF will act as a PCRF for non-roaming UEs. The V-PCRF handles the user session locally. The procedure to detect that the IP-CAN Session is restricted to Emergency Services is described in 3GPP TS 29.212 [9].
End of 3rd Change
4th Change
Annex B (normative):
Signalling Flows for IMS

The signalling flows in Clause 4 are also applicable for IMS. This Annex adds flows that show interactions with SIP/SDP signalling of the IMS.
B.X
General
The following is applicable for Emergency Services and PSAP call back request:

· The P-CSCF includes an Emergency indication when service information is sent over Rx as defined in 29.214 [10].

· The PCRF only allows Emergency Sessions that are bound to an IP-CAN session established to an Emergency APN.
· Pre-authorization for a UE terminated IMS session establishment with UE initiated resource reservation is not applicable.
B.2.2
Provisioning of service information at terminating P-CSCF and PCRF

This clause covers the PCC procedures at the terminating P-CSCF and PCRF at IMS session establishment. 

In figure B.2.2.1 the P-CSCF derives the provisioning of service information to the PCRF from the SDP offer/answer exchange.
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1.
The P-CSCF receives the SDP parameters defined by the originator.

2.
The P-CSCF identifies the connection information needed (IP address of the up-link IP flow(s), port numbers to be used etc…).
3.
The P-CSCF sends the SDP offer to the UE.
4.
The P-CSCF receives the negotiated SDP parameters from the UE. 

5.
The P-CSCF identifies the connection information needed (IP address of the down-link IP flow(s), port numbers to be used etc…).

6.
The P-CSCF forwards the derived service information to the PCRF by sending a Diameter AAR over a new Rx Diameter session.

7.
The PCRF stores the received session information and identifies the affected established IP-CAN Session(s).
8.
The PCRF sends a Diameter AAA to the P-CSCF.
9.
Upon reception of the acknowledgement from the PCRF, the SDP parameters in the SDP answer are passed to the originator.
10.
The PCRF executes interactions according to section 4.3.1.2.1 or Figure 4.3.2.1.1. This step implies provisioning of PCC/QoS rules and is executed in parallel with steps 8 and 9.
Figure B.2.2.1: PCC Procedures for IMS Session Establishment at terminating P-CSCF and PCRF
Optionally, the provisioning of service information may be derived already from the SDP offer to enable that a possible rejection of the service information by the PCRF is obtained by the P-CSCF in time to reject the service with appropriate SIP signalling or to enable pre-authorization for a UE terminated IMS session establishment with UE initiated resource reservation. This is described in figure B.2.2.2.
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1.
The P-CSCF receives the first SDP offer for a new SIP dialogue within SIP signalling, e.g. within a SIP INVITE request.
2.
The P-CSCF extracts the service information from the SDP offer (IP address of the up-link IP flow(s), port numbers to be used etc…). 

3.
The P-CSCF forwards the derived session information to the PCRF by sending a Diameter AAR over a new Rx Diameter session. It indicates that the service information that the AF has provided to the PCRF is preliminary and needs to be further negotiated between the two ends.

4.
The PCRF checks and authorizes the session information, but does not provisions PCC/QoS Rules at this stage.
5.
The PCRF replies to the P-CSCF with a Diameter AAA. 

6.
If the UE initiates a bearer resource modification request, the PCRF provides the PCEF/BBERF with PCC/QoS rules according to figure 4.3.2.1.1 or according to figure 4.3.1.1.1 based on the SDP offer.  
NOTE:
Step 6 is not applicable for IMS Emergency Sessions.
7.
The P-CSCF sends the SDP offer to the UE.
8.
The P-CSCF receives the negotiated SDP parameters from the UE within an SDP answer in SIP signalling. 

9.
The P-CSCF extracts service information from the SDP answer (IP address of the down-link IP flow(s), port numbers to be used etc…).

10.
The P-CSCF forwards the derived service information to the PCRF by sending a Diameter AAR over the existing Rx Diameter session.

11.
The PCRF sends a Diameter AAA to the P-CSCF. 

12.
The PCRF authorizes the session information. The PCRF executes interactions according to Figure 4.3.1.1.1 or Figure 4.3.2.1.1. This step implies provisioning of PCC/QoS rules and authorized QoS.
13.
Upon successful authorization of the session the SDP parameters in the SDP answer are passed to the originator. This step is executed in parallel with step 11.
Figure B.2.2.2: PCC Procedures for IMS Session Establishment at terminating P-CSCF and PCRF, provisioning of service information derived from SDP offer and answer
B.3
IMS Session Modification
B.3.1
Provisioning of service information 
This clause covers the provisioning of service information at IMS session modification both at the originating and terminating side.
In figure B.3.1.1 the P-CSCF derives the provisioning of service information to the PCRF from the SDP offer/answer exchange.
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1.
The P-CSCF receives the SDP parameters defined by the originator within an SDP offer in SIP signalling.

2.
The P-CSCF identifies the relevant changes in the SDP.

3.
The P-CSCF forwards the SDP offer in SIP signalling.

4.
The P-CSCF gets the negotiated SDP parameters from the terminating side through SIP signalling interaction.

5.
The P-CSCF identifies the relevant changes in the SDP.

6.
The P-CSCF sends a Diameter AAR for an existing Diameter session and includes the derived updated service information.

7.
The PCRF stores the received updated session information and identifies the affected established IP-CAN Session(s).
8.
The PCRF answers with a Diameter AAA.
9.
The P-CSCF forwards the SDP answer in SIP signalling.
10.
The PCRF executes interactions according to figure 4.3.1.1.1 or figure 4.3.2.1.1 Due to the updated service information, this step may imply provisioning of PCC/QoS rules or the need to enable or disable IP Flows (see Clauses B.3.2 and B.3.3, respectively).
Figure B.3.1.1: Provisioning of service information at IMS session modification
Optionally, the provisioning of service information may be derived already from the SDP offer to enable that a possible rejection of the service information by the PCRF is obtained by the P-CSCF in time to reject the service with appropriate SIP signalling or to enable pre-authorization for a UE terminated IMS session establishment with UE initiated resource reservation. This is described in figure B.3.1.2. 
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1.
The P-CSCF receives an SDP offer in SIP signalling for an exiting SIP dialogue.

2.
The P-CSCF identifies the relevant changes in the SDP and extracts the corresponding service information.

3.
The P-CSCF forwards the derived service information to the PCRF by sending a Diameter AAR over the existing Rx Diameter session for the corresponding SIP session. It indicates that the service information that the AF has provided to the PCRF is preliminary and needs to be further negotiated between the two ends.

4.
The PCRF checks and authorizes the session information, but does not provision PCC/QoS rules at this stage.
5.
The PCRF replies to the P-CSCF with a Diameter AAA. 

6.
If the UE initiates a bearer resource modification request, the PCRF provides the PCEF/BBERF with PCC/QoS rules according to figure 4.3.2.1.1 or according to figure 4.3.1.1.1 based on the SDP offer. 
NOTE:
Step 6 is not applicable for IMS Emergency Sessions.
7.
The P-CSCF forwards the SDP offer in SIP signalling.

8.
The P-CSCF receives the negotiated SDP parameters within an SDP answer in SIP signalling from the terminating side. 

9.
The P-CSCF identifies the relevant changes in the SDP and extracts the corresponding service information.

10.
The P-CSCF sends a Diameter AAR for an existing Diameter session and includes the derived updated service information. 

11.
The PCRF answers with a Diameter AAA. 

12.
The PCRF interacts with the GW according to figure 4.3.1.1.1 or figure 4.3.2.1.1. This step may imply provisioning of PCC/QoS rules and authorized QoS. The PCRF may need to enable or disable IP Flows (see Clauses B.3.2 and B.3.3, respectively) due to the updated service information.
13.
The P-CSCF forwards the SDP answer in SIP signalling. This step is executed in parallel with step 11.

Figure B.3.1.2: Provisioning of service information derived from SDP offer and answer at IMS session modification
End of 4th Change
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