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*** 1st Change ***

4.3.1.1
Interactions between BBERF, PCEF and PCRF(PCC/QoS Rule Provisioning in PUSH mode)

This flow shows the provisioning of PCC Rules and/or authorized QoS triggered by an event in the PCRF.
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Figure 4.3.1.1.1: Interactions between BBERF, PCEF and PCRF for PCRF-Initiated IP-CAN Session Modification

1.
The H-PCRF receives an internal or external trigger to re-evaluate PCC Rules and policy decision for an IP-CAN Session. Possible external trigger events are described in clause 4.3.1.2.

2.
The H-PCRF selects the PCC Rule(s) to be installed, modified or removed for the IP-CAN Session. The H-PCRF may also update the policy decision by defining an authorized QoS and enable or disable the service flow(s) of PCC Rules. If the PCEF controls the binding of IP-CAN bearers, the H-PCRF may add or change QoS information per QCI applicable to that IP-CAN session.

3.
The H-PCRF stores the updated PCC Rules.

4.
Step 4 is only applicable if the Bearer Control Mode (BCM) selected is UE-only or, for UE/NW the PCRF determines that UE mode applies for the affected PCC Rules, and the PCRF receives an external trigger from the AF.
The PCRF may start a timer to wait for a UE requested bearer resource initiation, modification or removal procedure initiated by the UE, as depicted in figure 4.3.2.1.1 . 


If a UE requested bearer resource initiation, modification or termination procedure initiated by the terminal is received for the affected PCC rules while the timer is running, all subsequent steps in the present figure shall not be executed and the steps in figure 4.3.2.1.1  (on provisioning based on PULL procedure at UE-initiated IP-CAN session modification) shall be executed instead.



Otherwise, the PCRF shall proceed with the subsequent steps (provisioning based on PUSH procedure) in the present figure after timer expiry.

5.
For case 2a and 2b, if Gxx applies for the IP-CAN session,the H-PCRF may initiate Gateway Control and QoS rules provisioning procedures described in clause 4.4.3. 

Editor’s Note: It is FFS if step 5 applies or not for Visited Access scenarios for case 2a. For all cases either step 5 or step 6c applies; never both.

6.
The H-PCRF sends a Diameter RAR to request that the PCEF installs, modifies or removes PCC Rules and updates the policy decision.


When the UE is roaming, steps 6a ~ 6e are executed instead of step 6:

6a.
The H-PCRF sends a Diameter RAR to the V-PCRF to request that the PCEF installs, modifies or removes PCC Rules and updates the policy decision.

6b. The V-PCRF enforces visited operator policies regarding PCC rules requested by the H-PCRF based on roaming agreements or locally configured policy.

NOTE: 
If the V-PCRF rejects provisioned PCC rules received from the H-PCRF, the remaining steps in this call flow are not followed. Instead, the V-PCRF shall notify the H-PCRF by sending a Diameter RAA, including the Experimental-Result-Code AVP set to the value PCC_RULE_EVENT, identify the failed PCC rules as specified in TS 29.212 [9], and additionally may provide the acceptable QoS Information for the service.  

6c.
For case 2a and 2b, if Gxx applies for the IP-CAN session and the user is roaming in a Visited Access scenario when Gxx is hidden, V-PCRF will derive the QoS rules from the PCC rules. The V-PCRF will initiate a Gateway Control and QoS Rule procedure as described in clause 4.4.3 to install, modify or remove QoS rules and optionally subscribe to new events in the BBERF.

6d.
The BBERF installs, modifies or removes the identified QoS Rules. The BBERF also enforces the authorized QoS of the corresponding QoS Rules.

6e. The V-PCRF sends a Diameter RAR to request that the PCEF installs, modifies or removes PCC Rules.
7.
The PCEF installs, modifies or removes the identified PCC Rules. The PCEF also enforces the authorized QoS and enables or disables service flow according to the flow status of the corresponding PCC Rules. If QoS information is received per QCI, PCEF shall set/update the upper limit for the MBR that the PCEF assigns to the non-GBR bearer for that QCI.

8.
The PCEF sends a Diameter RAA to acknowledge the RAR. The PCEF informs the H-PCRF about the outcome of the PCC rule operation

When the UE is roaming, steps 8a ~ 8d are executed instead of step 8:
8a.
The BBERF informs the V-PCRF about the outcome of the operation by sending a Diameter RAA command.

8b.
The PCEF informs the V-PCRF about the outcome of the PCC rule operation by sending a Diameter RAA command.

8c.
The V-PCRF stores the received information.

8d.
The V-PCRF informs the H-PCRF about the outcome of the operation by sending a Diameter RAA command.

9.
When Gxx does not apply for the IP-CAN session, IP-CAN bearer signalling is executed separately for each IP-CAN bearer under the following conditions:

-
if all PCC rules bound to a bearer have been removed or deactivated (bearer deactivation is applicable)

-
if one or more bearers have to be modified

-
if the PCEF needs to establish a new bearer (bearer establishment is applicable).

*** 2nd Change ***

4.3.2.1
UE-initiated IP-CAN Session Modification. -
This flow shows the provisioning of PCC Rules and/or authorized QoS triggered by the UE (UE-initiated).
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Figure 4.3.2.1.1: UE-initiated IP-CAN Session Modification. 

1.
For case 2a and 2b, Gxx applies for the IP-CAN session, the BBERF may initiate Gateway Control and QoS rules request procedure described in clause 4.4.2.
Steps 2 to 10 only applies for case 1.

2.
The PCEF may receive IP‑CAN session signalling for IP‑CAN Session modification. The IP-CAN session signalling can be due to an internal or an external trigger received in the H-PCRF
3.
The PCEF sends a Diameter CCR to the H-PCRF to request PCC rules update.

When the UE is roaming, steps 3a ~ 3c are executed instead of step 3:

3a.
The PCEF sends a Diameter CCR to the V-PCRF to request PCC Rules for the roaming user. 

3b. The V-PCRF stores the information received in the Diameter CCR from the PCEF.

3b. The V-PCRF sends a CCR to the H-PCRF requesting PCC rules. 

4. The H-PCRF may require subscription-related information to the SPR.

5. The SPR replies with the subscription related information requested previously by the H-PCRF.
6. If the timer described in step 4 of figure 4.3.1.1.1 of clause 4.3.1.1 is running, the H-PCRF shall stop it. The H-PCRF selects or generates the PCC Rule(s) to be installed. The H- PCRF may also make a policy decision by deriving an authorized QoS and by deciding whether service flows described in the PCC Rules are to be enabbled or disabled. 
7. The H-PCRF sends a Diameter CCA to the PCEF including the PCC Rules to be provisioned.

When the UE is roaming with local breakout for case 1, steps 9a ~ 9e are executed instead of step 9:

7a.
The H-PCRF sends a Diameter CCA to the V-PCRF including the PCC Rules to be provisioned. 

7b.
The V-PCRF makes PCC Rules validation. 

NOTE: 
If the V-PCRF rejects provisioned PCC rules received from the H-PCRF, the remaining steps in this call flow are not followed. Instead, the V-PCRF shall notify the H-PCRF by sending a Diameter CCR, including the Experimental-Result-Code AVP set to the value PCC_RULE_EVENT, identify the failed PCC rules as specified in TS 29.212 [9], and additionally may provide the acceptable QoS Information for the service.  

7c. The V-PCRF sends a Diameter CCA to request the PCEF to install, modify or remove the PCC Rules.
8. The PCEF installs, modifies or removes the provided PCC Rules. The PCEF also enforces the authorized QoS and enables or disables service flows according to the flow status of the corresponding PCC Rules.

9.
The PCEF acknowledges any IP‑CAN Session signalling for IP-CAN Session modification received in step 2.
10. If the PCRF requested to confirm that the resources associated to a PCC Rule have been successfully allocated, the UE-initiated IP-CAN session modification procedure is performed again starting from step 2.
11. For case 2a and 2b, the PCRF may perform the Network-initiated IP-CAN Session Modification, as it is depicted in clause 4.3.1.1, starting from step 6 of Figure 4.3.1.1.1. 





















*** 3rd Change ***

4.3.2.2 VOID































*** 4th Change ***

D.3.1.2

UE-initiated IP-CAN Session Modification

UE-initiated IP-CAN session modification is executed according to clause 4.3.x with the following differences:

-  In step 2 of Figure 4.3.x.1.1, The GGSN receives a Create/Update or Delete PDP Context Request message from the SGSN, or a Change Notification message. 
- In step 11 of Figure 4.3.x.1.1, the GGSN accepts the Create PDP Context Request, the Update PDP Context Request, the Delete PDP Context Request or the Change Notification message, based on the results of the authorisation policy decision enforcement and sends a Create PDP Context Response or Update PDP Context Response. If the requested QoS parameters do not correspond to the authorized QoS, the GGSN adjusts (downgrades/upgrades) the requested UMTS QoS parameters to the authorized values.
*** End of Changes ***
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