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	Consequences    (
  
if not agreed:
	Important case of handling PCRF failures is missing.
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Proposed changes:
*** First Change ***

5
Functional requirements for solutions 
Functional requirement  #x:  It shall be possible to restore PCRF session state after detection of a PCRF failure; depending on the deployment scenario and type of failure, this may happen already during the ongoing failure situation ( e.g. in case of partial failures or with multiple PCRFs) or only after recovery of the failed node (in case of total failure of the PCRF node in a single PCRF deployment).The impacts of PCRF session state restoration on load, performance and stability of the PCRF infrastructure (PCRF nodes and clients) shall be minimized. 
*** Second Change ***

6
Solutions
Editor’s note: per solution the impact on specifications is to be described.

6.x Solution x: PCRF session state restoration
This solution can be employed to re-synchronize PCC rules between PCRF nodes and PCRF clients on bearer and AF sessions whenever, due to failure of a PCRF node, the PCRF has lost the session state. The PCRF needs to store information on all clients with which it has sessions in non-volatile memory.
The principle scheme is shown in figure 6.x.y in the most general form. PCRF session state can be restored either on the failed PCRF node (e.g. for the single PCRF deployment, during partial failures or after its recovery from failure), or on alternative PCRF nodes (e.g. for the case of partial PCRF node failure in a deployement with multiple PCRFs).  
Editor’s note: the combination of this solution with other solutions is FFS.

[image: image1]
Figure 6.x.y: PCRF session state restoration
The following steps are performed:

1) the restoration process starts by a “Restore” request to a PCRF client, containing information on the source PCRF, target PCRF node and target sessions. The information on target sessions may also be null, meaning that all sessions on the PCRF client stemming from the source PCRF are requested to be restored on the target PCRF. The entity triggering the restoration may be typically the failing/failed PCRF node, but potentially also manual intervention or a TMN interface. The source PCRF is used to filter out the relevant bearer or AF sessions, together with more specific information on target sessions; this data may also be of bulk nature e.g. according to a time stamp (all bearer or AF sessions started after a certain time), list of UEs, etc. The detailed role of “target PCRF” is FFS (e.g. whether it indicates/excludes one or more specific PCRF nodes).  
2) the addressed PCRF client performs scheduling of the necessary signaling for restoration. For this purpose it should take into account its own current and excpectable load; e.g. if  the received request for restoration was for a large amount of sessions, it may break the subsequent signaling into portions, and wait for successful restoration of one portion before requesting restoration of the next portion. Depending on the detailed role of “target PCRF” it may also employ load balancing between available PCRF nodes.
3) The PCRF client sends the appropriate PCRF request(s) with all bearer or AF session data to the target PCRF node(s). Although repeated single signaling requests, as for a normal establishment of PCRF sessions, could be used, the assumption here is that bulk signaling is required for reasons of performance.
4) The PCRF node establishes the requested PCRF sessions and provides their data to the PCRF client (as before, bulk signaling is assumed). 
5) The PCRF client may send an intermediate confirmation of restored session data back to the triggering entity.
6) Steps 3) to 5) are repeated, depending on the scheduling of restoration requests by the PCRF client.

7) The PCRF client sends a final confirmation of restored session data back to the triggering entity.
Note: for the single PCRF case, the source and target PCRF are the same.
Editor’s note: the description and behaviour of this solution with DRA is FFS.
Editor’s note: the case with several PCRF clients involved in linked sessions (e.g. AF with PCEF) is FFS. 
*** End of Changes ***
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