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*** 1st change ***
xx.4
SGmb Messages

This clause defines the SGmb interface Diameter message.

The relevant AVPs that are of use for the SGmb interface are detailed in this clause. Other Diameter NASREQ (IETF RFC 4005 [67]) AVPs, even if their AVP flag rules is marked with "M", are not required for being compliant with the current specification.

All SGmb specific AVPs for SGmb are needed to be compliant to the SGmb interface unless otherwise stated.
xx.4.1
Re-Auth-Request Command
The Re-Auth-Request (RAR) command, defined in IETF RFC3588 (DIAMETER BASE) [66], is indicated by the Command-Code set to 258 and the message flags' 'R' bit set. 

The relevant AVPs that are of use for the SGmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for SGmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

The bold marked AVPs in the message format indicate new optional AVPs for SGmb, or modified existing AVPs.

Message Format:

      <RAR>  ::= < Diameter Header: 258, REQ, PXY >

                 
< Session-Id >

                 
{ Origin-Host }

                 
{ Origin-Realm }

                 
{ Destination-Realm }

                 
{ Destination-Host }

                 
{ Auth-Application-Id }

                 
{ Re-Auth-Request-Type }
                 
[ Called-Station-Id ]

                 
[ Framed-IP-Address]

                 
[ Framed-IPv6-Prefix ]

                 
[ Framed-Interface-Id ]



    
[ MBMS-StartStop-Indication ]





    [ MBMS-Service-Area ]

                 
[ QoS-Information ]




    
[ MBMS-Session-Duration ]





 
[ MBMS-Session-Identity ]

                 
[ MBMS-Session-Repetition-number ]



    
[ TMGI ]

                 * 
[ 3GPP-SGSN-Address ]           

                 * 
[ 3GPP-SGSN-IPv6-Address ]       
                 
[ MBMS-Time-To-Data-Transfer ]

                 
[ MBMS-User-Data-Mode-Indication ]

                 
[ MBMS-BMSC-SSM-IP-Address ]

                 
[ MBMS-BMSC-SSM-IPv6-Address ]

                 
[ MBMS-Flow-Identifier ]





[ CN-IP-Multicast-Distribution ]   
                 
[ MBMS-HC-Indicator ]
                 
[ Origin-State-Id ]

                 *
[ Proxy-Info ]

                 *
[ Route-Record ]

For the MBMS Session Start procedure, RAR is sent by the BM-SC to the MBMS GW(s) that will deliver the MBMS service when it is ready to send data. This is a request to activate all necessary bearer resources in the network for the transfer of MBMS data. The RAR message contains either an IPv4 address included in 3GPP-SGSN-Address or an IPv6 address included in 3GPP-SGSN-IPv6-Address for each participating MBMS control plane nodes (MMEs, SGSNs).

For the MBMS Session Update procedure, RAR is sent by the BM-SC in order for the MBMS GW(s) to update their session attributes. The updated MBMS Service Area included in the MBMS-Service-Area AVP shall be included. The MBMS-StartStop-Indication AVP with the value UPDATE shall be included. The MBMS-Time-To-Data-Transfer with the value set to 0 shall be included. The MBMS-Session-Duration AVP shall be included to indicate the duration of the remaining part of the MBMS session. The 3GPP-SGSN-Address AVP and the 3GPP-SGSN-IPv6-Address AVP shall be included if the related lists of MBMS control plane nodes (MMEs, SGSNs) in the MBMS GW(s) have changed. The other bold marked AVPs shall be included as given by the previous, corresponding MBMS Session Start procedure.

For the MBMS Session Stop procedure, RAR is sent by the BM-SC to the MBMS GW(s) when it considers the MBMS session to be terminated. The session is typically terminated when there is no more MBMS data expected to be transmitted for a sufficiently long period of time to justify a release of bearer plane resources in the network. 

For the MBMS Session Start procedure, the Qos-Information AVP indicates the QoS that is required for the MBMS bearer service for the actual MBMS session. Only the QoS-Class-Identifier AVP, Max-Requested-Bandwidth-DL, Guaranteed-Bitrate-DL AVP and Allocation-Retention-Priority AVP within the QoS-Information AVP are applicable for the MBMS bearer service. The MBMS-Service-Area is passed from BM-SC transparently through MBMS GW to the MMEs/SGSN(s) that are relevant for the actual MBMS bearer service.

The usage of MBMS-StartStop-Indication AVP, Session-Id AVP, Framed-IP-Address, Framed-IPv6-Prefix, Framed-Interface-Id, Called-Station-Id and MBMS-Flow-Identifier can refer to Gmb interface as described in clause 17.6.5.
xx.4.2
RE-Auth-Answer Command
The Re-Auth-Answer (RAA) command, defined in IETF RFC3588 (DIAMETER BASE) [66], is indicated by the Command-Code set to 258 and the message flags' 'R' bit clear, is sent in response to the RAR. 

The relevant AVPs that are of use for the SGmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for SGmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

The bold marked AVPs in the message format indicate new optional AVPs for SGmb, or modified existing AVPs.
Message Format:

      <RAA>  ::= < Diameter Header: 258, PXY >

                 
< Session-Id >

                 
{ Origin-Host }

                 
{ Origin-Realm }
                 
[ Result-Code ]





[ Experimental-Result ]






[ MBMS-StartStop-Indication ]

                 
[ MBMS-GGSN-Address ]            ; for unicast encapsulated user data
                 
[ MBMS-GGSN-IPv6-Address ]       ; for unicast encapsulated user data
                 
[ MBMS-User-Data-Mode-Indication ]

                 
[ Origin-State-Id ]

                 
[ Error-Message ]

                 
[ Error-Reporting-Host ]

                 *
[ Failed-AVP ]

                 *
[ Redirected-Host ]

                 
[ Redirected-Host-Usage ]

                 
[ Redirected-Host-Cache-Time ]






[ Proxy-Info ]
xx.4.3

Session-Termination-Request Command
A DIAMETER session may be terminated by the MBMS GW in exceptional cases.

The relevant AVPs that are of use for the SGmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for SGmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

Message Format:

<ST-Request> ::= < Diameter Header: 275, REQ, PXY >

                      
< Session-Id >

                      
{ Origin-Host }

                      
{ Origin-Realm }

                      
{ Destination-Realm }

                      
{ Auth-Application-Id }

                      
{ Termination-Cause }

                      
[ Destination-Host ]

                      *
[ Class ]

                      
[ Origin-State-Id ]

                      *
[ Proxy-Info ]

                      *
[ Route-Record ]
xx.4.4

Session-Termination-Answer Command
The STA command, defined in IETF RFC3588 (DIAMETER BASE) [66], is indicated by the Command-Code field set to 275 and the ‘R’ bit cleared in the Command Flags field, is sent in response to an STR command.

The relevant AVPs that are of use for the SGmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for SGmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

Message Format:
<ST-Answer>  ::= < Diameter Header: 275, PXY >

                       
< Session-Id >

                       
{ Result-Code }

                       
{ Origin-Host }

                       
{ Origin-Realm }

                      *
[ Class ]

                       
[ Error-Message ]

                       
[ Error-Reporting-Host ]

                      *
[ Failed-AVP ]

                       
[ Origin-State-Id ]

                      *
[ Redirect-Host ]

                       
[ Redirect-Host-Usage ]

                       
[ Redirect-Max-Cache-Time ]
      



  * [ Proxy-Info ]
xx.4.5
Abort-Session-Request Command
The Abort-Session-Request (ASR) command, defined in IETF RFC3588 (DIAMETER BASE) [66], is indicated by the Command-Code set to 274 and the message flags' 'R' bit set, is sent by the BM-SC to the MBMS GW to request that the session identified by the Session-Id be stopped.

The relevant AVPs that are of use for the SGmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for SGmb purposes and should be ignored by the receiver or processed according to the relevant specifications.
Message Format

      <ASR>  ::= < Diameter Header: 274, REQ, PXY >

                 < Session-Id >

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 { Destination-Host }

                 { Auth-Application-Id }

                 [ Origin-State-Id ]

               * [ Proxy-Info ]

               * [ Route-Record ]
xx.4.6
Abort-Session-Answer Command
The Abort-Session-Answer (ASA) command, defined in IETF RFC3588 (DIAMETER BASE) [66], is indicated by the Command-Code set to 274 and the message flags' 'R' bit clear, is sent in response to the ASR. 

The relevant AVPs that are of use for the SGmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for SGmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

Message Format

      <ASA>  ::= < Diameter Header: 274, PXY >

                 < Session-Id >

                 { Result-Code }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Origin-State-Id ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

               * [ Failed-AVP ]

               * [ Redirected-Host ]

                 [ Redirected-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

               * [ Proxy-Info ]
***End of change ***
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