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*** First Change ***

4.3.1
PCC Rule Definition

The purpose of the PCC rule is to:
-
Detect a packet belonging to a service data flow.

-
The service data flow filters within the PCC rule are used for the selection of downlink IP CAN bearers.

-
The service data flow filters within the PCC rule are used for the enforcement that uplink IP flows are transported in the correct IP CAN bearer.

-
Identify the service the service data flow contributes to.

-
Provide applicable charging parameters for a service data flow.

-
Provide policy control for a service data flow.

The PCEF shall select a PCC rule for each received packet by evaluating received packets against service data flow filters of PCC rules in the order of the precedence of the PCC rules. When a packet matches a service data flow filter, the packet matching process for that packet is completed, and the PCC rule for that filter shall be applied.

There are two different types of PCC rules as defined in [7]:

-
Dynamic PCC rules. Dynamically provisioned by the PCRF to the PCEF via the Gx interface. These PCC rules may be either predefined or dynamically generated in the PCRF. Dynamic PCC rules can be installed, modified and removed at any time.
-
Predefined PCC rules. Preconfigured in the PCEF. Predefined PCC rules can be activated or deactivated by the PCRF at any time. Predefined PCC rules within the PCEF may be grouped allowing the PCRF to dynamically activate a set of PCC rules over the Gx reference point.

NOTE:
The operator may define a predefined PCC rule, to be activated by the PCEF. Such a predefined rule is not explicitly known in the PCRF.

A PCC rule consists of:

-
a rule name;
-
service identifier;
-
service data flow filter(s);

-
precedence;
-
gate status;
-
QoS parameters;
-
charging key (i.e. rating group);
-
other charging parameters;

-
usage monitoring parameters (e.g., monitoring key).
The rule name shall be used to reference a PCC rule in the communication between the PCEF and the PCRF.
The service identifier shall be used to identify the service or the service component the service data flow relates to.
The service flow filter(s) shall be used to select the traffic for which the rule applies. It shall be possible to define wildcarded service data flow filter(s), both for the dynamic and predefined PCC rules.
The gate status indicates whether the service data flow, detected by the service data flow filter(s), may pass (gate is open) or shall be discarded (gate is closed) in uplink and/or in downlink direction.
The QoS information includes the QoS class identifier (authorized QoS class for the service data flow) , the Allocation and Retention Priority (ARP) and authorized bitrates for uplink and downlink.
The charging parameters define whether online and offline charging interfaces are used, what is to be metered in offline charging, on what level the PCEF shall report the usage related to the rule, etc.
The usage monitoring parameters are used to associate the service data flow(s) to a usage monitoring key used for usage monitoring control at the service data flow level.
For different PCC rules with overlapping service data flow filter, the precedence of the rule determines which of these rules is applicable. When a dynamic PCC rule and a predefined PCC rule have the same precedence, the dynamic PCC rule takes precedence.

PCC rule also includes Application Function record information for enabling charging correlation between the application and bearer layer if the AF has provided this information via the Rx interface. For IMS this includes the IMS Charging Identifier (ICID) and flow identifiers.

*** Second Change ***

4.5.2.x
Usage Monitoring Control
Usage monitoring can be enabled for the service data flows associated with a PCC rule. The provisioning of usage monitoring control per PCC rule shall be performed using the PCC rule provisioning procedure. For a PCRF-provided PCC rule, the monitoring key shall be set using a Monitoring-Key AVP within the Charging-Rule-Definition AVP of the PCC rule.   
To disable usage monitoring for a PCRF-provided PCC rule provisioned with a Monitoring Key, the Usage-Monitoring AVP shall be set to the value USAGE_MONITORING_DISABLED within the Charging-Rule-Definition AVP of the PCC rule.  Once disabled, traffic for the service data flows of the PCC rule shall no longer be monitored by the PCEF. To re-enable usage monitoring for a PCRF-provided PCC rule for which usage monitoring has been disabled, the Usage-Monitoring AVP shall be set to the value USAGE_MONITORING_ENABLED within the Charging-Rule-Definition AVP of the PCC rule.
See also clause 4.5.x.
*** Third Change ***

4.5.x
Provisioning Usage Monitoring Control
To provision usage monitoring control and request usage reporting for aggregated traffic for the IP-CAN session or a specific service data flows, the PCRF shall provision the USAGE_REPORT Event-Trigger by sending the USAGE_REPORT Event-Trigger value in a CCA or RAR command to the PCEF and shall also provision a usage threshold for the IP-CAN session or specific monitoring keys, or both using the procedures described below.  

To enable usage monitoring for aggregated traffic at the IP-CAN session level, the PCRF shall send the usage volume threshold within the Usage-Volume AVP in a CCA or RAR command at command level to the PCEF.  To disable usage monitoring for aggregated traffic at the IP-CAN session level, the PCRF shall send the Usage-Monitoring AVP set to the value USAGE_MONITORING_DISABLED in a CCA or RAR command at command level to the PCEF.  
Provisioning of usage monitoring for a set of service data flows shall be accomplished along with the PCC rule provisioning procedure.  To provision the usage threshold value associated with a usage monitoring key, the PCRF shall send to the PCEF in a CCA or RAR command a Usage-Monitoring-Control AVP including the usage monitoring key value within the Monitoring-Key AVP and the usage volume threshold value within the Usage-Volume AVP. To disable usage monitoring for a Monitoring Key, the PCRF shall send to the PCEF in a CCA or RAR command the Usage-Monitoring-Control AVP including the usage monitoring key value within the Monitoring-Key AVP and the Usage-Monitoring AVP set to the value USAGE_MONITORING_DISABLED. 
NOTE: 
The usage threshold value of zero when usage monitoring is enabled means no threshold is provisioned, although usage monitoring is enabled.  In this case usage will be reported when one of the conditions described in clause 4.5.y occur with the exception of a usage threshold being reached.
*** Fourth Change ***

4.5.y
Reporting Accumulated Usage
When usage monitoring is enabled, the PCEF shall report accumulated usage to the PCRF in the following conditions:

· when a usage threshold is reached,

· when all PCC rules for which usage monitoring is enabled for a particular usage monitoring key are removed or deactivated,

· when usage monitoring is explicitly disabled by the PCRF,

· when a PCC revalidation timeout occurs,

· when an IP-CAN session is terminated,

· when requested by the PCRF.

To report accumulated usage for aggregated traffic at the IP-CAN session level, the PCEF shall include in a CCR or RAA command the accumulated usage since last reported (or since enabled if not yet reported) within the Usage-Volume AVP at the command level. 

To report accumulated usage at the service data flow level, the PCEF shall include in a CCR or RAA command the Usage-Monitoring-Control AVP including the usage monitoring key affected within the Monitoring-Key AVP and the accumulated usage since last reported (or since enabled if not yet reported) within the Usage-Volume AVP.

In cases where accumulated usage is reported in a CCR command, the PCEF shall include in the CCR the Event-Trigger value USAGE_REPORT.
For cases where accumulated usage is reported in a CCR command and the PCRF has not explicitly disabled usage monitoring as defined clause 4.5.y.3, the PCRF shall indicate to the PCEF if usage monitoring shall continue for that IP-CAN session, usage monitoring key, or both as follows:

· if the PCRF provisions an updated usage threshold in the CCA command using the Provisioning Usage Monitoring Control procedures described in clause 4.5.x, usage monitoring continues using the updated threshold value provisioned by the PCRF; 

· otherwise, if the PCRF does not include an updated usage threshold in the CCA command, the PCEF shall not continue usage monitoring for that IP-CAN session, usage monitoring key, or both as applicable.

For these cases the PCEF shall continue to monitor usage after sending the CCR until it receives a CCA indicating that usage monitoring shall not continue.  

NOTE: 
When the PCRF indicates that usage monitoring shall not continue in the CCA, the PCEF does not report usage which has accumulated between sending the CCR and receiving the CCA.

Upon receiving the reported usage from the PCEF, the PCRF shall deduct the value of the usage threshold from the total allowed usage for that IP-CAN session, usage monitoring key, or both as applicable.  

Additional procedures for each of the scenarios above are described in the following subclauses to 4.5.y.
4.5.y.1
Usage Threshold Reached
When usage monitoring is enabled for aggregated traffic at the IP-CAN session, the PCEF shall notify the PCRF when a the usage threshold is reached and shall report the accumulated usage in a CCR command by following the procedures to report accumulated usage for aggregated traffic at the IP-CAN session level in clause 4.5.y.

When usage monitoring is enabled at the service data flow level for a particular monitoring key, the PCEF shall notify the PCRF when a usage threshold for that monitoring key is reached and report the accumulated usage for that monitoring key in a CCR command by following the procedures to report accumulated usage at the service data flow level defined in clause 4.5.y.
4.5.y.2
PCC Rule Removal

When all PCC rules for which usage monitoring is enabled for a particular usage monitoring key are removed or deactivated, the PCEF shall report the accumulated usage for the usage monitoring key using the procedures to report accumulated usage at the service data flow level defined in clause 4.5.y.

When the PCRF removes the last PCC rule associated with a usage monitoring key in an RAR command, the PCEF shall report the accumulated usage for that monitoring key within the RAA response to the RAR.

When the PCEF reports that the last PCC rule associated with a usage monitoring key is inactive in a CCR command, the PCEF shall report the accumulated usage for that monitoring key within the same CCR command.
4.5.y.3
Usage Monitoring Disabled

Once enabled, the PCRF may explicitly disable usage monitoring as a result of receiving a CCR from the PCEF which is not related to reporting usage, other external triggers (e.g., receiving an AF request, subscriber profile update), or a PCRF internal trigger.  When the PCRF disables usage monitoring using the Provisioning Usage Monitoring Control procedures in clause 4.5.x, the PCEF shall report the accumulated usage which has occurred while usage monitoring was enabled. 
When the PCRF disables usage monitoring by sending to the PCEF the Usage-Monitoring AVP set to the value USAGE_MONITORING_DISABLED at CCA or RAR command level (to disable monitoring the IP-CAN session level), or within a Usage-Monitoring-Control AVP (to disable monitoring at service data flow level for the affected usage monitoring key), the PCEF shall disable the usage monitoring for the IP-CAN session, usage monitoring key, or both and shall report accumulated usage associated with the usage monitoring being disabled using the procedures defined in clause 4.5.y.

If the PCRF disables usage monitoring in a RAR command, the PCEF shall report the accumulated usage within the RAA response to the RAR. If the PCRF disables usage monitoring in a CCA command in response to a CCR that did not report usage, the PCEF shall report the accumulated usage within a new CCR command.
4.5.y.4
PCC Revalidation Timeout

If usage monitoring is enabled and a PCC revalidation timeout occurs, the PCEF shall send a CCR following the time of the day procedures as specified in clause 4.5.13, and shall also report in the same CCR command all accumulated usage for all enabled monitoring using the procedures to report accumulated usage at IP-CAN session level (if enabled) and the procedures to report accumulated usage at the service data flow level (if enabled) defined in clause 4.5.y.
4.5.y.5
IP-CAN Session Termination

When usage monitoring is enabled for the IP-CAN session, service data flow level, or both and that IP-CAN session is terminated by the PCEF, the PCEF shall report in the CCR to terminate the session all accumulated usage for enabled monitoring using the procedures to report accumulated usage at IP-CAN session level (if enabled) and the procedures to report accumulated usage at the service data flow level (if enabled) defined in clause 4.5.y.
4.5.y.6
PCRF Requested Usage Report
When usage monitoring is enabled, the PCRF may request the PCEF to report accumulated usage for all enabled monitoring or selected monitoring keys regardless if a usage threshold has been reached.

If the PCRF sends the Usage-Monitoring AVP set to the value USAGE_MONITORING_REPORT to the PCEF at CCA or RAR command level, the PCEF shall send a new CCR command to report all accumulated usage for enabled monitoring using the procedures to report accumulated usage at IP-CAN session level (if enabled) and the procedures to report accumulated usage at the service data flow level (if enabled) defined in clause 4.5.y.  

If the PCRF sends the Usage-Monitoring-AVP set to the value USAGE_MONITORING_REPORT to the PCEF within a Usage-Monitoring-Control AVP, the PCEF shall send a new CCR command to report accumulated usage for the usage monitoring key within the same Usage-Monitoring-Control AVP using the procedures to report accumulated usage at the service data flow level defined in clause 4.5.y.
*** Fifth Change ***

5.3
Gx specific AVPs 

Table 5.3.1 describes the Diameter AVPs defined for the Gx reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted, what access types (e.g. 3GPP-GPRS, etc.) the AVP is applicable to and the applicability of the AVPs to charging control, policy control or both. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1: Gx specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (note 1)
	
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (note 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Acc. type
	Applicability (note 3)

	Access-Network-Charging-Identifier-Gx
	1022
	5.3.22
	Grouped
	M,V
	P
	
	
	Y
	All
	CC

	Allocation-Retention-Priority
	1034
	5.3.32
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	AN-GW-Address
	1050
	5.3.49
	Address
	M, V
	P
	
	
	Y
	All
	Both

	APN-Aggregate-Max-Bitrate-DL
	1040
	5.3.39
	Unsigned32
	M,V
	P
	
	
	Y
	NOTE 5
	PC

	APN-Aggregate-Max-Bitrate-UL
	1041
	5.3.40
	Unsigned32
	M,V
	P
	
	
	Y
	NOTE 5
	PC

	Bearer-Control-Mode
	1023
	5.3.23
	Enumerated
	M,V
	P
	
	
	Y
	All
	PC

	Bearer-Identifier
	1020
	5.3.20
	OctetString
	M,V
	P
	
	
	Y
	3GPP-GPRS
	Both

	Bearer-Operation
	1021
	5.3.21
	Enumerated
	M,V
	P
	
	
	Y
	3GPP-GPRS
	Both

	Bearer-Usage
	1000
	5.3.1
	Enumerated
	M,V
	P
	
	
	Y
	3GPP-GPRS

3GPP-EPS
	Both

	Charging-Rule-Install
	1001
	5.3.2
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	Charging-Rule-Remove
	1002
	5.3.3
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	Charging-Rule-Definition
	1003
	5.3.4
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	Charging-Rule-Base-Name
	1004
	5.3.5
	UTF8String
	M,V
	P
	
	
	Y
	All
	Both

	Charging-Rule-Name
	1005
	5.3.6
	OctetString
	M,V
	P
	
	
	Y
	All
	Both

	Charging-Rule-Report
	1018
	5.3.18
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	CoA-IP-Address
	1035
	5.3.33
	Address
	M,V
	P
	
	
	Y
	All
	Both

	CoA-Information
	1039
	5.3.37
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	Default-EPS-Bearer-QoS
	1049
	5.3.48
	Grouped
	M,V
	P
	
	
	Y
	NOTE 5
	PC

	Event-Report-Indication
	1033
	5.3.30
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	Event-Trigger
	1006
	5.3.7
	Enumerated
	M,V
	P
	
	
	Y
	All
	Both

	Flow-Information
	1058
	5.3.53
	Grouped
	M, V
	P
	
	
	Y
	All
	Both

	Flow-Label
	1057
	5.3.52
	OctetString
	M, V
	P
	
	
	Y
	All
	Both

	IP-CAN-Type
	1027
	5.3.27
	Enumerated
	M,V
	P
	
	
	Y
	All
	Both

	Guaranteed-Bitrate-DL
	1025
	5.3.25
	Unsigned32
	M,V
	P
	
	
	Y
	All
	PC

	Guaranteed-Bitrate-UL
	1026
	5.3.26
	Unsigned32
	M,V
	P
	
	
	Y
	All
	PC

	Metering-Method
	1007
	5.3.8
	Enumerated
	M,V
	P
	
	
	Y
	All
	CC

	Monitoring-Key
	xxxx
	5.3.x
	Unsigned32
	M,V
	P
	
	
	Y
	All
	PC

	Network-Request-Support
	1024
	5.3.24
	Enumerated
	M,V
	P
	
	
	Y
	All
	PC

	Offline
	1008
	5.3.9
	Enumerated
	M,V
	P
	
	
	Y
	All
	CC

	Online
	1009
	5.3.10
	Enumerated
	M,V
	P
	
	
	Y
	All
	CC

	Packet-Filter-Content
	1059
	5.3.54
	IPFilterRule
	M,V
	P
	
	
	Y
	NOTE 5
	Both

	Packet-Filter-Identifier
	1060
	5.3.55
	OctetString
	M,V
	P
	
	
	Y
	NOTE 5
	Both

	Packet-Filter-Information
	1061
	5.3.56
	Grouped
	M,V
	P
	
	
	Y
	NOTE 5 
	Both

	Packet-Filter-Operation
	1062
	5.3.57
	Enumerated
	M,V
	P
	
	
	Y
	NOTE 5
	Both

	Precedence
	1010
	5.3.11
	Unsigned32
	M,V
	P
	
	
	Y
	All
	Both

	Pre-emption-Capability
	1047
	5.3.46
	Enumerated
	M,V
	P
	
	
	Y
	3GPP- EPS
	Both

	Pre-emption-Vulnerability
	1048
	5.3.47
	Enumerated
	M,V
	P
	
	
	Y
	3GPP- EPS
	Both

	Priority-Level
	1046
	5.3.45
	Unsigned32
	M,V
	P
	
	
	Y
	All
	Both

	Reporting-Level
	1011
	5.3.12
	Enumerated
	M,V
	P
	
	
	Y
	All
	CC

	PCC-Rule-Status
	1019
	5.3.19
	Enumerated
	M,V
	P
	
	
	Y
	All
	Both

	Session-Release-Cause
	1045
	5.3.44
	Enumerated
	M,V
	P
	
	
	Y
	All
	Both

	QoS-Class-Identifier
	1028
	5.3.17
	Enumerated
	M,V
	P
	
	
	Y
	All
	Both

	QoS-Information
	1016
	5.3.16
	Grouped
	M.V
	P
	
	
	Y
	All
	Both

	QoS-Negotiation 
	1029
	5.3.28
	Enumerated
	M,V
	P
	
	
	Y
	3GPP-GPRS

	PC

	Qos-Upgrade
	1030
	5.3.29
	Enumerated
	M.V
	P
	
	
	Y
	3GPP-GPRS
	PC

	Resource-Allocation-Notification
	1051
	5.3.50
	Enumerated
	M,V
	P
	
	
	Y
	All
	Both

	Rule-Failure-Code
	1031
	5.3.38
	Enumerated
	M.V
	P
	
	
	Y
	All
	Both

	Security-Parameter-Index
	1056
	5.3.51
	OctetString
	M, V
	P
	
	
	Y
	All
	Both

	TFT-Filter
	1012
	5.3.13
	IPFilterRule
	M,V
	P
	
	
	Y
	3GPP-GPRS
	Both

	TFT-Packet-Filter-Information
	1013
	5.3.14
	Grouped
	M,V
	P
	
	
	Y
	3GPP-GPRS
	Both

	ToS-Traffic-Class
	1014
	5.3.15
	OctetString
	M,V
	P
	
	
	Y
	All
	Both

	Tunnel-Header-Filter
	1036
	5.3.34
	IPFilterRule
	M,V
	P
	
	
	Y
	All
	Both

	Tunnel-Header-Length
	1037
	5.3.35
	Unsigned32
	M,V
	P
	
	
	Y
	All
	Both

	Tunnel-Information
	1038
	5.3.36
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	RAT-Type
	1032
	5.3.31
	Enumerated
	M,V
	P
	
	
	Y
	NOTE 4
	Both

	Revalidation-Time
	1042
	5.3.41
	Time
	M,V
	P
	
	
	Y
	All
	Both

	Rule-Activation-Time
	1043
	5.3.42
	Time
	M,V
	P
	
	
	Y
	All
	Both

	Rule-DeActivation-Time
	1044
	5.3.43
	Time
	M,V
	P
	
	
	Y
	All
	Both

	Usage-Monitoring
	xxxx
	5.3.y
	Enumerated
	M,V
	P
	
	
	Y
	All
	PC

	Usage-Monitoring-Control
	xxxx
	5.3.z
	Grouped
	M,V
	P
	
	
	Y
	All
	PC

	Usage-Volume
	xxxx
	5.3.a
	Unsigned64
	M,V
	P
	
	
	Y
	All
	PC

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [4].
NOTE 2:
The value types are defined in RFC 3588 [4].
NOTE 3:
AVPs marked with “CC” are applicable to charging control, AVPs marked with “PC” are applicable to policy control and AVPs marked with “Both” are applicable to both charging control and policy control.
NOTE 4:
RAT-Type AVP applies to 3GPP and 3GPP2 access types.
NOTE 5:  This AVP does not apply to 3GPP-GPRS access type.


*** Sixth Change ***

5.3.4
Charging-Rule-Definition AVP (All access types)

The Charging-Rule-Definition AVP (AVP code 1003) is of type Grouped, and it defines the PCC rule for a service flow sent by the PCRF to the PCEF. The Charging-Rule-Name AVP uniquely identifies the PCC rule and it is used to reference to a PCC rule in communication between the PCEF and the PCRF within one IP CAN session. The Flow-Description or the Flow-Information AVP(s) determines the traffic that belongs to the service flow. 

If the PCEF indicates support for the Rel8 feature as specified in clause 5.4.1, then the Flow-Information AVP shall be included instead of the Flow-Description AVP at the Charging-Rule-Definition grouped AVP level.
If optional AVP(s) within a Charging-Rule-Definition AVP are omitted, but corresponding information has been provided in previous Gx messages, the previous information remains valid. If Flow-Description or the Flow-Information AVP(s) are supplied, they replace all previous Flow-Description or the Flow-Information AVP(s). If Flows AVP(s) are supplied, they replace all previous Flows AVP(s).

Flows AVP may appear if and only if AF-Charging-Identifier AVP is also present.

AVP Format:

Charging-Rule-Definition ::= < AVP Header: 1003 >








 { Charging-Rule-Name }








 [ Service-Identifier ]








 [ Rating-Group ]








*[ Flow-Description ]








*[ Flow-Information ]







 [ Flow-Status ]








 [ QoS-Information ]








 [ Reporting-Level ]








 [ Online ]








 [ Offline ]








 [ Metering-Method ]








 [ Monitoring-Key ]








 [ Usage-Monitoring ]








 [ Precedence ]








 [ AF-Charging-Identifier ]








*[ Flows ]








*[ AVP ]
*** Seventh Change ***

5.3.7
Event-Trigger AVP (All access types)

The Event-Trigger AVP (AVP code 1006) is of type Enumerated. When sent from the PCRF to the PCEF the Event-Trigger AVP indicates an event that shall cause a re-request of PCC rules. When sent from the PCEF to the PCRF the Event-Trigger AVP indicates that the corresponding event has occurred at the gateway.

NOTE 1:
An exception to the above is the Event Trigger AVP set to NO_EVENT_TRIGGERS that indicates that PCEF shall not notify PCRF of any event that requires to be provisioned.

NOTE 2: 
There are events that do not require to be provisioned by the PCRF, according to the value definition included in this clause. These events will always be reported by the PCEF even though the PCRF has not provisioned them in a RAR or CCA command.

Whenever the PCRF subscribes to one or more event triggers by using the RAR command, the PCEF shall send the corresponding currently applicable values (e.g. 3GPP-SGSN-Address AVP or 3GPP-SGSN-IPv6-Address AVP, RAT-Type, 3GPP-User-Location-Info, etc.) to the PCRF in the RAA if available, and in this case, the Event-Trigger AVPs shall not be included.
Whenever one of these events occurs, the PCEF shall send the related AVP that has changed together with the event trigger indication.
Unless stated for a specific value, the Event-Trigger AVP applies to all access types.
The values 8, 9 and 10 are obsolete and shall not be used.
The following values are defined:

SGSN_CHANGE (0)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon the change of the serving SGSN PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because the serving SGSN changed. The new value of the serving SGSN shall be indicated in either 3GPP-SGSN-Address AVP or 3GPP-SGSN-IPv6-Address AVP. Applicable only to 3GPP-GPRS and 3GPP-EPS access types. 

QOS_CHANGE (1)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon any QoS change (even within the limits of the current authorization) at bearer or APN level PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because there has been a change in the requested QoS for a specific bearer (e.g. the previously maximum authorized QoS has been exceeded) or APN. The Bearer-Identifier AVP shall be provided to indicate the affected bearer. QoS-Information AVP is required to be provided in the same request with the new value.
RAT_CHANGE (2)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a RAT change PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because of a RAT change. The new RAT type shall be provided in the RAT-Type AVP. 

TFT_CHANGE (3)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a TFT change at bearer level PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because of a change in the TFT. The Bearer-Identifier AVP shall be provided to indicate the affected bearer. All the TFT values for this bearer shall be provided in TFT-Packet-Filter-Information AVP. This event trigger shall be provisioned by the PCRF at the PCEF. Applicable only to 3GPP-GPRS.

PLMN_CHANGE (4)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a PLMN change PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because there was a change of PLMN. 3GPP-SGSN-MCC-MNC AVP shall be provided in the same request with the new value.
LOSS_OF_BEARER (5)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon loss of bearer, GW should inform PCRF. When used in a CCR command, this value indicates that the PCEF generated the request because the bearer associated with the PCC rules indicated by the corresponding Charging-Rule-Report AVP was lost. The PCC-Rule-Status AVP within the Charging-Rule-Report AVP shall indicate that these PCC rules are temporarily inactive. Applicable to those access-types that handle multiple bearers within one single IP-CAN session (e.g. GPRS).
The mechanism of indicating loss of bearer to the GW is IP-CAN access type specific. For GPRS, this is indicated by a PDP context modification request with Maximum Bit Rate (MBR) in QoS profile changed to 0 kbps.
When the PCRF performs the bearer binding, the PCEF shall provide the Bearer-Identifier AVP to indicate the bearer that has been lost.
RECOVERY_OF_BEARER (6)

This value shall be in CCA and RAR commands by the PCRF used to indicate that upon recovery of bearer, GW should inform PCRF. When used in a CCR command, this value indicates that the PCEF generated the request because the bearer associated with the PCC rules indicated by the corresponding Charging-Rule-Report AVP was recovered. The PCC-Rule-Status AVP within the Charging-Rule-Report AVP shall indicate that these rules are active again. Applicable to those access-types that handle multiple bearers within one single IP-CAN session (e.g. GPRS).
The mechanism for indicating recovery of bearer to the GW is IP-CAN access type specific. For GPRS, this is indicated by a PDP context modification request with Maximum Bit Rate (MBR) in QoS profile changed from 0 kbps to a valid value.
When the PCRF performs the bearer binding, the PCEF shall provide the Bearer-Identifier AVP to indicate the bearer that has been recovered.
IP-CAN_CHANGE (7)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a change in the IP-CAN type PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because there was a change of IP-CAN type. IP-CAN-Type AVP shall be provided in the same request with the new value. The RAT-Type AVP shall also be provided when applicable to the specific IP-CAN Type (e.g. 3GPP IP-CAN Type)
QOS_CHANGE_EXCEEDING_AUTHORIZATION (11)

This value shall be used in CCA and RAR commands by the PCRF to indicate that only upon a requested QoS change beyond the current authorized value(s) at bearer level PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because there has been a change in the requested QoS beyond the authorized value(s) for a specific bearer. The Bearer-Identifier AVP shall be provided to indicate the affected bearer. QoS-Information AVP is required to be provided in the same request with the new value.
RAI_CHANGE (12)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a change in the RAI, PCEF shall inform the PCRF. When used in a CCR command, this value indicates that the PCEF generated the request because there has been a change in the RAI. The new RAI value shall be provided in the RAI AVP.  If the user location has been changed but the PCEF can not get the detail location information for some reasons (eg. handover from 3G to 2G network), the PCEF shall send the RAI AVP to the PCRF by setting the LAC of the RAI to value 0x0000. Applicable only to 3GPP-GPRS and 3GPP-EPS access types.
USER_LOCATION_CHANGE (13)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a change in the user location, PCEF shall inform the PCRF. When used in a CCR command, this value indicates that the PCEF generated the request because there has been a change in the user location. The new location value shall be provided in the 3GPP-User-Location-Info AVP. If the user location has been changed but the PCEF can not get the detail location information for some reasons (eg. handover from 3G to 2G network), the PCEF shall send the 3GPP-User-Location-Info AVP to the PCRF by setting the LAC of the CGI/SAI to value 0x0000. Applicable only to 3GPP-GPRS and 3GPP-EPS access types.
NO_EVENT_TRIGGERS (14)

This value shall be used in CCA and RAR commands by the PCRF to indicate that PCRF does not require any Event Trigger notification except for those events that do not require subscription and are always provisioned.
OUT_OF_CREDIT (15)

This value shall be used in CCA and RAR commands by the PCRF to indicate that the PCEF shall inform the PCRF about the PCC rules for which credit is no longer available, together with the applied termination action. When used in a CCR command, this value indicates that the PCEF generated the request because the PCC rules indicated by the corresponding Charging-Rule-Report AVP have run out of credit, and that the termination action indicated by the corresponding Final-Unit-Indication AVP applies applies (3GPP TS 32.240 [21] and 3GPP TS 32.299 [19]). 

REALLOCATION_OF_CREDIT (16)

This value shall be used in CCA and RAR commands by the PCRF to indicate that the PCEF shall inform the PCRF about the PCC rules for which credit has been reallocated after the former out of credit indication. When used in a CCR command, this value indicates that the PCEF generated the request because the PCC rules indicated by the corresponding Charging-Rule-Report AVP have been reallocated credit after the former out of credit indication (3GPP TS 32.240 [21] and 3GPP TS 32.299 [19]). 
REVALIDATION_TIMEOUT (17)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon revalidation timeout, PCEF shall inform the PCRF. When used in a CCR command, this value indicates that the PCEF generated the request because there has been a PCC revalidation timeout. 

UE_IP_ADDRESS_ALLOCATE (18)

When used in a CCR command, this value indicates that the PCEF generated the request because a UE IPv4 address is allocated. The Framed-IP-Address AVP shall be provided in the same request. This event trigger does not require to be provisioned by the PCRF. This event trigger shall be reported when the corresponding event occurs, even if the event trigger is not provisioned by the PCRF.

UE_IP_ADDRESS_RELEASE (19)

When used in a CCR command, this value indicates that the PCEF generated the request because a UE IPv4 address is released. The Framed-IP-Address AVP shall be provided in the same request. This event trigger does not require to be provisioned by the PCRF. This event trigger shall be reported when the corresponding event occurs, even if the event trigger is not provisioned by the PCRF.

DEFAULT_EPS_BEARER_QOS_CHANGE (20)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a change in the default EPS Bearer QoS, PCEF shall inform the PCRF. When used in a CCR command, this value indicates that the PCEF generated the request because there has been a change in the default EPS Bearer QoS. The new value shall be provided in the Default-EPS-Bearer-QoS AVP. Not applicable in 3GPP-GPRS access type.
AN_GW_CHANGE (21)


This value shall be used in CCA and RAR commands by the PCRF to indicate that upon the change of the serving Access Node Gateway, PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because the serving Access Node gateway changed. The new value of the serving Access Node gateway shall be indicated in the AN-GW-Address AVP.
SUCCESSFUL_RESOURCE_ALLOCATION (22)

This value shall be used in CCA and RAR commands by the PCRF to indicate that the PCEF can inform the PCRF of successful resource allocation for those rules that requires so. 

When used in a CCR or RAA command, this value indicates that the PCEF informs the PCRF that the resources for a rule have been successfully allocated. The affected rules are indicated within the Charging-Rule-Report AVP with the PCC-Rule-Status AVP set to the value ACTIVE (0).
RESOURCE_MODIFICATION_REQUEST (23)

This value shall be used in a CCR command to indicate that PCC rules are requested for a resource modification request initiated by the UE. The Packet-Filter-Operation and Packet-Filter-Information AVPs shall be provided in the same request. This event trigger does not require to be provisioned by the PCRF. It shall be reported by the PCEF when the corresponding event occurs even if the event trigger is not provisioned by the PCRF.
USAGE_REPORT (24)

This value shall be used in CCA and RAR commands by the PCRF to indicate that the PCRF is subscribed for usage reporting from the PCEF.  
When used in a CCR command, this value indicates that the PCEF is reporting to the PCRF accumulated usage used by the UE. The PCEF shall also provide the accumulated usage volume used by the UE using the Reporting Accumulated Usage procedures defined in clause 4.5.y.
*** Eighth Change ***

5.3.x
Monitoring-Key (All access types)
The Monitoring-Key AVP (AVP code xxxx) is of type Unsigned32 and is used for usage monitoring control purposes as a reference to a UE’s allowed usage for a set of service data flows within the IP-CAN session. 

The PCRF associates a usage monitoring key with a set of service data flows during PCC rule provisioning by including the monitoring key value within the Monitoring-Key AVP within a Charging-Rule-Definition AVP.  For a predefined rule, the usage monitoring key is predefined at the PCEF and PCRF. A usage monitoring key may be shared by multiple PCC rules.

The PCEF uses the usage monitoring key to report accumulated usage for a set of service data flows by sending the PCRF a CCR containing a Usage-Monitoring-Control AVP including the usage monitoring key value within the Monitoring-Key AVP and the associated usage within the Usage-Volume AVP. 
*** Nineth Change ***

5.3.y
Usage-Monitoring (All access types)
The Usage-Monitoring AVP (AVP code xxxx) is of type Enumerated and is used by the PCRF to indicate if usage monitoring is enabled or disabled for the IP-CAN session (at the CCA or RAR command level), PCC rule (within a Charging-Rule-Definition AVP), or usage monitoring key (within a Usage-Monitoring-Control AVP). 
It is also used to indicate that accumulated usage is to be reported by the PCEF regardless of whether a usage threshold is reached for all enabled monitoring (at the CCA or RAR command level), or usage monitoring key (within a Usage-Monitoring-Control AVP) using the procedures defined in clause 4.5.y.6.
The following values are defined:

USAGE_MONITORING_DISABLED (0)

This value indicates that usage monitoring is disabled for the IP-CAN session, PCC rule, or usage monitoring key. 

USAGE_MONITORING_ENABLED (1)

This value indicates that usage monitoring is enabled for the IP-CAN session, PCC rule, or usage monitoring key.
USAGE_MONITORING_REPORT (2)

This value, if provided within an RAR or CCA command by the PCRF indicates that accumulated usage shall be reported by the PCEF using the procedures defined in clause 4.5.y.6.  This value is not applicable within the Charging-Rule-Definition AVP.
*** 10th Change ***

5.3.z
Usage-Monitoring-Control (All access types)
The Usage-Monitoring-Control AVP (AVP code xxxx) is a Grouped AVP used for provisioning and reporting of usage information. When the Usage-Monitoring-Control AVP is sent from the PCRF to the PCEF in a CCA or RAR command it indicates the provisioned usage threshold for the associated usage monitoring key.  The Usage-Monitoring AVP determines if usage monitoring control is enabled or disabled for the usage monitoring key.

When sent from the PCEF to the PCRF in a CCR or RAA command it indicates the reported accumulated usage for the associated monitoring key.

AVP Format:

Usage-Monitoring-Control ::= < AVP Header: xxxx >








{ Monitoring-Key }







[ Usage-Monitoring ]







[ Usage-Volume ]






   *[ AVP ]

*** 11th Change ***

5.3.a
Usage-Volume (All access types)
 The Usage-Volume AVP (AVP code xxxx) is of type Unsigned64 and indicates the total uplink and downlink usage volume in octets. When sent from the PCRF to the PCEF it indicates the usage volume threshold provisioned by the PCRF.  When sent from the PCEF to the PCRF it indicates the usage volume used by the UE.
*** 12th Change ***

5.6.2
CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flags field, is sent by the PCEF to the PCRF in order to request PCC rules for a bearer. The CCR command is also sent by the PCEF to the PCRF in order to indicate bearer or PCC rule related events or the termination of the IP CAN bearer and/or session.

Message Format:

<CC-Request> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }





 [ Destination-Host ]





 [ Origin-State-Id ]





*[ Subscription-Id ]





*[ Supported-Features ]





 [ Network-Request-Support ]





*[ Packet-Filter-Information ]





 [ Packet-Filter-Operation ]




 [ Bearer-Identifier ]





 [ Bearer-Operation ]





 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]





 [ IP-CAN-Type ]





 [ RAT-Type ]





 [ Termination-Cause ]





 [ User-Equipment-Info ]





 [ QoS-Information ] 
                 [ QoS-Negotiation ]
                 [ QoS-Upgrade ]




 [ Default-EPS-Bearer-QoS ]







 



  0*2[ AN-GW-Address ]





 [ 3GPP-SGSN-MCC-MNC ]





 [ 3GPP-SGSN-Address ]




 [ 3GPP-SGSN-IPv6-Address ]





 [ RAI ]





 [ 3GPP-User-Location-Info]




 [ 3GPP-MS-TimeZone ]




 [ Called-Station-ID ]





 [ Bearer-Usage ]




 [ Online ]





 [ Offline ]




*[ TFT-Packet-Filter-Information ]





*[ Charging-Rule-Report]





*[ Event-Trigger]





 [ Event-Report-Indication]




 [ Access-Network-Charging-Address ]





*[ Access-Network-Charging-Identifier-Gx ]




*[ CoA-Information ]





 [ Usage-Volume ]





*[ Usage-Monitoring-Control ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
*** 13th Change ***

5.6.3
CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the PCEF in response to the CCR command. It is used to provision PCC rules and event triggers for the bearer/session and to provide the selected bearer control mode for the IP-CAN session. If the PCRF performs the bearer binding, PCC rules will be provisioned at bearer level. The primary and secondary CCF and/or primary and secondary OCS addresses may be included in the initial provisioning.

Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





*[ Supported-Features ]





 [ Bearer-Control-Mode ]





*[ Event-Trigger ]





 [ Origin-State-Id ]





*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





 [ Charging-Information ]




 [ Online ]





 [ Offline ]





*[ QoS-Information ]




 [ Revalidation-Time ]
                 [ Default-EPS-Bearer-QoS ]





 [ Bearer-Usage ]




 [ Usage-Monitoring ]





 [ Usage-Volume ]





*[ Usage-Monitoring-Control ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

*** 14th Change ***

5.6.4
Re-Auth-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the BBERF/PCEF in order to provision QoS/PCC rules using the PUSH procedure initiate the provision of unsolicited QoS/PCC rules. It is used to provision QoS/PCC rules, event triggers and event report indications for the session. If the PCRF performs the bearer binding, PCC rules will be provisioned at bearer level.
Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }




*[ Supported-Features ]

                 [ Session-Release-Cause ]




 [ Origin-State-Id ]





*[ Event-Trigger ]





 [ Event-Report-Indication ]




*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]




 [ Default-EPS-Bearer-QoS ]




*[ QoS-Information ]




 [ Revalidation-Time ]




 [ Usage-Monitoring ]





 [ Usage-Volume ]





*[ Usage-Monitoring-Control ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP]

*** 15th Change ***

5.6.5
Re-Auth-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, is sent by the PCEF to the PCRF in response to the RAR command.

Message Format:

<RA-Answer> ::=  < Diameter Header: 258, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





*[ Supported-Features ]





 [ Result-Code ]





 [ Experimental-Result ]





 [ Origin-State-Id ]





*[ Charging-Rule-Report]





 [ Access-Network-Charging-Address ]





*[ Access-Network-Charging-Identifier-Gx ]





 [ Usage-Volume ]





*[ Usage-Monitoring-Control ]





 [ Error-Message ]





 [ Error-Reporting-Host ] 





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ AVP ]
*** End of Changes ***
�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





