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*** First Change ***

4.3.2.1
Home routed access

The V-PCRF shall request QoS Rules and report events to the H-PCRF via the S9 interface. 

The V-PCRF validates the QoS parameters received within the QoS Rules based on operator policies. The V-PCRF informs the H-PCRF if the QoS validation failed.

The V-PCRF shall provision QoS Rules to the BBERF via the Gxx reference point.
*** Next Change ***

4.3.2.2
Visited access


The V-PCRF shall request PCC Rules from and report events to the H-PCRF using the S9 reference point.

The V-PCRF extracts the QoS Rules from the PCC Rules, validates the former, and if QoS validation is successful, the V-PCRF shall  provision the PCC Rules to the PCEF via the Gx reference point and the QoS Rules to the BBERF via the Gxx reference point. If the QoS validation fails the V-PCRF shall reject the request. For case 2a, there may be additional specific rules to be installed at the BBERF for the sole purpose of allowing the tunnel between the BBERF and the PCEF not directly related with any service. 

When the AF is located in the VPLMN, the V-PCRF shall exchange Rx messages with the H-PCRF over the S9 reference point.

*** Next Change ***

4.5 
PCC procedures over S9 Reference Point

4.5.1
General

In this release, there are two protocols running over the S9 interface: the S9 protocol and the Rx protocol. 

-
The Rx protocol is working as specified in 3GPP TS 29.214 [5].
-
The S9 protocol is defined in clause 5 in this document. The S9 protocol allows establishment, modification and termination of Diameter S9 sessions. There is an S9 session per UE between each H-PCRF and V-PCRF pair. An S9 session can contain zero, one or several S9 subsessions. The S9 subsession scope is per PDN connection. An S9 subsession can be established, modified and terminated.

When the V-PCRF receives a request that should be sent to the HPLMN, the V-PCRF places the information within a S9 subsession level if it only applies to a particular PDN connection. Otherwise, the information is placed at S9 session level.

There are three distinct network scenarios for an IP-CAN as defined in 3GPP TS.29.213 [4]:

1.  No Gateway Control session is needed. GTP is used for S5/S8 reference points. 

2.  Gateway Control session is needed. Two subcases can be distinguished:

2a)
S2c reference point (and then DSMIPv6 protocol) is used by a trusted non-3GPP access to access the EPC.

2b) 
Trusted non-3GPP accesses that use S2a reference point (PMIPv6 or MIPv4 protocol are used) or 3GPP access that uses PMIPv6 over S5/S8 reference points.
The S9 reference point is used for case 1 in VA scenario and, for cases 2a and 2b for both HR and VA scenarios.

NOTE: 
The cases described above are oftenly referred through the document as cases 1, 2a or 2b.  

*** Next Change ***

4.5.1.3
Event Triggers

4.5.1.3.1
Provisioning of Event Triggers

Provisioning of event triggers may be performed by either the V-PCRF or the H-PCRF. The V-PCRF may receive requests to subscribe to event triggers from the H-PCRF, from the PCEF (VA case) or due to an internal or other external event. The H-PCRF may receive subscription request from the PCEF (HR case), or due to an internal or external event (e.g. due to an Rx interaction with the AF).

When the H-PCRF wants to subscribe or unsubscribe to event trigger(s) in the VPLMN, the H-PCRF shall provide to the V-PCRF one or several event triggers by including them within the Event-Trigger AVP. Event Triggers may apply to a specific S9 Subsession(s) or to a specific S9 session. Event Triggers provided for a specific S9 session apply to S9 subsession(s) within the specified S9 session.  

-
When Event Triggers are provided for a specific S9 subsession(s), the H-PCRF includes Subsession-Decision-Info AVP for each of the affected S9 subsession. Each Subsession-Decision-Info AVP includes the Subsession-Id AVP and the list of event triggers within the Event-Trigger AVP.
-
When Event Triggers are provided for a specific S9 session(s), the H-PCRF includes the list of event triggers within the Event-Trigger AVP at command level.

The H-PCRF adds new event triggers or removes previously provided event triggers to the V-PCRF by providing the new complete list of applicable event triggers.

The H-PCRF may provision event triggers to the V-PCRF using both a RAR and a CCA command.  

When the V-PCRF receives event triggers from the H-PCRF, the V-PCRF stores them locally as S9-related and proceeds as follows:

(
In both the Home-Routed and Visited Access cases, the V-PCRF shall provision the event triggers over the associated Gxx session to the BBERF using the Gateway Control and QoS Rules Provisioning or Gateway Control Session Establishment procedure described in 3GPP TS 29.212 [3] clauses 4a.5.1 and 4a.5.2.
(
Additionally, in the Visited Access case, the V-PCRF may also provision the event triggers over the associated Gx session to the PCEF using the PCC Rule Provisioning procedure described in in 3GPP TS 29.212 [3] clause 4.5.3. 

The H-PCRF may remove all previously provided event triggers by providing the Event-Trigger AVP set to the value NO_EVENT_TRIGGERS. The H-PCRF includes within the Subsession-Decision-Info AVP the affected Subsession-Id AVP and the list of event triggers within the Event-Trigger AVP. When an Event-Trigger AVP is provided with this value, no other Event-Trigger AVP shall be provided in the CCA or RAR command. Upon reception of an Event-Trigger AVP with this value from the H-PCRF, if there are no other locally handled event triggers, the V-PCRF shall provide the Event-Trigger AVP set to the value NO_EVENT_TRIGGERS to the BBERF and PCEF; if there are locally handled event triggers, the V-PCRF shall update the event triggers at the BBERF and the PCEF to remove those triggers previously installed based on requests from the H-PCRF. The V-PCRF shall not inform H-PCRF of any subsequent event except for those events that are always subscribed with no provision.

When the PCEF in the Visited Access case subscribes or unsubscribes to one or several event triggers with the V-PCRF, the V-PCRF stores them locally as Gx-related events and then provision them over the associated Gxx session (identified using the Gateway Control Session to IP-CAN session linking procedure described in 3GPP TS 29.212 [3] clause 4a.5.6) to the BBERF using the Gateway Control and QoS Rules Provisioning procedure described in 3GPP TS 29.212 [3] clause 4a.5.2.
The V-PCRF may also provision event triggers to the BBERF/PCEF due to an internal or external trigger or using the Provisioning of Event Triggers procedure as described in 3GPP TS 29.212 [3] clauses 4a.5.3. and clause 4.5.3.

*** Next Change ***

4.5.1.4
Multiple BBERF scenarios

The multiple BBERF scenarios happen when there is a change of BBERF and the H-PCRF and the V-PCRF needs to handle more than one BBERF related with the same UE. 

The V-PCRF shall follow the procedures defined in clauses 4.5.2.5 and 4.5.3.5 respectively for the home routed and visited access cases.


NOTE:
For all cases the H-PCRF subscribes to IP-CAN_CHANGE events.
*** Next Change ***

4.5.2
Home-Routed access

4.5.2.1
S9 Session/Subsession session establishment/modification

The V-PCRF interacts with the H-PCRF in the following instances:

1)
Upon Gateway Control Session establishment over Gxx:


When the V-PCRF receives a CCR command with a CC-Request-Type AVP set to "INITIAL_REQUEST" from the BBERF over Gxx, the V-PCRF determines whether case 2a or case 2b applies as defined in 3GPP TS 29.213 [4] and applies the following procedures:

-
If case 2a applies, 
-
If there is not an already established S9 session for this roaming user, the V-PCRF shall send to the H-PCRF a CCR command with the CC-Request-Type AVP set to the value "INITIAL_REQUEST" to establish a new S9 session. The CCR command from the V-PCRF to the H-PCRF shall include those attributes provided by the BBERF to the V-PCRF at the Diameter CCR command level. 
-
Otherwise, if there is an already established S9 session for this roaming user, the procedures in clause 4.5.2.5 shall be applied.
-
If case 2b applies, 
-
If an existing S9 session for the roaming user is already established with the H-PCRF, the V-PCRF shall update the existing session by sending a CCR with the CC-Request-Type AVP set to the value “UPDATE_REQUEST” to the H-PCRF. Otherwise the V-PCRF shall establish a new S9 session as indicated in clause 4.5.1.1
-
If an S9 subsession does not exist for the PDN connection corresponding to the gateway control session establishment, the V-PCRF shall include the Subsession-Enforcement-Info AVP within the CCR command with a new S9 subsession identifier assigned by the V-PCRF within the Subsession-Id AVP, the Subsession-Operation AVP set to the value "ESTABLISHMENT". The V-PCRF shall map the Gxx session-id(s) to the corresponding subsession-id(s) in the S9 session. In addition, the V-PCRF shall include those attributes provided by the BBERF that allows the H-PCRF to identify the subsession as defined in 3GPP TS 29.212 [3]. 
-
Otherwise, if an S9 subsession does exist for the PDN connection corresponding to the gateway control session establishment, the V-PCRF shall follow the procedures in clause 4.5.2.5. 

2)  Upon Gateway Control Session modification over Gxx by receiving a Gateway Control and QoS rules request


When the V-PCRF receives a CCR command with a CC-Request-Type AVP set to "UPDATE_REQUEST" from the BBERF over Gxx, the V-PCRF shall send a CCR command with a CC-Request-Type AVP set to "UPDATE_REQUEST" to the H-PCRF including the changed information.


In case 2a, The V-PCRF shall include any specific event within the Event-Trigger AVP, any affected previously provisioned QoS rule(s), sent by the BBERF, within the QoS-Rule-Report AVP. 

In case 2b, the V-PCRF shall modify the corresponding S9 subsession by including the Subsession-Enforcement-Info AVP within the CCR command that contains the allocated S9 subsession identifier within the Subsession-Id AVP, the Subsession-Operation AVP set to the value "MODIFICATION". In addition, the V-PCRF shall provide the Subsession-Id AVP to allow the H-PCRF to identify the subsession for which QoS Rules are requested. The V-PCRF shall include any specific event (within the Event-Trigger AVP) and any affected previously provisioned QoS rule(s), sent by the BBERF, within the QoS-Rule-Report AVP within the Subsession-Enforcement-Info AVP. 

The QoS rules are provisioned by the H-PCRF as follows:

-   In case 2a, the H-PCRF shall provision QoS Rules in the CCA command by the QoS-Rule-Install AVP at the command level. 

-   In case 2b, the H-PCRF shall provision QoS Rules within the corresponding S9 subsession by issueing the CCA command by including the Subsession-Decision-Info AVP for the S9 subsession within the S9 session. Each S9 Subsession-Decision-Info AVP contains the QoS-Rule-Install AVP.

If the H-PCRF is, due to incomplete, erroneous or missing information (e.g. subscription related information not available or authorized QoS exceeding the subscribed bandwidth) not able to:

1)
Provision a policy decision as response to the request sent by the V-PCRF, the H-PCRF shall send a CCA command including the Experimental-Result AVP at the command level with the Experimental-Result-Code AVP set to DIAMETER_ERROR_S9_SUBSESSION (5xxx), including the Subsession-Decision-Info AVP with the rejected Subsession-Id(s) within the Subsession-Id AVP and the  appropriate error within either the Experimental-Result-Code AVP or Result-Code AVP.

2)
Provision a policy decision to any of the S9 subsession(s) within the CCR command, the H-PCRF shall reject the request using a CCA command with the DIAMETER_ERROR_INITIAL_PARAMETERS (5140) within the Experimental-Result-Code AVP.

When the V-PCRF receives a CCA command where S9 specific subsession(s) contain with a specific Result-Code or Experimental-Result-Code AVP from the H-PCRF, the V-PCRF shall reply to the BBERF over the respective Gxx with a CCA command including the same result code.

When the V-PCRF receives a CCA command with an error code within the Experimental-Result-Code AVP or Result-Code AVP at the command level, the V-PCRF shall reply to the BBERF over the respective Gxx interface with a CCA command including the same result code.

The V-PCRF shall validate the QoS Rules contained in the CCA. If the QoS validation fails the V-PCRF shall perform the following:

1) 
Reply to the BBERF over Gxx with a CCA command including the Gx experimental result code DIAMETER_ERROR_INITIAL_PARAMETERS (5140).

2)
In case 2a, send a CCR command to the H-PCRF including the QoS-Rule-Report AVP to indicate the QoS Rules that were not accepted, the Event-Trigger AVP to indicate "UNSUCCESSFUL-QoS-VALIDATION" and the QoS-Information AVP to indicate the acceptable QoS.  

3)
In case 2b, send a CCR command to the H-PCRF including the QoS-Rule-Report AVP within the Subsession-Enforcement-Info AVP to indicate the QoS Rules that were not accepted, the Event-Trigger AVP to indicate "UNSUCCESSFUL-QoS-VALIDATION" and the QoS-Information AVP to indicate the acceptable QoS.  The V-PCRF shall include the S9 subsession specific information within the CCR command that includes the S9 subsession identifier within the Subsession-Id AVP. The Subsession-Operation AVP set to the value "TERMINATION" if the CCR used to request the rules was creating a new subsession.

Editor’s Note: 
For both cases, it is FFS what value to include in the CC-Request-Type AVP. The text in the bullets above shall be confirmed.

*** Next Change ***

4.5.2.2
Provision of QoS Rules by the H-PCRF

The H-PCRF may decide to provision QoS Rules without obtaining a request from the V-PCRF, e.g. in response to information provided to the H-PCRF via the Rx reference point, or in response to an internal trigger within the H-PCRF, or from a trigger by the SPR. The H-PCRF may also decide to provision QoS rules  in response to a request for PCC Rules received by the H-PCRF from the PCEF that is linked with a former Gateway Control session establishment. 

To provision QoS Rules without a request from the V-PCRF, the H-PCRF shall do the following:

-
In case 2a, send a RAR command including the QoS rules to be provisioned within the QoS-Rule-Install AVP at the command level.  

-
In case 2b, send a RAR command including the Subsession-Decision-Info AVP for each of the S9 subsessions within the S9 session. Each Subsession-Decision-Info AVP contains the QoS rules to be provisioned within the QoS-Rule-Install AVPs.  

The V-PCRF shall validate the QoS Rules contained within each S9 subsession within the RAR command. 

If the QoS validation fails the V-PCRF shall send a reject in the RAA command to the H-PCRF. The V-PCRF includes:

-
In case 2a, a DIAMETER_PCC_RULE_EVENT (5142) experimental result code, the QoS-Rule-Report AVP to indicate the QoS Rules that were not accepted, the Event-Trigger AVP to indicate ‘UNSUCCESSFUL-QoS-VALIDATION’ and the QoS-Information AVP to indicate the acceptable QoS.

-
In case 2b, the Subsession-Enforcement-Info AVP for each rejected S9 subsession. The Subsession-Enforcement-Info AVP with the rejected Subsession-Id(s) and a DIAMETER_PCC_RULE_EVENT (5142) experimental result code, including the QoS-Rule-Report AVP to indicate the QoS Rules that were not accepted, the Event-Trigger AVP to indicate ‘UNSUCCESSFUL-QoS-VALIDATION’ and the QoS-Information AVP to indicate the acceptable QoS.

If the QoS validation succeeds, the V-PCRF shall initiate the Gateway Control and QoS Rules Provision procedure over Gxx as defined in 3GPP TS 29.212 [3] by sending an RAR command to the BBERF including the parameters from the RAR command received from the H-PCRF. When the V-PCRF receives the RAA from the BBERF(s), the V-PCRF responds to the H-PCRF as follows: 

-
in case 2a, the V-PCRF shall send a corresponding RAA command to the H-PCRF including the corresponding result code.

-
in case 2b, the V-PCRF shall send a corresponding RAA command to the H-PCRF including the S9 Subsession-Enforcement-Info AVP for each specific S9 subsession with the corresponding result code.

*** Next Change ***

4.5.2.4
S9 Session/Subsession Termination Initiated by the H-PCRF
The H-PCRF may request the termination of a S9 session/subsession to the V-PCRF.

The H-PCRF decides to terminate a S9 session/subsession due to an internal trigger or trigger from the SPR. The following cases can be distinguished:

-
If the H-PCRF considers that the S9 session has to be terminated, the H-PCRF shall send an RAR command to the V-PCRF indicating the termination of the S9 subsession by including the Session-Release-Cause AVP. The V-PCRF shall send a corresponding RAA command to the H-PCRF.

-
If the H-PCRF considers that the S9 subsession has to be terminated, the H-PCRF shall send an RAR command to the V-PCRF indicating the  termination of the S9 subsession by including the Session-Release-Cause AVP within the Subsession-Decision-Info AVP. When the V-PCRF receives the RAR command it shall answer it by issuing the corresponding RAA command. 

The V-PCRF shall trigger the termination of the corresponding Gxx session(s) over Gxx interface by applying the Gateway Control session termination procedures as defined in 3GPP TS 29.212 [3] clause 4a.5.3.

*** Next Change ***

4.5.2.5
Multiple BBERF Handling 

The H-PCRF distinguishes two types of BBERFs: primary and non-primary according to 3GPP TS 29.212 [3]. 

When the V-PCRF has received a CCR for Gateway Control Session Establishment from a new BBERF that is related with an existing gateway control session, the V-PCRF modifies the S9 session by sending a CCR command. The V-PCRF shall include the  AN-GW-Address AVP to distinguish the information from the new BBERF and to allow the H-PCRF operating on any of the BBERF separately. For case 2a, the AN-GW-Address AVP is included at the command level; for case 2b, the AN-GW-Address AVP is included at the subsession level.
When the H-PCRF receives the CCR command, the H-PCRF will apply the procedures defined in 3GPP TS 29.212 [3] to detect if the new BBERF is primary or not and will act accordingly by answering with a CCA command. Within the CCA command the H-PCRF may include new decisions at either the command level for case 2a or at the subsession level for case 2b for the affected BBERF. 

If the same changes are applied to all BBERFs, the H-PCRF shall not include AN-GW-Address AVP within the CCA command. If different decisions are applied to different BBERFs, the H-PCRF shall include, in the CCA command, the AN-GW-Address AVP that was included in the CCR command and the associated QoS rules and event triggers for that BBERF. To provide the updated QoS rules and event triggers to the remaining BBERF(s), the H-PCRF initiates the QoS rule provision procedure with each of the remaining BBERF(s), the target BBERF identified by the AN-GW-Address AVP in the RAR command.

When the V-PCRF receives a CCR command from any of the BBERFs for Gateway Control Session modification, the V-PCRF shall follow the same procedures as described above for Gateway Control Session Establishment case and include AN-GW-Address AVP within the CCR command to the H-PCRF. The H-PCRF also follows the same procedures in determining whether to include AN-GW-Address AVP or not in the CCA command.
When provisioning different QoS rules, the H-PCRF shall include the different QoS rules within separate RAR commands, and shall also include the AN-GW-Address AVP with the value set to the BBERF address to indicate the actual BBERF where the rules are to be applied. The H-PCRF may also include subscription for any event trigger by including the Event-Trigger AVP with the corresponding value. For case 2a, the AN-GW-Address AVP is included at the command level; for case 2b, the AN-GW-Address AVP is included at the subsession level.
When provisioning the same QoS rules to all the BBERFs, the H-PCRF shall include the QoS rules within the same RAR command without including the AN-GW-Address AVP. 
NOTE: 
For case 2b the old BBERF always initiates the termination of the Gateway Control Session.

*** Next Change ***

4.5.3.2
PCC and QoS Rules Provisioning

The H-PCRF shall provision, via the S9 reference point, PCC and QoS rules, using one of the following procedures:

-
PULL procedure (Provisioning solicited by the V-PCRF): In response to a request for PCC rules being made by the V-PCRF, as described in the preceding section, to provide QoS rules for case 2a where no corresponding PCC rules are sent, the H-PCRF shall provision QoS rules in the CCA by including the QoS-Rule-Install AVP at the command level; for other cases, the H-PCRF shall provision PCC rules in the CCA command by including the Charging-Rule-Install AVP within the Subsession-Decision-Info AVP on the S9 subsession(s) that requested for PCC rules.  or in response to a request for PCC Rules being made by the V-PCRF, as described in the preceding section instance 

-
PUSH procedure (Unsolicited provisioning from the H-PCRF). The H-PCRF may decide to provision (install, modify ore remove) PCC Rules without obtaining a request from the V-PCRF, e.g. in response to information provided to the H-PCRF from the AF (either in the visited or in the home network), or in response to an internal trigger within the H-PCRF, or from a trigger by the SPR. To install or modify PCC Rules without a request from the V-PCRF for case 2a when no corresponding PCC rules are sent, the H-PCRF shall provision QoS rules in the RAR by including the QoS-Rule-Install AVP at the command level; to provision PCC Rules without a request from the V-PCRF, the H-PCRF shall include these PCC Rules in an RAR command by including the Charging-Rule-Install AVP on the related S9 subsessions within the Subsession-Decision-Info AVP. To remove installed PCC Rules without a request from the V-PCRF, the H-PCRF shall include these PCC Rules in a RAR command by including the Charging-Rule-Remove AVP on the related S9 subsessions within the Subsession-Decision-Info AVP.

The V-PCRF shall validate the QoS information contained within the PCC rules of the CCA/RAR command. If the QoS validation fails the V-PCRF shall reject the request using a CCR/RAA command respectively to the H-PCRF including the Subsession-Enforcement-Info AVP for each affected S9 subsession that includes the S9 subsession within the Subsession-Id AVP including the Charging-Rule-Report AVP to indicate the PCC Rules that were not accepted, the Event-Trigger AVP to indicate ‘UNSUCCESSFUL-QoS-VALIDATION’ and the QoS-Information AVP to indicate the acceptable QoS.

Editor’s Note: 
The CCA handling case is the same as previous subclause, so similar cleanup is needed; Another alternative is to structure the text similar as the HR case.

The V-PCRF shall validate the QoS information received from the H-PCRF in the RAR command. If the QoS validation fails the V-PCRF shall send a reject in the RAA command to the H-PCRF. 

To reject QoS information provisioned at the command level, the V-PCRF includes, at the command level, the DIAMETER_PCC_RULE_EVENT (5142) experimental result code, the QoS-Rule-Report AVP to indicate the QoS Rules that were not accepted, the Event-Trigger AVP to indicate ‘UNSUCCESSFUL-QoS-VALIDATION’ and the QoS-Information AVP to indicate the acceptable QoS.

To reject QoS information provisioned at the subsession level, the V-PCRF includes the Subsession-Enforcement-Info AVP for each rejected S9 subsession. Each Subsession-Enforcement-Info AVP includes the rejected Subsession-Id, a DIAMETER_PCC_RULE_EVENT (5142) experimental result code, the QoS-Rule-Report AVP to indicate the QoS Rules that were not accepted, the Event-Trigger AVP to indicate ‘UNSUCCESSFUL-QoS-VALIDATION’ and the QoS-Information AVP to indicate the acceptable QoS.
The V-PCRF performs operations on a single PCC Rule or for a group of PCC Rules over S9 in the same way as described in clause 4.5.2 in 29.212 [3]. In addition, the V-PCRF generates QoS Rules based on the PCC Rules received over S9 interface to provision them in the BBERF.

If after provisioning the rules to the PCEF/BBERF, the V-PCRF receives a notification from either  the PCEF (case 1, 2a, 2b) or the BBERF (case 2a and 2b) informing that an operation on a PCC/QoS rule has failed, the V-PCRF shall immediately inform to the H-PCRF. The V-PCRF shall send a CCR command with the CC-Request-Type AVP set to the value  "UPDATE_REQUEST" (PULL procedure, i.e. initiating a new request) or send a RAA command (PUSH procedure, i.e. answering the RAR command) to the H-PCRF including the Experimental-Result-Code AVP  received from the PCEF and the Charging-Rule-Report AVP to indicate the PCC Rules that were affected at either command level (case 2a) or subsession level (cases 1, 2a and 2b; by including the Subsession-Enforcement-Info AVP identifying the affected S9 subsession within Subsession-Id AVP, the Subsession-Operation AVP set to the value “MODIFICATION”). The H-PCRF may decide to reinstall, modify or remove the affected PCC Rules as described in this clause or terminate the S9 session/subsession as described in clause 4.5.3.4.

If the provisioning of the rules was successful, as part of the PUSH procedure, the V-PCRF will inform to the H-PCRF by sending a RAA command containing the information included in the notification received from the PCEF.
*** Next Change ***

4.5.3.3
S9 Session/Subsession Termination Initiated by V-PCRF.

When the V-PCRF receives an indication of an IP-CAN Session Termination from the PCEF or an indication of Gxx session termination from the BBERF, the V-PCRF shall indicate to the H-PCRF one of the following actions:

1)  Terminate the S9 session, if in case 2a, the Gxx session is removed or in case 2b, the last S9 subsession for the roaming user is removed. The V-PCRF shall terminate the S9 session with the H-PCRF by sending a CCR with the CC-Request-Type AVP set to the value ‘TERMINATION_REQUEST”.

2)  Update the S9 session for the roaming user, if there are remaining S9 subsessions for the roaming user. The V-PCRF shall update the existing S9 session with the H-PCRF by sending a CCR command with CC-Request-type AVP set to value “UPDATE-REQUEST” that includes the Subsession-Enforcement-Info AVP with the removed S9 subsession identifier within the Subsession-Id AVP, the Subsession-Operation AVP set to the value “TERMINATION”. 

NOTE: 
In case 2b, when the V-PCRF receives a Gxx session termination request from the BBERF (i.e. a CCR command with CC-Request-Type AVP set to value “TERMINATION_REQUEST”) , it handles it as specified in 3GPP TS 29.212 [3] without impacting S9. 
When receiving the CCR command, the H-PCRF shall perform the following steps:

1) 
Identify the removed PCC Rules associated to the terminated S9 session or S9 subsession;

2) 
If an IP-CAN session is terminated, check whether the H-AF shall be informed and if the H-AF needs to be informed, send an ASR command as defined in clause 4.4.6.1 of 3GPP TS 29.214 [5]

The H-PCRF answers to the V-PCRF by issuing a CCA command. When receiving the CCR command, the V-PCRF shall send an acknowledgment to the PCEF as defined in 3GPP TS 29.212 [3].
*** Next Change ***

4.5.3.5
Multiple BBERF Handling

The V-PCRF distinguishes two types of BBERF: primary and non-primary according to 3GPP TS 29.212 [3]. 

The V-PCRF shall ensure that the QoS rules are aligned with the PCC rules on all BBERFs as specified in TS 29.212 [3] clause 4a.5.7
The V-PCRF shall handle Gateway control session establishment and Gateway  QoS request messages from a new BBERF locally.
When, due to handover, the V-PCRF receives an IP CAN session modification from the PCEF with the event trigger set to  AN-GW-CHANGE(21) the V-PCRF  shall send a CCR message to the H-PCRF with the Event-Trigger AVP at subsession level set to AN-GW-CHANGE(21), provided the H-PCRF has subscribed to this event-trigger. If the CCR message from the PCEF also includes the IP-CAN_CHANGE(7) event-trigger, the V-PCRF shall reclassify the primary/ non-primary BBERFs  and shall include this trigger as well in the CCR message sent to the H-PCRF, provided the H-PCRF has subscribed to it. If there is any subsequent request coming from the primary BBERF, the V-PCRF shall act according to the normal procedures specified in clause 4.5.3 and corresponding subclauses. 

If the H-PCRF has not subscribed to either the AN_GW_CHANGE (21) or the IP-CAN_CHANGE event, the V-PCRF shall not inform the H-PCRF of this scenario and should solve it according to local policies and roaming agreements.

*** Next Change ***

5.
S9 Protocol

5.1
Protocol Support

The S9 application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the Application-ID for the S9 Application in the present release is xxx. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

Editor’s Note:
A new Diameter application-id is required for S9 by IANA 

NOTE:
A route entry can have a different destination based on the application identification AVP of the message.  Therefore, Diameter agents (relay, proxy, redirection, translation agents) must be configured appropriately to identify the 3GPP S9 application within the Auth-Application-Id AVP in order to create suitable routeing tables.

Due to the definition of the commands used in the S9 protocol, there is no possibility to skip the Auth-Application-Id AVP and use the Vendor-Specific-Application-Id AVP instead. Therefore the S9 application identification shall be included in the Auth-Application-Id AVP.

With regard to the Diameter protocol defined over the S9 interface, the H-PCRF acts as a Diameter server, in the sense that it is the network element that handles PCC/QoS rule requests for a particular realm. The V-PCRF acts as the Diameter client, in the sense that it is the network element requesting PCC/QoS rules to the H-PCRF. 

A Diameter S9 session used in the S9 protocol shall combine all Gx and Gxx Diameter sessions for a particular UE.  

*** End of Changes ***
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