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*** 2nd Change ***

Annex x
Gate control
x.1
Introduction

Concept “Gate” is used in Annex A in describing the CS-TrGW function on (user) media plane.
The CS-TrGW according to Annex A actually relates to an H.248 IP-to-IP media gateway due to the connection of two IP networks/domains/realms. There is thus a fundamental H.248 Context type, using two H.248 ephemeral terminations for the two “IP connection endpoints”. Such a configuration of two H.248 IP terminations/streams is called a “gate”, also known as “pinhole”. The “gate” concept is an important principle of IP-to-IP gateways.

Gate control is not applicable to the interworking between SIP-I based CS CN and ISUP based CS CN as well as the interworking between SIP-I based CS CN and Non-IP based BICC CS CN.
x.2
Streams, Terminations and Gates

x.2.1
Gate concept

The realization of a gate requires two ephemeral terminations. An ephemeral termination sources and/or sinks one or more media streams. Gates are direction and stream dependent.

x.2.2
RTP/RTCP-based IP flows

In this profile, RTP traffic shall be controlled through a single H.248 stream, representing both the RTP and RTCP flows, if the RTP Specific Behaviour property of the Gate Management package is set to ON. In such a case, when the MG is requested to allocate a port for an RTP flow, a consecutive port for the associated RTCP flow shall automatically allocated. 

x.2.3
Multi- vs Monomedia applications

In this case, monomedia sessions require one bidirectional H.248 stream on a termination, while a multi-media sessions (e.g. audio and video) would require multiple H.248 streams on a termination (one stream per media type).

x.3
Assignment of L3 address and L4 port values

The H.248 base protocol enables the MGC to choose the IP address and port on which a termination will receive media flows. In addition, the Gate Management package enables the MGC to explicitly provide the following information:

1) expected IP source address and port of received packets;

2) IP source address and port of sent packets.

The relationship between H.248 descriptors and the addresses used in IP packets sent and received by the gate is indicated in table x.3.1. Figure x.3.1 illustrates the used naming conventions for the IP transport connection endpoints in the TrGW and remote IP node.

Table x.3.1: Relation between Packet Direction, IP Address/Port and H.248 Descriptor/Information

	Packet direction
	IP Address/

L4 Port
	Source of Information for Transport Address values

	Received by termination
	Source:

· RS(A)

· RS(P)
	Remote source transport address RS(A,P):
The source of information for the remote source transport address RS(A,P) value is dependent on the usage of following two functions:
see Table xb.

	
	Destination:

· LD(A)

· LD(P)
	Local destination transport address LD(A,P):

Local Descriptor

	Sent by termination
	Source:

· LS(A)

· LS(P)
	Local source transport address LS(A,P):

1.
Availability of LS information due to explicit setting of local source transport address:
LocalControl Descriptor/gate management/local source address + local source port;

or, if not present:

2.
Availability of LS information in H.248 Local Descriptor SDP:
Source address not explicitly enforced/signalled via "gm" package. The source address is determined from the local SDP (which implies a symmetrical local network address, i.e. LD(A) = LS(A)).

	
	Destination:

· RD(A)

· RD(P)
	Remote destination transport address RD(A,P):
The source of information for the remote destination transport address RD(A,P) value is dependent on the usage of following function: 
see Table xc.


Table x.3.2: Remote source transport address RS(A,P) information
	Remote source 
transport address RS(A,P):
	Hosted NA(P)T Traversal

	
	No
	Yes

	Filtering on Remote Source Address(es)
	No
	Indicated via napt value OFF in the ipnapt/latch signal, or a not present latching signal): 
The TrGW may determine RS(A) and RS(P) values by monitoring incoming IP packets.
The peer IP node might be multihomed, i.e. using unsymmetrical network addresses (“RS(A) ( RD(A)”). 
	If the ipnapt/latch signal is active (i.e. the value of signal parameter napt is either equal to LATCH or RELATCH) then the remote source transport address is determined by the NAPT traversal process as described in ITU-T H.248.37 [YY]. 
This implies a symmetrical remote network address, i.e. RD(A) = RS(A)).

	
	Yes
	LocalControl Descriptor/gate management/remote source address mask AND/OR remote source port or remote source port range.

The TrGW may determine RS(A) and RS(P) values by monitoring incoming IP packets.
	1st stage:

LocalControl Descriptor/gate management/remote source address mask AND/OR remote source port or remote source port range.

2nd stage:
Same as in above table cell (because latching is executed after filtering here).


Table x.3.3: Remote destination transport address RD(A,P) information
	Remote destination transport address RD(A,P):
	Hosted NA(P)T Traversal

	
	No
	Yes

	Source of information
	Indicated via napt value OFF in the ipnapt/latch signal, or a not present latching signal): 
The remote destination transport address is determined by the Remote Descriptor;
	If the ipnapt/latch signal is active (i.e. the value of signal parameter napt is either equal to LATCH or RELATCH) then the remote destination transport address is determined by the NAPT traversal process as described in ITU-T H.248.37 [YY].
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Figure x.3.1: Naming conventions for IP transport connection endpoints 
(from TrGW perspective; inline with H.248.1 conventions)

NOTE: 
H.248.1 may in the future provide a general overview of IP transport connection endpoints similar to figure x.3.1a. Figure x.3.1a will be then replaced by a reference to ITU-T H.248.1 [XX].

x.4
Opening and closing of gates

Opening and closing gates shall be achieved by setting the Stream mode parameter of the associated termination(s) to the appropriate values. Subtracting a termination from a context also closes the gate for all H.248 streams in the termination.

In the context of conversational services, an active session requires that the gates in both directions be opened (terminations in bi-directional mode).

x.5
Filtering due to policy conditions on L3 address and/or L4 port values

Filtering on the IP source address and/or port might be implemented using the Gate Management package, or using the SDP information in the Remote Descriptor. In case the filtering may be done based on the Remote Descriptor, the activation/deactivation of the filtering shall be configured in the MG. If the Gate Management package is used, it shall override the configured value in the MG.

NOTE:
It should be noticed that the IP source address and port may not always be available to the MGC. When SIP signalling is used, the session description does not contain this information (i.e. according to IETF RFC 3264 [22], the IP address and port present in an SDP offer indicate nothing about the source IP address and source port of RTP and RTCP packets that will be sent by the offerer). Any other protocol that uses SDP as a session description mechanism (e.g. RTSP) has the same constraints.

In such configurations, the Gate Management Package may be used as follows:

· in an IPv6 environment, the Source Address Mask property contains the 64 bits prefix of the IP address that is set in the termination's Remote Descriptor;

· in an IPv4 environment, the Source Address Mask property contains the IP address that is set in the termination's Remote Descriptor, except that a number of trailing digits may be wildcarded;

· in both cases, Source Port Filtering should not be activated.

The gate concept, together with H.248 Stream/Termination handling, is further illustrated in annex A in 3GPP TS 29.238 [29].

*** End of 2nd Change ***

*** End of changes ***
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