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	1. History Info: RFC 4244 contains procedures for the handling of this header in requests and reponses in Clauses 4.3.3.1.1 and 4.3.3.2: Depending on setting of privacy haeder the entire history INFO haeder may need removal. Further, entries in the header with pricacy value history may need to be removed. A static configuration of the haeder handling per operator option is not compliant with those procedures. 
2. draft-drage-sipping-service-identification-01 contains specific proxy procedures to handle P-asserted-service at borader of trust domain. A configuration of the haeder handling per operator option is not compliant with those procedures. (see also TS 24.229 Clause 4.4.5)
3. P-Charging-Vector and P-Charging-Address require special procedures at the IBCF, as described in Clauses 5.10.2 and 5.10.3 of TS 24.229, but this is not reftected in Table 6.2.
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change:                (

	1. Handling of History Info shall be complaiant with procedures in Clauses 4.3.3.1.1 and 4.3.3.2 of RFC 4244.
2. P-Asserted-service to be handled at border to untrustd domain according to draft-drage-sipping-service-identification-01, Clause 5.1.2

3. P-Charging-Vector and P-Charging-Address are added to table 6.2
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*** First Change ***
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*** Second Change ***
6.1.1.3.1
Trust and not trust domain

In case there is a trust relationship between the two IM CN subsystems connected by II-NNI, the IBCF acting as contact point shall apply the procedures described in the section 4.4 of TS 24.229 [5], before forwarding the SIP signalling to the next IBCF.
In case there is not a trust relationship between the two IM CN subsystems connected by II-NNI, the IBCF acting as exit point shall apply the procedures described in the section 5.10.2 of TS 24.229 [5] before forwarding the SIP signalling to the IBCF acting as entry point; this one shall apply the procedures described in the section 5.10.3 of TS 24.229 [5]. 
Moreover, the IBCF shall apply procedures in Clause 4.3.3 of RFC 4244 [yy] to process the history INFO header.
The IBCF shall apply procedures in Clause 5.1.2 of draft-drage-sipping-service-identification [zz] to process the P-Asserted-service header. 

· 
· 

The management of the SIP headers (if present) over II-NNI in case of a presence or not of a trust relationship between the two interconnected IM subsystems is wrapped up in the following table.

Table 6.2: Management of SIP headers over II-NNI in presence or not of a trust relationship
	Item
	Header
	Trust domain
	Not trust domain

	1
	P-Asserted-ID
	As specified in 3GPP TS 24.229 [5], clause 4.4


	As specified in 3GPP TS 24.229 [5], clause 5.10



	2
	P-Access-Network-Info
	As specified in 3GPP TS 24.229 [5], clause 4.4


	As specified in 3GPP TS 24.229 [5], clause 5.10



	3
	Resource Priority
	As specified in 3GPP TS 24.229 [5], clause 4.4


	As specified in 3GPP TS 24.229 [5], clause 4.4



	4
	History-Info
	As specified in 3GPP TS 24.229 [5], clause 4.4


	As specified in Clause 4.3.3 of RFC 4244 [yy] 


	5
	P-Asserted Service
	As specified in 3GPP TS 24.229 [5], clause 4.4


	As specified in Clause 5.1.2 of draft-drage-sipping-service-identification [zz] 


	6
	P-Charging-Vector (see RFC 3455 [xx])
	As specified in 3GPP TS 24.229 [5], clause 5.10


	As specified in 3GPP TS 24.229 [5], clause 5.10



	7
	P-Charging-Address (see RFC 3455 [xx])
	As specified in 3GPP TS 24.229 [5], clause 5.10

	As specified in 3GPP TS 24.229 [5], clause 5.10
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