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1. Introduction

2. At CT3#47 XML encapsulation of ISUP parameters to support DSS1 based access was agreed.  XML encapsulation provides DSS1 service transparency for interworking of private networks (private-to-public, and private-to-private).   This paper notes that there is another important scenario that must be explicitly considered – namely service transparency for calls between (public) ISUP based networks transited over IMS (public-to-public).  IMS SIP-I which is comprised of SIP as defined in 24.229 using binary encoded ISUP encapsulated as a MIME body, as defined in Q.1912.5 is proposed as an optional method to ensure service transparency in this case.
2.0 Discussion
2.1 SIP [XML] for DSS1
At CT3#47 it was agreed to allow XML encapsulation in IMS as a network option in order to provide end-to-end interoperability for DSS1 calls transited through IMS (C3-080248, C3-080246, C3-080252). DSS1 is typically used for interconnecting private to public networks, (e.g. PBXs to SS7 networks) and for interconnecting private networks (e.g. Corporate PBX networks). To enable interconnection of private networks, ISUP contains specific parameters that are interworked / transited from DSS1 signalling (such as User-to-User signalling, ISUP USI parameter).  The XML encapsulation agreed at CT3#47 addresses ISUP parameters specific to DSS1 calls. No accommodation was made for full ISUP service transparency, including national variants.
2.2 Public-to-Public ISUP Interworking
Service transparency for public network to public network calls transited through IMS constitutes a distinct use case for IMS transit.  This use case results in new attributes for potential solutions.  Specifically:

· Universal: full transparency must be provided for all national ISUP variants.

· Sovereignty: individual countries must have ultimate control over transparency of national services.

· Equivalence: it must be possible (where required) to provide identical service functionality, including all national variants, when transiting IMS.

· Extensible: any new regulatory requirement introduced into ISUP must be immediately supported by IMS transit.

This paper proposes the use of binary encapsulated ISUP as a proven mechanism to satisfy the above requirements for public network calls transited through IMS.

2.3 Introduction of IMS SIP-I (binary encapsulation of ISUP within IMS SIP) – Why?

For calls routed via IMS between ISUP based networks (e.g. CS PLMN and PSTN/ISDNs) it must be possible to ensure full service transparency in a similar fashion to that currently achieved using SIP-XML for calls between private networks.  SIP-XML is effective because DSS1 is tightly defined in a single global specification, but the same cannot be said for the ISUP protocol in general. There are international standards for ISUP, but these international ISUPs are typically only used on interconnect between countries.  Different countries have different national standards for the ISUP protocol used within the country, with the national regulator often mandating the use of the national ISUP on interconnect between operators within national borders.  Although the differences between national variants of ISUPs are decreasing as the standards have evolved over the years, it is still the case that national ISUPs contain parameters that are specific and different (or even not used at all) in other national or international ISUPs.  

The extensive use of national variant ISUP in the large installed base of existing PSTN/ISDN networks implies that a simple solution is needed for enabling ISUP service transparency when a call transits IMS.  Whilst SIP-XML has been agreed for use with respect to DSS1 access, it has not been explicitly considered for ISUP transparency. It is not clear how SIP-XML could satisfy the requirements for public network ISUP transparency.  Some drawbacks of using SIP XML in this use case are summarized below.
Limitations of SIP XML encapsulation for general ISUP service transparency
· Every specific national variant parameter would require to be coded in XML. Would require additional contributions – a lengthy and time consuming process.  Until this standardization process was complete, full transparency for all national ISUP variants would not be possible.
· O-MGCF needs to interwork both ISUP to SIP parameters as well as map ISUP parameters into an XML-MIME body (and vice versa at the I-MGCF). For national ISUP variants, the mapping of ISUP parameters into XML-MIME body, and the reverse mapping, would be complex. Ensuring the mapping was fully “reversible” could be problematic when the full range of national ISUP variants are considered. Value of mapping and re-mapping in “transit” scenario is not clear.
· Neither 3GPP or TISPAN is the focal point of the development and maintenance of national variant ISUPs – it is unclear whether members would spend effort on this activity.  
· Creates interoperability issues since the XML encoding/mapping may vary between different IMS networks
A solution based on simple binary encapsulation of ISUP in SIP messages avoids these issues and enables a general mechanism for the transit of ISUP, through IMS, between ISUP based networks.
3 ISUP-MIME encapsulation proposal for IMS SIP-I
Full end-to-end interoperability of CS network signalling that transits through IMS can be achieved by allowing, as a network option, binary encapsulated ISUP to transverse through the IMS core as depicted in the figure below.
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Figure 1 – Transit of ISUP information using IMS SIP-I
In IMS SIP-I the ISUP information is binary encapsulated in an ISUP-MIME format as defined in Q.1912.5, extended to cover transport over IMS.  The MIME encapsulated ISUP is transparent to 3GPP IMS SIP.The MGCF is the point where the ISUP information received from a CS network is extracted and encapsulated within IMS SIP.  The encapsulated ISUP information is then traversed through the IMS core (i.e. BGCF, I/S CSCF).  There is no requirement for the IMS core to understand or act on the encapsulated ISUP information in any way. The S-CSCF or P-CSCF based on network policy may remove the ISUP information if the call is routed towards an IMS UE.  
NOTE: 
This functionality is needed because a call could originally be targeted at an IMS UE however the IMS UE may forward the call back to a user in a CS network.

The IBCF may also convey the ISUP information into another IMS network, if agreements are made between the two IMS operators (i.e. if the succeeding network is trusted to receive ISUP information).  
The solution will have protocol impacts on some of the functional entities within IMS.  However it is important to note that this solution will not require any architectural changes in IMS.  The affected IMS entities are summarised below:
MGCF impacts
The MGCF is the main functional entity that is impacted from this proposal.  If ISUP encapsulation is supported the MGCF is required to extract received ISUP information from a CS network and binary encapsulate the ISUP information into an ISUP-MIME format within IMS SIP body.  The existing interworking procedures defined within 29.163 can then be used to carry out normal ISUP to SIP, SIP to ISUP interworking. 
IMS core impacts
S-CSCF
If the call is routed towards an IMS UE, the S – CSCF needs to remove the encapsulated ISUP information from the SIP signalling
IBCF

Based on network option and agreements made between two IMS operators the IBCF may allow the encapsulated ISUP information to be included in the SIP signalling to other IMS networks.  In all other cases, the IBCF must remove the encapsulated ISUP information.
4
Conclusions
The ISUP encapsulation proposal allows a simple and efficient method to offer full service transparency between ISUP networks when the call signalling is transited through IMS, with no major impacts on the IMS core itself.  It provides an efficient mechanism to support public-to-public network service transparency, to complement SIP-XML for private-to-public network service transparency. Operators do not need to support both options (i.e. IMS SIP-I and SIP XML) since if IMS SIP-I is not supported, default interworking procedures, as defined in 3GPP TS 29.163 (including XML mapping procedures) can be used. 
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