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****** 1st Modified clause ******************************************

7.1
General

The following sub-clauses define the signalling interworking between the Bearer Independent Call Control (BICC) or ISDN User Part (ISUP) protocols and Session Initiation Protocol (SIP) with its associated Session Description Protocol (SDP) at a MGCF. The MGCF shall act as a Type A exchange (ITU-T Recommendation Q.764 [4]) for the purposes of ISUP and BICC Compatibility procedures for the mapping of ISUP to and from SIP header fields and SDP. However, when handling ISUP information before encapsulating it or after it has been de-encapsulated, the MGCF can act as a Type A or Type B exchange depending on the role (e.g., gateway between operators, transit) the MGCF is performing for that particular call. The services that can be supported through the use of the signalling interworking are limited to the services that are supported by BICC or ISUP and SIP based network domains.

BICC is the call control protocol used between Nodes in a network that incorporates separate call and bearer control. The BICC/ISUP capabilities or signalling information defined for national use is outside the scope of the present document. It does not imply interworking for national-specific capabilities is not feasible.

The capabilities of SIP and SDP that are interworked with BICC or ISUP are defined in 3GPP TS 24.229 [9]

Services that are common in SIP and BICC or ISUP network domains will seamlessly interwork by using the function of the MGCF. The MGCF will originate and/or terminate services or capabilities that do not interwork seamlessly across domains according to the relevant protocol recommendation or specification.

Table 1 lists the services seamlessly interworked and therefore within the scope of the present document.
Table 1: Interworking Capabilities between BICC/ISUP and SIP profile for 3GPP

	Service

	Speech/3.1 kHz audio

	CS data Calls (optional)

	En bloc address signalling

	Overlap address signalling from the CS side towards the IMS

	Out of band transport of DTMF tones and information. (BICC only)

	Inband transport of DTMF tones and information. (BICC and ISUP)

	Direct-Dialling-In (DDI)

	Multiple Subscriber Number (MSN)

	Calling Line Identification Presentation (CLIP)

	Calling Line Identification Restriction (CLIR)

	Connected line presentation (COLP)

	Connected line restriction (COLR)

	Carrier routeing


*******End 1st Modified Clause *****************************************

****** New Clause **************************************************************

7.2.2a IMS SIP-I (Binary ISUP MIME encapsulation) (Network Option)
7.2.2a.1
General

The procedures in the subclause 7.2.2a allows the MGCF to discover whether or not its peer SIP signalling entity (i.e. the next SIP UA on the signalling path excluding any intermediate SIP proxies) is capable of supporting encapsulated ISUP information within SIP messages, and to dynamically adapt to different levels of support for ISUP procedures. 
7.2.2a.2
Sending ISUP information to a peer SIP signalling entity

7.2.2a.2.1
General

When the following conditions are satisfied, the MGCF shall send an encapsulated ISUP message in the appropriate SIP message to a peer SIP signalling entity. 

-
Either the encapsulating message is the initial SIP INVITE request, or the peer SIP signalling entity has previously indicated support for encapsulated ISUP within the associated dialog (see subclause 7.2.2a.3.2).

-
An ISUP event occurs requiring signalling to the peer SIP signalling entity. This event may be the receipt of an ISUP message for the CS domain or the PSTN, or an ISUP event internal to the MGCF. Normally the ISUP/BICC message received from the CS domain or PSTN is considered a candidate for encapsulation towards the peer SIP signalling entity unless modified or excluded from forwarding by procedures within this specification. Some ISUP messages received from the CS domain or PSTN are of local significance and are not interworked (see subclause 7.2.2a.5.2).

-
The candidate ISUP message contains ISUP information that is different from the default values defined within ISUP specifications or this specification for the associated parameters, or that has not been successfully mapped to equivalent SIP headers in the encapsulating message according to procedures in this specification.

When these conditions are satisfied, the MGCF encapsulates the ISUP message within the appropriate SIP message.
7.2.2a.2.2
ISUP MIME body
7.2.2a.2.2.1
General

An MGCF supporting ISUP encapsulation shall support binary MIME format according to clauses 7.2.2a.3.3.2. This document uses the term ISUP MIME to describe an ISUP attachment formatted as binary.

7.2.2a.2.2.2
Binary encoding

The MGCF shall format the ISUP MIME attachment according to RFC 3204 [21]. The values for ISUP parameters that have been successfully translated into SIP headers in the encapsulating message will be ignored by peer SIP signalling entities compliant with this specification. The Content-Type header field associated with the ISUP MIME body shall be included as follows:

Content-Type: application/ISUP; version = itu-t92+

"itu-t92+" means ISUP ’92 plus every later ISUP version. The MGCF takes no action based on the "version" parameter.

The Content-Disposition header field associated with the ISUP MIME body shall be set in one of the following two ways (see subclause 7.2.2a.3.6):

Content-Disposition: signal; handling = required


or

Content-Disposition: signal; handling = optional

When it is necessary to include the Accept header to indicate support for encapsulated ISUP, it shall include binary ISUP in the list of supported MIME bodies. An example Accept header is:

Accept: application/sdp, application/ISUP; version = itu-t92+

7.2.2a.3
Receiving ISUP information from a peer SIP signalling entity

7.2.2a.3.1
General

The MGCF will reject a SIP request that includes ISUP MIME in an unsupported format marked for required handling with a SIP 415 (Unsupported Media Type) response.

The MGCF will reject a SIP request that includes ISUP MIME in an undecodable format marked for required handling with a SIP 493 (Undecipherable) response.

The MGCF will ignore ISUP MIME in an unsupported or undecodable format marked for optional handling in any SIP request or response.

Upon receipt of any SIP message without encapsulated ISUP while performing ISUP encapsulation procedures, the MGCF shall continue interworking according to this specification. If necessary, the MGCF shall assume default values for ISUP parameters according to this specification and the relevant ISUP specifications.
On receipt of a SIP message containing encapsulated ISUP the MGCF shall de-encapsulate the ISUP message from the SIP message body. The ISUP message then goes through a number of stages of additional processing before being sent into the CS domain or PSTN. 
7.2.2a.3.2
Alignment of SIP headers and ISUP body contents

On receipt of a SIP message containing encapsulated ISUP, the MGCF shall use the procedures outlined in this specification for interworking from SIP information to ISUP parameters to align any parameters in the ISUP message that are in conflict with SIP header fields (e.g. due to service invocation within the SIP network). 

The default value for a ISUP parameter defined in the specification shall be used in the absence of encapsulated ISUP information. 

Where a SIP header mapping to ISUP field(s) is defined (for example the mapping of Request-URI to Called Party Number in subclause 7.2.3.1.2.1), then the SIP header shall be given precedence over the encapsulated ISUP value in the alignment process unless otherwise stated. As a network option, an IMS may choose to give precedence to the encapsulated ISUP value for any other parameter for which the mapping to the corresponding SIP header is incomplete.

************ End of changes **********************************
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