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=== First Change ===
5
Binding Mechanism

5.1
Overview

The binding mechanism associates the session information provided by the AF with the IP-CAN bearer that is intended to carry the service data flow.

The binding mechanism includes three steps as defined in 3GPP TS 23.203 [4]:

1.
Session binding.
2.
PCC and QoS Rule authorization.
3.
Bearer binding.
The Session Binding function receives the Session Information and determines the relevant IP-CAN session. With this information the PCC Rule Authorization function runs the policy rules and constructs the PCC rule(s) if the authorization is granted. Finally the Bearer Binding function selects the IP-CAN bearer where the PCC rule(s) should be installed within the IP-CAN session already known.
PCC Rule Authorization and Bearer Binding can take place without Session Binding at certain IP-CAN Session events (e.g. IP-CAN Session Establishment).

5.2
Session Binding

Session binding is the association of the AF session information to an IP-CAN session. 
When the PCRF accepts an AA-Request from the AF over the Rx interface with service information, the PCRF shall perform session binding and associate the described service IP flows within the AF session information (and therefore the applicable PCC rules) to an existing IP-CAN session. This association is done using the user IP address received via the Rx interface in either the Frame-IP-Address AVP or the Framed-IPv6-Prefix AVP. The UE Identity if present in the Subscription-Id AVP may also assist on this association.

The PCRF will determine that the UE has an IP-CAN session if the IP addressed received over the Rx interface matches the IP address received via one or more of the following interfaces: Gx interface and S9 interface. When UE identity is used to assist the association, the UE identity received over the Rx interface is compared to the UE identity received via one or more of the following interfaces: Gx interface and S9 interface. 
NOTE:
In case the UE identity in the IP-CAN and the application level identity for the user are of different kinds, the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.

As a result from the session binding function, the PCRF identifies what IP-CAN session the current AF session is related with. If the PCRF is not capable of executing the Session Binding, the PCRF shall issue an AA-Answer command to the AF with a negative response.
5.3
PCC and QoS Rule Authorization

The PCRF shall perform the PCC rule authorization when the PCRF receives session information from an AF over Rx interface, when the PCRF receives notification of IP-CAN session events (e.g. establishment, modification) from the PCEF over Gx or S9 interface, or when the PCRF receives IP-CAN events from the BBERF over Gxa/Gxc inferface. The PCRF shall also perform PCC Rule Authorization for dynamic PCC Rules already provisioned to the PCEF and dynamic QoS rules already provisioned to the BBERF due to internal PCRF triggers (e.g. policies are included or modified within PCRF). The PCRF assigns an appropriate QoS Class to each PCC or QoS rule.

When PCC Rule Authorization is executed after successful Session Binding, the PCRF shall authorize the affected PCC rules and QoS rules. By this process the PCRF will determine whether the user can have access to the requested services and under what constraints. If so, the PCC rules and QoS rules are created or modified. If the Session Information is not authorized, a negative answer shall be issued to the AF by sending an AA-Answer command. 
The PCRF assigns an appropriate QoS Class to each PCC or QoS rule. IP-CAN specific restrictions and other information available to the PCRF (e.g. users subscription information, operator policies) shall be taken into account. Each PCC or QoS rule shall receive a QoS class that can be supported by the IP-CAN. The PCRF shall ensure consistency between the QoS rules and PCC rules authorized for the same service data flow when QoS rules are derived from corresponding PCC rules. 

In roaming scenarios, the V-PCRF may further authorize the rules received from the H-PCRF based on local operator policy. Depending on the local policy, the V-PCRF may change the authorized QoS for the affected rules. If local authorization fails, the V-PCRF shall issue a negative answer to the AF.
5.4
Bearer Binding

The Bearer Binding function is responsible for associating a PCC rule and QoS rule (if applicable) to an IP-CAN bearer within the IP-CAN session. The QoS demand in the rule, as well as the service data flow template, is input to the bearer binding. The selected bearer shall have the same QoS Class as the one indicated by the PCC or QoS rule.

The Bearer Binding Function is located either at the BBERF or at the PCEF.

The PCRF shall supply the PCC rules to be installed, modified or removed over Gx interface to PCEF. If there are gateway controls sessions associated with the Gx session, the PCRF shall also supply the QoS rules to be installed, modified, or removed over Gxa/Gxc interface to the BBERF. 

The BBF shall then check the QoS class identifier indicated by the rule and bind the rule with an IP-CAN bearer that has the same QoS class identifier. The BBF shall evaluate whether it is possible to use one of the existing IP-CAN bearers or not and, if applicable, whether to initiate IP-CAN bearer modification or not. If none of the existing bearers are possible to use, the BBF should initiate the establishment of a suitable IP-CAN bearer. 
NOTE:
For an IP-CAN, limited to a single IP-CAN bearer per IP-CAN session, the bearer is implicit, so finding the IP-CAN session is sufficient for successful bearer binding.

NOTE:
 The handling of a rule with MBR>GBR is up to operator policy (e.g. an independent IP-CAN bearer may be maintained for that SDF to prevent unfairness between competing SDFs).

For an IP-CAN, where the BBF gains no information on what IP-CAN bearer the UE selects to send an uplink IP flow on, the binding mechanism shall assume that, for bi-directional service data flows, both downlink and uplink packets travel on the same IP-CAN bearer.

Whenever the service data flow template, the QoS authorization or the negotiated traffic mapping information change, the existing bearer bindings shall be re-evaluated. The re-evaluation may, for a service data flow, require a new binding with another IP-CAN bearer.












=== 2nd Change ===
Annex D (normative):
Access specific procedures for GPRS
D.1 General

The present annex defines IP-CAN specific requirements for General Packet Radio Service (GPRS).
D.2 Binding Mechanisms
Depending on the bearer control mode, bearer binding can be executed either by PCRF, PCEF or both PCRF and PCEF.
-
For "UE-only" IP-CAN bearer establishment mode, the PCRF performs bearer binding.

-
For "NW- only" IP-CAN bearer establishment mode, the PCEF performs bearer binding.
-
For "UE/NW" IP-CAN bearer establishment mode, the PCRF performs the binding of the PCC rules for user controlled services while the PCEF performs the binding of the PCC rules for the network controlled services.
If the Bearer Binding function is located at the PCRF, the PCRF shall compare the TFT(s) of all IP-CAN bearer(s) within the IP-CAN session received via PCEF from the UE with the existing service data flow filter information. The PCRF shall indicate to the PCEF the IP-CAN bearer within the IP-CAN session where the PCC Rules shall be installed, modified or removed. This is done including the Bearer-Identifier AVP together with the associated PCC Rules within the corresponding RAR and/or CCA commands.
-
When the PCRF does not require additional filter information coming from the UE in order to decide on bearer binding, the PCRF shall supply the PCC rules to be installed over the Gx interface to the PCEF within a RAR command.
-
Otherwise, the PCRF shall wait for the PCEF requesting a policy decision for the establishment of a new IP-CAN bearer or the modification of an existing one within a CCR command over the Gx interface.
-
In GPRS access when the PCEF reports the bearer event, it shall include within the CCR command a bearer reference together with the new or modified TFT information, the QoS class identifier and associated bitrates for new or modified PDP-Contexts.
If the Bearer Binding function is located at the PCEF, the PCRF shall supply the PCC rules to be installed, modified or removed over Gx interface to PCEF. The PCEF shall then check the QoS Class indicated by the PCC Rule(s) and bind the PCC rule with an IP-CAN bearer that has the same QoS class.
In GPRS access, if there is no suitable PDP-Context to accommodate a PCC rule when PCEF performs the bearer binding, the PCEF shall initiate the establishment of PDP-Contexts as specified in 3GPP TS 23.060 [3].
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