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*** 1st change ***

6
Control plane interconnection
6.1
Definition of Inter-IMS Network to Network Interconnection 

6.1.1
SIP methods and headers

6.1.1.1
General

The functional entity closest to the border of an IMS network towards an Inter-IMS Network to Network Interconnection (see reference model in Clause 5) shall provide the capabilities specified for that network element in Annex A.2 of TS 24.229 [5] with modifications as described in the following sub-clauses.

Editor’s Note:
Possible additional requirements and modifications will be discussed in the following sub-clauses.

6.1.1.2
SIP methods

3GPP TS 24.229 [5] defines the methods allowing an IBCF to interconnect to an IBCF placed in another IM CN subsystem.
The following SIP Methods shall be supported on the II-NNI.

The following table is based on Table A.5 and Table A.163 of TS 24.229 [5] and endorsed for this document:
Table 6.1: Supported methods
	Item
	PDU
	Sending
	Receiving

	
	
	Ref.
	II-NNI
	Ref.
	II-NNI

	1
	ACK request
	[26] 13
	m
	[26] 13
	m

	2
	BYE request
	[26] 16
	m
	[26] 16
	m

	3
	BYE response
	[26] 16
	m
	[26] 16
	m

	4
	CANCEL request
	[26] 16.10
	m
	[26] 16.10
	m

	5
	CANCEL response
	[26] 16.10
	m
	[26] 16.10
	m

	8
	INVITE request
	[26] 16
	m
	[26] 16
	m

	9
	INVITE response
	[26] 16
	m
	[26] 16
	m

	9A
	MESSAGE request
	[50] 4
	m
	[50] 7
	m

	9B
	MESSAGE response
	[50] 4
	m
	[50] 7
	m

	10
	NOTIFY request
	[28] 8.1.2
	m
	[28] 8.1.2
	m

	11
	NOTIFY response
	[28] 8.1.2
	m
	[28] 8.1.2
	m

	12
	OPTIONS request
	[26] 16
	m
	[26] 16
	m

	13
	OPTIONS response
	[26] 16
	m
	[26] 16
	m

	14
	PRACK request
	[27] 6
	m
	[27] 6
	m

	15
	PRACK response
	[27] 6
	m
	[27] 6
	m

	15A
	PUBLISH request
	[70] 11.1.1
	c1
	[70] 11.1.1
	c1

	15B
	PUBLISH response
	[70] 11.1.1
	c1
	[70] 11.1.1
	c1

	16
	REFER request
	[36] 3
	m
	[36] 3
	m

	17
	REFER response
	[36] 3
	m
	[36] 3
	m

	18
	REGISTER request
	[26] 16
	c2
	[26] 16
	c2

	19
	REGISTER response
	[26] 16
	c2
	[26] 16
	c2

	20
	SUBSCRIBE request
	[28] 8.1.1
	m
	[28] 8.1.1
	m

	21
	SUBSCRIBE response
	[28] 8.1.1
	m
	[28] 8.1.1
	m

	22
	UPDATE request
	[29] 7
	m
	[29] 7
	m

	23
	UPDATE response
	[29] 7
	m
	[29] 7
	m

	NOTE: the IBCF profile is indicated in Table A.5 and Table A.162 of TS 24.229 [5].

c1:
In case of roaming scenario, the support of the method is m, else o.

c2:
In case of roaming scenario, the support of the method is m, else n/a.



In the above table, m, o, c, i and N/A have the meanings indicated in Table 6.4.
Editor’s Note:
Insertion in the Table 6.1 of columns indicating the IBCF profile, as proposed in TS 24.229, for sending and receiving side is FFS..

Editor’s Note:
Insertion in the Table 6.1 of the INFO method is FFS.

6.1.1.3
SIP headers

The IBCF shall provide the capabilities to manage and modify SIP headers according to section 5.10 and Annex A of TS 24.229 [5] with modifications as described in the following sub-clauses.

6.1.1.3.1
Trust and not trust domain

In case there is a trust relationship between the two IM CN subsystems connected by II-NNI, the IBCF acting as contact point shall apply the procedures described in the section 4.4 of TS 24.229 [5], before forwarding the SIP signalling to the next IBCF.
In case there is not a trust relationship between the two IM CN subsystems connected by II-NNI, the IBCF acting as exit point shall apply the procedures described in the section 5.10.2 of TS 24.229 [5] before forwarding the SIP signalling to the IBCF acting as entry point; this one shall apply the procedures described in the section 5.10.3 of TS 24.229 [5]. 

Moreover

· the History-Info header and 

· the P-Asserted-Service header

shall be managed according to operator policy before forwarding the SIP signalling to the IBCF acting as entry point.

Editor’s Note:
Modification about the handling of these headers is FFS.

The management of the SIP headers (if present) over II-NNI in case of a presence or not of a trust relationship between the two interconnected IM subsystems is wrapped up in the following table.

Table 6.2: Management of SIP headers over II-NNI in presence or not of a trust relationship
	Item
	Header
	Trust domain
	Not trust domain

	1
	P-Asserted-ID
	As specified in 3GPP TS 24.229 [5], clause 4.4


	As specified in 3GPP TS 24.229 [5], clause 5.10



	2
	P-Access-Network-Info
	As specified in 3GPP TS 24.229 [5], clause 4.4


	As specified in 3GPP TS 24.229 [5], clause 5.10



	3
	Resource Priority
	As specified in 3GPP TS 24.229 [5], clause 4.4


	As specified in 3GPP TS 24.229 [5], clause 4.4



	4
	History-Info
	As specified in 3GPP TS 24.229 [5], clause 4.4


	To be managed according to operator policy



	5
	P-Asserted Service
	As specified in 3GPP TS 24.229 [5], clause 4.4


	To be managed according to operator policy 



	
	
	
	


Editor’s Note:
The extension and modification of the table is FFS and will be discussed in this sub-clause.

6.1.1.3.2
Summary of SIP headers
The following SIP headers shall be supported on the II-NNI.

The following table is based on Annex A.2 of TS 24.229 [5] and endorsed for this document:
Table 6.3: Supported headers
	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	II-NNI
	Ref.
	II-NNI

	1
	Accept
	[5]
	m
	[5]
	m

	2
	Accept-Contact
	[5]
	c1
	[5]
	c1

	3
	Accept-Encoding
	[5]
	m
	[5]
	m

	4
	Accept-Language
	[5]
	m
	[5]
	m

	5
	Alert-Info
	[5]
	c2
	[5]
	c2

	6
	Allow
	[5]
	m
	[5]
	m

	7
	Allow-Events
	[5]
	m
	[5]
	m

	8
	Authentication-Info
	[5]
	m
	[5]
	m

	9
	Authorization
	[5]
	m
	[5]
	m

	10
	Call-ID
	[5]
	m
	[5]
	m

	11
	Call-Info
	[5]
	m
	[5]
	m

	12
	Contact
	[5]
	m
	[5]
	m

	13
	Content-Disposition
	[5]
	m
	[5]
	m

	14
	Content-Encoding
	[5]
	m
	[5]
	m

	15
	Content-Language
	[5]
	m
	[5]
	m

	16
	Content-Length
	[5]
	m
	[5]
	m

	17
	Content-Type
	[5]
	m
	[5]
	m

	18
	Cseq
	[5]
	m
	[5]
	m

	19
	Date
	[5]
	m
	[5]
	m

	20
	Error-Info
	[5]
	o
	[5]
	m

	21
	Expires
	[5]
	m
	[5]
	m

	22
	Event
	[5]
	c3
	[5]
	c3

	23
	From
	[5]
	m
	[5]
	m

	24
	Geolocation
	[5]
	c4
	[5]
	c4

	25
	History-Info
	sub-clause 6.1.1.3.1
	m
	sub-clause 6.1.1.3.1
	m

	26
	In-Reply-To
	[5]
	o
	[5]
	m

	27
	Join
	[5]
	c2
	[5]
	c2

	28
	Max-Forwards
	[5]
	m
	[5]
	m

	29
	Min-Expires
	[5]
	c5
	[5]
	c5

	30
	MIME-Version
	[5]
	m
	[5]
	m

	31
	Min-SE
	[5]
	m
	[5]
	m

	32
	Organization
	[5]
	m
	[5]
	m

	33
	P-Access-Network-Info
	sub-clause 6.1.1.3.1
	c6
	sub-clause 6.1.1.3.1
	c6

	34
	P-Asserted-Identity
	sub-clause 6.1.1.3.1
	c6
	sub-clause 6.1.1.3.1
	c6

	35
	P-Asserted-Service
	sub-clause 6.1.1.3.1
	c7
	sub-clause 6.1.1.3.1
	c7

	36
	P-Called-Party-ID
	[5]
	o
	[5]
	m

	37
	P-Charging-Function-Addresses
	[5]
	n/a
	[5]
	n/a

	38
	P-Charging-Vector
	[5]
	n/a
	[5]
	n/a

	39
	P-Early-Media
	[5]
	c8
	[5]
	c8

	40
	P-Media-Authorization
	[5]
	n/a
	[5]
	n/a

	41
	P-Preferred-Identity
	[5]
	n/a
	[5]
	n/a

	42
	P-Preferred-Service
	[5]
	n/a
	[5]
	n/a

	43
	P-Profile-Key
	[5]
	m
	[5]
	m

	44
	P-User-Database
	[5]
	o
	[5]
	o

	45
	P-Visited-Network-ID
	[5]
	c9
	[5]
	c9

	46
	Priority
	[5]
	c10
	[5]
	c11

	47
	Privacy
	[5]
	m
	[5]
	m

	48
	Proxy-Authentication
	[5]
	m
	[5]
	m

	49
	Proxy-Authorization
	[5]
	m
	[5]
	m

	50
	Proxy-Require
	[5]
	m
	[5]
	m

	51
	Reason
	[5]
	o
	[5]
	m

	52
	Record-Route
	[5]
	m
	[5]
	m

	53
	Referred-By
	[5]
	m
	[5]
	m

	54
	Reject-Contact
	[5]
	c12
	[5]
	c12

	55
	Replaces
	[5]
	c13
	[5]
	c13

	56
	Reply-To
	[5]
	o
	[5]
	m

	57
	Request-Disposition
	[5]
	c12
	[5]
	c12

	58
	Require
	[5]
	m
	[5]
	m

	59
	Resource-Priority
	sub-clause 6.1.1.3.1
	m
	sub-clause 6.1.1.3.1
	m

	60
	Route
	[5]
	m
	[5]
	m

	61
	Security-Client
	[5]
	n/a
	[5]
	n/a

	62
	Security-Verify
	[5]
	n/a
	[5]
	n/a

	63
	Server
	[5]
	o
	[5]
	m

	64
	Session-Expires
	[5]
	c14
	[5]
	c14

	65
	Subject
	[5]
	c15
	[5]
	c16

	66
	Supported
	[5]
	m
	[5]
	m

	67
	Timestamp
	[5]
	m
	[5]
	m

	68
	To
	[5]
	m
	[5]
	m

	69
	Trigger-Consent
	[5]
	c17
	[5]
	c17

	70
	User-Agent
	[5]
	m
	[5]
	m

	71
	User-to-User
	[5]
	c18
	[5]
	c18

	72
	Via
	[5]
	m
	[5]
	m

	73
	Warning
	[5]
	o
	[5]
	o

	74
	WWW-Authenticate
	[5]
	m
	[5]
	m

	c1:
m in case of presence of caller preferences and ICSI or IARI values.

c2:
IF Table 6.1/8 THEN m ELSE i - - INVITE request method.
c3:
IF (Table 6.1/10 OR Table 6.1/15A OR Table 6.1/20) THEN m ELSE i - - NOTIFY request method or PUBLISH request method or SUBSCRIBE request method.
c4:
m in case of SIP location conveyance, else n/a.
c5:
IF (Table 6.1/15B OR Table 6.1/19 OR Table 6.1/21) THEN m ELSE i - - PUBLISH response method or REGISTER response method or SUBSCRIBE response method.
c6:
m in case of a trust relationship between the interconnected networks, else n/a.
c7:
m in case of a trust relationship between the interconnected networks, else o.
c8:
IF (Table 6.1/8 OR Table 6.1/9 OR Table 6.1/14 OR Table 6.1/15 OR Table 6.1/22 OR Table 6.1/23) THEN m ELSE n/a - - INVITE request or INVITE response or PRACK request or PRACK response or UPDATE request or UPDATE response
c9:
IF Table 6.1/18 THEN m ELSE n/a - - REGISTER request method.
c10:
IF (Table 6.1/8 OR Table 6.1/9A) THEN i ELSE n/a - - INVITE request method or MESSAGE request method.
c11:
IF (Table 6.1/8 OR Table 6.1/9A) THEN m ELSE n/a - - INVITE request method or MESSAGE request method.
c12:
m in case of presence of caller preferences.
c13:
IF Table 6.1/8 THEN m ELSE n/a - - INVITE request method.
c14:
m in case of presence of SIP session timer.
c15:
IF (Table 6.1/8 OR Table 6.1/9A OR Table 6.1/15A) THEN o ELSE n/a - - INVITE request method or MESSAGE request method or PUBLISH request method.
c16:
IF (Table 6.1/8 OR Table 6.1/9A OR Table 6.1/15A) THEN m ELSE n/a - - INVITE request method or MESSAGE request method or PUBLISH request method.
c17:
m in case of a framework for consent-based communications in SIP
c18:
m in case of transporting user to user information for call centers using SIP


In the above table, m, o, c, i and N/A have the meanings indicated in Table 6.4.

Editor’s Note:
Insertion in the Table 6.3 of columns indicating the IBCF profile, as proposed in TS 24.229, for sending and receiving side is FFS.
6.1.1.4
Notations of the codes

In the table 6.1 and table 6.3, the status codes m, o, c, i and n/a have the following meanings:
Table 6.4: Key to status codes
	Status code
	Status name
	Sending side
	Receiving side

	m
	mandatory
	The capability shall be supported at II-NNI.
Supporting sending a SIP message or header at the II-NNI means that this message or header shall be sent over the II-NNI if received from the served network. It does not imply that network elements inside the served network or user equipment connected to this network shall support this message or header.
	Supporting receiving a SIP message or header at the II-NNI means that, if received from the II-NNI, this message or header shall be forwarded to the served network. It does not imply that network elements inside the served network or user equipment connected to this network shall support this message or header.

	o
	optional
	The capability may or may not be supported at II-NNI. It is an implementation choice.
	Same as for sending side.

	n/a
	not applicable
	It is impossible to use the capability. No answer in the support column is required.
	Same as for sending side.

	c <integer>
	conditional
	The requirement on the capability ("m", "o", "n/a" or "x") depends on the support of other optional or conditional items. <integer> is the identifier of the conditional expression.
	Same as for sending side.

	i 
	irrelevant
	Capability outside the scope of the given specification. Normally, this notation should be used in a base specification ICS proforma only for transparent parameters in received PDUs. However, it may be useful in other cases, when the base specification is in fact based on another standard.
	Same as for sending side.


Editor’s Note:
The extension and modification of the table is FFS and will be discussed in this sub-clause.
6.1.1.5
Modes of signalling

Editor's Note: 

This subclause shall specify the use of different modes of signalling (overlap/enbloc) in the NNI.

6.1.2
SDP protocol

6.1.2.1
General

The functional entity closest to the border of an IMS network towards an Inter-IMS Network to Network Interconnection (see reference model in Clause 5) shall provide the capabilities specified for that network element in Annex A.3 of TS 24.229 [5] with modifications as described in the following sub-clauses.

Editor’s Note:
Possible additional requirements and modifications will be discussed in the following sub-clauses.
6.2
Control Plane Transport

6.2.1
General

The control plane transport of the IMS Inter-Operator Service Interconnection Interface shall comply with Clause 4.2A of TS 24.229 [5] with modifications as described in the following sub-clauses.
NOTE: Support of SCTP as specified in RFC 4168 [x] is optional for IBCF connected by II-NNI. Nevertheless this option is favorable if the operators would like to improve reliability over the Ici. 
Editor’s Note:
Possible additional requirements and modifications will be discussed in the following sub-clauses.
*** End of changes ***




