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Introduction
In the last CT3 meeting, the issue of CoA parameter has been discussed and the conclusion has been made as below:
1) Using the Framed-IP-address or Framed-IPv6-Prifix AVP to carry the CoA in the Gateway Control Session Establishment;

2) How to carry both the CoA and the HoA in the Indication of IP-CAN Session Establishment is FFS.
This contribution will discuss the method of carrying the CoA in two messages above.
Discussion
1. How to carry the CoA on Gxa interface 
Although we have a conclusion of using Framed-IP-Address or Framed-IPv6-Profix to carry the CoA on Gxa interface, we may need to reconsider it because of the reasons we will discuss below.
The principle of PCRF needs to know the mobility protocol UE is using has been agreed in last SA2 meeting. This can be done with explicit indication or implicit indication. From the CT3 perspective, a new AVP to carry CoA in Gateway Control Session Establishment message is an implicit indication and the PCRF will know DSMIPv6 is used.
We may have to define new AVPs on Gx interface to carry both the CoA and the HoA in the Indication of IP-CAN Session Establishment (The reasons will be stated in this contribution later). So it is convenient to reuse it on Gxa interface.

2. How to carry the CoA on Gx interface
In 3GPP TS 23.402, the signalling flows for the initial attach procedures for S2c in Trusted Non-3GPP IP Access or Untrusted Non-3GPP IP Access are described as below:

[image: image1.emf] 

Roaming  Scenarios  

UE  

AAA  Proxy    

vPCRF  

PDN  GW  

HSS/   AAA  

hPCRF  

5 .  Binding Update  

Trusted Non - 3GPP  IP Access  

7 . Binding  Acknowledgement  

6a. Indication of IP CAN Session Establishment  

6b. Acknowledge IP CAN Session Establishment  

3a. Gateway Control Session Establishment  

3b. Acknowledge Gateway Control Session Establ ishment  

1. Access Authentication  

1. Authentication and Authorization  

2. L3 Attach and Local  IP Address Allocation  

4. Authentication and Authorization  

4. MIPv6 Security Association Setup  

A)   

B )   

C )   


Fig.1 Initial attachment from Trusted Non-3GPP IP Access with DSMIPv6
In this procedure, the PCRF gets the CoA of UE in step 3a, and gets the CoA and HoA in step 6a. Then the PCRF associates the Gateway Control Session with IP-CAN Session based on the CoA. 
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Fig.2 Initial attachment from Untrusted Non-3GPP IP Access with DSMIPv6
Because the details associated with the Gxb interface are not specified in Rel-8, ePDG in Fig.2 doesn’t establish the Gateway Control Session with the PCRF. The PCRF doesn’t know the CoA of  the UE before step6. P-GW gets the CoA and the HoA from the Binding Update message in step 5, and sends these two parameters to the PCRF in step6. If the P-GW uses the same AVP to carry the CoA and the HoA in the message of Indication of IP-CAN Session Establishment, the PCRF couldn’t distinguish between the CoA and the HoA. So the PCRF couldn’t make a decision about the service data flow template.
Maybe P-GW only sends the HoA using Framed-IP-Address or Framed-IPv6-Prefix to the PCRF in the Indication of IP-CAN Session Establishment. But in order to do this, P-GW must know that the UE is attaching to the Untrusted Non-3GPP access. It seems that there is no such mechanism in current specification of SA2. This is also lack of scalability when the Gxb will be specified in the future.
3. What AVPs should be used

When UE attach to an IPv4 Non-3GPP Access Network and DSMIPv6 is used, UE is assigned an IPv4 address as CoA by access system. When UE attach to an IPv6 Non-3GPP access network and DSMIPv6 is used, UE is assigned an IPv4 address or IPv6 prefix or both as CoA. 

During the security association establishment and binding up procedure, the P-GW assigns the IPv6 address/prefix, even IPv4 address if UE requests to UE as HoA. If the UE has IPv4 home address and IPv6 home address, the PCRF shall make the service data flow template for both of them.
So a pair of AVP is both needed in Gateway Control Session Establishment and Indication of IP-CAN Session Establishment, one is to carry the IPv4 address and the other is to carry the IPv6 prefix.
Conclusion

It is proposed to define two new AVPs on Gxa and Gx interface to carry the IPv4 addresses and IPv6 prefix of CoA.

