3GPP TSG-CT WG3 Meeting #46
C3-071028
Sophia Antipolis, France, 5th - 9th November 2007.
Source:
Nokia Siemens Networks
Title:
Temporary working Document to progress work on the interworking between the SIP-I usage within the 3GPP CS Domain and external SIP-I usage

Agenda item:
12.4
Document for:
Discussion and Agreement
Introduction

The work on 3GPP TR 23.802 has been completed with the approval this TR by CT Plenary. As the TR is under joined responsibility of CT3 and CT4, every CR against this TR would need to be agreed in both groups. The contents of the TR with respect to the SIP-I profile at the Nc interface are quite stable and CT4 therefore decided that work on the related normative specification can be progressed without the need to update the TR further.

However, the TR list a number of alternative solutions for a number of issues related to the interworking between the SIP-I profile at the Nc interface and external SIP-I usage. The issues include:

· Interworking with network not supporting the SIP 100rel extension

· Interworking with network not supporting the SIP UPDATE method

· Interworking with network not supporting the SIP preconditions extension

· Interworking with network using INVITE request without SDP

· Interworking with network using SDP with unspecified connection address

A selection of the preferred solution for these issues is still outstanding, and CT4 agreed that the related discussion should be pursued further in CT3. As the issues is quite involved, and CT3 has even used TR 29.962 to study comparable problems for the IMS in an earlier release, it may be difficult to agree related normative procedures for TS 29.235 without further prior investigations.
This contribution suggest that CT3 copies the related Clause 5.2 of TR 23.802 in a temporary working document that should be maintained by CT3 as a means for such investigations until related normative changes into TS 29.235 can be agreed.
Compared to the work on a new TR, the advantage of the temporary working document is that no formal plenary approval is required and the working document does not require completion or further updates once normative changes into TS 29.235 are agreed.
Proposed handling of the temporary working document
It is suggested that the temporary working document is maintained by a rapporteur in the same form as a draft specification:

· Updates against the temporary working documents are to be suggested as change marked text

· Agreed updates will be incorporated into the temporary working document by the rapporteur after each CT3 meeting.

· The rapporteur will then provide the updated working document to be used as basis for contributions to the next CT3 meeting over the email exploder.
Proposed Initial Contents of the working document
It is proposed to use the current text of Clause 5.2 of TR 23.802, as copied into the Annex of this contribution, as initial version of the temporary working document. The Final subclause 5.2.3.6 on SIP session continuity is interworking related and therefore has been excluded. While this text also contains information about the related basic procedures at the Nc interface, contributing companies in CT3 should focus on interworking relates aspects, i.e. possible amendments on interworking related procedures, and the comparison of solution proposals and the selection of one of the solution proposals. Changes to the basic procedures need to be agreed in normative CT4.
ANNEX: Proposed initial version of temporary working document

5.2
Definition of a 3GPP SIP-I Profile

5.2.1
General

General principles of the 3GPP SIP-I profile require further discussion in terms of requirements of the Nc interface and requirements to provide full interworking to external SIP-I networks. Both requirements are equally important in the study however the study should evaluate the option of separate interworking requirements (additional to Nc requirements) being interworked at the intermediate node or all Q1912.5 principles applicable to external SIP-I networks being fully applied within 3GPP CS core network. This evaluation should be done in a case by case basis.

The main objective of this Technical Report is to provide a SIP-I based Nc interface that can suitably interwork with external SIP-I based signalling networks. These SIP-I based signalling networks are already prevalent in many fixed‑line operator networks and transit networks today. The networks utilise the SIP profile that is defined by ITU-T Recommendation Q.1912.5 [16] Profile C which employs full ISUP encapsulation.

In order to ease interworking and improve convergence between fixed implementations and mobile implementations, the SIP-I based Nc interface shall be based on ITU-T Recommendation Q.1912.5 [16] Profile C.

5.2.2
Initial profile

Table 5.2.2.1 lists the references defined to be part of the Profile C of ITU-T Recommendation Q.1912.5 [16] that are applicable to the SIP-I based Nc interface. Additional elements of the 3GPP SIP-I profile are identified elsewhere within this TR.

It should be noted that some referenced RFCs provide additional procedures that are not applicable to the SIP-I based Nc interface (e.g., only ISUP MINE is required from RFC 3204 [54], QSIG is not within the scope of this 3GPP SIP-I profile). More explicit applicability will be provided by the SIP-I based Nc technical specification.

Table 5.2.2.1
Initial profile for SIP-I based Nc interface

	Reference
	ITU-T Profile C Status
	SIP-I based Nc Status

	RFC 2046 (November 1996) "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types". [52]
	Supported
	Supported

	RFC 2976 (October 2000): "The SIP INFO method". [53]
	Supported
	Supported

	RFC 3204 (December 2001) "MIME media types for ISUP and QSIG Objects". [54]
	Supported
	Supported

	RFC 3261 (June 2002): "SIP: Session Initiation Protocol". [30]
	Supported
	Supported

	RFC 3262 (June 2002): "Reliability of provisional responses in Session Initiation Protocol (SIP)". [36]
	Optional
	Supported

	RFC 3264 (June 2002): "An Offer/Answer Model with Session Description Protocol (SDP)". [27]
	Supported
	Supported

	RFC 3311 (September 2002): "The Session Initiation Protocol (SIP) UPDATE method". [37]
	Supported
	Supported

	RFC 3312 (October 2002): "Integration of resource management and Session Initiation Protocol (SIP)". [38]
	Optional
	Supported

	RFC 3323 (November 2002): "A Privacy Mechanism for the Session Initiation Protocol (SIP)". [55]
	Supported
	Supported



	RFC 3325 (November 2002): "Private Extensions to the Session Initiation Protocol (SIP) for Network Asserted Identity within Trusted Networks". [56]
	Supported
	Supported

	RFC 3326 (December 2002): "The Reason Header Field for the Session Initiation Protocol (SIP)". [57]
	Supported
	Supported

	RFC 3966 (December 2004): "The tel URI for Telephone Numbers". [31]
	Supported

Replaces RFC 2806
	Supported

	RFC 4566 (July 2006): "SDP: Session Description Protocol". [58]
	Supported

Replaces RFC 2327 [26]
	Supported


The IETF has replaced or updated RFC 2806 with RFC 3966 [31] and RFC 2327 [27] with RFC 4566 [58] as shown in the table.

5.2.3
SIP-I profile options

Sub-clauses "Requirements on Nc interface" specify the minimum functionalities required within a closed 3GPP bearer independent circuit switched core network or for direct interoperation between 3GPP PLMNs.

5.2.3.1
Support for 100rel

5.2.3.1.1
Requirements on Nc Interface

Further to using SCTP to ensure a reliable transport service, IETF RFC 3262 [36] specifies an extension to SIP in order to provide reliable provisional response messages. As support for PRACK's is required for a SIP-I based Nc interface (to support Preconditions, see Clause 5.2.3.3), the support of 100rel as defined by IETF RFC 3262 [36] is mandatory for the 3GPP SIP-I profile on the Nc interface.

The following rules for negotiation support of 100rel shall be followed:

-
A 3GPP node originating a SIP INVITE shall advertise its preference of provisional reliable responses via a SUPPORTED header containing the tag "100Rel".

-
A 3GPP node (e.g. MSC-S) receiving a SIP INVITE will receive a SUPPORTED header containing the tag "100rel" and shall include a REQUIRE header with tag "100rel" and RSeq header field when sending a response in the range 101-199.

-
A 3GPP node receiving a response in the range 101-199 with a REQUIRE header present with tag "100rel" shall generate a PRACK request for this provisional response.

5.2.3.1.2
Requirements for interworking to external SIP-I networks

Some external networks may not include a REQUIRE header or SUPPORTED header containing tag "100rel" in its SIP messages. In Q.1912.5 support of 100rel is optional, however applications of SIP-I in external networks may mandate this support (e.g. NICC ND1017:2006/07 [71]). Three Alternatives exist currently if an external SIP-I network does not support 100rel and need to be decided for 3GPP networks (otherwise Clause 5.2.3.1.1 applies):

The following are several possible options for handling provisional responses. Further investigation is required to determine the final approach.

Alternative 1:

-
A GMSC-S receiving a SIP INVITE request from an external network without a "100rel" tag in a REQUIRE or SUPPORTED header shall not include a REQUIRE header with tag "100rel" when sending a response in the range 101-199 and shall not send provisional responses reliably.


However, the GMSC-S node, if sending a SIP INVITE request to a succeeding 3GPP node on the Nc interface, shall advertise its preference of provisional reliable responses via a SUPPORTED header containing the tag "100Rel" and respond to a provisional response containing the "100rel" tag with a PRACK request, as described in Clause 5.2.3.1.1.

-
An MSC/IWF receiving a response in the range 101-199 without a "100rel" tag in a REQUIRE header shall not generate PRACKs. However the MSC/IWF shall return the response to the preceding node containing tag "100Rel".

Alternative 2:

-
A GMSC-S receiving a SIP INVITE request without a "100rel" tag in a REQUIRE or SUPPORTED header shall not include a REQUIRE header with tag "100rel" when sending a response in the range 101-199 and shall not send provisional responses reliably.


The GMSC-S shall forward the SIP INVITE request as received to the succeeding 3GPP node on Nc interface, i.e. with or without the tag "100Rel".

-
An MSC/IWF receiving a response in the range 101-199 without a "100rel" tag in a REQUIRE header shall forward the response (without tag "100rel") on to the preceding node.

Alternative 3:

-
A GMSC-S receiving a SIP INVITE request without a "100rel" tag in a REQUIRE or SUPPORTED header shall consider the INVITE request as erroneous and reject the INVITE request with a 421 Extension Required response. 

-
An MSC/IWF receiving a response in the range 101-199 with a REQUIRE header present without tag "100rel" shall consider the response as erroneous and reject the call accordingly.
5.2.3.2
Support for UPDATE method

5.2.3.2.1
Requirements on Nc interface

The UPDATE method as defined by IETF RFC 3311 [37] allows updating of session parameters (media streams, codecs) without modifying the dialog of a session. The UPDATE method is tightly associated with the use of preconditions to provide Continuity Testing which is a mandatory requirement.

The support of the UPDATE method shall be negotiated using the following rules:

-
A 3GPP node originating a SIP INVITE request shall advertise its support of the UPDATE method via the ALLOW header listing the UPDATE method.

-
A 3GPP node receiving a SIP INVITE request shall include an ALLOW header listing the UPDATE method when sending a response in the range 101-199. The MSC-S is then allowed to generate the UPDATE method as defined in IETF RFC 3311 [37], for the purpose of session modification during early dialog. In addition the MSC-S shall include an ALLOW header listing the UPDATE method when sending a 2xx final response. 

-
A 3GPP node receiving a response to a SIP INVITE request with an ALLOW header present listing the UPDATE method is then allowed to generate the UPDATE method as defined in IETF RFC 3311 [37]. 

5.2.3.2.2
Requirements for interworking to external SIP-I networks

In Q.1912.5 support of UPDATE is mandatory however the support of "Reliability of Provisional Responses" (IETF RFC 3262 [36]) is optional and thus signalling of UPDATE during early dialogues may not be possible. Applications of SIP-I in external networks may mandate this support (e.g. NICC ND1017:2006/07 [71]). Three Alternatives exist currently if an external SIP-I network does not signal indication of support of UPDATE method (otherwise Clause 5.2.3.2.1 applies):

The following are several possible options for handling of the UPDATE request. Further investigation is required to determine the final approach.

Alternative 1:

-
A GMSC-S receiving a SIP INVITE from an external SIP-I network with the UPDATE method not included in the ALLOW header shall not generate the UPDATE method toward the external SIP-I network. However, it shall send SIP INVITE with ALLOW header listing the UPDATE method to the succeeding 3GPP node on the Nc interface.

-
An MSC/IWF receiving a response to a SIP INVITE request shall check that an ALLOW header is present listing the UPDATE method. If the response contains an ALLOW header containing the UPDATE method, the GMSC-S is allowed to generate the UPDATE method towards the external network as defined in IETF RFC 3311 [37] for the purpose of session modification during early dialog. If the UPDATE method is not listed in the ALLOW header the GMSC-S shall not generate the UPDATE method towards the external SIP-I network. However the IWF/MSC shall return the response to the preceding 3GPP node containing an ALLOW header containing the UPDATE method.

-
When the UPDATE method is not allowed on an interface during early dialog, changes to session parameters shall generally be sent using the re-INVITE method after the session has been established, although in some cases PRACK may be used.

Alternative 2:

-
A GMSC-S receiving a SIP INVITE from an external SIP-I network which receives the ALLOW header without the UPDATE method shall then not generate the UPDATE method toward the external SIP-I network.

-
The GMSC-S shall forward SIP INVITE request as received to the succeeding 3GPP node on the Nc interface, i.e. with or without the UPDATE method included in the ALLOW header.

-
A MSC/IWF receiving a response to a SIP INVITE shall check that an ALLOW header is present listing the UPDATE method. If the response contains an ALLOW header containing the UPDATE method, the GMSC-S is allowed to generate the UPDATE method as defined in IETF RFC 3311 [37]. If UPDATE is not listed in the ALLOW header the GMSC-S shall not generate the UPDATE method towards the external SIP-I network.

-
The MSC/IWF shall return the response to the preceding 3GPP node as received, i.e., with or without the UPDATE method included in the ALLOW header.

-
When the UPDATE method is not allowed on an interface during early dialog, changes to session parameters shall generally be sent using the re-INVITE method after the session has been established, although in some cases PRACK may be used.

Alternative 3:

-
A GMSC-S receiving a SIP INVITE from an external SIP-I network containing the ALLOW header without the UPDATE method shall consider the INVITE as erroneous and reject the INVITE request with a 421 Extension Required response.

-
An MSC/IWF receiving a response with an ALLOW header without the UPDATE method the MSC/IWF shall consider the response as erroneous and reject the call accordingly.

5.2.3.3
Support for Preconditions

5.2.3.3.1
Requirements on Nc Interface

Support for preconditions as defined in IETF RFC 3312 [38] is optional as defined in Profile C of ITU-T Q.1912.5 [16]. The use of SIP Preconditions as described in IETF RFC 3312 [38] will allow a 3GPP node to progress the call forward before all originating side bearer resources have been allocated. This may occur for several reasons, including:

-
Incoming ISUP IAM indicates COT on previous call leg or COT on this circuit

-
Incoming BICC

-
Originating RANAP is waiting for the network determined Selected Codec and Available Codec List.

The called subscriber shall not be alerted until preconditions have been satisfied.

To support these conditions, support for SIP Preconditions shall be mandatory within the 3GPP SIP-I Profile. Only the segmented procedures shall be used in order to allow each SIP end point to control its own precondition status.

Negotiating support of preconditions shall be done using the following rules:

-
A 3GPP node originating a SIP initial INVITE request when preconditions have not been satisfied shall advertise its preference of preconditions via a SUPPORTED header containing the tag "precondition". The MSC-S shall encode preconditions in the SDP offer as specified in IETF RFC 3312 [38].

-
When a 3GPP node receives a SIP initial INVITE request with the tag "precondition" in the SUPPORTED header, it shall include a REQUIRE or SUPPORTED header with tag "precondition" when sending a provisional 101 -199 response. The 3GPP node is then allowed to use preconditions as defined in IETF RFC 3312 [38].

-
A 3GPP Node receiving a provisional 101 -199 response to a SIP initial INVITE request with tag "precondition" is then allowed to use preconditions as defined in IETF RFC 3312 [38].

-
An MSC-S sending a SIP re-INVITE request or UPDATE request during a confirmed dialogue shall not include a REQUIRE or SUPPORTED header with tag "precondition".

-
An MSC-S receiving a SIP re-INVITE request or UPDATE request during a confirmed dialog with a REQUIRE header containing the tag "precondition" shall reject re-INVITE request with a 420 'Bad Extension' final response.

5.2.3.3.2
Requirements for interworking to external SIP-I networks

In Q.1912.5 support of Preconditions is optional. Applications of SIP-I in external networks may mandate this support or even exclude it (e.g. NICC ND1017:2006/07 [71]). Three Alternatives exist currently if an external SIP-I network does not receive indication of support of Preconditions (otherwise Clause 5.2.3.3.1 applies):

The following are several possible options for handling of SIP Preconditions. Further investigation is required to determine the final approach.
Alternative 1:
-
A GMSC-S receiving a SIP INVITE request without a "preconditions" tag in a REQUIRE or SUPPORTED header shall assume the preconditions have been satisfied. The GMSC-S shall not include a tag "precondition" when sending a response to the external SIP-I network.

-
The GMSC shall either send the SIP initial INVITE request as received to the succeeding 3GPP Node i.e., without the tag "precondition" and appropriate SDP lines, or send the SIP initial INVITE request with the tag "preconditions" and with the indication that preconditions are met.

-
An MSC/IWF receiving a provisional 101 -199 response to a SIP initial INVITE request without a REQUIRE or SUPPORTED header containing tag "precondition" shall continue the call without the use of preconditions. The MSC/IWF shall forward the response to the preceding 3GPP Node as received from the external SIP-I network (i.e., without the tag "precondition").

NOTE:
Continuing the use of preconditions only between the originating MSC and the MSC/IWF has no useful function, the terminating network will continue to allow the call to proceed to answer, regardless of preconditions status. This option contradicts the general principle for alternative1 and may be considered actually part of alternative 2, rewording of this clause may be revised to reflect this during the conclusions phase.

A mechanism which prevents the alerting of the terminating device that does not support preconditions is FFS.

Alternative 2:

-
A GMSC-S receiving a SIP INVITE request without a "preconditions" tag in a REQUIRE or SUPPORTED header shall behave as specified in alternative 1.

-
An MSC/IWF receiving an initial INVITE request with a "preconditions" tag shall resolve the precondition within the 3GPP network before allowing the call to progress into the external SIP-I network. The initial INVITE request to the external network will not include a "preconditions" tag

Alternative 3:

- 
A GMSC-S receiving a SIP INVITE request without a "preconditions" tag in a REQUIRE or SUPPORTED header shall behave as specified in alternative 1

-
An MSC/IWF receiving a a provisional 101 -199 response to a SIP initial INVITE without a REQUIRE or SUPPORTED header containing tag "precondition" when the initial INVITE request indicated that preconditions had not been satisfied shall consider the response as erroneous and reject the call accordingly.

5.2.3.4
Support for INVITE request without SDP

5.2.3.4.1
Requirements on Nc Interface

A 3GPP node may support the handling of re-INVITE request without SDP in sending and the receiving side to support optional features such as Bearer Redirection.

Scenarios shall be described in the TR to justify support in SIP-I based Nc of sending of re-INVITE requests without SDP so that the proposal can be completely assessed.

A 3GPP node originating a call shall always include SDP with the Supported Codec List in SIP Initial INVITE request to enable initial codec negotiation. A 3GPP node sending INVITE request without SDP is FFS.

5.2.1.4.2
Requirements for interworking to external SIP-I networks

Applications of SIP-I in external networks may mandate INVITE with SDP in all cases (e.g. NICC ND1017:2006/07 [71]). Three Alternatives exist currently if an external SIP-I network does signal INVITE without SDP (otherwise Clause 5.2.3.4.1 applies):

The following are several possible options for handling of INVITE request without SDP. Further investigation is required to determine the final approach.

Alternative 1:

-
A GMSC-S, which receives an INVITE without SDP, shall create an own list of Supported Codecs containing all codecs supported by the GMSC-S (and its MGW) and generate an INVITE with its own SDP and send this to the succeeding 3GPP nodes.

Alternative 2:

-
A GMSC-S or MSC/IWF, which receives an INVITE without SDP, shall forward the INVITE to the succeeding node without SDP. A 3GPP Node terminating the SIP-I on Nc shall create an own list of Supported Codecs containing all codecs supported by the 3GPP Node(and its MGW) and generate a response with its own SDP back to the preceding node.

Alternative 3:

-
A GMSC-S receiving a SIP INVITE without SDP shall consider the INVITE as erroneous and reject the call accordingly.

5.2.3.5
Support for SDP with unspecified connection address

5.2.3.5.1
Requirements on Nc Interface

The support of an unspecified connection address in SDP using SIP-I based Nc is FFS.

5.2.3.5.2
Requirements for interworking with external SIP-I networks

In Q.1912.5 Profile C support of INVITE with unspecified connection address is implied by reference to offer/answer procedures as described in RFC 3264. However Q.1912.5 Profile C does not describe specific applications of this address. Applications of SIP-I in external networks may mandate INVITE with specified connection address in all cases (e.g. NICC ND1017:2006/07 [71]). Three Alternatives exist currently if an external SIP-I network does permit sending of SDP Offers with unspecified connection address (otherwise Clause 5.2.3.5.1 applies):

The following are several possible options for SDP with an unspecified address. Further investigation is required to determine the final approach.

Alternative 1:

-
A GMSC-S, which receives an INVITE request with unspecified connection address shall seize a MGW and insert its own connection address in INVITE request to the succeeding 3GPP Node and in response back to the external SIP-I network.

Alternative 2:

-
A GMSC-S, which receives an INVITE with unspecified connection address, shall forward the INVITE to the succeeding 3GPP node. The handling of the unspecified connection address at the terminating node is for further study.

Alternative 3:

-
A GMSC-S receiving a SIP INVITE request with unspecified connection address shall consider the INVITE request as erroneous and reject the call accordingly.

